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Comments on NWE RFC 33 and 36

CGenerally, we are satisfied with the suggestions for the new Host-
to- Host protocol. However, we think that a few refinenents nmay be
hel pf ul .

b)

It seens that there are two cases of reconnection

Reconnect froma socket in a local Host to another socket in the
local Host. This was referred to in RFC #33 as "switch". The

| ocal sockets can belong to different processes (such as the
"Logi n" process switching a connection to another process just
created) or can belong to the same process (such as a process
that accepts calls for connections on a particular socket, and
after a connection is established switches to another of his
socket s) .

Reconnect from a socket at a |ocal Host to a socket in a foreign
Host .

suggest separation of these two cases for the follow ng reasons:
Reconnection in Case 1 is necessary and useful, while the
useful ness of Case 2 is still in doubt.

Case 1 is sinple to inplenent (at |east conceptually) while Case
2 involves an el aborate nmechani sm of comrands because of the
asynchronous nature of the network (four out of nine commands
were suggested to handle Case 2 in RFC #36).

Thus we think that at least in the first usage of the Host-to-Host
protocol reconnection in Case 2 should be left out. An additiona
systemcall (not a command) is therefore needed to pernit Case 1,

which is SWTCH <socket 1> <socket 2>.

The CLOSE command as suggested in RFC #36 seens to be used for
two purposes: block a connection and abort a connection. To
avoi d anbiguity it would be desirable to have two comrands:
BLOCK and CLOSE. As suggested in RFC #36, the response for both
commands can be the SUSPEND command whi ch acknow edges the
recepti on of BLOCK or CLOSE conmmands.
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I1l. After a connection has been established, we see no reason for
keeping the "foreign socket” in a |local connection table. Since
there is a one-to-one correspondence between a |ink number of
the foreign Host and a foreign socket nunber, we can use the
link nunmber in the conmands. Thus, except for the RFC conmand,
all commands can use |link nunbers and therefore elininate a 40-
bit foreign socket nunber in every entry of the connection table
(size being critical for sone Hosts). W note that if

connections will be multiplexed over |inks as suggested in RFC
#38, then the foreign socket would be needed in the connection
tabl e.

V. In RFC#33 the term PORT was introduced. Although this is
private to every Host, we have a coment. |If ports are used
such that there is a one-to-one correspondence between a port
for some user and a socket, then ports are conpletely redundant.
However, a Host may wish to nultiplex ports over connections, in
whi ch case an additional mechani smis needed.

To sunmari ze the last four comments, we suggest that in the initial
version the follow ng systemcalls and comands will be used (nobst of
themin RFC 33 and 36).

System Cal | s:

1) INITI ATE <y socket> <your socket>
2) ACCEPT <ny socket>

3) SW TCH <socket 1> <socket 2>

4) LI STEN <ny socket >

5) CLCSE <ny socket >

6) TRANSM T <my socket > <address>

Commands:

Commands 0, 1, 3, 4 as in RFC #36 (pp.5) and in addition:
1) BLOCK: BLK <link>

2) CLOSE: CLS <link>

V. In addition to the above it seenms necessary to decide on the
foll owing i ssues one way or the other together with the first
version of the protocol (perhaps by setting a date for people to
express their preferences and decide accordingly). Al of these
i ssues were nentioned in the neeting at UCLA on March 17, 1970,
but were put asi de.

1. "Doubl e paddi ng" - when a nessage does not end on a word
boundary. Two possi bl e solutions were nentioned:

a) Hosts provide their padding in addition to the IMP' s
paddi ng (doubl e paddi ng).
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b) Hosts make sure that all nessages end on a word boundary
by shifting their nmessages (when necessary) and adjusting
the "mar ki ng" accordingly.

"Echoi ng" - there are three apparent possibilities:

a) Echoi ng

b) No echoi ng

c) Optional Echoing - possibly a bit in the "Leader" can be
used to designate this option

"Code Conversion" - originally, BB&N suggested doing the
conversion in the IMPs using ASCII-8 as the comopn code.
This was rejected, mainly because of clainms that ASCII-8 is
not | arge enough for sone uses, such as graphics. Also
conversion in the | MPs may sl ow them down and take up space
whi ch could be used for buffers. W feel that it is very
desirable to have a conmon code (even when the conversion is
not done by the IMPs), such that all incom ng text nessages
are in the sanme code and only one conversion table is needed.
Qut goi ng text nessages should be converted into this comon
code. Cbviously, the option "no translation" should be
possi bl e for the purpose of binary data or data that is not
representable in the conmon code. Since every known code can
be considered to be too restrictive for sone purposes, we
suggest adopting a Network Conmon Code (NCC), and use all of
the 256 possible characters (for 8-bit code) to include the
"inportant” part of the union of the codes used throughout

t he networKk.

V. Qur preference to the above issues is as follows:

a)

b)

"Doubl e paddi ng" -it turns out to be easy for us to get our
nmessages to be sent on a word boundary by shifting the | eader
of a nessage (and adjusting the "marking" accordingly) rather
than the data. Thus we will prefer solution V.1.b).
"Echoing" - we prefer no echoing. W think that character
echoi ng shoul d be nanaged | ocally.

"Code Conversion" we prefer a Network Conmon Code.

Initially, ASCII-8 can be used, and then expanded according
to the needs of the Network.

[ This RFC was put into machine readable formfor entry |
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