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and status of this protocol. Distribution of this meno is unlimnited.
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Abstract
This meno specifies new textual conventions for additional high
capacity data types, intended for SNVP inpl enentations which already
support the Counter64 data type. The definitions contained in this
docunent represent a short term solution which may be deprecated in
the future.
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1

The SNMP Managenent Framewor k

The SNMP Managenent Framework presently consists of five major
conponents:

0o An overall architecture, described in RFC 2571 [ RFC2571].

o] Mechani snms for describing and nani ng objects and events for the
pur pose of nmanagenent. The first version of this Structure of
Managenent Information (SM) is called SMvl and described in STD
16, RFC 1155 [RFC1155], STD 16, RFC 1212 [RFC1212] and RFC 1215
[ RFC1215]. The second version, called SMv2, is described in STD
58, RFC 2578 [ RFC2578], STD 58, RFC 2579 [RFC2579] and STD 58,
RFC 2580 [ RFC2580] .

o] Message protocols for transferring managenent information. The
first version of the SNWMP nessage protocol is called SNWv1l and
described in STD 15, RFC 1157 [RFC1157]. A second version of the
SNMP nessage protocol, which is not an Internet standards track
protocol, is called SNWv2c and described in RFC 1901 [ RFC1901]
and RFC 1906 [RFC1906]. The third version of the nessage
protocol is called SNMPv3 and described in RFC 1906 [ RFC1906],
RFC 2572 [RFC2572] and RFC 2574 [ RFC2574].

o] Prot ocol operations for accessing nanagenent information. The
first set of protocol operations and associated PDU formats is
described in STD 15, RFC 1157 [RFC1157]. A second set of
protocol operations and associated PDU formats is described in
RFC 1905 [ RFC1905] .

o] A set of fundamental applications described in RFC 2573 [ RFC2573]
and the vi ewbased access control nechani sm described in RFC 2575
[ RFC2575] .

A nore detailed introduction to the current SNMP Managenent Framework
can be found in RFC 2570 [ RFC2570].

Managed objects are accessed via a virtual information store, ternmed
t he Managenent Information Base or MB. Objects in the MB are
defined using the nechanisns defined in the SM.

This meno specifies a MB nodule that is conpliant to the SMv2. The
textual conventions defined in this MB nodul e cannot be transl ated
to SMvl since the Counter64 type does not exist in SMvl
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2. Overview

The Structure of Managenent |nformation [RFC2578] does not explicitly
address the question of how to represent integer objects other than
counters that would require up to 64 bits to provide the necessary
range and precision. There are MBs in progress targeted for the
standards track, which need such data types. This nenp specifies a
short term sol ution, using textual conventions, to neet these needs.

2.1. Short Term and Long Term Obj ectives

There is an inmedi ate need to provide a Gauge64 data type, simlar in
semantics to the Gauge32 data type, in order to support conmmpn data
representati ons such as:

- a snapshot of a Counter64 at a given nonent, e.g., history ring
buf f er

- the difference between two Counter 64 val ues

There is also an inmediate need for a 64-bit zero-based counter type,
simlar in semantics to the ZeroBasedCounter32 TC defined in the
RVON-2 M B [ RFC2021] .

Bot h of these textual conventions should use a base type of Gauge64
or Unsigned64, but such a base type is not available. Until such a
base type is defined and depl oyed, these tenporary textua

conventions (which use a base type of Counter64) will be used in M Bs
whi ch require unsigned 64-bit data types.

In order to be backward conpatible with existing inplenmentations of
Counter64, the ASN. 1 encodi ng of unsigned 64-bit data types nust be
identical to the encoding of Counter64 objects, i.e., identified by
the [ APPLI CATION 6] ASN.1 tag.

Note that the textual conventions defined in this docunment represent
alimted and short-termsolution to the problem These textua
conventions nmay be deprecated as a long termsolution is defined and
depl oyed to replace them A MB object which uses either of these
textual conventions nay al so eventually have to be deprecated.

2.2. Linmtations of the Textual Convention Approach
New unsi gned data types with textual conventions based on the

Counter64 tag, instead of a new (or other existing) ASN. 1 tag have
sone limtations:
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- The MAX- ACCESS of the TC nust be read-only, because the MAX- ACCESS
of the underlying Counter64 type is read-only.

- No sub-range can be specified on the TC derived types, because
sub-ranges are not allowed on Counter64 objects.

- No DEFVAL cl ause can be specified for the TC-derived types,
because DEFVALs are not allowed on Counter64 objects.

- The TC-derived types cannot be used in an I NDEX cl ause, because
there is no | NDEX cl ause mappi ng defined for objects of type
Count er 64.

3. New Textual Conventions

The follow ng textual conventions are defined to support unsigned
64-bit data types.

3.1. CounterBasedGauge64

This textual convention defines a 64-bit gauge, but defined with
Count er 64 syntax, since no Gauge64 or Unsi gned64 base type is
available in SMv2.

This TC is used for storing the difference between two Counter 64
val ues, or sinply storing a snapshot of a Counter64 value at a given
monent in tine.

3.2. ZeroBasedCount er 64

This textual convention defines a 64-bit counter with an initial
val ue of zero, instead of an arbitrary initial value.

This TC is used for counter objects in tables which are instanti ated
by managenent application action.

4. Definitions
HCNUM TC DEFI NI TIONS :: = BEG N
| MPORTS
MODULE- | DENTI TY, m b-2, Counter64
FROM SNMPv2- SM
TEXTUAL- CONVENTI ON
FROM SNVPv2- TC

hcnumlC MODULE- | DENTI TY
LAST- UPDATED "200006080000Z"

Bi erman, et al. St andar ds Track [ Page 4]



RFC 2856

Hi gh Capacity Data Types June 2000

ORGANI ZATI ON "I ETF OPS Area"

CONTACT- I NFO

E-mail: mbs@ps.ietf.org
Subscri be: maj ordono@sg. com
with nmsg body: subscribe m bs

Andy Bi er man

Cisco Systens Inc.

170 West Tasman Drive
San Jose, CA 95134 USA
+1 408-527-3711

abi erman@i sco. com

Keith M oghrie

Cisco Systens Inc.

170 West Tasman Drive
San Jose, CA 95134 USA
+1 408-526-5260

kzm@i sco. com

Randy Presuhn

BMC Software, |nc.

Ofice 1-3141

2141 North First Street

San Jose, California 95131 USA
+1 408 546- 1006

r presuhn@nc. cont

DESCRI PTI ON

"A M B nodul e contai ning textual conventions

for high capacity data types. This nodul e

addresses an i nmedi ate need for data types not directly
supported in the SMv2. This short-term solution

is meant to be deprecated as a |l ong-term sol ution

i s depl oyed. "

REVI SI ON "200006080000Z"
DESCRI PTI ON

"Initial Version of the H gh Capacity Numbers
M B nodul e, published as RFC 2856."

:={ mb-2 78 }

Count er BasedGauge64 :: = TEXTUAL- CONVENTI ON

STATUS

current

DESCRI PTI ON

Bi er man,

"The Count er BasedGauge64 type represents a non-negative
i nteger, which may increase or decrease, but shall never
exceed a maxi mum val ue, nor fall below a m ni mum val ue.
maxi num val ue can not be greater than 2764-1

(18446744073709551615 decimal ), and the ni ni num val ue can
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not be snmaller than 0. The value of a CounterBasedGauge64
has its nmaxi num val ue whenever the infornmation bei ng nodel ed
is greater than or equal to its maxi mumvalue, and has its
m ni nrum val ue whenever the information being nodeled is
small er than or equal to its mninumvalue. |[If the

i nformati on bei ng nodel ed subsequently decreases bel ow

(i ncreases above) the maxi mum (m ni mun) val ue, the

Count er BasedGauge64 al so decreases (increases).

Note that this TCis not strictly supported in SMv2,
because the 'always increasing and ’'counter wap' senantics
associ ated with the Counter64 base type are not preserved.

It is possible that managenent applications which rely
solely upon the (Counter64) ASN.1 tag to determ ne object
semantics will mistakenly operate upon objects of this type
as they would for Counter64 objects.

This textual convention represents a linited and short-term
sol ution, and nay be deprecated as a long termsolution is
defined and depl oyed to replace it."

SYNTAX Count er 64

Zer oBasedCount er 64 :: = TEXTUAL- CONVENTI ON
STATUS current
DESCRI PTI ON

Bi er man,

"This TC describes an object which counts events with the
following semantics: objects of this type will be set to
zero(0) on creation and will thereafter count appropriate
events, wapping back to zero(0) when the value 2764 is
reached.

Provi ded that an application discovers the new object wthin
the minimumtinme to wap it can use the initial value as a
delta since it last polled the table of which this object is
part. It is inportant for a managenent station to be aware
of this mininumtine and the actual tinme between polls, and
to discard data if the actual tinme is too long or there is
no defined m nimumtime.

Typically this TCis used in tables where the | NDEX space is
constantly changing and/or the TineFilter mechanismis in
use.

Note that this textual convention does not retain all the
semanti cs of the Counter64 base type. Specifically, a
Counter64 has an arbitrary initial value, but objects
defined with this TC are required to start at the val ue
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zero. This behavior is not likely to have any adverse
ef fects on managenent applications which are expecting
Count er 64 semanti cs.

This textual convention represents a linited and short-term
sol ution, and nay be deprecated as a long termsolution is
defined and deployed to replace it."

SYNTAX Count er 64

END
5. Intellectual Property

The | ETF takes no position regarding the validity or scope of any
intellectual property or other rights that m ght be clained to
pertain to the inplenentation or use of the technol ogy described in
this docunent or the extent to which any |icense under such rights

m ght or might not be available; neither does it represent that it
has nade any effort to identify any such rights. Information on the
| ETF s procedures with respect to rights in standards-track and
standards- rel ated docunentati on can be found in BCP-11. Copies of
claims of rights nmade avail able for publication and any assurances of
licenses to be made available, or the result of an attenpt nade to
obtain a general license or pernission for the use of such
proprietary rights by inplenmentors or users of this specification can
be obtained fromthe | ETF Secretari at.

The IETF invites any interested party to bring to its attention any
copyrights, patents or patent applications, or other proprietary
rights which may cover technology that may be required to practice
this standard. Please address the information to the | ETF Executive
Director.
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9. Full Copyright Statenent
Copyright (C) The Internet Society (2000). Al Rights Reserved.

Thi s docunent and translations of it nmay be copied and furnished to
ot hers, and derivative works that comment on or otherw se explain it
or assist inits inplenentation may be prepared, copied, published
and distributed, in whole or in part, without restriction of any

ki nd, provided that the above copyright notice and this paragraph are
i ncluded on all such copies and derivative works. However, this
docunent itself may not be nodified in any way, such as by renoving
the copyright notice or references to the Internet Society or other
I nternet organi zati ons, except as needed for the purpose of
devel opi ng I nternet standards in which case the procedures for
copyrights defined in the Internet Standards process nust be
followed, or as required to translate it into |Ianguages other than
Engli sh.

The limted perm ssions granted above are perpetual and will not be
revoked by the Internet Society or its successors or assigns.

Thi s docunent and the information contained herein is provided on an
"AS | S" basis and THE | NTERNET SOCI ETY AND THE | NTERNET ENG NEERI NG
TASK FORCE DI SCLAI M5 ALL WARRANTI ES, EXPRESS OR | MPLI ED, | NCLUDI NG
BUT NOT LI M TED TO ANY WARRANTY THAT THE USE OF THE | NFORMATI ON
HEREI N W LL NOT | NFRI NGE ANY RI GHTS OR ANY | MPLI ED WARRANTI ES OF
MERCHANTABI LI TY OR FI TNESS FOR A PARTI CULAR PURPCSE.
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