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| nt roducti on

A di scussion of the standardi zati on process and the RFC docunent
series is presented first, followed by an expl anation of the terms.
Sections 6.2 - 6.10 contain the lists of protocols in each stage of
standardi zation. Finally are pointers to references and contacts for
further information.

This nenp is intended to be issued approximately quarterly; please be
sure the copy you are reading is current. Current copies may be
obtained fromthe Network Information Center (INTERNIC) or fromthe

I nternet Assigned Nunbers Authority (1ANA) (see the contact
information at the end of this nenp). Do not use this edition after
15-Jul y- 96.

See Section 6.1 for a description of recent changes. In the official
lists in sections 6.2 - 6.10, an asterisk (*) next to a protocol
denotes that it is newto this docunent or has been noved from one
protocol level to another, or differs fromthe previous edition of
thi s docunent.
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1.

The Standardi zati on Process

The Internet Architecture Board maintains this |list of docunments that
define standards for the Internet protocol suite. See RFC 1601 for
the charter of the 1AB and RFC- 1160 for an explanation of the role
and organi zation of the IAB and its subsidiary groups, the Internet
Engi neering Task Force (I ETF) and the Internet Research Task Force
(IRTF). Each of these groups has a steering group called the | ESG
and | RSG respectively. The |ETF devel ops these standards with the
goal of co-ordinating the evolution of the Internet protocols; this
co-ordi nati on has becone quite inportant as the Internet protocols
are increasingly in general comercial use. The definitive
description of the Internet standards process is found in RFC- 1602.

The majority of Internet protocol devel opnent and standardi zation
activity takes place in the working groups of the |ETF.

Protocol s which are to become standards in the Internet go through a
series of states or maturity levels (proposed standard, draft
standard, and standard) involving increasing anmounts of scrutiny and
testing. Wen a protocol conpletes this process it is assigned a STD
nunber (see RFC-1311). At each step, the Internet Engineering
Steering Goup (IESG of the I ETF nust make a reconmmendati on for
advancenent of the protocol.

To allow tine for the Internet community to consider and react to
st andar di zati on proposals, a nininumdelay of 6 nonths before a
proposed standard can be advanced to a draft standard and 4 nonths
before a draft standard can be pronpted to standard.

It is general practice that no proposed standard can be pronoted to
draft standard without at |east two independent inplenentations (and
the recommendation of the IESG. Pronotion fromdraft standard to
standard generally requires operational experience and denonstrated
interoperability of two or nore inplenentations (and the
recommendati on of the | ESG.

In cases where there is uncertainty as to the proper decision
concerning a protocol a special review conmittee may be appoi nted
consisting of experts fromthe IETF, IRTF and the 1AB with the
pur pose of recomendi ng an explicit action.

Advancenent of a protocol to proposed standard is an inportant step
since it marks a protocol as a candidate for eventual standardization
(it puts the protocol "on the standards track"). Advancenent to
draft standard is a nmjor step which warns the comunity that, unless
maj or obj ections are raised or flaws are discovered, the protocol is
likely to be advanced to standard in six nonths.
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Sone protocol s have been superseded by better ones or are otherw se
unused. Such protocols are still docunented in this nmenorandum with
the designation "historic".

Because it is useful to docunment the results of early protoco
research and devel opment work, sonme of the RFCs document protocols
which are still in an experinmental condition. The protocols are

desi gnated "experinmental” in this menorandum They appear in this
report as a convenience to the community and not as evidence of their
st andar di zati on

O her protocols, such as those devel oped by ot her standards

organi zations, or by particular vendors, nmay be of interest or may be
reconmended for use in the Internet. The specifications of such
protocols nay be published as RFCs for the conveni ence of the
Internet conmunity. These protocols are |abeled "informational" in
thi s menorandum

In addition to the working groups of the I ETF, protocol devel opnent
and experinmentation nay take place as a result of the work of the
research groups of the Internet Research Task Force, or the work of
other individuals interested in Internet protocol devel opnent. The
t he docunentati on of such experinmental work in the RFC series is
encour aged, but none of this work is considered to be on the track
for standardi zation until the | ESG has nade a reconmendation to
advance the protocol to the proposed standard state.

A few protocol s have achi eved wi despread i npl enentation wthout the
approval of the IESG  For exanple, some vendor protocols have becone
very inmportant to the Internet community even though they have not
been recommended by the IESG  However, the I AB strongly reconmends
that the standards process be used in the evolution of the protocol
suite to maximze interoperability (and to prevent inconpatible
protocol requirenents fromarising). The use of the terns
"standard", "draft standard", and "proposed standard" are reserved in
any RFC or other publication of Internet protocols to only those
protocol s which the | ESG has approved.

In addition to a state (like "Proposed Standard"), a protocol is also
assigned a status, or requirenent level, in this docunent. The
possi bl e requirenent |evels ("Required", "Reconmended", "Elective"
"Limted Use", and "Not Recomended") are defined in Section 4.2.
When a protocol is on the standards track, that is in the proposed
standard, draft standard, or standard state (see Section 5), the
status shown in Section 6 is the current status.

Few protocols are required to be inplenented in all systens; this is
because there is such a variety of possible systens, for exanple,
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gateways, routers, term nal servers, workstations, and multi-user
hosts. The requirenent |evel shown in this docunent is only a one
word | abel, which may not be sufficient to characterize the

i npl enentation requirenents for a protocol in all situations. For
sone protocols, this docunent contains an additional status paragraph
(an applicability statenent). In addition, nore detail ed status

i nformati on nay be contained in separate requirenents docunments (see
Section 3).

2. The Request for Comments Docunents

The documents call ed Request for Comments (or RFCs) are the working
notes of the "Network Wrking Group”, that is the Internet research
and devel oprment conmunity. A docunent in this series nay be on
essentially any topic related to conputer conmunication, and nay be
anything froma neeting report to the specification of a standard.

Not i ce:

Al'l standards are published as RFCs, but not all RFCs specify
st andar ds.

Anyone can submit a docunent for publication as an RFC. Subm ssions
nmust be nade via electronic mail to the RFC Editor (see the contact
information at the end of this nenp, and see RFC 1543).

While RFCs are not refereed publications, they do receive technica
review fromthe task forces, individual technical experts, or the RFC
Editor, as appropriate.

The RFC series conprises a wi de range of documents, ranging from

i nformati onal docunents of general interests to specifications of
standard Internet protocols. |In cases where subnission is intended
to docunent a proposed standard, draft standard, or standard
protocol, the RFC Editor will publish the docunent only with the
approval of the IESG  For docunents describing experinmental work,
the RFC Editor will notify the | ESG before publication, allow ng for
the possibility of review by the relevant | ETF working group or |RTF
research group and provide those comments to the author. See Section
5.1 for nore detail

Once a docunent is assigned an RFC nunmber and published, that RFC is
never revised or re-issued with the same nunber. There is never a
question of having the nost recent version of a particular RFC
However, a protocol (such as File Transfer Protocol (FTP)) may be

i nproved and re-docunented nany tinmes in several different RFCs. It
is inportant to verify that you have the nobst recent RFC on a
particular protocol. This "Internet Oficial Protocol Standards”
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meno is the reference for determ ning the correct RFC for the current
speci fication of each protocol

The RFCs are available fromthe INTERNIC, and a nunber of other
sites. For nore information about obtaining RFCs, see Sections 7.4
and 7.5.

3. O her Reference Docunents

There are three other reference docunents of interest in checking the
current status of protocol specifications and standardi zati on. These
are the Assigned Nunbers, the Gateway Requirenents, and the Host

Requi rements. Note that these docunents are revised and updated at
different tinmes; in case of differences between these docunents, the
nost recent mnust prevail.

Al so, one should be aware of the M L-STD publications on |IP, TCP,
Tel net, FTP, and SMIP. These are described in Section 3.4.

3.1. Assigned Nunbers

The "Assigned Nunmbers" document lists the assigned val ues of the
paraneters used in the various protocols. For exanple, |P protocol
codes, TCP port nunbers, Telnet Option Codes, ARP hardware types, and
Term nal Type nanes. Assigned Nunbers was nost recently issued as
RFC- 1700.

3.2. Requirenents for IP Version 4 Routers

Thi s docunent reviews the specifications that apply to gateways and
suppl i es guidance and clarification for any anbiguities.
Requirements for IP Version 4 Routers is RFC 1812

3.3. Host Requirenents

This pair of docunents reviews and updates the specifications that
apply to hosts, and it supplies guidance and clarification for any
anbiguities. Host Requirenents was issued as RFC- 1122 and RFC- 1123.

3.4. The M L-STD Docunents

The I nternet community specifications for IP (RFC-791) and TCP (RFC-
793) and the DoD M L-STD specifications are intended to describe
exactly the sane protocols. Any difference in the protocols
specified by these sets of docunents should be reported to DI SA and
tothe IESG It is strongly advised that the two sets of docunents
be used together, along with RFC-1122 and RFC-1123.
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Note that these M L-STD are now sonewhat out of date. The

Requi rements for IP Version 4 Routers (RFC-1812) and Host

Requi rements (RFC-1122, RFC-1123) take precedence over both earlier
RFCs and the M L- STDs.

2045- 13501 Internet Routing between Autononpbus Systens

2045- 14502-01 Internet Transport Profile for DoD
Communi cations, Part 1: Transport and Internet Services

2045- 14502-04 Internet Transport Profile for DoD
Conmmuni cations, Part 4: LAN Medi a- | ndependent Requirenents

2045- 14503 Internet Transport Service Supporting OS
Appl i cations

2045- 44500 Tactical Conmuni cati ons

2045-17503-01 Internet Message Transfer Profile for DoD
Comuni cations Part 1. Sinple Miil Transfer Protocol

2045-17503-02 Internet Message Transfer Profile for DoD
Communi cations Part 2: Format of Text Messages

2045-17504 Internet File Transfer Profile for DoD
Conmuni cati ons

2045- 17505 Internet Domain Name Service (DNS) Profile for DoD
Conmuni cati ons

2045- 17506 Internet Renote Login (RLOG N) Profile for DoD
Conmuni cati ons

2045- 17507 Internet Network Managenent Profile for DoD
Conmuni cati ons

2045- 38000 DoD Networ k Managenent for DoD Conrmuni cati ons

These docunents are available fromthe Naval Publications and Forns
Center. Requests can be initiated by tel ephone, tel egraph, or nail
however, it is preferred that private industry use form DD1425, if
possi bl e.

Naval Publications and Forns Center, Code 3015
5801 Tabor Ave
Phi | adel phia, PA 19120
Phone: 1-215-697-3321 (order tape)
1-215-697- 4834 (conversation)
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4.

Expl anati on of Terns

There are two i ndependent categorization of protocols. The first is
the "maturity level" or STATE of standardization, one of "standard",
"draft standard", "proposed standard", "experinental",
"informational" or "historic". The second is the "requirenent |evel"
or STATUS of this protocol, one of "required", "recomended",
"elective", "limted use", or "not reconmended"

The status or requirenent level is difficult to portray in a one word
| abel . These status | abels should be considered only as an

i ndication, and a further description, or applicability statenent,
shoul d be consul ted.

When a protocol is advanced to proposed standard or draft standard,
it is labeled with a current status.

At any given tine a protocol occupies a cell of the follow ng matri Xx.
Protocols are likely to be in cells in about the follow ng
proportions (indicated by the relative nunber of Xs). A new protocol

is nmost likely to start in the (proposed standard, elective) cell, or
the (experinental, limted use) cell.
STATUS
Req Rec Ele Lim  Not

e e F--- - - F--- - - F--- - - +

Std | X | XXX | XXX | | |

S +----- +----- +----- +----- +----- +

Dr af t | X | X | XXX | | |

T e e F--- - - F--- - - F--- - - +

Prop I | X | XXX'| I I

A e e F--- - - F--- - - F--- - - +

I nfo I I I I I I

T e e F--- - - F--- - - F--- - - +

Expr I I I | XXX | I

E e e F--- - - F--- - - F--- - - +

Hi st | | | | | XXX |

e e F--- - - F--- - - F--- - - +

What is a "systeni?

Some protocols are particular to hosts and sonme to gateways; a few
protocols are used in both. The definitions of the terns bel ow
will refer to a "systenmf which is either a host or a gateway (or
both). It should be clear fromthe context of the particul ar
protocol which types of systens are intended.
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4.1. Definitions of Protocol State

Every protocol listed in this docunment is assigned to a "maturity
| evel " or STATE of standardization: "standard", "draft standard",
"proposed standard", "experinental", or "historic".

4.1.1. Standard Protocol

The | ESG has established this as an official standard protocol for
the Internet. These protocols are assigned STD nunbers (see RFC
1311). These are separated into two groups: (1) IP protocol and
above, protocols that apply to the whole Internet; and (2)

net wor k- speci fic protocols, generally specifications of howto do
I P on particular types of networks.

4.1.2. Draft Standard Protocol

The 1ESG is actively considering this protocol as a possible
Standard Protocol. Substantial and w despread testing and conmment
are desired. Conmments and test results should be submitted to the
| ESG. There is a possibility that changes will be made in a Draft
Standard Protocol before it beconmes a Standard Protocol.

4.1.3. Proposed Standard Protoco

These are protocol proposals that may be considered by the | ESG
for standardization in the future. Inplenentation and testing by
several groups is desirable. Revision of the protocol
specification is likely.

4.1.4. Experinmental Protocol

A system shoul d not inplenment an experinmental protocol unless it
is participating in the experinment and has coordinated its use of
the protocol with the devel oper of the protocol

Typically, experimental protocols are those that are devel oped as
part of an ongoi ng research project not related to an operational
service offering. While they may be proposed as a service
protocol at a |later stage, and thus becone proposed standard,
draft standard, and then standard protocols, the designation of a
protocol as experinmental nay sonetinmes be neant to suggest that
the protocol, although perhaps mature, is not intended for
operational use.
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4.1.5. | nf ormati onal Protoco

Prot ocol s devel oped by other standard organi zati ons, or vendors,
or that are for other reasons outside the purview of the |IESG nay
be published as RFCs for the convenience of the Internet commnity
as i nformational protocols.

4.1.6. Historic Protocol

These are protocols that are unlikely to ever becone standards in
the Internet either because they have been superseded by | ater
devel oprments or due to lack of interest.

4.2. Definitions of Protocol Status

This docunent lists a "requirenent |evel" or STATUS for each
protocol. The status is one of "required", "reconmended",
"elective", "limted use", or "not reconmended"

4.2.1. Required Protocol
A system nust inplenment the required protocols.

4.2.2. Recomended Prot ocol
A system shoul d i npl enent the reconmended protocols.

4.2.3. Elective Protocol

A system nay or may not inplenment an el ective protocol. The
general notion is that if you are going to do sonething like this,
you nust do exactly this. There may be several elective protocols
in a general area, for exanple, there are several electronic nmai
protocols, and several routing protocols.

4.2.4. Linmted Use Protocol
These protocols are for use in limted circunstances. This may be
because of their experinental state, specialized nature, limted
functionality, or historic state.

4.2.5. Not Reconmended Protocol
These protocols are not recomended for general use. This may be

because of their limted functionality, specialized nature, or
experimental or historic state.
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5. The Standards Track

This section discusses in nore detail the procedures used by the RFC
Editor and the I ESG i n naking deci sions about the |abeling and
publ i shing of protocols as standards.

5.1. The RFC Processing Decision Table
Here is the current decision table for processing subnm ssions by the

RFC Editor. The processing depends on who submitted it, and the
status they want it to have.

[ oo sy —————r—r ¥
|**************| S OU RC E |
[ oo sy —————r—r ¥
| Desired | IAB | | ESG | IRSG | Oher |
| Status | | | | |
[ oo sy —————r—r ¥
| | | o | |
| Standard | Bogus | Publish | Bogus | Bogus |
| or | (2) | (1) | (2) | (2) I
| Draft I I I I I
| Standard | | | | |
Fomm e e oo oo NS, Fomm oo oo - SN, Fomm oo oo oo - +
| | | o | |
| | Refer | Publish | Refer | Refer |
| Proposed | (3) | (1) | (3) | (3) I
| Standard | | | | |
I I I I I I
Fomm e e oo oo NS, Fomm oo oo - SN, Fomm oo oo oo - +
| | o o o o
| _ | Notify | Publish | Notify | Notify |
| Experinental |  (4) | (1) | (4) | (4) I
| Protocol | | | | |
I I I I I I
Fomm e e oo oo NS, Fomm oo oo - SN, Fomm oo oo oo - +
| o . o . -
| Information | Publish | Publish |Discretion|Di scretion|
| or Qpinion | (1) | (1) | (9 | (9 I
| Paper I I I I I
I I I I I I
[ oo sy —————r—r ¥
(1) Publish.

(2) Bogus. Informthe source of the rules. RFCs specifying

Standard, or Draft Standard nust come fromthe | ESG only.
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(3) Refer to an Area Director for review by a Wa  Expect to see
t he docunent again only after approval by the | ESG

(4) Notify both the IESG and IRSG If no concerns are raised in
two weeks then do Discretion (5), else RFC Editor to resol ve
the concerns or do Refer (3).

(5) RFC Editor’s discretion. The RFC Editor decides if a review
is needed and if so by whom RFC Editor decides to publish or
not .

O course, in all cases the RFC Editor can request or make ninor
changes for style, format, and presentati on purposes.

The | ESG has designated the | ESG Secretary as its agent for
forwardi ng docunents with | ESG approval and for registering concerns
in response to notifications (4) to the RFC Editor. Docunents from
Area Directors or Wrking Goup Chairs nay be considered in the sane
way as docunents from "other".

5.2. The Standards Track Di agram

There is a part of the STATUS and STATE categorization that is called
the standards track. Actually, only the changes of state are
significant to the progression along the standards track, though the
status assignments may change as wel | .

The states illustrated by single |line boxes are tenporary states,
those illustrated by double |line boxes are long termstates. A
protocol will normally be expected to remain in a tenporary state for

several nonths (m nimum six nonths for proposed standard, m nimum
four months for draft standard). A protocol may be in a long term
state for many years.

A protocol may enter the standards track only on the recomendati on
of the IESG and may nove fromone state to another along the track
only on the reconmendation of the IESG That is, it takes action by
the IESG to either start a protocol on the track or to nove it al ong.

CGenerally, as the protocol enters the standards track a decision is
made as to the eventual STATUS, requirenent |evel or applicability
(el ective, recommended, or required) the protocol will have, although
a somewhat |ess stringent current status may be assigned, and it then
is placed in the the proposed standard STATE with that status. So
the initial placenent of a protocol is into state 1. At any tinme the
STATUS deci sion may be revisited.
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The transition from proposed standard (1) to draft standard (2) can
only be by action of the I ESG and only after the protocol has been
proposed standard (1) for at |east six nonths.

The transition fromdraft standard (2) to standard (3) can only be by
action of the IESG and only after the protocol has been draft
standard (2) for at |east four nonths.

Cccasionally, the decision may be that the protocol is not ready for
standardi zation and will be assigned to the experinental state (4).
This is off the standards track, and the protocol nmay be resubnmitted
to enter the standards track after further work. There are other
paths into the experinental and historic states that do not involve
| ESG acti on.

Soneti nes one protocol is replaced by another and thus becones
historic, or it may happen that a protocol on the standards track is
in a sense overtaken by anot her protocol (or other events) and
becones historic (state 5).
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6. The Protocols

Subsection 6.1 lists recent RFCs and ot her changes. Subsections 6.2
- 6.10 list the standards in groups by protocol state.

6.1. Recent Changes
6.1.1. New RFGCs:

1920 Internet O ficial Protocol Standards

Thi s nmeno.
1918 - Address Allocation for Private Internets

This is a Best Current Practices docunent and does not
speci fy any | evel of standard.

1917 - An Appeal to the Internet Community to Return Unused IP
Networ ks (Prefixes) to the | ANA

This is a Best Current Practices docunent and does not
speci fy any | evel of standard.

1916 - Enterprise Renunbering: Experience and Information
Solicitation

This is an informati on docunent and does not specify any
| evel of standard.

1915 - Variance for The PPP Connecti on Control Protocol and The
PPP Encryption Control Protocol

This is a Best Current Practices docunent and does not
speci fy any | evel of standard.

1914 - How to Interact with a Wois++ Mesh
A Proposed Standard protocol
1913 - Architecture of the Wois++ | ndex Service
A Proposed Standard protocol
1912 - Conmmon DNS Operational and Configuration Errors

This is an informati on docunent and does not specify any
| evel of standard.
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1911 - Voice Profile for Internet Mil
An Experinmental protocol.

1910 - User-based Security Mdel for SNWPv2
An Experinmental protocol.

1909 - An Administrative Infrastructure for SNWPv2
An Experinental protocol.

1908 - Coexi stence between Version 1 and Version 2 of the
I nt ernet - st andard Net wor k Managenent Franmework

A Draft Standard protocol.

1907 - Managenent |Information Base for Version 2 of the Sinple
Net wor k Managenent Protocol (SNWPv2)

A Draft Standard protocol.

1906 - Transport Mappings for Version 2 of the Sinple Network
Managenent Protocol (SNWPv2)

A Draft Standard protocol.

1905 - Protocol Operations for Version 2 of the Sinple Network
Managenent Protocol (SNWPv2)

A Draft Standard protocol.

1904 - Conformance Statenments for Version 2 of the Sinple Network
Managenent Protocol (SNWPv2)

A Draft Standard protocol.

1903 - Textual Conventions for Version 2 of the Sinple Network
Managenent Protocol (SNWPv2)

A Draft Standard protocol.

1902 - Structure of Managenent Infornation for Version 2 of the
Si npl e Networ k Managenent Protocol (SNWPv2)

A Draft Standard protocol.
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1901

1900

1899

1898

1897

1896

1895

1894

1893

1892

1891

| nt er net St andar ds

I ntroduction to Conmunity-based SNWPv2
An Experinental protocol
Renunberi ng Needs Work

This is an informati on docunent and does not
| evel of standard.

not yet issued.
CyberCash Credit Card Protocol Version 0.8

This is an informati on docunent and does not
| evel of standard.

| Pv6 Testing Address Allocation
An Experinmental protocol
The text/enriched M ME Content-type

This is an informati on docunent and does not
| evel of standard.

The Application/ CALS-1840 Content-type

This is an informati on docunent and does not
| evel of standard.

March 1996

speci fy any

speci fy any

speci fy any

speci fy any

An Extensible Message Format for Delivery Status

Noti fications
A Proposed Standard protocol
Enhanced Mail System Status Codes

A Proposed Standard protocol

The Multipart/ Report Content Type for the Reporting of Mil

System Admi ni strative Messages

A Proposed Standard protocol

SMIP Service Extension for Delivery Status Notifications

A Proposed Standard protocol

Internet Architecture Board Standards Track
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1890 - RTP Profile for Audio and Video Conferences with M ninma
Cont r ol
A Proposed Standard protocol

1889 - RTP: A Transport Protocol for Real-Tine Applications
A Proposed Standard protocol

1888 - not yet issued.

1887 - An Architecture for |1 Pv6 Unicast Address Allocation

This is an informati on docunent and does not specify any
| evel of standard.

1886 - DNS Extensions to support |P version 6
A Proposed Standard protocol

1885 - Internet Control Message Protocol (ICWMPv6) for the Internet
Protocol Version 6 (IPv6)

A Proposed Standard protocol

1884 - | P Version 6 Addressing Architecture
A Proposed Standard protocol

1883 - Internet Protocol, Version 6 (IPv6) Specification
A Proposed Standard protocol

1882 - The 12-Days of Technol ogy Before Chri st nmas

This is an informati on docunent and does not specify any
| evel of standard.

1881 - | Pv6 Address Allocati on Managenent

This is an informati on docunent and does not specify any
| evel of standard.

1879 - O ass A Subnet Experinment Results and Reconmendati ons

This is an informati on docunent and does not specify any
| evel of standard.
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1878

1877

1876

1875

1874

1873

1872

1865

| nt er net St andar ds March 1996

Vari abl e Length Subnet Table For |Pv4

This is an informati on docunent and does not specify any
| evel of standard.

PPP | nternet Protocol Control Protocol Extensions for Nanme
Server Addresses

This is an informati on docunent and does not specify any
| evel of standard.

A Means for Expressing Location Information in the Domain
Name System

An Experinmental protocol.
UNI NETT PCA Policy Statenents

This is an informati on docunent and does not specify any
| evel of standard.

SGWL Medi a Types

An Experinmental protocol.

Message/ Ext er nal - Body Content-1D Access Type
An Experinmental protocol.

The M ME Mul tipart/Rel ated Content-type

An Experinmental protocol.

EDI Meets the Internet Frequently Asked Questions about
El ectronic Data Interchange (EDI) on the Internet

This is an informati on docunent and does not specify any
| evel of standard.

6.1.2. O her Changes:

The followi ng are changes to protocols listed in the previous

edi ti on.

1451 -

Manager to Manager Managenent |nformation Base

Moved to Historic.
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1447 - Party M B for version 2 of the Sinple Network Managenent
Prot ocol (SNWPv2)
Moved to Historic.

1446 - Security Protocols for version 2 of the Sinple Network
Managenent Protocol (SNWPv2)

Moved to Historic.

1445 - Adnministrative Mdel for version 2 of the Sinple Network
Managenent Protocol (SNWPv2)

Moved to Historic.
1058 - Routing Information Protocol

Moved to Historic.
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6.2. Standard Protocols

Pr ot ocol Nane St at us RFC STD *
-------- Internet O ficial Protocol Standards Req 1920 1
-------- Assi gned Numbers Req 1700 2
-------- Host Requirenents - Communi cati ons Req 1122 3
-------- Host Requirenments - Applications Req 1123 3
I P I nternet Protocol Req 791 5
as anmended by:--------
-------- | P Subnet Extension Req 950 5
-------- | P Broadcast Datagrans Req 919 5
-------- | P Broadcast Datagranms with Subnets Req 922 5
| CVP Internet Control Message Protocol Req 792 5
| GWP Internet Group Miulticast Protocol Rec 1112 5
UDP User Dat agram Protocol Rec 768 6
TCP Transni ssion Control Protocol Rec 793 7
TELNET Tel net Pr ot ocol Rec 854, 855 8
FTP File Transfer Protocol Rec 959 9
SMIP Sinple Mail Transfer Protocol Rec 821 10
SMIP- SI ZE SMIP Service Ext for Message Size Rec 1870 10
SMIP- EXT  SMIP Servi ce Extensions Rec 1869 10
MAI L Format of El ectronic Miil Messages Rec 822 11
CONTENT Content Type Header Field Rec 1049 11
NTPV2 Net wor k Ti me Protocol (Version 2) Rec 1119 12
DOVAI N Dormai n Nane System Rec 1034, 1035 13
DNS- MX Mai | Routing and the Domain System Rec 974 14
SNVP Si npl e Networ k Managenment Protocol Rec 1157 15
SM Structure of Managenent | nfornation Rec 1155 16
Conci se-M B Conci se M B Definitions Rec 1212 16
MB-11 Managenent | nformation Base-|| Rec 1213 17
NETBI OS Net BI OS Service Protocols El e 1001, 1002 19
ECHO Echo Protocol Rec 862 20
DI SCARD Di scard Protocol El e 863 21
CHARGEN Character Generator Protocol El e 864 22
QUOTE Quot e of the Day Protocol El e 865 23
USERS Active Users Protocol El e 866 24
DAYTI ME Dayti me Protocol Ele 867 25
TI ME Ti me Server Protocol El e 868 26
TFTP Trivial File Transfer Protocol El e 1350 33
TP- TCP | SO Transport Service on top of the TCP Ele 1006 35
ETHER-M B Ethernet M B El e 1643 50
PPP Poi nt -t o- Poi nt Protocol (PPP) El e 1661 51
PPP-HDLC  PPP in HDLC Fram ng Ele 1662 51
| P- SMDS | P Dat agranms over the SMDS Servi ce El e 1209 52

[Note: an asterisk at the end of a line indicates a change fromthe
previous edition of this docunent.]
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Applicability Statenents:

|GWP -- The Internet Architecture Board intends to nove towards
general adoption of IP multicasting, as a nore efficient solution

t han broadcasting for many applications. The host interface has been
standardi zed in RFC-1112; however, nmnulticast-routing gateways are in
the experinmental stage and are not wi dely available. An Internet
host should support all of RFC-1112, except for the | GW protocol
itself which is optional; see RFC- 1122 for nore details. Even

wi thout 1GWP, inplenmentation of RFC-1112 will provide an inportant
advance: | P-layer access to local network nulticast addressing. It
is expected that 1GW will becone reconmended for all hosts and
gateways at sone future date.

SM, MB-1l SNWP -- The Internet Architecture Board recomends that
all I'P and TCP inplenmentati ons be network nmanageable. At the current
time, this inplies inplenentation of the Internet MB-11 (RFC 1213),
and at | east the recommended managenent protocol SNWVP (RFC- 1157).

RIP -- The Routing Information Protocol (RIP) is widely inplenented
and used in the Internet. However, both inplenentors and users
shoul d be aware that RI P has sone serious technical limtations as a
routing protocol. The IETF is currently devpel opi ng severa

candi dates for a new standard "open"” routing protocol with better
properties than RIP. The I AB urges the Internet comunity to track
t hese devel opnents, and to inplenent the new protocol when it is
standardi zed; inproved Internet service will result for many users.

TP-TCP -- As OSI protocols becone nmore widely inplenmented and used,
there will be an increasing need to support interoperation with the
TCP/I P protocols. The Internet Engineering Task Force is formulating
strategies for interoperation. RFC 1006 provides one interoperation
node, in which TCP/IP is used to enulate TPO in order to support OSI
applications. Hosts that wish to run OSI connection-oriented
applications in this node should use the procedure described in RFC
1006. In the future, the | AB expects that a nmajor portion of the
Internet will support both TCP/IP and OSI (inter-)network protocols
in parallel, and it will then be possible to run GSI applications
across the Internet using full OSI protocol "stacks".
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6.3. Network-Specific Standard Protocols

Al'l' Networ k- Specific Standards have El ective status.

Pr ot ocol Name State RFC STD *
| P- ATM Classical IP and ARP over ATM Prop 1577

| P- FR Mul ti protocol over Frame Rel ay Draft 1490

ATM ENCAP Ml ti protocol Encapsul ati on over ATM Prop 1483
IP-TR-MC I P Milticast over Token-R ng LANs Prop 1469

| P- FDDI Transm ssion of | P and ARP over FDDI Net Std 1390 36
| P- H PPI | P and ARP on Hl PPI Pr op 1374

| P- X. 25 X. 25 and ISDN i n the Packet Mode Draft 1356

| P- FDDI | nternet Protocol on FDDI Networks Draft 1188

ARP Addr ess Resol uti on Protocol Std 826 37
RARP A Reverse Address Resol ution Protocol Std 903 38
| P- ARPA | nternet Protocol on ARPANET Std BBN1822 39
| P- \B I nternet Protocol on Wdeband Network Std 907 40
| P-E I nternet Protocol on Ethernet Networks Std 894 41
| P- EE Internet Protocol on Exp. Ethernet Nets Std 895 42
| P-| EEE | nternet Protocol on | EEE 802 Std 1042 43
| P- DC | nternet Protocol on DC Networks Std 891 44
| P- HC I nternet Protocol on Hyperchannel Std 1044 45
| P- ARC Transmtting IP Traffic over ARCNET Nets Std 1201 46
| P-SLI P Transm ssion of | P over Serial Lines Std 1055 47
| P-NETBI CS Transmni ssion of | P over NETBI CS Std 1088 48
| P-1 PX Transm ssion of 802.2 over | PX Networks Std 1132 49

[Note: an asterisk at the end of a line indicates a change fromthe
previous edition of this docunent.]

Applicability Statenents:

It is expected that a systemw Il support one or nore physical
networ ks and for each physical network supported the appropriate
protocols fromthe above |ist nmust be supported. That is, it is

el ective to support any particular type of physical network, and for
the physical networks actually supported it is required that they be
supported exactly according to the protocols in the above list. See
al so the Host and Gateway Requirenents RFCs for nore specific

i nformati on on network-specific ("link layer") protocols.
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6.4. Draft Standard Protocols

Pr ot ocol

COEX-M B
SNVPv2- M B
TRANS-M B
OPS-M B
CONF-M B
CONV-M B
SM V2

CON- MD5
OSPF- M B
STR- REP

X. 500syn
X.500lite
BGP- 4- APP
BGP- 4

PPP- DNCP
RMON- M B
802.5-M B
BGP-4-M B
POP3

Rl P2- M B
Rl P2

Rl P2- APP
SIP-MB

SMIP-8BI T
OSI - NSAP
OSPF2

Coexi st ence between SNVPV1 & SNMPV2
M B for SNWPv2

Transport Mappi ngs for SNMPv2
Protocol Qperations for SNWPv2
Conformance Statenents for SNWVPv2
Textual Conventions for SNVPv2

SM for SNWPv2

Content - MD5 Header Field

OSPF Version 2 MB

String Representation ...

X.500 String Representation ...

X. 500 Lightweight ...

Application of BGP-4

Border Gateway Protocol 4

PPP DECnet Phase |V Control Protocol
Renote Network Monitoring M B

| EEE 802.5 Token Ring MB

BGP-4 M B

Post O fice Protocol, Version 3
RIP Version 2 M B Extension

RI P Version 2-Carrying Additional Info.

RI P Version 2 Protocol App. Statenent
SIP Interface Type M B

Def Man Cbjs Parallel-printer-Iike

Def Man bjs RS-232-1ike

Def Man Objs Character Stream

SMIP Service Ext or 8bit-M MEtransport
Gui delines for OSI NSAP Allocation
Open Shortest Path First Routing V2

| SO TS- ECHO Echo for | SO 8473

DECNET-M B
M ME
802.3-M B
BRI DGE- M B
NTPV3

| P- MTU

FI NGER
BOOTP

NI CNAME

[Note: an asterisk at the end of a line indicates a change fromthe

DECNET M B

Message Header Ext. of Non-ASCI| Text
Mul ti purpose Internet Mail Extensions
| EEE 802. 3 Repeater M B

BRI DGE- M B

Net wor k Ti me Protocol (Version 3)
Pat h MU Di scovery

Fi nger Protocol

Boot strap Prot ocol

Whol s Protocol

previous edition of this docunent.]
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Applicability Statenents:

PPP - -
i nes,

PPP wi | |

Point to Point Protocol
which are a type of physical
be advanced to the network-specifics standard protocol

net wor k.

in the future.

6.5. Proposed Standard Protocols

Pr ot ocol

M Me- RPT
SMTP- DSN
RTP- AV
RTP

DNS- | PV6
| CMPv6

| PV6- Addr
| PV6

HTML

SMIP- Pi pe

M ME- Sec

M ME- Encyp

VWHO S++

ESP

TMUX
TFTP- Opt
TFTP- Bl k
TFTP- Ext
CSl-Dir
M ME- EDI
Lang- Tag
XNSCP

How to Interact with a Wois++ Mesh
Architecture of Wi s++ I ndex Service
Delivery Status Notifications
Enhanced Mail System Status Codes

Mul ti part/ Report

SMIP Delivery Status Notifications
RTP Audi o/ Video Profile

Transport Protocol for Real-Tinme Apps
DNS Extensions to support |Pv6

| CMPv6 for |Pv6

| Pv6 Addressing Architecture

| Pv6 Specification

Hypert ext Markup Language - 2.0

SMIP Serv. Ext. for Command Pi pelining
M ME bj ect Security Services

M ME: Signed and Encrypted
Architecture of the WHO S++ service

Bi ndi ng Protocols for ONC RPC Version 2

Ext er nal
Renot e Procedure Call
ESP DES- CBC Transform
| P Aut henti cati on using Keyed MD5

| P Encapsul ating Security Payl oad

| P Aut henti cati on Header

Security Architecture for IP

Requi rements for IP Version 4 Routers
Rel ati ve Uni form Resource Locators
Connection-1ess LDAP

Ext. OSPF to Support Demand Circuits
Transport Milti pl exi ng Protocol

TFTP Options

TFTP Bl ocksi ze Option

TFTP Opti on Extension

OSl User Friendly Naming ...

M ME Encapsul ati on of EDI Objects
Tags for Identification of Languages
PPP XNS | DP Control Protocol

Dat a Representation Standard
Protocol V. 2

Internet Architecture Board Standards Track
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BVvCP
Print-MB
ATM SI G

| PNG
802. 5- SSR
SDLCSM v?2
BGP4/ | DRP
AT-M B
MacM VE
URL

POP3- AUTH
| MAP4- AUTH
| MAP4

PPP- VP
RDBVS- M B
MODEM M B
ATM M B
SNANAU- M B
PPP- TRANS
BGP- 4- | MP
TN3270- En
PPP- BCP
UPS-M B
AAL5- MTU
PPP- SONET
PPP- | SDN
DNS- R-M B
DNS-S-M B
FR-M B
PPP- X25
OSPF- NSSA
OSPF- Mul ti
SONET-M B
Rl P- DC
PPP- LCP
X500-M B
MAI L-M B
NSM M B
Cl PX

| PXCP
DHCP- BOOTP
DHCP- BOOTP
BOOTP
DHCP
SRB- M B
Cl DR- STRA

| nt er net St andar ds

PPP Banyan Vi nes Control Protocol
Printer MB
ATM Si gnal i ng Support for |IP over ATM

Reconmendati on for | P Next Generation
802.5 SSR M B using SMv2

SNADLC SDLC M B using SMv2

BGP4/ 1 DRP for | P/ CSPF I nteraction
Appletalk M B

M ME Encapsul ati on of Macintosh files
Uni f orm Resource Locators

POP3 AUTHenti cati on command

| MAP4 Aut henti cation Mechani sns

I nternet Message Access Protocol V4
PPP Multilink Protoco

RDMS M B - using SMv2

Modem M B - using SMv2

ATM Managenent Version 8.0 using SMv2
SNA NAUs M B using SMv2

PPP Rel i abl e Transmi ssion

BGP- 4 Roadmap and | npl enentati on

Post mast er Convention X. 400 Operations
TN3270 Enhancenents

PPP Bri dgi ng Control Protocol

UPS Managenent | nformation Base
Default IP MU for use over ATM AAL5
PPP over SONET/ SDH

PPP over | SDN

DNS Resol ver M B Ext ensi ons

DNS Server M B Ext ensi ons

Frame Relay Service MB

PPP in X 25

The OSPF NSSA Option

Mul ti cast Extensions to OSPF

M B SONET/ SDH I nterface Type

Extensions to RIP to Support Dermand Cir.
Evol ution of the Interfaces G oup of MB-

PPP LCP Ext ensions

X.500 Directory Mnitoring MB

Mail Monitoring MB

Net wor k Services Mnitoring MB

Conpr essi ng | PX Headers Over WAM Medi a

PPP | nt er net wor ki ng Packet Exchange Contro

| nt eroperati on Between DHCP and BOOTP
DHCP Opti ons and BOOTP Vendor
Clarifications and Extensi ons BOOTP
Dynam ¢ Host Configuration Protocol
Source Routing Bridge MB
Cl DR Address Assignnent. ..

Internet Architecture Board Standards Track
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El ecti ve 1532
El ecti ve 1541
El ecti ve 1525
El ecti ve 1519
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CIDR-ARCH CIDR Architecture... El ective 1518
CIDR-APP  CIDR Applicability Statenent El ective 1517
-------- 802.3 MAU M B El ective 1515
HOST-M B Host Resources M B El ective 1514
-------- Token Ring Extensions to RMON M B El ective 1513
FDDI-M B  FDDI Managenent |nformati on Base El ective 1512
KERBEROS  Kerberos Network Authentication Ser (V5) Elective 1510
GSSAPI Generic Security Service APlI: C bindings Elective 1509
GSSAPI Generic Security Service Application... Elective 1508
DASS Di stributed Authentication Security... El ective 1507
-------- X. 400 Use of Extended Character Sets El ective 1502
HARPOON Rul es for Downgradi ng Messages. .. El ective 1496
Mappi ng IVHS/ RFC- 822 Message Body Mappi ng El ective 1495
Equi v X. 400/ M ME Body Equi val ences El ective 1494
| DPR I nt er-Domai n Policy Routing Protocol El ective 1479
| DPR- ARCH Architecture for |IDPR El ective 1478
PPP/ Bri dge M B Bridge PPP M B El ective 1474
PPP/IP MB |P Network Control Protocol of PPP MB Elective 1473
PPP/ SEC M B Security Protocols of PPP MB El ective 1472
PPP/ LCP M B Link Control Protocol of PPP MB El ective 1471
X25-M B Mul ti protocol Interconnect on X.25 MB  Elective 1461
SNWVPv 2 Coexi st ence between SNVPv1l and SNWPv2 El ective 1452
SNWVPv 2 Managenent | nformati on Base for SNWPv2 El ective 1450
SNMPv 2 Transport Mappi ngs for SNWPv2 El ective 1449
SNWVPv 2 Protocol Operations for SNWPv2 El ective 1448
SNWVPv 2 Conformance Statenents for SNWPv2 El ective 1444
SNWVPv 2 Textual Conventions for SNWPv2 El ective 1443
SNMPv 2 SM for SNWPv2 El ective 1442
SNWVPv 2 I ntroducti on to SNWPv2 El ective 1441
PEM KEY PEM - Key Certification El ective 1424
PEM ALG PEM - Al gorithms, Mddes, and Identifiers Elective 1423
PEM CKM PEM - Certificate-Based Key Managenent El ective 1422
PEM ENC PEM - Message Encryption and Auth El ective 1421
SNWP-1 PX  SNMP over | PX El ective 1420
SNMP- AT SNVP over Appl eTal k El ective 1419
SNVP- OSl SNMP over Osl El ective 1418
FTP- FTAM  FTP- FTAM Gat eway Speci fication El ective 1415
| DENT-M B Identification MB El ective 1414
| DENT I dentification Protocol El ective 1413
DS3/E3-M B DS3/ E3 Interface Type El ective 1407
DS1/E1-M B DS1/El Interface Type El ective 1406
BGP- OSPF  BGP OSPF Interaction El ective 1403
-------- Rout e Advertisenent In BGP2 And BGP3 El ective 1397
SNWP- X. 25 SNMP M B Extension for X 25 Packet Layer Elective 1382
SNMP- LAPB  SNMP M B Extension for X 25 LAPB El ective 1381
PPP- ATCP  PPP Appl eTal k Control Protocol El ective 1378
PPP- OSI NLCP PPP OSI Network Layer Control Protocol Elective 1377
TABLE-M B | P Forwarding Table M B El ective 1354
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SNIVP- PARTY-M B Adni ni strati on of SNW

SNVP- SEC
SNVP- ADM N
TOS

PPP- AUTH
PPP- LI NK
PPP- | PCP

STD-M Bs
| PX-1P
G NT-M B
SIS

| P- CMPRS
NNTP

SNMP Security Protocols

SNMP Admi ni strative Model

Type of Service in the Internet

PPP Aut henti cation

PPP Link Quality Mnitoring

PPP Control Protocol

X. 400 1988 to 1984 downgradi ng

Mappi ng bet ween X. 400(1988)

TCP Extensions for Hi gh Perfornmance
Managenent | nformation Base for Frane
File Format for the Exchange of | mages
I nver se Address Resol ution Protocol
FDDI - M B

Encodi ng Net wor k Addr esses

Replication and Distributed Operations
COSI NE and I nternet X 500 Schema
Border Gateway Protocol M B (Version 3)
| CMP Router Discovery Messages

DoD Security Options for IP

oSl TS on UDP

Reassi gnment of Exp MBs to Std M Bs
Tunneling I PX Traffic through IP Nets
Ext ensions to the CGeneric-Interface M B
CSl 1S-1S for TCP/IP Dual Environnents
Conpressing TCP/ I P Headers

Net wor k News Transfer Protocol

El ecti
El ecti
El ecti
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1353
1352
1351
1349
1334
1333
1332
1328
1327
1323
1315
1314
1293
1285
1277
1276
1274
1269
1256
1108
1240
1239
1234
1229
1195
1144

977

[Note: an asterisk at the end of a line indicates a change fromthe
previous edition of this docunent.]

[Note: Ele/Req indicates elective for

with | PV6. ]

Appl i cabil i

OSPF - RFC 1370 is an applicability statenent for OSPF.

ty Statenents:

Internet Architecture Board Standards Track
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6. 6.

For
their

Pr ot ocol

TOPT- BI N
TOPT- ECHO
TOPT- RECN
TOPT- SUPP
TOPT- APRX
TOPT- STAT
TOPT-TI M
TOPT- REM
TOPT- OLW
TOPT- OPS
TOPT- OCRD
TOPT- OHT
TOPT- OHTD
TOPT- OFD
TOPT- OVT
TOPT- OVTD
TOPT- OLD
TOPT- EXT
TOPT- LOGO
TOPT- BYTE
TOPT- DATA
TOPT- SUP
TOPT- SUPO
TOPT- SNDL
TOPT- TERM
TOPT- EOR

TOPT- TACACS TACACS User

TOPT- OM
TOPT- TLN
TOPT- 3270
TOPT-X. 3
TOPT- NAWS
TOPT-TS
TOPT- RFC
TOPT- LI NE
TOPT- XDL
TOPT- ENVI R
TOPT- AUTH
TOPT- ENVI R
TOPT- EXTOP

conveni ence,
state and st at us.

| nt er net St andar ds

Tel net Options

al |

Nare Nunber
Bi nary Transm ssion 0
Echo 1
Reconnecti on 2
Suppress Go Ahead 3
Approx Message Size Negotiation 4
St at us 5
Tim ng Mark 6
Renote Controlled Trans and Echo 7
Qut put Line Wdth 8
Qut put Page Size 9
Qut put Carriage-Return Disposition 10
Qut put Hori zontal Tabstops 11
Qut put Horizontal Tab Disposition 12
Qut put Fornfeed Disposition 13
Qut put Vertical Tabstops 14
Qutput Vertical Tab Disposition 15
Qut put Linefeed Disposition 16
Ext ended ASCI | 17
Logout 18
Byte Macro 19
Data Entry Ter m nal 20
SUPDUP 21
SUPDUP CQut put 22
Send Location 23
Term nal Type 24
End of Record 25

I dentification 26
Qut put Mar ki ng 27
Termi nal Location Nunber 28
Tel net 3270 Regi e 29
X. 3 PAD 30
Negoti at e About W ndow Si ze 31
Terni nal Speed 32
Renot e Fl ow Cont r ol 33
Li nenpde 34
X Di splay Location 35
Tel net Environnment Option 36
Tel net Aut henti cation Option 37
Tel net Environnment Option 39
Ext ended- Opti ons- Li st 255

Internet Architecture Board Standards Track

St at us
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the Telnet Options are collected here with both
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[Note: an asterisk at the end of a line indicates a change fromthe

| nt er net St andar ds

previous edition of this docunent.]

6.7. Experinmental Protocols

Al'l Experi ment al

Pr ot ocol

M ME- VP
SNVPV2SM
SNVPV2AI
SNVPV2CB

UNARP

| CMP- DM
CLNP- MULT
OSPF- OVFL
RWP

NARP

DNS- DEBUG

DNS- ENCODE

TCP- POS

Voice Profile for Internet Mail
User-based Security Model for SNWPv2
SNMPv2 Administrative Infrastructure

I ntroduction to Conmunity-based SNWPv2

| Pv6 Testing Address Allocation

Location Information in the DNS

SGWL Medi a Types

Access Type Content-I1D

Mul ti part/ Rel ated

ARP Ext ensi on - UNARP

Form based File Upload in HTM.

BGP/ | DRP Route Server Alternative

| P Aut henti cati on using Keyed SHA

ESP Triple DES Transform

SMIP 521 Reply Code

SMIP Serv. Ext. for Checkpoint/Restart

X. 500 Mapping X 400 and RFC 822 Addresses
Tabl es and Subtrees in the X 500 Directory
O R Address hierarchy in X 500

SMIP Serv. Ext. Large and Binary M ME Msgs.
Stream Protocol Version 2

Cont ent - Di spositi on Header

Schema Publishing in X. 500 Directory

X. 400- MHS use X. 500 to support X 400-MHS Routi ng

Cl ass A Subnet Experi ment
TCP/ | PX Connection Mb Specification

TCP And UDP Over | PX Networks Wth Fi xed Path MIu

| CMP Donmi n Nanme Messages

Host Group Extensions for CLNP Milticasting
OSPF Dat abase Overfl ow

Renmote Wite ProtocolL - Version 1.0

NBMA Addr ess Resol uti on Prot ocol

Tool s for DNS debuggi ng

DNS Encodi ng of CGeographi cal Location

An Extension to TCP: Partial Oder Service

DNS to Distribute RFC1327 Mail Address Mappi ng Tabl es

TCP Extensions for Transactions

A Mail -Safe Transformati on Format of Uni code

Usi ng Unicode with M Me

Internet Architecture Board Standards Track

protocols have the Limted Use status.
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FOOBAR FTP Operation Over Bi g Address Records 1639
X500- CHART Charting Networks in the X. 500 Directory 1609
X500-DIR  Representing IP Information in the X. 500 Directory 1608
SNMVP- DPI SNWP Di stributed Protocol Interface 1592
CLNP- TUBA Use of SO CLNP in TUBA Environnents 1561
REM PRI NT TPC. I NT Subdomai n Renote Printing - Technical 1528
EHF- MAI L Encodi ng Header Field for Internet Messages 1505
REM PRT An Experinment in Renote Printing 1486
RAP Internet Route Access Protocol 1476
TP/ 1 X TP/ 1 X: The Next Internet 1475
X400 Routi ng Coordi nation for X. 400 Services 1465
DNS Storing Arbitrary Attributes in DNS 1464
| RCP Internet Relay Chat Protocol 1459
TOS- LS Li nk Security TOS 1455
SIFT/UFT  Sender-Initiated/ Unsolicited File Transfer 1440
D R- ARP Directed ARP 1433
TEL- SPX Tel net Aut henti cation: SPX 1412
TEL- KER Tel net Aut henti cation: Kerberos V4 1411
MAP- MAI L X. 400 Mapping and Mail-11 1405
TRACE-1P  Traceroute Using an I P Option 1393
DNS- | P Experinent in DNS Based | P Routing 1383
RMCP Renote Mail Checking Prot ocol 1339
TCP-H PER TCP Extensions for Hi gh Perfornmance 1323
MSP2 Message Send Protocol 2 1312
DSLCP Dynam cal ly Swi tched Link Control 1307
-------- X. 500 and Donai ns 1279
I N-ENCAP I nternet Encapsul ati on Protocol 1241
CLNS-MB CLNS-M B 1238
CFDP Coherent File Distribution Protocol 1235
SNMP- DPI SNWP Di stributed Program I nterface 1228
| P- AX. 25 | P Encapsul ati on of AX 25 Franes 1226
ALERTS Managi ng Asynchronously Generated Alerts 1224
MPP Message Posting Protocol 1204
SNMP- BULK Bul k Tabl e Retrieval with the SNWP 1187
DNS- RR New DNS RR Definitions 1183
| MAP2 Interactive Mail Access Protocol 1176
NTP- CSI NTP over OSI Renote Operations 1165
DMF- MAI L Di gest Message Format for Mail 1153
RDP Rel i abl e Data Protocol 908, 1151
TCP- ACO TCP Alternate Checksum Option 1146
| P-DVMRP | P Distance Vector Milticast Routing 1075
VMIP Versatil e Message Transaction Protocol 1045
COXI E- JAR Aut henti cation Schene 1004
NETBLT Bul k Data Transfer Protocol 998
| RTP Internet Reliable Transaction Protocol 938
LDP Loader Debugger Protocol 909
RLP Resour ce Location Protocol 887
NVP- | | Net wor k Voi ce Prot ocol | SI - meno
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PVP Packet Vi deo Protocol | SI - meno

[Note: an asterisk at the end of a line indicates a change fromthe
previous edition of this docunent.]

Internet Architecture Board Standards Track [ Page 31]



RFC 1920

| nt er net St andar ds

6.8. Infornmational Protocols

I nformation protocols have no status.

Pr ot ocol

RWHO S
DNS- NSAP
RADI O- PACE
GRE- | Pv4
GRE

I PXWAN
ADSNA- | P
AUBR
TACACS
SUN- NFS
SUN- RPC
GOPHER

MTP

BSD Logi n
DI XI E

I P-X 121
OsSl - HYPER
HAP2
SUBNETASGN
SNVP- TRAPS
DAS

VD4

CyberCash Credit Card Protocol Version 0.8
text/enriched M ME Content-type

Appl i cati on/ CALS- 1840 Content-type

PPP | PCP Ext ensions for Nane Server Addresses
Si npl e Network Pagi ng Protocol - Version 2

| SO Transport O ass 2 Non-use Explicit Flow Control
over TCP RFCL006 extension

P in I P Tunneling

PPP Network Control Protocol for LAN Extension
The Exponential Security System

NFS Version 3 Protocol Specification

A Format for Bibliographic Records

| Pv4 Option for Sender Directed MD Delivery

Si npl e Network Tine Protocol

Snoop Version 2 Packet Capture File Format

M ME Content Type for BinHex Encoded Files

Ref erral Woi s Protocol

DNS NSAP Resource Records

March 1996

TPC. | NT Subdomai n: Radi o Pagi ng -- Technical Procedures 1703

Generic Routing Encapsul ati on over |Pv4
Generic Routing Encapsul atio

Novel I 1 PX Over Various WAN Medi a
Advanced SNA/IP: A Sinple SNA Transport Protocol
Appl et al k Updat e- Based Routing Protocol...
Terni nal Access Control Protocol

Network File System Protocol

Renote Procedure Call Protocol Version 2
The | nternet Gopher Protocol

Data Link Switching: Switch-to-Switch Protocol
Li stserv Distribute Protocol

Replication Requirenents

Pcnai |l Transport Protocol

Mul ti cast Transport Protocol

BSD Logi n

DI XI E Protocol Specification

IP to X 121 Address Mapping for DDN

CSI and LLC1 on HYPERchannel

Host Access Protocol

On the Assignnment of Subnet Nunbers
Defining Traps for use with SNW
Directory Assistance Service

MD4 Message Digest Al gorithm

Internet Architecture Board Standards Track
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LPDP Li ne Printer Daenon Protocol 1179

[Note: an asterisk at the end of a line indicates a change fromthe
previous edition of this docunent.]

6.9. Historic Protocols

Al'l Historic protocols have Not Reconmended st atus.

Pr ot ocol Nane RFC STD
SNVPv 2 Manager -t o- Manager M B El ective 1451 *
SNMPv 2 Party M B for SNWPv2 El ective 1447 *
SNWVPv 2 Security Protocols for SNWPv2 El ective 1446 *
SNMPv 2 Admi nistrative Mddel for SNWPv2 El ective 1445 *
R P Routing Information Protocol El e 1058 34 *
-------- Mappi ng full 822 to Restricted 822 1137

BGP3 Border Gat eway Protocol 3 (BGP-3) 1267, 1268
-------- Gat eway Requirenents Req 1009 4
EGP Exteri or Gat eway Protocol Rec 904 18
SNMP- MUX  SNMP MUX Pr ot ocol and M B 1227
OMMB-1l OSl Internet Managenent: MB-11 1214

| MAP3 Interactive Mail Access Protocol Version 3 1203

SUN- RPC Renote Procedure Call Protocol Version 1 1050
802.4-M P | EEE 802.4 Token Bus M B 1230

CMOoT Conmon Managenent | nformation Services 1189
-------- Mai | Privacy: Procedures 1113
-------- Mai | Privacy: Key Managenent 1114
-------- Mai | Privacy: Al gorithns 1115

NFI LE A File Access Protocol 1037
HOSTNAME  HOSTNAME Pr ot ocol 953

SFTP Sinple File Transfer Protocol 913
SUPDUP SUPDUP Pr ot ocol 734

BGP Border Gateway Protocol 1163, 1164

M B- | M B- | 1156

SGwP Si npl e Gateway Monitoring Protocol 1028

HEMS Hi gh Level Entity Managenent Pr ot ocol 1021
STATSRV Statistics Server 996

POP2 Post O fice Protocol, Version 2 937

RATP Rel i abl e Asynchronous Transfer Protocol 916

HFEP Host - Front End Protocol 929

TH NWRE  Thinwi re Protocol 914

HVP Host Monitoring Protocol 869

cey Gat eway Gateway Protocol 823
RTELNET Renot e Tel net Service 818
CLOCK DCNET Ti me Server Protocol 778

MPM I nternet Message Prot ocol 759
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NETRIS Renote Job Service

NETED Net wor k St andard Text Editor

RIE Renote Job Entry

XNET Cross Net Debugger

NAMVESERVER Host Nane Server Protocol

MUX Mul ti pl exi ng Protocol

GRAPHI CS  Graphics Protocol

March 1996

740

569

407

| EN- 158

| EN-116

| EN- 90

NI C- 24308

[Note: an asterisk at the end of a line indicates a change fromthe

previous edition of this docunent.]
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6.10. (Obsolete Protocols

Some of the protocols listed in this nmeno are described in RFCs that are
obsol eted by newer RFCs. "Obsolete" or "obsoleted" is not an official
state or status of protocols. This subsection is for information only.

Wiile it nmay seemto be obviously wong to have an obsoleted RFC in the
list of standards, there nay be cases when an ol der standard is in the
process of being replaced. This process nay take a year or two.

Many obsol eted protocols are of little interest and are dropped from
this nmeno altogether. Some obsol eted protocols have received enough
recognition that it seens appropriate to list themunder their current
status and with the following reference to their current replacenent.

RFC RFC St at us Title *

1305 obsoletes 1119 Stan/Rec Network Time Protocol version 2

1390 obsol etes 1188 Draf/Elec Transm ssion of IP and ARP over FDDI*
1533 obsol etes 1497 Draf/Rec BOOTP Vendor | nformati on Extensions
1542 obsol etes 1532 Prop/Elec Extensions for Bootstrap Protocol
1573 obsol etes 1229 Prop/Elec Ext. to the Generic-Interface MB
1773 obsol etes 1656 Prop/Elec BGP-4 Protocol Docunent

1902 obsol etes 1442 Prop/Elec SM for SNWPv2

1903 obsol etes 1443 Prop/El ec Textual Conventions for SNWPv2

1904 obsol etes 1444 Prop/ El ec Confornance Statenents for SNWPv2
1905 obsol etes 1448 Prop/Elec Protocol Operations for SNWPv2

1906 obsol etes 1449 Prop/Elec Transport Mappings for SNWPv2

1907 obsol etes 1450 Prop/Elec MB for SNWPv2

1908 obsol etes 1452 Prop/ El ec Coexistence between SNWPv1l & SNWPv2
1320 obsol etes 1186 | nfo/ The MD4 Message Digest Al gorithm
1529 obsol etes 1486 Expe/Lim An Experinment in Renote Printing
1592 obsol etes 1228 Expe/Lim SNWP Distributed Protocol Interface *
1057 obsol etes 1050 Hi st/ Not RPC. Renote Procedure Call Protoco
1158 obsol etes 1156 Hi st/ Not Managenent | nformati on Base - | *
1267 obsol etes 1163 Hi st/ Not A Border Gateway Protocol (BGP)

1268 obsol etes 1164 Hi st/ Not Border Gateway Protocol 3 (BGP-3)
1421 obsol etes 1113 Hi st/ Not PEM - Part |

1422 obsol etes 1114 Hi st/ Not PEM - Part |

1423 obsol etes 1115 Hi st/ Not PEM - Part |1

1655 obsol etes 1268 Hi st/ Not Application of the BGP *
1716 obsol etes 1009 Hi st/ Not Towar ds Requirenents for | P Routers *

* 0% X X X X X X *

*

Thanks to Lynn Wheeler for conpiling the information in this subsection.

[Note: an asterisk at the end of a line indicates a change fromthe
previous edition of this docunent.]
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7. Cont act s

7.1. | AB, | ETF, and | RTF Cont acts

7.1.1. Internet Architecture Board (Il AB) Contact

March 1996

Pl ease send your comments about this list of protocols and especially
about the Draft Standard Protocols to the Internet Architecture Board

care of Abel Wnerib, | AB Executive Director.

Cont act s:

Abel Wnerib

Executive Director of the | AB
Intel, JF2-64

2111 NE 25th Avenue
Hllsboro, OR 97124

1-503- 696- 8972
AWinrib@beamjf.intel.com
Brian E. Carpenter

Chair of the | AB
CERN

Eur opean Laboratory for Particle Physics

1211 CGeneva 23
Switzerl and

+41 22 767-4967

bri an@lxcons. cern. ch

7.1.2. Internet Engineering Task Force (IETF) Contact

Cont act s:
Fred Baker
Chair of the | ETF
cisco Systemns, Inc.
519 Lado Drive
Sant a Barbara, CA 93111
1-805-681-0115

fred@i sco.com

Internet Architecture Board Standards Track
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7.1.3.

| nt er net St andar ds

Steve Coya

| ESG Secretary

Corporation for National Research Initiatives
1895 Preston Wiite Drive, Suite 100

Reston, VA 22091

1- 703- 620- 8990

scoya@NRI . RESTON. VA. US

Steve Coya

Executive Director of the |IETF

Corporation for National Research Initiatives
1895 Preston Wiite Drive, Suite 100

Reston, VA 22091

1- 703- 620- 8990

scoya@NRI . RESTON. VA. US

I nternet Research Task Force (I RTF) Contact

Cont act :

Abel Wnerib

Chair of the | RTF
Intel, JF2-64

2111 NE 25th Avenue
Hllsboro, OR 97124

1-503-696-8972

AWinrib@beamjf.intel.com

Internet Architecture Board Standards Track
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7.2. Internet Assigned Nunmbers Authority Contact
Cont act :

Joyce K. Reynol ds

I nternet Assigned Nunmbers Authority
USC/ I nformation Sciences Institute
4676 Adnmiralty Way

Marina del Rey, CA 90292-6695

1- 310- 822- 1511
| ANA@ SI . EDU

The protocol standards are managed by the Internet Assigned Nunbers
Aut hority.

Pl ease refer to the docunent "Assigned Nunbers" (RFC 1700) for
further information about the status of protocol docunents. There
are two docunents that sunmarize the requirenments for host and
gateways in the Internet, "Host Requirenents" (RFC 1122 and RFC-1123)
and "Requirements for IP Version 4 Routers" (RFC 1812).

How to obtain the nbst recent edition of this "Internet Oficia
Pr ot ocol Standards" meno:

The file "in-notes/std/stdl.txt" nmay be copied via FTP fromthe
FTP. 1 SI. EDU conput er using the FTP username "anonynous" and FTP
password "guest".
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7.3. Request for Comments Editor Contact
Cont act :

Jon Poste

RFC Edi t or

USC/ I nformati on Sciences Institute
4676 Adnmiralty Way

Marina del Rey, CA 90292-6695

1- 310- 822- 1511
RFC-Editor @ Sl . EDU

Docunents may be submitted via electronic mail to the RFC Editor for
consi deration for publication as RFC. If you are not famliar with
the format or style requirenments please request the "Instructions for
RFC Authors". In general, the style of any recent RFC nmay be used as
a gui de.

7.4. The Network Information Center and
Requests for Conments Distribution Contact

RFC s may be obtained from DS. | NTERNI C. NET via FTP, WAI'S, and

el ectronic mail. Through FTP, RFC s are stored as rfc/rfcnnnn.txt
or rfc/rfcnnnn. ps where "nnnn’ is the RFC nunber. Login as
"anonynous" and provide your e-nmil address as the password.
Through WAI'S, you nay use either your local WAIS client or telnet
to DS.INTERNI C. NET and login as "wais" (no password required) to
access a WAIS client. Help information and a tutorial for using
WAI S are avail able online. The WAI S database to search is "rfcs"

Directory and Dat abase Services also provides a nail server
interface. Send a nmil nmessage to mailserv@Is.internic.net and
i nclude any of the follow ng commands in the nessage body:

docunent - by- nane rfcnnnn where 'nnnn’ is the RFC nunber
The text version is sent.

file /ftp/rfc/rfcnnnn.yyy where 'nnnn’ is the RFC nunber.
and 'yyy’' is 'txt’ or ’'ps’.

hel p to get information on how to use
the mail server.

The InterNIC directory and dat abase services collection of
resource listings, internet docunments such as RFCs, FYls, STDs,
and Internet Drafts, and publicly accessible databases are al so
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now avail abl e via Gopher. Al our collections are WAI'S i ndexed
and can be searched from the Gopher nenu.

To access the InterN C Gopher Servers, please connect to
“internic.net" port 70.

Contact: adm n@ls. i nternic.net
7.5. Sources for Requests for Conments
Details on many sources of RFCs via FTP or EMAIL nay be obtai ned by
sendi ng an EMAIL nmessage to "rfc-info@SI.EDU'" with the nmessage body

"hel p: ways_to_get rfcs". For exanple:

To: rfc-info@SI|. EDU
Subj ect: getting rfcs

hel p: ways_to_get _rfcs

8. Security Considerations

Security issues are not addressed in this neno.
9. Author’s Address

Jon Post el

USC/ I nformation Sciences Institute

4676 Adnmiralty Way

Mari na del Rey, CA 90292

Phone: 310-822-1511
Fax: 310-823-6714

Emai | : Postel @ SI. EDU
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