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The Domai n Nanes Pl an and Schedul e

This RFC outlines a plan and schedule for the inplenmentati on of domain
styl e names throughout the DDN ARPA | nternet comrunity. The

i ntroduction of domain style names will inpact all hosts on the DDN ARPA
I nt ernet.

The Pl an
I nt roduction
Domai n style nanes are being introduced in the Internet to allow a
controll ed del egation of the authority and responsibility for

addi ng hosts to the system This also allows a subdivision of the
task of maintaining informtion about hosts.

The subdivision will be based on adninistrative authority or

organi zati on boundaries (not necessarily network boundaries).
Certain requirements will be placed on organizati ons wi shing to be
"top level" domains. Initially, all the hosts in the Internet

will be in the domain "ARPA"'. As soon as is practical a second
domai n, "DDN', will be introduced. Oher donains may be added

after that, provided the requirenments |isted bel ow are net.

Domai n nanes will be supported in the long run by a system of
speci al servers called "donmain servers" which will be used to
transl ate names to addresses. Wile this system of domain servers
is being created and prograns are being converted to use them the
exi sting host tables will evolve to include domain style nanes.

The domai n server design also provides for mappi ng mail box
addresses to the host nane of the mail server for that nmil box.
This feature allows nail boxes to be related to an organi zati on
rather than to a specific host.

This plan will be inplenmented in the ARPA comunity. After the
domain systemis denonstrated in the ARPA comunity, the DDN
Program Managenment O fice (DDN-PMO) will determine the schedul e
for inplenentation of the donmain systemin the DDN comrunity.
This approach will cause sonme extra steps in the ARPA conmunity
i mpl ementation, and may linit conmunication between the ARPA and
DDN communities in sone ways. The details and inplications of
this two phase approach are discussed nore fully bel ow

Post el [ Page 1]



RFC 881 Novenber 1983
The Domai n Nanes Pl an and Schedul e

A Catch 22

There is a problemin introducing domain style names: a great deal
of software has to be changed. Some groups would like to start
usi ng domain style nanes right away, and other groups don’t want
to see themor use themfor a very long tinme. Comunication
patterns are very conplex and as soon as domain style nanmes are

all oned and used by a few groups they will start showi ng up al nost
everywhere. This argues that everyone should be prepared for them
before they are used at all. However, we know that wi th people

bei ng people and with so nmany of people involved, the probability
of everyone being ready in any reasonable tine period is nearly
zero. The way out of this situation is to set up a reasonable
schedul e for experinenting with domain style nanmes and authori zi ng
their use. People that get ready on schedul e should have no

probl ens with these nanes.

Evol ution of the Table
Nearly all the hosts in the Internet now use sone form of host
tabl e based on the master file "HOSTS. TXT" nai ntai ned by the
Network I nformation Center (N C).

One way to introduce donain style nanmes is to add to the entries

inthis table names in the domain style. In particular, nake the
first name in each entry the official host name in the ARPA
domai n.

For example, the current entry for USCISIF is:

HOST : 10.2.0.52 : USC-ISIF,ISIF : DEC 1090T : TOPS20 :
TCP/ TELNET, TCP/ SMIP, TCP/ FTP, TCP/ FI NGER, UDP/ TFTP :

Thi s coul d becone:

HOST : 10.2.0.52 : USC-ISIF. ARPA USC-ISIF, I SIF : DEC 1090T :
TOPS20 : TCP/ TELNET, TCP/ SMIP, TCP/ FTP, TCP/ FI NGER, UDP/ TFTP :

For sone hosts and prograns this could be done today with no

di sruptions, but for others substantial problenms could occur. For
exanple, with over five hundred entries in the table the addition
of 500 names coul d exceed the space allocated to store the table
in some programs. (One could argue that these prograns are going
to bl ow up soon anyway as new host entries are added to the
table.) Another problemis that period (or dot, ".") is not now a
| egal character in host names and sone prograns may not be able to
parse these new nanes.
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The plan is to make such a domain style nanme table available in
parallel with the regular table for a few nonths, then to repl ace
the regular table with this domain style table. The dates for
these changes is given in the schedul e bel ow

So far, no new domai ns have been introduced. Only a table with
all the entries having official nanes in the ARPA domain has been
provided. This should allow programs to be constructed to deal
with donmain style nanmes in a general way w thout any special hacks
to add or delete the string ".ARPA" to or from host nanes.

The introduction of new donmains is tied to the provision of domain
servers by those domains. As new donmains neet the requirenents
and are authorized they will also be added to the host table. No
new domains will be added before nmaster table is converted to the
domai n style entri es.

In the long run the Internet will becone too conplex and change
too fast to keep a master table of all the hosts. At some point
the master table will be reduced to sinply the entries for the

domain servers for the top level domains. By this tinme all nornal
transl ati on of host nanmes into addresses should take place by
consul ting domai n servers.

Conversion to Servers

As soon as dommin servers becone avail able prograns shoul d be
converted to use themto translate nanes into addresses. The
details of these procedures are given in RFCs 882 and 883.

The general idea is that a host no | onger keeps a conpl ete host
tabl e but rather nakes a request on the domain server each tinme a
name nust be translated to an address. The code nodule in the
host that inplenents the protocol to do this is called a
"resolver". The resolver may keep a cache of recently translated
names and addresses for inproved performance.

Many hosts have a library function or systemcall that is used to
access the host table to translate nanes to addresses. |t ought
to be possible to replace this function or call with the resol ver
nodul e such that nost progranms woul d not know whi ch nmet hod was
used to acconplish the nane to address transl ation
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Requi rements on a Donai n

There are several requirenments that nust be met to establish a
domain. In general it must be responsibly managed. There nust be
a responsi ble person to serve as a coordinator for domain rel ated
guestions, there nust be a robust nane service, it nust be of at

| east a mnimum size, and the domain nmust be registered with the
central donmin adninistrator.

Responsi bl e Person

An individual nmust be identified who has authority for the
adnmi ni stration of the nanes within the domain, and who takes
responsibility for the behavior of the hosts in the domain in
their interactions with hosts outside the donmain.

The operation of a nane server should not be taken on lightly.
There are sone difficult problens in providing an adequate
service, primarily the problens in keeping the data base up to
date, and keeping the service operating.

I f some host in a domain sonehow mi sbehaves in interactions
with hosts outside the domain (e.g., consistently violates
protocol s), the responsible person for the domain nust be able
to take action to elimnate the problem

Domai n Servers:
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A robust and reliable donain service nust be provided. One way
of nmeeting this requirement is to provide at |east two

i ndependent domain servers for the domain. The data base can
of course, be the sane. The database can be prepared and
copied to each domain server. But, the servers should be in
separate machi nes on i ndependent power supplies, et cetera;
basically as physically independent as can be and yet in the
sane domain. They shoul d have no common point of failure.

One of the difficult problens in operating a domain server is
the acquisition and mai ntenance of the data. |In this case the
data is the host nanes and addresses. |In sonme environnments
this information changes fairly rapidly and keepi hg up-to-date
data may be difficult. This is one notivation for sub-domains.
One may wish to create sub-domains until the rate of change of
the data in a sub-dormain domain server data base is easily
managed.

The concepts and i nplenentation details of the domain server
are given in RFCs 882 and 883.
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M ni nrum Si ze:

The domai n nust be of at least a mininmumsize. Severa
nmeasures of size may be used in conbination in nmaking this
test. Measures may include: (a) the nunber of host conputers
in the domain, (b) the nunber of people with prinmary mnail boxes
in the domain, (c) the amount of traffic that crosses the
boundary of the domain [packets/day or mail itens/week].
Specific threshold values for these neasures wll be
establ i shed before new domai ns are aut hori zed.

There is no requirenent to forma domain because sone set of
hosts i s above the m ni mum si ze.

Regi stration

The administrator nust register the domain with the centra
authority. The central authority nmust be satisfied that the
requirements are nmet before authorization for the domain is
gr ant ed.

The administrator of a domain is required to nake sure that
host and sub-domain names within that jurisdiction conformto
t he standard nane conventions and are unique with in that
domai n.

| f sub-donmains are set up the adnministrator may w sh to pass
al ong sonme of his authority and responsibility to a sub-domain
admi ni strator.

Mai | box Support

The design of the donain servers provides two | evels of support
for mail.

The first, called "agent binding", is that the right hand part of
the typical mail box (Y in X@) can be napped a host that will
either accept the nmail as the destination or accept the mail for
f orwar di ng.

The second, called "mail box binding", is to map the entire mail box
(X@) to a destination (this nmechanismcan al so support sone
mai ling list functions).

Agent binding can be used to establish mail boxes that are based on
an organi zati on name rather than a host nane.

For exampl e, an organi zation, "BLAT', with hosts "BLAT-20" and
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"BLAT- VAX" in the ARPA domain could set up mail boxes of the
form "user @LAT. ARPA" and use the domain server nechani sns for
mappi ng these to the host that accepts the mail for the

or gani zati on.

Mai | box binding will allow different mappings for individua
nmai | boxes of an organi zation or host to the destination host. It
will also provide for aliases and nailing groups.

Mai | box bi ndi ng requires adding i nformation on individual
mai | boxes to the domain server database. This could be a
substantial increase in the database size and managenent
responsibility.

The ARPA Community and the DDN Conmunity
This plan will be put into effect in the ARPA conmunity.

The DDN community will adopt the donmmin style names, but will
continue with the present schenme of a centrally naintained table
copi ed periodically by each host. Once the use of dommin servers
has been denonstrated by use in the ARPA conmmunity, the DDN- PMO
will establish a schedule for inplenenting the domain systemin

t he DDN conmunity.

This neans that there nay be a period of a year or nore with the
two comunities using different schenes for distributing
i nformati on about host nanes and addresses.

Specifically:

The NNC will maintain a table a "HOSTS. TXT" style table for use
by DDN hosts. This table will contain domain style nanes for
all DDN hosts (e.g., USC-ISIA.DDN). Since this is the only

i nformati on DDN hosts will use to translate host names to
Internet Addresses, this table must also contain nanmes and
addresses of ARPA conmunity hosts of interest to DDN users
(e.g., USCISIF. ARPA).

There will be a domain server with data for the DDN donmai n.
That is, hosts in the ARPA community that use the domain system
of resolvers and servers will be able to access servers that

have the data base covering the DDN community.

It is quite likely that the table for the use of the DDN hosts

will be inconplete with respect to coverage of the ARPA comunity
and any new donmins that are established. One notivation for the
domain systemis the subdivision of name managenent to avoid the
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difficulty of keeping a global table of all hosts. As the ARPA
community noves to significant use of the donains systemthe

nmai nt enance of a global table for use by the DDN conmunity will
becone very difficult.

This neans that DDN hosts m ght not be able to | ook up the nanes
of sone ARPA community hosts in their local tables. In sonme cases
this mght result in an inability establish comunication froma
DDN hosts to such "unknown" ARPA community hosts.

The nost |ikely case is for a conputer nail message sent from
an ARPA comunity user on a host know to nanme servers but not
in the central table to a user on a DDN conmunity host that
relies on a local copy of the central table. Wen the DDN user
attenpts to answer this nessage his mail programwi |l attenpt
to look up the host name. This will fail, and the nost |ikely
result is that the mail programwll tell the user that there
is no such host!

Pl ease note that DDN comrunity hosts are pernmitted (even
encouraged) to inplenent the donmain systemin parallel with the
ARPA conmunity. However, there is no requirenent that they do so
until called for in the schedule to be established by the DDN PMO
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The Schedul e
04-Cct-83 The ARPANET/ M LNET Logical Split
02- Nov-83 Publish Domai n Nane Docunents

This Plan and Schedul e (RFC-881), Domain Nanes - Concepts and
Facilities (RFC-882), and Donai n Names - |nplenmentation
Speci fication (RFC 883).

16- Nov-83 Make Avail able Domain Style Host Tabl e

Create a copy a nodified version of the HOSTS. TXT tabl e named
DHOSTS. TXT with an additional nane (as the first nanme) in each
entry of the form"official-host-nane. ARPA".

15-Dec-83 Final Specification of sinple Query & Reply Protocol
Avai | abl e

This specification covers the protocol procedures and nessage
formats for the sinple queries and replies to support translating
host names to internet addresses only.

15-Dec-83 Make Linmted Donamin Server & Resol vers Avail abl e

An exanple linmted domain server running on TOPS-20 and exanpl e
linmted resolvers running on each of TOPS-20 and VAX- Berkel ey- Uni x
shoul d be nade available for testing and copying. This sinple
version would be able to do queries and responses for host nane to
i nternet address translation only, and the servers would still use
the global table. This sinple server would not refer the resolver
to another server. This sinple server and these resol vers operate
i n datagram node only. However, this would allow user prograns to
begin to use the servers.

01- Feb-84 Specification of Domain Requirenents Avail able

Detail ed requirenments for qualifying a set of hosts as a domain,
and procedure for registering new domai ns is published.

15-Feb-84 The ARPANET/ M LNET Access Controls
M LNET access controls installed in the MLNET/ ARPANET gat eways

and TAC user access controls put into effect (see DDN MSGT Bulletin
16). [Date approximte.]
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07-Mar-84 Replace Main Host Table with Domain Style Host Table
The DHOSTS. TXT becones HOSTS. TXT.
14-Mar-84 Final Specification of Query & Reply Protocol Available

This specification covers the protocol procedures and nessage
formats for the all queries and replies between resol vers and
servers.

14- Mar-84 Make | nproved Domain Servers & Resol vers Avail abl e

An exanpl e inproved domain server running on TOPS-20 and exanpl e
i mproved resol vers running on each of TOPS-20 and

VAX- Ber kel ey- Uni x shoul d be nmade avail able for testing and
copying. This version should be able to do any of the defined
guery and response operations, and should support segnented data
base by refering resolvers to other servers if necessary. This
server | oads zone data fromlocal master files only, and only at
programstart up. This server and these resolvers operate with
ei ther datagramor reliable connection style comunication. This
ver si on does not support the data base update portion of the
server protocol

04- Apr-84 Domain Servers for ARPA Donain Avail abl e

Aut horitative domain servers for the ARPA domain will be avail abl e
for regular use.

02- May-84 Introduce New Domains in the Main Host Table
Add the DDN dormain. Mst MLNET hosts will change to the DDN
domain. Authoritative domain servers for the DDN domain will be
avai l able for regular use. HOSTS. TXT is updated.

02- May-84 Establish a New Top Level Domains Only Tabl e

Start a new table, DOVAINS. TXT, that lists only the top | eve
domains and the entries for their domain servers.

16- May-84 Final Specification of Miintenance Protocol Avail able

This specification covers the protocol procedures and nessage
formats for the data base update exchanges between servers.

16- May-84 Make | nproved Domain Servers & Resolvers Avail abl e

An exanpl e i nproved domain server running on TOPS-20 and exanpl e
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i mproved resol vers running on each of TOPS-20 and

VAX- Ber kel ey- Uni x shoul d be nade avail able for testing and
copying. This version should be able to do any of the defined
guery and response operations, and should support segnmented data
base by refering resolvers to other servers if necessary. This
server | oads zone data fromlocal master files and renote servers,
and only at programstart up. This server and these resolvers
operate with either datagram or reliable connection style

conmuni cati on.

Jun-84 Permt the Introduction of New Donmi ns

Organi zations neeting the requirenents for establishing new
domains will be allowed to begin use of new donmain nanmes. New
domai ns nust be registered, neet the requirenents (including
runni ng donain servers), and will be added to the HOSTS. TXT tabl e.

Jul -84 Final Specification of Conplete Protocol Available

This specification covers the protocol procedures and nessage
formats for the conpl ete domai n nanes system

Jul -84 Make Full Domain Servers & Resolvers Avail abl e

At this point an exanple domain server and an exanpl e resol ver
runni ng on each of TOPS-20 and VAX- Berkel ey-Uni x shoul d be nade
avail able for testing and copying. This version should be able to
do any of the defined query and response operations, and should
support segnented data base by refering resolvers to other servers
if necessary. This version should support the data base update
portion of the server protocol, including data agi ng and dynanic
zone updating fromrenote servers. This is a full inplenentation
of the protocol

Sep-84 Discontinue the Full Host Table for the ARPA Conmmunity
Stop mai ntaining the HOSTS. TXT table for the ARPA community. The
HOSTS. TXT tabl e continues to be used in the DDN conmunity with
conmpl ete data for the DDN dormai n, however the data for the ARPA
and ot her donmins may no | onger be conplete or fully up to date.
Cct-84 DDN PMO Schedul es DDN | npl enent ati on

The DDN- PMO est ablishes the schedule for the inplenentation of the
domain systemin the DDN comunity.
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