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Status of This Meno

Thi s docunment specifies an Internet standards track protocol for the
Internet conmunity, and requests di scussion and suggestions for

i nprovenents. Please refer to the current edition of the "Internet
O ficial Protocol Standards" (STD 1) for the standardization state
and status of this protocol. Distribution of this meno is unlimnited.

Abstract
Thi s docunent describes a keyed-MD5 transformto be used in
conjunction with the I P Authenticati on Header [RFC- 1826]. The
particular transformis based on [ HVAC-MD5]. An option is also
specified to guard agai nst replay attacks.
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1. Introduction

The Aut hentication Header (AH) [RFC-1826] provides integrity and

aut hentication for I P datagranms. The transformspecified in this
docunent uses a keyed- MD5 nechani sm [ HMAC- MD5]. The mechani sm uses
the (key-less) MD5 hash function [ RFC-1321] which produces a nmessage
di gest. Wen conbined with an AH Key, authentication data is
produced. This value is placed in the Authentication Data field of
the AH [ RFC-1826]. This value is also the basis for the data
integrity service offered by the AH protocol.

Cehler & G enn St andards Track [ Page 1]



RFC 2085 HMAC- VD5 February 1997

To provide protection against replay attacks, a Replay Prevention
field is included as a transformoption. This field is used to help
prevent attacks in which a nessage is stored and re-used | ater,

replacing or repeating the original. The Security Paraneters |ndex
(SPI') [RFC-1825] is used to determ ne whether this option is included
in the AH.

Familiarity with the foll owi ng docunents is assumed: "Security
Architecture for the Internet Protocol" [RFC 1825], "IP

Aut henti cati on Header" [RFC-1826], and "HMAC- MD5: Keyed- MD5 for
Message Aut hentication" [HMAC- MD5].

Al'l inmplenmentations that claimconformance or conpliance with the IP
Aut henti cati on Header specification [ RFC-1826] MJST inplenent this
HVAC- MD5 transform

1.1 Term nol ogy

In this docunment, the words that are used to define t he
significance of each particular requirenment are usually capitalized.
These words are:

- MUST

This word or the adjective "REQU RED' neans that the item is an
absol ute requirenent of the specification

- SHOULD

This word or the adjective "RECOWENDED' neans that there m ght
exist valid reasons in particular circunstances to ignore this item
but the full inplications should be understood and the case carefully
wei ghed before taking a different course.

1.2 Keys

The "AH Key" is used as a shared secret between two conmuni cating
parties. The Key is not a "cryptographic key" as used in a
traditional sense. Instead, the AH key (shared secret) is hashed with
the transmitted data and thus, assures that an intervening party
cannot duplicate the authentication data.

Even though an AH key is not a cryptographic key, the rudi nentary
concerns of cryptographic keys still apply. Consider that the

al gorithm and nost of the data used to produce the output is known.
The strength of the transformlies in the singular mapping of the key
(which needs to be strong) and the I P datagram (which is known) to
the authentication data. Thus, inplenentations should, and as
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frequently as possible, change the AH key. Keys need to be chosen at
random or generated using a cryptographically strong pseudo-random
generator seeded with a random seed. [ HVAC- MD5]

Al'l conforming and conpliant inplenentations MJST support a key
length of 128 bits or less. Inplenentations SHOULD support | onger
key lengths as well. It is advised that the key | ength be chosen to
be the length of the hash output, which is 128 bits for M)5. For

ot her key lengths the follow ng concerns MJST be consi dered.

A key length of zero is prohibited and inplenentati ons MJST prevent
key lengths of zero frombeing used with this transform since no

ef fective authentication could be provided by a zero-1ength key.

Keys having a length I ess than 128 bits are strongly di scouraged as
it woul d decrease the security strength of the function. Keys |onger
than 128 bits are acceptable, but the extra |l ength may not
significantly increase the function strength. A |longer key may be
advi sable if the randommess of the key is suspect. NMD5 operates on
64-byte bl ocks. Keys longer than 64-bytes are first hashed using
MD5. The resulting hash is then used to cal cul ate the authentication
dat a.

1.3 Data Size
MD5 produces a 128-bit value which is used as the authentication
data. It is naturally 64 bit aligned and thus, does not need any
paddi ng for nachines with native doubl e words.

2. Packet For mat

SRS SRS SRS SRS +
| Next Header | Length | RESERVED |
SRS SRS SRS SRS +
| SPI |
SRS SRS SRS SRS +

o e e e oo oo - o e e e oo oo - o e e m e oo oo - o e e e oo oo - +
I I
+ Aut henti cati on Dat a |
I I
o e e e oo oo - o e e e oo oo - o e e m e oo oo - o e e e oo oo - +

123456781234567812345678123456738
The Next Header, RESERVED, and SPI fields are specified in [ RFC

1826]. The Length field is the length of the Replay Prevention field
and the Authentication Data in 32-bit words.
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2.1 Replay Prevention

The Replay Prevention field is a 64-bit value used to guarantee that
each packet exchanged between two parties is different. Each |Psec

Security Association specifies whether Replay Prevention is used for
that Security Association. |If Replay Prevention is NOT in use, then
the Authentication Data field will directly follow the SPI field.

The 64-bit field is an up counter starting at a value of 1

The secret shared key nust not be used for a period of tinme that
all ows the counter to wap, that is, to transnmit nore than 2764
packets using a single key.

Upon receipt, the replay value is assured to be increasing. The

i npl erentati on may accept out of order packets. The nunmber of packets
to accept out of order is an inplenmentation detail. If an "out of
order wi ndow' is supported, the inplenentation shall ensure that any
and all packets accepted out of order are guaranteed not to have
arrived before. That is, the inplenmentation will accept any packet at
nost once.

When the destination address is a nmulticast address, replay
protection is in use, and nore than one sender is sharing the sanme

| Psec Security Association to that nulticast destination address,
then Replay Protection SHOULD NOT be enabl ed. Wen replay protection
is desired for a multicast session having nultiple senders to the
sanme nulticast destination address, each sender SHOULD have its own

| Psec Security Association.

[ ESP- DES- MD5] provi des exanpl e code that inplenents a 32 packet
replay wi ndow and a test routine to show how it works.

2.2 Authentication Data Cal cul ati on

The authentication data is the output of the authentication algorithm
(MD5). This value is calculated over the entire I P datagram Fields
within the datagramthat are variant during transit and the

aut hentication data field itself, nust contain all zeros prior to the
conmputation [ RFC-1826]. The Replay Prevention field if present, is
included in the cal cul ation

The definition and reference inplenentation of MD5 appears in [ RFC
1321]. Let 'text’' denote the data to which HVAC-MD5 is to be applied
and K be the nessage authentication secret key shared by the parties.
If Kis longer than 64-bytes it MJST first be hashed using MD5. In
this case, Kis the resulting hash
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W define two fixed and different strings ipad and opad as foll ows
(the "i’ and "o are mmenonics for inner and outer):

i pad the byte 0x36 repeated 64 tines
opad the byte Ox5C repeated 64 tines.

To compute HVAC- MD5 over the data ‘text’ we perform
MD5( K XOR opad, MD5(K XOR ipad, text))

Nanel y,

(1) append zeros to the end of Kto create a 64 byte string
(e.g., if Kis of length 16 bytes it will be appended with 48
zero bytes 0x00)

(2) XOR (bitwi se exclusive-OR) the 64 byte string conputed in step
(1) with ipad

(3) append the data stream’text’ to the 64 byte string resulting
fromstep (2)

(4) apply MD5 to the streamgenerated in step (3)

(5) XOR (bitwi se exclusive-OR) the 64 byte string conputed in
step (1) with opad

(6) append the MD5 result fromstep (4) to the 64 byte string
resulting fromstep (5)

(7) apply MD5 to the streamgenerated in step (6) and out put
the result

This conputation is described in nore detail, along with exanple
code and performance inprovenents, in [HVAC MD5]. |nplenenters
shoul d consult [HVAC-MD5] for nmore information on this technique
for keying a cryptographic hash function.

3. Security Considerations

The security provided by this transformis based on the strength of
MD5, the correctness of the algorithnis inplenentation, the security
of the key managenment nechanismand its inplenentation, the strength
of the associated secret key, and upon the correctness of the

i nplementations in all of the participating systens. [HVAC MD5]
contains a detailed discussion on the strengths and weaknesses of
MD5.
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