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| SO Statenent on the Status of this Docunent.

At its nmeeting in Zurich, April 2-11, 1984, SC 6/ W5 2 produced docunent
SC 6 N 3134 and, in accordance with Resolution 49 of the SC 6 neeting in
Tianjin (Septenber 19-30, 1983), forwarded it to the SC 6 Secretari at
for registration and ballot as a first Draft Proposed Addendumto the
Net wor k Service Definition (1SO DP 8348/ DAD2) .

The letter ballot on SC 6/ N 3134 cl osed on August 20, 1984. The results
of the ballot were 10-4-0-3 [approve-di sapprove-abstai n-no vote]; the
summary of voting is contained in document SC 6/ N 3229 (late votes are
contained in docunments SC 6/ N 3333 and 3360). These ballot results were
reviewed at the SC 6/ Wz 2 neeting in Washi ngton, October 15-25, 1984,
and docunent SC 6/ N 3444 was produced as a progression of SC 6/ N 3134,
taking into account as many of the ballot coments as possible. The
Editor’s report, contained in docunent SC 6/ N 3445, describes the

di sposition of nmenmber body comments on the DP 8348/ DAD2 | etter ballot.

A resolution of the SC 6 neeting in Washi ngton, Cctober 22-26, 1984,
instructs the SC 6 Secretariat to register docunent SC 6/ N 3444 as a
second Draft Proposed Addendumto | SO 8348, and to circulate it for a
two-nmonth letter ballot.

| nt roducti on

This Addendumto the Network Service Definition Standard, | SO 8348,
defines the abstract syntax and semantics of the Network Address
(Network Service Access Point Address). The Network Address defined in
this Addendumis the address that appears in the prinitives of the
connection-nmode Network Service as the calling address, called address,
and respondi ng address paraneters, and in the primitives of the
connectionl ess-node Network Service as the source address and
destinati on address paraneters.
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SCOPE AND FI ELD OF APPLI CATI ON

The scope of this Addendumis the definition of the abstract syntax and
semantics of the Network Address. This Addendum does not specify the
way in which the semantics of the NSAP address are encoded in Network
Layer protocols. The field of application of this Addendumis the sane
as the field of application described in Clause 1 of the Network Service
Definition (1SO 8348).

2 REFERENCES

| SO 7498 Informati on Processing Systens - Qpen Systens
Interconnection - Basic Reference Model [Note: See also
CCl TT Reconmendati on X. 200]

DP 7498/ DADL Information Processing Systens - Qpen Systens
I nterconnection - Addendumto the Basic Reference Mdel
Covering Connectionl ess Data Transm ssion

DP 8509 Informati on Processing Systens - Qpen Systens
| nterconnection - Service Conventions

| SO 8348 Informati on Processing Systens - Data Comuni cations -
Net wor k Service Definition [Note: See also COTT
Recommendati on X 213]

DI S 8348/ DAD1 Informati on Processing Systens - Data Conmunications -
Addendum to the Network Service Definition Covering
Connectionl ess Data Transni ssion

DP 8648 Informati on Processing Systens - Data Comuni cations -
Internal Organization of the Network Layer

| SO 6523 Data Interchange - Structure for the ldentification of
Organi zati ons
| SO 646 7-bit Coded Character Set for Information Processing
I nt er change
| SO 2375 Procedure for the Registration of Escape Sequences
CaTT X 121 I nternational Numbering Plan for Public Data Networks
CaTT E. 163 Nunmbering Plan for the International Tel ephone Service
CC TT E. 164 The Nunbering Plan for the | SDN Era
CaTT F. 69 Plan for Tel ex Destination Codes
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Tenporary Note

The Ilist of References in the published Addendumw Il contain

only approved | SO Standards and CClI TT Reconmendati ons; itens nmay need
to be subtracted from or added to, the current list.
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SECTI ON ONE - GENERAL

3 DEFI NI TI ONS

3.1 Reference Mddel Definitions

Thi s Addendum nmakes use of the following terns defined in | SO 7498:
a) Network |ayer

b) Network service

c) Network service access point

d) Network service access point address

e) Network entity

f) Routing

g) Network address

h) Network protocol control information

i) Network protocol data unit
3.2 Service Conventions Definitions

Thi s Addendum nmekes use of the following terns defined in | SO 85009:
j) Service user

k) Service provider
3.3 Network Layer Architecture Definitions

Thi s Addendum mekes use of the following ternms defined in | SO 8648
(I'nternal Organi zation of the Network Layer):

) Subnetwork

m Real subnetwork

n) Subnetwork service
0) Real end system

p) Interworking unit

g) Internediate system
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3.4 Network Addressing Definitions

Thi s Addendum nmekes use of the following ternms as defined bel ow

r)

s)

t)

y)

DTE address: information used to identify a point of attachnent to
a public data networKk.

Subnetwor k point of attachnment: a point at which a real end system
interworking unit, or real subnetwork is attached to a rea
subnetwor k, and a conceptual point at which a subnetwork service is
offered within an end or internediate system

Subnet wor k address (Subnetwork point of attachnment address):
information used in the context of a particular real subnetwork to
identify a subnetwork point of attachnment, or information used in
the context of a particular subnetwork to identify the point at

whi ch the subnetwork service is offered within an end or

i nternmedi ate system

Net wor k protocol address information: information encoded in a
network protocol data unit to carry the semantics of an NSAP
address. (This is known as an "address signal" or as the "coding of
an address signal™ in the Public Data Network environnment.)

Donain (of the OSI environnment): a subset of the OGSl environnent
within which identifiers for OSI environnent entities of the sane
type are unambi guous.

A obal network addressing domain: the set of all Network Service
Access Point addresses in the OSI environnent.

Net wor k addr essi ng subdomai n; a subset of the gl obal network
addr essi ng domai n.

Authority (for a domain or subdomain): that which ensures that
identifiers within the correspondi ng domai n or subdomain are
unanbi guous.
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4  ABBREVI ATI ONS

Thi s Addendum nmakes use of the follow ng abbreviations:
a) NSAP - Network Service Access Point

b) NPAl - Network Protocol Addressing |Information

c) DCC - Data Country Code

d) CC - Country Code

e) ICD - International Code Designator

f) PSTN - Public Switched Tel ephone Network

g) |ISDN - Integrated Services Digital Network

h) IDP - Initial Domain Part
i) AFl - Authority and Format Ildentifier
j) 1D - Initial Domain ldentifier

k) DSP - Domain Specific Part

) NPDU - Network Protocol Data Unit

m  SNPA - Subnetwork Point of Attachnent
5 CONVENTI ONS

No particul ar standard conventions are invoked by this Addendum

| SO TC- 97/ SC- 6
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SECTI ON TWO - NETWORK LAYER ADDRESSI NG

6

6.

| SO TC- 97/ SC- 6

CONCEPTS AND TERM NOLOGY FOR NETWORK LAYER ADDRESSI NG
1 Network Addresses

This Addendum defines the Network Service Access Point ( NSAP)

address. Since the term "network address” is comonly used in different

contexts to refer to different things a nore specific description of
this concept is introduced bel ow

6.1.1 Subnetwork Address

In one context, the term "network address" nmay be used to refer to the

poi nt at which a real end system real subnetwork, or interworking
unit is attached to a real subnetwork, or to the point at which the
subnetwork service is offered within an end or internedi ate system
In the case of attachnent to a public data network, this point is
called a DTE/DCE interface, and the term "DIE address” is used in
reference to it.

The specific term"subnetwork address" (or "subnetwork point of
attachment address") is used in this case, as illustrated in Figure
6-1:

subnet wor k poi nt of
attachment identified

________ by SNPA
| | 7\
I I [ |/ N\
| Real End | Layer | * <-/ [\-> * | Layer
| system real | | | 3 | | | | 3
| subnetwork, or| | Real | | | | |
| interworking | | Subnet wor k| | | | |
I uni t A I I I | I
I | |
subnet wor k poi nt of End | nt ermredi at e
attachnent identified System System

by subnetwork address

Figure 6-1 - Subnetwork Address
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The subnetwork address is the information that a real subnetwork needs
to identify a particular real end system another real subnetwork, or
interworking unit that is attached to that real subnetworKk.

In the public network environnment, the subnetwork address is what the
public network operates on.

Note: The point identified by a subnetwork address is a point of

i nterconnection between a real end systemor interworking unit and a
real subnetwork (in particular, in a public data network environment,
a DTE/DCE interface), and is not an OSI Service Access Point.

6.1.2 NSAP address

In another context, the term"network address" is used to refer to the
Net wor k Service Access Point (NSAP) at which the OCSI Network Service
is made available to a Network Service user by the Network Service
provi der.

The specific term "NSAP address” is used in this case, as illustrated
in Figure 6-2:

Net wor k Servi ce User

| ayer 4
0
\
| ayer 3 \___ NSAP identified
by NSAP address

Net wor k Servi ce Provider
Figure 6-2 - NSAP Address

The NSAP address is the information that the OSI Network Service

provi der needs to identify a particular Network Service Access Point.
The val ues of the called address, calling address, and responding
address paranmeters in the N-CONNECT primitive, of the responding
address paraneter in the N _D SCONNECT primtive, and of the source
address and destination address paranmeters in the N-UNI DATA prinitive,
are NSAP addresses.

Note that since the Network Service primtives are conceptual, no
particul ar encodi ng of the NSAP address is specified by the Network
Service Definition

In both COTT and | SO usage, the terns "Network Address" (with both

the N and the A printed in capital letters) and "gl obal network
address" are synonynous with the term "NSAP address”. Use of the term
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"NSAP address" is preferred when it is essential to avoid confusion,
particularly in spoken references where "capitalization" is not
possi bl e.

6.1.3 Network Protocol Address Information

In a third context, the term"network address" is used to refer to an
address that is carried as network protocol control information in a
networ k protocol data unit (NPDU).

The specific term"network protocol address information” (NPAlI) is
used in this case.

In the public network environnment, NPAl is also known as an "address
signal" or as the "coding of an address signal".

There is a relationship between the NSAP address that appears in
Network Service primtives and the NPAl that appears in a Network
Layer protocol, in that the semantics of the NSAP address is preserved
by the NPAI. The syntax and encodi ng of NPAl are defined by Network

| ayer Protocol standards, which also specify the relationship between
the NSAP address and the NPAI encodi ng enpl oyed by the protocol.

6.2 Domains

A domain is a subset of the Open Systens Interconnection environnment
within which identifiers for OSI environnent entities of the sanme type
are unanbi guous.

6.2.1 dobal Network Addressing Domain

The gl obal network addressing domain is defined as the set of al
Net wor k Servi ce Access Point addresses in the OSI environment.

6.2.2 Network Addressi ng Subdonain

A networ k addressing subdomain is a set of Network Service access
Poi nt addresses. It is a subset of the global network addressing
domai n.

The rel ationship of the concepts of 6.2.1 and 6.2.2 is illustrated by
Fi gure 6-3:

| SO TC-97/ SC- 6 [ Page 10]



RFC 941 Apri |
Net wor k Layer Addressing
kkkkkhkkkikkkkk*x
*kkk* *k Kk k%
* k% * k%
* k% * k%

* * * * * * * * <- - Global
* * * LEE net wor k
o o o ** addressing
* * * : *  domain

* * * *

* * * *

* + *
S \

+ * % |
+ + |
+ Qo m o m o m e e e e e e e o oo \
* + + * |
* + + * |
* + + * |
* + * * + * |
* + khkkhkkkkhkkkhkhkhkkhkhkkhkhhkkhkhkkhkhkkhkhhkkhkikkhkhkkikhkkhkkk*k * |
* *kkkkkhkkk*x + + kkkkkkk*k*x * |
* % + + * % |
* + + * |
* % + + * % |
* + + Cemmmm e a e - \
* + + * |
* + + * |
* + + * |
* + + * |
* % + + * % |
** + <--\ + * % |
* % + \ + * % |
* k% + \ + * k% |
* k% \ * k% |
*kkk* \**** |
***************\ I\ti\Drk

addr essi ng
subdonmai ns

Donmi ns and Subdonmi ns

Figure 6-3 -

| SO TC- 97/ SC- 6

[ Page

1985

11]



RFC 941 April 1985
Net wor k Layer Addressing

6.3 Authorities

The uni queness of identifiers within a donmain or subdonain is ensured
by an authority associated with that domain. The term "authority" does
not necessarily refer to an organi zation or adm nistration: it is
intended to refer to whatever it is (in an abstract sense) that ensures
the uni queness of identifiers in the associ ated donai n.

Donai ns are characterized by the authority that admi nisters the donain
and by the rules that are established by that authority for specifying
identifiers and identifying subdonmains. The authority responsible for
each subdomain determ nes how identifiers will be assigned and
interpreted within that subdomain, and how any further subdomains wll
be creat ed.

The operation of an authority is independent of that of other
authorities on the sanme |evel of the hierarchy, subject only to any
comon rul es inposed by the parent authority.

6.4 Network Address All ocation

An addressing authority shall either allocate conpl ete NSAP addresses,
or shall authorize one or nore other authorities to allocate address.
Each address allocated by an addressing authority shall include a
domai n identifier which identifies the allocating authority. An address
shall not be allocated to identify a domain or NSAP if the address has
previously been allocated to sone other domain or NSAP, unless the
authority can ensure that all use of the previous allocation has
ceased.

The authority shall ensure that allocations are made in such a way that
efficient use is made of the address space.

7 PRI NCI PLES FOR CREATI NG THE OSI NETWORK ADDRESSI NG SCHEME
7.1 Hi erarchical Structure of NSAP Addresses

NSAP addresses are based on the concept of hierarchical addressing
domai ns, as explained in Cause 6. Each domain may be further
partitioned into subdomai ns. Accordingly, NSAP addresses have a
hi erarchical structure

The conceptual structure of NSAP addresses follows the principle that,
at any level of the hierarchy, an initial part of the address

unanbi guously identifies a subdomain, and the rest is allocated by the
managenent of the subdonain to unanbi guously identify either a | ower

| evel subdomain or an NSAP within the subdomain. The part of the
address that identifies the subdonain depends on the level at which the
address is viewed.
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Note: This conceptual structure should not be considered as inplying
any detail ed administration of NSAP addresses.
Graphi cal representation of the hierarchical structure of NSAP

addresses may be made according to an inverted tree diagram as in
Figure 7-1 (a), or a domain diagram as in Figure 7-1 (b)

Figure 7-1 (a) - Hierarchical Structure of NSAP Addresses
Inverted Tree Di agram
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7.2 Gobal ldentification of any NSAP

In the context of Qpen Systens Interconnection, it is possible to
identify any NSAP within the gl obal network addressing domain (see
Clause 6.2.1). Consequently,

a) At any Network Service Access Point, it is possible to identify
any ot her Network Service Access Point, within any OSI end system

b) A gl obal Network Address can therefore be defined to unanbi guously
identify any Network Service Access Point;

c) The OSI protocols established between correspondent NetworKk
entities convey the conplete information contained in a Network
Address (see Clause 6.1.4);

d) An NSAP address identifies the sane NSAP regardl ess of which
NS- user enunci ated the address; and

e) An NS-user, when given an NSAP address of the NS-provider in a
primtive Indication, may subsequently use that NSAP address in
anot her instance of conmunication with the correspondi ng NSAP

Sone restrictions may be placed on comunications in the context of

OSl, on the basis of: technical feasibility of an interconnection
security, charging, etc. Such considerations are not related to Network
Layer addressing, and therefore are not discussed in this Addendum

Note: The global identification of NSAPs should not be taken to inply
the universal availability of directory functions required to enable
communi cation anong all NSAPs to whi ch NSAP addresses have been

al | ocat ed.

7.3 Route |Independence

Net wor k Service users cannot derive routing information from an NSAP
address. They cannot influence the Network Service provider’s choice of
route by means of the source and destinati on NSAP addresses. Simlarly,
t hey cannot deduce fromthe source and destinati on NSAP addresses the
route that was used by the Network Service provider. This is not

i ntended to exclude the possibility that an OSI end system nmay need to
i nfluence the route selected for a particular instance of comunication
with another OSI end system (In particular, it may need to influence
the selection of internediate systens to be used, and the paths to be
taken between them ) The means whereby such an influence may be exerted
is, however, not the NSAP address. Elenents of Network Layer protoco
may be required to control routing within internedi ate systens; such

el ements of protocol are distinct fromthe network protocol address

i nformati on (NPAI).

Not wi t hstandi ng the restrictions inposed on the use that a Network
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Service user may nmake of an NSAP address, it is recognized that NSAP
addresses shoul d be constructed in such a way that routing through

i nterconnected subnetworks is facilitated. That is, the Network Service
provider and relay-entities in particular, may take advantage of the
address structure to achi eve econoni cal processing of routing aspects.

7.4 Service Type | ndependence

It may be necessary for Network Service users to distinguish Network
Layer services of different types (such as point-to-point versus
mul ti poi nt services, and connecti on-node versus connecti onl ess-node
services). The nature of such service types is not explicitly contained
in the semantics of the NSAP address. Sinilarly, Network Layer quality
of service characteristics (such as throughput, transit delay, etc.)
are not explicitly specified by the NSAP address.

8 NETWORK ADDRESS DEFI NI TI ON

The intent of this docunment is best served by maintaining clear

di stinctions anbng three concepts: the abstract senmantics of the NSAP
address; the abstract syntax enployed in this docunent as a neans of
defining the abstract semantics of the NSAP address, and enpl oyed by
addressing authorities as a nmeans of allocating and assi gni ng addresses;
and the concrete syntax in which the NSAP address semantics are encoded
as NPAl in Network Layer protocols. These distinctions are illustrated
in Figure 8-1:

NSAP Address Senantics------- >Al l ocation by------- >Abstract Synt ax

I
I
| -->Representation in--->External

| Hunmanl y-r eadabl e Ref er ence
I

I

I

Directories Synt ax
-->Encoding in--------- >Concrete Syntax
Protocol s

Figure 8-1 - Relationship of NSAP Address Semantics and Syntax

Thi s Addendum does not specify the way in which the senmantics of the
NSAP address are encoded in Network Layer protocols. Network Layer
protocol specifications define the way in which the NSAP address is
encoded as NPAI (see clause 6.1.4).
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8.1 Network Address Semantics

The NSAP address consists of two basic semantic parts. The first part
is the Initial Domain Part (IDP). The second part is the Domain
Specific Part (DSP). This is illustrated by Figure 8-2.

Fol I owi ng the conceptual structure of NSAP addresses described in
Clause 7.1, the IDP is a subdomain identifier: it specifies the
subdomai n of the gl obal network addressing domain (see Figure 7-1), and
identifies the authorities responsible for assignhing addresses in each
of the subdomains created. The DSP is the correspondi ng subdomai n
address. A further substructure of the DSP may or nay not be defined by
the authority identified by the IDP

8.1.1 The IDP

The Initial Domain Part of the NSAP address itself consists of two
parts. The first part is the Authority and Format ldentifier (AFI).
The second part is the Initial Domain Identifier (ID). This is
illustrated by Figure 8-2:

e NSAP ADDRESS- - - = = === == mmmmmmmm oo >
I I I
| IDP | DSP |
I I I
I I I
| AFl | | DI |

Figure 8-2 - NSAP Address Structure
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8.1.1.1 The AFI
The Authority and Format Ildentifier specifies:
a) the format of the ID (see clause 8.2.1.2);

b) the authority responsible for allocating values of the ID (see
clause 8.2.1.2) and

c) the abstract syntax of the DSP (see clauses 8.2 and 8.2.3).
8.1.1.2 The | D
The Initial Domain ldentifier specifies:

a) the Network Addressing subdomai n from which val ues of the DSP
are allocated; and

b) the authority responsible for allocating values of the DSP from
that subdomai n.

8.1.2 The DSP

The semantics of the DSP is deternined by the authority identified by
the 1Dl (see clause 8.1.1.2).

8.2 Network Address Abstract Syntax

The Network Address is defined in this Addendumin ternms of an abstract
syntax whi ch expresses the semantics of the Network Address. The use of
this abstract syntax as a descriptive device enables this Addendumto
convey, in witten form a conplete definition of the Network Address
without restricting it to the specific encoding of the NPAI. It also
enabl es this Addendumto identify two alternative preferred concrete
synat axes of the Network Address, to which reference may be nade by

Net wor k Layer protocol specification standards so as to unanbi guously
define the way in which the Network Address is encoded as NPAI

8.2.1 Abstract Syntax and Allocation of the IDP

This clause defines the abstract syntax of the AFl, the currently

al | ocated values of the AFl, and the IDl formats corresponding to the
al | ocated AFl values. Anong the currently allocated val ues of the

AFl sare val ues reserved for assignnent to new IDl formats which nay be
identified by SO or CCITT. Assignnent of these AFl values to new I D
formats by either 1SO or CClTT nmust be acconpani ed by appropriate

nodi fication of this Addendum according to the rules established by

| SO for revising International Standards. Allocation of new AFl val ues
will be by joint agreement between |SO and CCITT, and will require an
appropriate nodification of this Addendum
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The abstract syntax of the IDP is decinmal digits. The allocation of
the AFl (see Clause 8.1.1) ensures that the first decimal digit of the
| DP can never be zero. This provides a escape nechanismfor use by
protocols that expect to hold i nconplete NSAP addresses in a field
that normally carries a conplete NSAP address. \Wen the NSAP address
is represented as binary octets, the representation of the IDP is as
defined in Clause 8.3.1.

The length of the |IDP depends on the ID format specified by the val ue
of the AFl. The IDP I ength associated with each IDI format is given in
clause 8.2.1.2.

8.2.1.1 Abstract Syntax and Allocation of the AFI

The AFI consists of an integer with a value between 0 and 99 with an

abstract syntax of two decimal digits. The values of the AFl are
all ocated or reserved as shown in Table 8-1:

Tabl e 8-1: AFl  ALLOCATI ONS
00- 09 Reserved - will not be all ocated

10-35 Reserved for future allocation by joint agreenent
of SO and CATT

36-51 Al'l ocated and assigned to the ID formats defined
in clause 8.2.1.2

52-59 Reserved for future allocation by joint agreenent
of SO and CATT

60- 69 Al'l ocated for assignnent to new IDl formats by
| SO

70-79 Al'l ocated for assignnent to new IDl fornats by
CaTT

80- 99 Reserved for future allocation by joint agreenent

of 1SO and CCTT
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8.2.1.2 Format and All ocation of the |D

A specific conbination of ID format and DSP abstract syntax is
associ ated with each all ocated AFl value, as sunmarized in Table 8-2:

Tabl e 8-2: AFI Val ues

| DSP Synt ax |
I I
| |
__________ | Decimal | Binary
| 1D format| | |
I I I I
| X 121 36 37 |
I I
| 1SO DCC 38 39 |
I I
| F.69 40 41 |
I I
| E. 163 42 43 |
I I
| E. 164 44 45 |
| | Character | National
| 1 SO 6523-1CD 46 47 | (1 SO 646) | Character
I I I I
| Local 48 49 50 51 |
I I

The 1Dl formats are defined as foll ows:

a) X 121

The 1Dl consists of a sequence of up to 14 digits allocated
according to CC TT Recommendation X.121. The X 121 nunber
identifies an authority responsible for allocating and assigning
val ues of the DSP.

IDP length: Up to 16 digits.
b) I SO DCC

The 1Dl consists of a three-digit Data Country Code (DCC). |SO DCC
val ues are allocated by |1SO and assigned to | SO nmenber countries or

appropriately sponsored non-nmenber countries or authorities. The
val ues of the | SO DCC are a subset of the DCC val ues all ocated by
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CCTT in Recommendation X. 121 to countries or geographical areas.
The DSP is allocated and assi gned by the organization that
represents the country identified by the DCC.
IDP length: 5 digits.

c) F.69

The I Dl consists of a telex nunber of up to 8 digits, allocated
according to CCl TT Recommendati on F. 69, comencing with a 2- or
3-digit destination code. The telex nunber identifies an authority
responsi bl e for allocating and assi gning val ues of the DSP.

IDP length: Up to 10 digits.

d) E. 163

The 1Dl consists of a public switched tel ephone network (PSTN)
nunber of up to 12 digits allocated according to CCTT
Recomrendati on E. 163, conmencing with the PSTN country code. The
PSTN nunber identifies an authority responsible for allocating and
assi gni ng val ues of the DSP

IDP length: Up to 14 digits.
e) E. 164

The I Dl consists of an | SDN nunber of up to 15 digits all ocated
according to CCl TT Recommendati on E. 164, commencing with the | SDN
country code. The | SDN number identifies an authority responsible
for allocating and assigning val ues of the DSP
IDP length: Up to 17 digits

f) 1SO 6523-1CD

The 1Dl consists of a 4-digit International Code Designator (ICD)
all ocated according to [|SO 6523. The I1CD identifies an

organi zational authority responsible for allocating and assi gni ng
val ues of the DSP. The "structure of the code" required by | SO 6523,
clause 6.3(d), shall be registered as "According to | SO 8348
Addendum 2".

IDP length: 6 digits.
g) LOCAL

The 1D is null

IDP length: 2 digits.
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Note 1:

In cases (a), (c¢), (d), and (e) above, when the IDP is followed by a
deci mal - syntax DSP, no di scernible boundary is identified in this
Addendum between the IDP digits and the DSP digits.

Not e 2:

A figure illustrating the division of the gl obal network addressing
domai n according to these fornats is contained in Annex B

Not e 3:

The use of a particular ID format as the basis for allocating an
NSAP address does not constrain routing to that NSAP to go through
any particul ar subnetwork. For exanple, the use of the E. 163 |IDl
format as the basis for allocating an NSAP address does not nean
that access to the NSAP necessarily involves use of the tel ephony
subnetwork (see clause 7.3).

Not e 4:

Formats a, ¢, d, and e are based on specific CC TT nunbering pl ans,
and as such nay be affected by any changes to those plans. It
shoul d be understood that in identifying and describing these
formats, this Addendum observes the current status of CCITT work on
nunbering pl ans, and does not establish any preference or position
what soever concerning the way in which CCTT may choose to nodify
the plans, or their relationships with one another, in the future.
Changes to this may be necessary to take any such further work by
CCTT into account. For exanple, the CCITT nunbering plans in sone
cases nmmy provide escape nechanisns (such as a zero, 8, or 9 prefix)
fromone nunbering plan to another. This results in the possibility
of a choice that nmust be nade concerning which of formats a, c, d,
and e should be used for the allocation of NSAP addresses, and nmay
al so lead to suggestions that it is not necessary to include all of
the formats a, ¢, d, and e in this Addendum Such choi ces, however,
are made within the context and responsibility of CCITT, and no
preference for one choice or another is nade or inplied by this
Addendum

8.2.2 Abstract Syntax and Al location of the DSP

Val ues of the DSP are allocated by the authority identified by the ID
in the syntax identified by the AFl (see clauses 8.1.1.2 and 8.2.1.2).

The allocating authority specifies the format and senantics of the
DSP. If the authority identified by the ID authorizes one or nore
authorities to allocate semantic parts of the DSP, then all those
authorities nust allocate using the sanme abstract syntax used by the
parent authority.
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An authority nmay choose to allocate NSAP addresses with the DSP in a
deci mal or binary abstract syntax for all ID formats, and nay choose
to allocate NSAP addresses with the DSP in a character (1SO 646) or
Nati onal Character abstract syntax when the IDl format is "Local" (see
Table 8-2). Clause 9 describes the latter case in detail

8.2.3 Abstract Syntax of the DSP

The DSP may be allocated by the responsible authority in one of four
synt axes, dependi ng on the val ue of the AFI

a) Binary: The DSP consists of zero or nore binary octets, up to
the maxi mum specified in Table 8-3.

b) Decinmal: The DSP consists of zero or nore decimal digits, up
to the maxi num specified in Table 8-3.

c) Character: The DSP consists of zero or nore of those graphic,
characters with no national variant, plus the space
character, from|SO 646, up to the maxi mum specified
in Table 8-3.

d) National Character: The DSP consists of zero or nore characters
froma character set determ ned by the allocating
authority, up to the maxi num specified in Table 8-3.
Table 8-3 gives the nmaxinum|length of the DSP in its abstract syntax
for each of the IDI formats defined in clause 8.2.1.2. The
correspondi ng total NSAP address lengths are given in clause 8.4.
8.3 Network Address Concrete Syntax

As describe in Cause 8.1, the semantics of the NSAP address consists
of three fields in the follow ng order:

a) the AFl, with an abstract syntax of two decinal digits;

b) the ID, with an abstract syntax of a variable nunber of decinm
digits; and
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Tabl e 8-3: Maxi mnum DSP Lengt h

| DSP Synt ax |
I I
| T |
__________ | Decimal | Binary
| 1D format| | |
I I I I
| X 121 24 9 |
I I
| 1SO DCC 35 14 |
I I
| F.69 30 12 |
I I
| E. 163 26 10 |
I I
| E. 164 23 9 |
| | Character | National
| 1 SO 6523-1CD 34 13 | (1 SO 646) | Character
I I I I
| Local 38 15 19 7 |
I I

c) the DSP, with an abstract syntax of a variable nunber of one and
only one of the follow ng types: binary octets, decinal digits,
characters, or national characters.

Thi s Addendum does not specify the way in which the semantics of an
NSAP address are encoded in Network Layer protocols by a concrete
syntax in NPAl (see Note following this clause). These encodings are
specified in Network Layer protocol standards.

Note: Encoding inplies nore than a concrete syntax, such as the order
of bit transm ssion, representation as tones or other signals, etc.

Neverthel ess, this Addendumidentifies two alternative concrete
syntaxes (see clauses 8.3.1 and 8.3.2) of the Network Address.

Ref erence to these nay be nmade by Network Layer protocol specification
standards. It is possible that the concrete syntax used to encode the
Net wor k Address as NPAl in a Network Layer protocol may be chosen to be
identical to one of these concrete syntaxes. It is not required that
this be the case, however (see clause 9).

The entire NSAP address taken as a whole may be represented explicitly

as a string of either decimal digits (decimal concrete syntax) or
bi nary octets (binary concrete syntax) as defined below. Network Layer
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protocol specifications making reference to this Addendum shall specify
the way in which either the decimal concrete syntax or the binary
concrete syntax of the NSAP address (or both) is encoded as NPAI (see
clause 6.1.3).

8.3.1 Binary Concrete Syntax
The binary concrete syntax i s generated by:

a) using two seni-octets to represent the two digits of the AFI,
yielding a value for each senm -octet in the rage 0000-1001

b) padding the IDI with | eading zero digits if necessary to obtain
the maximum I Dl I ength (specified for each ID format in clause
8.2.1.2), then using a semi-octet to represent the value of each
decimal digit (including |eading padding digits, if preset),
yielding a value in the range 0000-1001; and, if the DSP syntax
is not decimal digits, using the sem -octet value 1111 as a pad
after the final seni-octet (if necessary) to obtain an integra
nunber of octets;

c) representing a deciml syntax DSP using the techni que described in

(b);
d) representing a binary syntax DSP directly as binary octets;

e) when the ID format is "Local", representing an | SO 646 character
syntax DSP by converting each character to a nunber in the range
32-127 using the |1 SO 646 encoding, with zero parity and the
parity bit in the nost significant position, reducing the val ue
by 32, giving a nunber in the range 0-95, encoding this result as
a pair of decinmal digits; and applying the technique described in
(b); and

f) when the ID format is "Local", representing a National Character
syntax DSP by converting each national character to either one or
two octets according to the rules specified by the authority
responsi ble for allocating NSAP addresses including national
character DSP synt axes.

8.3.2 Decimal Concrete Syntax
The deci mal concrete syntax is generated by:

a) representing the two digits of the AFl directly as two deci nal
digits;

b) padding the IDI with |eading zero digits if necessary to obtain
the maximum I Dl | ength (specified for each ID format in C ause
8.2.1.2), representing the result directly as decimal digits;
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c) representing a decimal syntax DSP directly as decimal digits;
d) representing a binary syntax DSP as foll ows:
Taking the octets in pairs, convert each octet of the pair to a
nunber in the range 0-255; this generates six decimal digits,
abcdef, of which digits a and d may take on only the values o, 1, or

2. The pair of octets is represented by the sequence of five digits
gbcef, where the value of digit g is given in Table 8-4:

Tabl e 8-4: Values of g.

| \ a | I I I
| d\ | 0 | 11 2 |
I \ | I I I
|~ 0 0 1 2|
I I
|7 1 3 4 5 |
I I
| 2 6 7 8 |
I I

If the original binary field contained an odd nunber of octets, the
final octet is converted to a nunber in the range 0-255 and
represented as three decinmal digits (000-255);

e) when the ID format is "Local", representing an |SO 646
character syntax DSP using the techni que described in C ause
8.3.1 (e); and

f) when the ID format is "Local", representing a Nationa
Character syntax DSP using the technique described in O ause
8.3.1 (f).

8.4 Maxi mum Networ k Address Length
The maxi mum | ength of the NSAP address for each of the conbinations of

| DI abstract syntax is given in Table 8-5 both the decimal concrete
syntax and the binary concrete syntax.
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Tabl e 8-5: Maxi num NSAP Address Lengt hs

| | DSP Abstract | Binary DSP | Decinmal DSP |
| 1D Format | synt ax | concrete syntax concrete syntax|
I I I I I
| | Deci mal | 20 octets | 40 digits |
| X. 121 | Bi nary | 17 octets | 39 digits |
I I I I I
| | Deci mal | 20 octets | 40 digits |
| 1SO DCC | Bi nary | 17 octets | 40 digits |
I I I I I
| | Deci mal | 20 octets | 40 digits |
| F. 69 | Bi nary | 17 octets | 40 digits |
I I I I I
| | Deci mal | 20 octets | 40 digits |
| E. 163 | Bi nary | 17 octets | 39 digits |
I I I I I
| | Deci mal | 20 octets | 40 digits |
| E. 164 | Bi nary | 18 octets | 40 digits |
I I I I I
| | Deci mal | 20 octets | 40 digits |
| 1SO 6523-1CD| Bi nary | 16 octets | 39 digits |
I I I I I
| | Deci mal | 20 octets | 40 digits |
| LOCAL | Bi nary | 16 octets | 40 digits |
| | Character | 20 octets | 40 digits |
| | Nati onal Char. | 15 octets | 37 digits |
I I I I I

Note: These val ues assune a National Character representation of one
character as two binary octets (see clause 8.2.3).

Fromthis table it is clear that

a) the maxi mum | ength of an NSAP address in its binary concrete syntax
is 20 octets; and

b) the maxi mum |l ength of an NSAP address in its decimal concrete
syntax is 40 digits.

A Network Layer protocol which is capable of conveying a string of
variable length with a maxi mum |l ength of either 20 binary octets or 40
decimal digits is capable of encoding the full semantic content of any
Net wor k Addr ess.
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9 CHARACTER BASED DSP ALLOCATI ON

An authority nmay choose to allocate NSAP addresses with the DSP in a
Nati onal Character syntax. |In such cases, the allocating authority mnust
define and publish the mappi ng of the National Character syntax to
either a binary abstract syntax or a decimal abstract syntax.

Note: It is reconmended that this mapping be done by reference to the
| SO Regi ster of Character Sets, which is naintained by the European
Conput er Manufacturers Association (ECMA) acting as a registration
authority according to |1 SO 2375, "Procedure for the Registration of
Escape Sequences".

In the case where the authority defines and publishes the mapping of the
Nati onal Character set to a binary abstract syntax, the result nust be
representable in either one or two octets per National Character. In
this case, the resulting DSP is considered to be based on the Binary
abstract syntax. AFl values from Table 8-2 and the mapping to binary and
deci mal concrete syntaxes are based on the binary abstract syntax.

In the case where the authority defines and publishes the mapping of the
Nati onal Character set to a decinal abstract syntax, the result nust be
representable in up to five decimal digits per National Character. In
this case, the resulting DSP is considered to be based on the decinm
abstract syntax. AFl values from Table 8-2 and the mapping to binary and
deci mal concrete syntaxes are based on the decinmal abstract syntax.

Note: The ability to base DSP allocation on National Character sets
all ows DSP al |l ocation based on international character sets. This may
sinplify address assignment in sone cases, and may facilitate
representati on of NSAP address in humanly-readable form Neverthel ess,
NSAP addresses shoul d not be confused with Application Layer entity
titles. NSAP addresses are not intended to provide the sane degree of
human-readabl e, wuser-friendly naming and addressing capabilities as
may be expected in Application Layer entity titles.
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10 REFERENCE PUBLI CATI ON FORVATS

Ref erence publication formats are defined to allow unanbi guous
representati on of NSAP addresses in both witten and oral comuni cation

10.1 Deci nmal Reference Publication Format

The Deci mal reference publication form (DRPF) consists of a string of
up to 40 decimal digits. The DRPF is the witten inscription of the
deci mal concrete syntax defined in clause 8.3.2.

10. 2 Hexadeci nal Reference Publication Format

The Hexadeci mal reference publication format (HRPF) consists of the
synmbol "/" (solidus) followed by a string of up to 40 hexadeci nal
digits. The HRPF is the witten inscription of the binary concrete
syntax defined in clause 8.3.1, using two hexadecimal digits ranging
fromOO through FF to represent each binary octet.
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ANNEX A - NETWORK ENTI TY TI TLES
This Annex is an integral part of the Addendum

In order to performrouting functions and to distribute Network Layer
managenent informati on concerning routing anong Network entities, it is
necessary to be able to unanbi guously identify Network entities in end
systens and internediate systens. The Reference Mdel (ISO 7498)
provides a definition of the concept of an (N)-entity title, which may
be used to permanently and unambi guously identify a Network entity in an
end systemor internediate system

Any authority responsible for allocating addresses to NSAPs may choose
also to allocate Network entity titles. One of the ways in which this
can be done is to use the principles and mechani sns defined in this
Addendum for allocating Network addresses. When this approach is taken,
a Network entity title has the sane abstract syntax as an NSAP address.
A value may be allocated as a Network entity tile only if it has not
been all ocated as an NSAP addr ess.
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ANNEX B - NSAP ADDRESS ALLOCATI ON

This Annex is not an integral part of the Addendum

The division of the gl obal Network addressi ng donmain according to the
IDI formats described in clause 8.2.1.2 may be illustrated by the
follow ng figure. The nunbers adjacent to each line in the figure are

AFl val ues, as defined in Table 8-2 of clause 8.2.1.2.

Figure B-1 - NSAP Address Allocation on attached page.

00-09 Reserved - will not be allocated

10- 35 Reserved for future allocation by joint agreenent of |SO
and CCITT

36- 37 X. 121

38-39 | SO DCC

40-41 F. 69

42-43 E. 163

44- 45 E. 164

46- 47 SO I CD

48-51 Local

52-59 Reserved for future allocation by joint agreenent of |SO
and CCITT

60- 69 Al'l ocated for assignnment by | SO

70-79 Al'l ocated for assignnment by CCTT

80- 99 Reserved for future allocation by joint agreenent of |SO
and CCITT
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ANNEX C - RATI ONALES

Thi s annex contains tutorial and explanatory material, and is not an
i ntegral part of the Addendum

C.1 ID FORVATS (O ause 8.2.1.2)

The rationale for the use of the specific ID formats identified in
Clause 8.2.1.2 is to allow the allocation and assi gnment of NSAP
addresses to be based on existing, well-established network nunbering
pl ans and organi zation-identification standards.

The CCI TT nunbering plans are included so as to allow for the

desi gnation of the organization to which a nunber is assigned as an
authority for the assignnent of NSAP addresses. If the organization
identified by a particular nunber fromone of these plans chooses not
to define any further sub-addressing beyond that nunber, then the
nunber itself constitutes an NSAP address when it is used in the OS
environnment. This flexibility allow nunber allocated fromthe four

CC TT nunbering plans identified in Clause 8.2.1.2 to be used directly
as NSAP addresses, with the addition of nothing nore than the initial
AFl digits that identify the plan.

The 1SO DCC format is included so as to allow for the designation
where pernmitted by national regulations, of the organization that
represents a country in |ISO (or an appropriately sponsored

organi zation) as an authority for the assignnent of

geogr aphi cal | y-based NSAP addresses. The way in which addresses are
al | ocated and assigned in the SO DCC fornmat is determ ned by the
desi ghat ed organi zation, which night, for exanple, be the nationa
standards body that represents a country in |ISO

The 1 SO 6523-1CD format is included so as to allow for the designation
where pernmitted by national regulations, of an organization that may or
may not be tied to a particular country as an authority for the

assi gnment of NSAP addresses according to the hierarchy appropriate for
that organi zati on (which may not be based on geographi cal or national
boundaries). The way which addresses are allocated and assigned in the
| SO 6523-1CD format is deternined by the designated organi zation, which
m ght, for exanple, be the United Nations Wrld Health O ganization.

The Local format is included so as to allow for proprietary or other
non- st andard network addressi ng schenes to coexist with the standard
OGSl network addressing schenme. Use of the Local fornmat for these
non- st andard address ensures that they cannot be confused with standard
Sl network addresses. This capability will be useful in the evol ution
of existing networks to OSI, and for the acconmopdation of non-CSl
addressing schenes that may be used in proprietary network
architectures or for testing and other interim purposes. It should be
enphasi zed t hat
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the Local format is not intended to give non-COSI schemes a pernmanent
place in OSlI, but rather to permit the OSI network addressing shene to
be used wherever possible without risk of conflict with other schenes
(which can be encapsul ated safely under the Local format).

C. 2 RESERVATI ON OF AFI VALUES 00-09 (Table 8-2)

The reservation of AFl values beginning with the digit 0 is intended to
allow for the use of an initial 0 to handl e special cases, such as:

a) as an escape to sone ot her addressing scheneg;

b) as a technique for the optimzation of NSAP address encoding in
Net wor k Layer protocols, when the different parts of the NSAP
address semantics are encoded in different fields of the protocol
header ;

c) as a way to indicate, in a protocol header, that a field that
ordinarily contains a full NSAP address in fact contains sonething
less than a full address (for exanple, a shorthand formthat onits
specification of the higher-order domains, which mght be used for
conmmuni cation within a particul ar subdomai n environnent).

There may be other cases in which the use of an initial O digit is
found to be useful. This Addendum nerely reserves the AFl val ues 00-09,
and does not specify how they might be used; all such uses are outside
the scope of this Addendum

C. 3 DERI VATI ON OF THE CONCRETE SYNTAXES (C ause 8. 3)

In describing the two "preferred" concrete syntaxes of the NSAP
address, Clauses 8.3.1 and 8.3.2 introduce two types of padding:
padding with zero digits at the beginning of an ID, and padding with a
sem -octet with the value 1111 at the end of the binary encoding of an
IDI with an odd nunmber of decinal digits.

The first type of padding is necessary because sone of the ID fornmats
allowthe ID to consist of a variable nunber of digits. Since there is
no explicit syntactic marker between the ID and the DSP, the only way
to find the end of the ID is to know how long it is. The AFl, which
identifies which IDI format is used, allows only the maxi mum | ength of
that 1Dl to be determined. Rather than introduce either a specific
syntactic marker or a new field containing the length of the ID
(either of which would have greatly conplicated the encodi ng and
par si ng of NSAP addresses), the Addendum specifies that for encoding
purposes the I Dl must first be padded out to its maxi num | ength. Note
that this does not apply to the DSP;, only to the IDI.
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The second type of padding is necessary to ensure that a binary
encodi ng of the ID consists of an integral nunber of binary octets.
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