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Abstract

This meno defines the protocol and the Management |nformation Base
(MB) for performng response tinme data collection on TN3270 and
TN3270E sessions by a TN3270E server. The response tinme data
collected by a TN3270E server is structured to support both

val idation of service |evel agreenents and performance nonitoring of
TN3270 and TN3270E Sessions. This MB has as a prerequisite the
TN3270E-M B, reference [20].

TN3270E, defined by RFC 2355 [19], refers to the enhancenents nade to
the Tel net 3270 (TN3270) ternminal emulation practices. Refer to RFC
1041 [18], STD 8, RFC 854 [16], and STD 31, RFC 860 [17] for a sanple
of what is nmeant by TN3270 practi ces.
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1.0 Introduction

Thi s docunment is a product of the TN3270E Wrking G oup. It defines

a protocol and a M B nodule to enable a TN3270E server to collect and
keep track of response tine data for both TN3270 and TN3270E clients.
Basis for inplenenting this MB:

o] TN3270E-M B, Base Definitions of Managed Objects for TN3270E
Using SMv2 [20]

o TN3270E RFCs
o Telnet Timng Mark Option RFC [17].
The key words "MJST", "MJST NOT", "REQU RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMVENDED', "MAY", and "OPTIONAL" in this
docunment are to be interpreted as described in RFC 2119, reference
[ 23].

2.0 The SNMP Networ k Managenent Framewor k

The SNMP Managenent Framework presently consists of five major
conponents:

0o An overall architecture, described in RFC 2271 [1].

o] Mechani snms for describing and nani ng objects and events for the
pur pose of managenent. The first version of this Structure of
Managenent Information (SM) is called SMvl and described in STD
16, RFC 1155 [2], STD 16, RFC 1212 [3] and RFC 1215 [4]. The
second version, called SMv2, is described in RFC 1902 [5], RFC
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1903 [6] and RFC 1904 [7].

o] Message protocols for transferring managenent information. The
first version of the SNWMP nessage protocol is called SNWv1l and
described in STD 15, RFC 1157 [8]. A second version of the SNWP
nmessage protocol, which is not an Internet standards track
protocol, is called SNWv2c and described in RFC 1901 [9] and RFC
1906 [10]. The third version of the nessage protocol is called
SNWPv3 and described in RFC 1906 [10], RFC 2272 [11] and RFC 2274
[12].

o] Prot ocol operations for accessing nanagenent information. The
first set of protocol operations and associated PDU formats is
described in STD 15, RFC 1157 [8]. A second set of protoco
operations and associated PDU fornats is described in RFC 1905
[13].

0o A set of fundanental applications described in RFC 2273 [14] and
t he vi ewbased access control nechani sm described in RFC 2275
[ 15].

Managed objects are accessed via a virtual information store, ternmed
t he Managenent Information Base or MB. Objects in the MB are
defined using the nechanisns defined in the SM.

This nenp specifies a MB nodule that is conpliant to the SMv2. A
M B conformng to the SMvl can be produced through the appropriate
translations. The resulting translated M B nust be semantically
equi val ent, except where objects or events are onitted because no
translation is possible (use of Counter64). Sone nachi ne readabl e
information in SMv2 will be converted into textual descriptions in
SMv1 during the translation process. However, this |oss of machine
readabl e informati on is not considered to change the senantics of the
M B.

3.0 Response Tine Collection Methodol ogy
This section explains the nethodol ogy and approach used by the M B
defined by this neno for response tinme data collection by a TN3270E
server.

3.1 Ceneral Response Tine Collection

Two prinmary methods exist for neasuring response tines in SNA
net wor ks:

o] The Systens Network Architecture Managenent Services (SNA/ MS)
Response Tinme Mnitoring (RTM function.
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o] Ti mest anpi ng using definite response fl ows.

This neno defines an approach using definite responses to tinestanp
the fl ows between a client and its TN3270E server, rather than by use
of the RTM nethod. Extensions to the SNA/MS RTM fl ow were consi dered,
but this approach was deened unsuitable since not all TN3270E server

i npl enent ati ons have access to their underlying SNA stacks. The RTM
concepts of keeping response tine buckets for service |evel
agreenents and of interval -based response tine collection for
performance nonitoring are preserved in the MB nodule defined in
this nmeno.

As nentioned, this nmenp focuses on using definite responses to
timestanp the flows between a client and its TN3270E server for
generating performance data. Use of a definite response flow
requires that the client supports TN3270E with the RESPONSES functi on
negoti ated. The TN3270 TI M NG MARK option can be used instead of
definite response for supporting TN3270 clients or TN3270E clients
that don't support RESPONSES. This docunent focuses first on
defining the protocol and nethods for generating performance data
using definite responses, and then describes how the TIM NG MARK
option can be used instead of definite response.

In an SNA network, a transaction between a client Logical Unit (LU)
and a target host in general |ooks as foll ows:

+/ - RSP: Definite Response

I I
| Cient LU Target SNA Host |
I I
| Ti mest anps |
| request A |
| >
I repl y(DR) B |
I e < |
| | +/ - RSP C |
I e > |
I o I
| DR Def i nite Response requested |
I I
I I

This transaction is a sinple one, and is being used only to
illustrate how timestanping at a target SNA host can be used to
generate response tines. An |IBMredbook [12] provides a nore
detail ed description of response tine collection for a transaction of
this type. Note that for the purpose of calcul ating an approxi mation
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for network transit tine, it doesn't nmatter if the response is
positive or negative. Two response time values are typically
cal cul at ed

o] Host Transit Tine: Timestanp B - Tinestanp A
o] Network Transit Time: Timestanp C - Tinmestanp B

Network transit time is an approximation for the anmount of tinme that
a transaction requires to flow across a network, since the response
flow is being substituted for the request flow at the start of the
transaction. Network transit time, tinmestanp C - tinmestanmp B, is the
anount of tinme that the definite response request and its response
required. Host tinme, timestanp B - tinestanp A, is the actual tine
that the host required to process the transaction. Experience has
shown that using the response flow to approxi mate network transit
times is useful, and does correlate well with actual network transit
tines.

A client SHOULD respond to a definite response request when it

conpl etes processing the transaction. This is inportant since it

i ncreases the accuracy of a total response tinme. Cients that

i medi ately respond to a definite response request will be attributed
with | ower total response tines then those that actually occurred.

The TN3270E- RT-M B descri bes a nmethod of collecting perfornmance data
that is not appropriate for printer (LU Type 1 or LU Type 3)

sessions; thus collection of performance data for printer sessions is
excluded fromthis MB. This exclusion of printer sessions is not
consi dered a problem since these sessions are not the nost inportant
ones for response tinme nmonitoring, and since historically they were
excl uded from SNA/ M5 RTM col l ection. The tn3270eTcpConnResour ceType
object in a tn3270eTcpConnEntry (in the TN3270E-M B) can be exani ned
to determine if a client session is ineligible for response tine data
collection for this reason.

3.2 TN3270E Server Response Tine Collection

A TN3270E server connects a Telnet client performng 3270 emul ati on
to a target SNA host over both a client-side network (client to
TN3270E server) and an SNA Network (TN3270E server to target SNA
host). The client-side network is typically TCP/IP, but it need not
be. For ease of exposition this docunment uses the term"IP network"
to refer to the client-side network, since IP is by far the nobst
comon protocol for these networks.

A TN3270E server can use SNA definite responses and the TN3270

Enhancenment (RFC 2355 [19]) RESPONSES function to cal cul ate response
times for a transaction, by tinestanping when a client request
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arrives at the server, when the reply arrives fromthe target host,
and when the response acknow edging this reply arrives fromthe
client.

Section 3.4, Timestanp Cal cul ati on, provides specifics on when in the
sequence of flows between a TN3270E client and its target SNA host a
TN3270E server takes the required tinmestanps. In addition, it

provi des informati on on how a TN3270 TI M NG MARK r equest/response

fl ow can be used instead of DR for approximating |P network transit
tines.

The following figure adds a TN3270E server between the client, in
this case a TN3270E client and the target SNA host:

I I
| Cient TN3270E Tar get |
| Server SNA Host

| Ti mest anps |
I I
| <---1P Network------- ><---SNA Net wor k- --> |
I I
| request D |
| > |
I repl y(DR) E |
G e < |
| ] +/ - RSP F |
| I I

I I

A TN3270E server can save tinestanp D when it receives a client
request, save tinestanp E when the target SNA host replies, and save
timestanp F when the client responds to the definite response request
that flowed with the reply. It doesn’'t matter whether the target SNA
host requested a definite response on its reply: if it didn't, the
TN3270E server nmakes the request on its own, to enable it to produce
timestanp F. In this case the TN3270E server does not forward the
response to the target SNA host, as the dotted line in the figure

i ndi cat es.

Because it is a special case, a transaction in which a target SNA
host returns an UNBIND in response to a client’s request, and the
TN3270E server forwards the UNBIND to the client, is not included in
any response tinme cal cul ati ons.
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In order to generate tinmestanp F, a TN3270E server MJST insure that
the transaction specifies DR, and that the TN3270E RESPONSES functi on
has been negoti ated between itself and the client. Negotiation of

t he TN3270E RESPONSES function occurs during the client’s TN3270E
session initialization. The TN3270E servers that the authors are
aware of do request the RESPONSES function during client session
initialization. TN3270E clients either autonatically support the
RESPONSES f unction, or can be configured during startup to support

1t.

Using tinmestanps D, E, and F the foll ow ng response tinmes can be
cal cul ated by a TN3270E server

o] Total Response ti ne: Timestanp F - Tinmestanmp D
o] | P Network Transit Tine: Tinmestanp F - Tinestanp E

Just as in the SNA case presented above, these response tines are

al so approxi mations, since the final +/- RSP fromthe client is being
substituted for the request fromthe client that began the
transacti on.

The M B provides an object, tn3270eRtCol I Ctl Type, to control severa
aspects of response tine data collection. One of the avail able
options in setting up a response tine collection policy is to
elimnate the I P-network conponent altogether. This might be done
because it is determned either that the additional |IP network
traffic would not be desirable, or that the |P-network conmponent of
the overall response tines is not significant.

Excl udi ng the | P-network conponent fromresponse tines also has an
inplication for the way in which response tine data is aggregated. A
TN3270E server may find that some of its clients sinply don't support
any of the functions necessary for the server to calculate the IP-
networ k conmponent of response tinmes. For these clients, the npbst

that the server can calculate is the SNA-network conmponent of their
overal |l response tines; the server records this SNA-network conponent
as the TOTAL response tine each of these clients’ transactions. If a
response time collection is aggregating data from a nunber of

clients, sonme of which have the support necessary for including the

| P-network conmponent in their total response tine cal cul ations, and
some of which do not, then the server aggregates the data differently
dependi ng on whet her the collection has been defined to include or
excl ude the | P-network conponent:

o If the IP-network component is included, then transactions for the
clients that don’t support calculation of the |IP-network conponent
of their response tines are excluded fromthe aggregation
al t oget her.
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o If the IP-network component is excluded, then total response tines
for ALL clients include only the SNA-network conponent, even
t hough the server could have included an | P-network conponent in
the overall response tinmes for sonme of these clients. The server
does this by setting tinmestanp F, which marks the end of a
transaction’s total response tinme, equal to tinmestanp E, the end
of the transaction’s SNA-network conponent.

The principle here is that all the transactions contributing their
response tinmes to an aggregated val ue MJST nmake the sane
contribution. |If the aggregation specifies that an | P-network
conmponent MJST be included in the aggregation’s response tines, then
transactions for which an | P-network conponent cannot be cal cul at ed
aren’t included at all. |If the aggregation specifies that an | P-
networ k conmponent is not to be included, then only the SNA-network
conmponent is used, even for those transactions for which an I P-

net wor k conponent coul d have been cal cul at ed.

There is one nore conplication here: the MB allows a nmanagenent
application to enable or disable dynam c definite responses for a
response time collection. Once again the purpose of this option is
to give the network operator control over the anpbunt of traffic
introduced into the IP network for response tine data collection. A
DYNAM C definite response is one that the TN3270E server itself adds
to a reply, in a transaction for which the SNA application at the
target SNA host did not specify DRin its reply. Wen the +/ -RSP
cones back fromthe client, the server uses this response to
calculate tinmestamp F, but then it does not forward the response on
to the SNA application (since the application is not expecting a
response to its reply).

The dynamic definite responses option is related to the option of
i ncluding or excluding the | P-network conponent of response tines
(di scussed above) as follows:

o If the IP-network conmponent is excluded, then there is no reason
for enabling dynam c definite responses: the server always sets
timestanp F equal to tinmestanp E, so the additional |P-network
traffic elicited by a dynanic definite response would serve no
pur pose.

o If the IP-network component is included, then enabling dynamc
definite responses causes MORE transactions to be included in the
aggregat ed response tinme val ues:

- For clients that do not support sending of responses, tinestanp

F can never be calculated, and so their transactions are never
i ncluded in the aggregate.
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- For clients that support sending of responses, tinestanp F will
al ways be cal cul ated for transactions in which the host SNA
application specifies DRinits reply, and so these
transactions will always be included in the aggregate.

- For clients that support sending of responses, having dynanic
definite responses enabled for a collection results in the
i nclusion of additional transactions in the aggregate:
specifically, those for which the host SNA application did not
specify DRin its reply.

A TN3270E server also has the option of substituting TIM NG MARK
processing for definite responses in calculating the |IP-network
conmponent of a transaction’ s response tinme. Once again, there is no
reason for the server to do this if the collection has been set up to
excl ude the | P-network conponent altogether in computing response
tines.

The MB is structured to keep counts and averages for total response
times (F - D) and their |IP-network components (F - E). A managenent
application can obviously calculate fromthese two val ues an average
SNA- net wor k conponent (E - D) for the response tinmes. This SNA-

net wor k conponent includes the SNA node processing tinme at both the
TN3270E server and at the target application

A host TN3270E server refers to an inplenmentati on where the TN3270E
server is collocated with the Systens Network Architecture (SNA)
System Services Control Point (SSCP) for the dependent Secondary
Logical Units (SLUs) that the server nakes available to its clients
for connecting into an SNA network. A gateway TN3270E server resides
on an SNA node other than an SSCP, either an SNA type 2.0 node, a
boundary-function-attached type 2.1 node, or an APPN node acting in
the role of a Dependent LU Requester (DLUR). Host and gat eway
TN3270E server inplenentations typically differ greatly as to their
internal inplenentation and System Definition (SYSDEF) requirenents

If a host TN3270E server is in the sanme SNA host as the target
application, then the SNA-network conmponent of a transaction’s
response tinme will approximtely equal the host transit time (B - A)
described previously. A host TN3270E server inplenentation can,
however, typically support the establishnent of sessions to target
applications in SNA hosts remote fromitself. |In this case the SNA-
net wor k conponent of the response tine equals the actual SNA-network
transit time plus two host transit tines.
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3.3 Correlating TN3270E Server and Host Response Ti nmes

It is possible that response tinme data is collected from TN3270E
servers at the same tine as a managenent application is nonitoring
the SNA sessions at a host. For exanple, a managenent application
can be nonitoring a secondary |ogical unit (SLU while retrieving
data froma TN3270E server. Consider the follow ng figure:

I I
| dient TN3270E Tar get

| Server SNA Host |
| Ti mest anps (PLU) |
| (SLU) Ti mest anps|
| <---1P Network------- ><---SNA Net wor k- --> |
I I
| request D A |
| > |
I repl y(DR) E B | |
G e < |
|| +/ - RSP F C |
| DT T > |
I I

The followi ng response times are avail abl e:

Target SNA host transit tine: Ti mestanp B - Ti nestanp
Target SNA host network transit tinme: Timestanp C - Tinestanp
TN3270E server total response tine: Timestanp F - Tinestanp
TN3270E server |P-network conponent: Tinmestanp F - Tinestanp

ocoooo
mow >

The val ue added by the TN3270E server in this situation is its
approxi mati on of the |P-network conponent of the overall response
time. The I P-network conponent can be subtracted fromthe total
network transit time (which can be captured at an SSCP nonitoring SNA
traffic fromto the SLU) to see the actual SNA versus |IP network
transit tines.

The M B defined by this nenb does not specifically address
correlation of the data it contains with response tine data coll ected
by direct nonitoring of SNA resources: its focus is exclusively
response tine data collection froma TN3270E server perspective. |t
has, however, in conjunction with the TN3270E-M B [10], been
structured to provide the information necessary for correlation

bet ween TN3270E server-provi ded response tinme information and that
gathered fromdirectly nmonitoring SNA resources.
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A managenent application attenpting to correlate SNA resource usage
to Telnet clients can nonitor either the tn3270eResMapTabl e or the
t n3270eTcpConnTabl e to determ ne resource-to-client address mappi ngs.
Both of these tables are defined by the TN3270E-M B [10]. Anot her
hel pful table is the tn3270eSnaMapTabl e, which provi des a mappi ng
between SLU nanes as they are known at the SSCP (VTAM and their

| ocal nanes at the TN3270E server. Neither the

tn3270ed i ent G oupTabl e, the tn3270eResPool Tabl e, nor the

tn3270eC i ent ResMapTabl e fromthe TN3270E-M B can be used for

correl ation, since the mappi ngs defined by these tables can overl ap,
and nmay not provide one-to-one nappings.

3.4 Tinmestanp Cal cul ation

This section goes into nore detail concerning when the various

ti mestanps can be taken as the flows between a TN3270E client and its
target SNA host pass through a TN3270E server. |In addition,
information i s provided on how the TN3270 TI M NG MARK
request/response flow can be used in place of DR for approximating IP
network transit times.
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3.4.1 DR Usage

Consider the follow ng flow

CD : Change Direction FIC: First in chain
AOC Only in chain MC Mddle in chain
LIC. Last in chain

I I
| dient TN3270E Target SNA |
| Server Host |
| Ti mest anps |
I I
| <---1P Network------- ><--- SNA Net wor k- --> |
I I
| request D (BB, CD, d C, ER |
| --memie e > I
| repl y(DR) (FI C, ER, EB) | |
G e < |
I reply (MC ER I
G e < |
I reply (MC ER I
G e < |
| reply E (LI C DR |
G e < |
| | +/ - RSP F |
| b . > |
I _ _ I
| BB : Begin Bracket ER : Response by exception |
| EB : End Bracket DR : Definite Response Requested |
I I
I I
I I

Timestanp D is taken at the TN3270E server when the server has
received data froma client for forwarding to its target SNA host,
and the direction of the SNA session allows the server to forward the
data imediately (either the direction is inbound towards the SNA
host, or the session is between brackets). This is nost |ikely when
the server finds the end of record indicator in the TCP data received
fromthe client.

The target SNA application returns its reply in one or nore SNA
Request Units (RUs); in this exanple there are four RUs in the reply.
The first RUis marked as first in chain (FIC), the next two are
marked as niddle in chain (MC), and the last is marked as last in
chain (LIC). |If the SNA host sends a multiple-RU chain, the server
does not know until the last RUis received whether DR is being
requested. The server’s only chance to request DR fromthe client,
however, cones when it forwards the FIC RU, since this is the only
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time that the TN3270E header is included. Since a server may forward
the FIC RUto the client before it receives the LIC RU fromthe SNA
host, sone servers routinely specify DR on all FIC RUs.

I f the server has specified DR on the TN3270E request for the FIC RU
in a chain, it takes tinestanp E when it forwards the LIC RUto the
client. Since timestanp E is used for calculating the |IP-network
time for the transaction, the server SHOULD take tinestanp E as cl ose
as possible to its "Tel net edge". The server takes tinestanp F when
it receives the RESPONSES response fromthe client.

A target SNA application doesn’t necessarily return data to a client
in a transaction; it may, for exanple, require nore data fromthe
client before it can fornulate a reply. In this case the application
may sinply return to the TN3270E server a change of direction
indicator. At this point the server nust send sonething to the
client (typically a Wite operation with a WCC) to unl ock the
keyboard. |If the server specifies DR on the request to the client
triggered by its receipt of the change of direction indicator from
the SNA application, then tinestanps E and F can be taken, and the
usual response tines can be cal culated. Wen the client sends in the
addi tional data and gets a textual response fromthe SNA application
the server treats this as a separate transaction fromthe one

i nvol ving the change of direction

3.4.2 TIMNG MARK Usage

It is possible for a TN3270E server to use the TIM NG MARK fl ow for
approxi mating IP network transit tines. Using TIM NG MARKs woul d
make it possible for a server to collect performance data for TN3270
clients, as well as for TN3270E clients that do not support the
RESPONSES function. In order for TIMNG MARKs to be used in this
way, a client can't have the NOP option enabl ed, since responses are
needed to the server’s TIM NG MARK requests. An IP network transit
time approximation using a TIM NG MARK is basically the amount of
time it takes for a TN3270 server to receive froma client a response
to a TI M NG MARK request .

To get an estimate for IP network transit time, a TN3270E server

sends a TIM NG MARK request to a client after a LIC RU has been
received, as a nmeans of approximating IP network transit tine:
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I I
| dient TN3270E Tar get |
| Server Host |
| Ti mest anps |
I I
| <---1P Network------- ><---SNA Networ k- --> |
I I
| request D (BB, CD, d C, ER |
| > |
| reply (FIC ER EB) | |
G e < |
I reply (MC ER I
G e < |
I reply (MC ER I
G e < |
| reply E (LIC ER |
G e < |
| TIM NG MARK Rgst FE’ |
| e |
|| TIM NG MARK Rsp F’ |
| D e m e e eememeeaeaaa > |
I I

The response tines can then be cal cul ated as fol |l ows:

o] TN3270E server total response tine:
(Timestanp E - Tinmestanp D) + (Tinestanp F' - Tinestanmp E)

0 TN3270E server IP network tinme: Tinestanp F' - Tinmestanp E

If a TN3270E server is performng the TIM NG MARK function

(i ndependent of the response tine nonitoring use of the function

di scussed here), then it nost likely has a TIMNG MARK i nterval for
determ ning when to exam ne client sessions for sending the TIM NG
MARK request. This interval, which is ordinarily a global value for
an entire TN3270E server, is represented in the TN3270E-M B by the

t n3270eSr vr Conf TnNopl nt erval object. A TIM NG MARK request is sent
only if, when it is examned, a client session is found to have had
no activity for a different fixed length of tine, represented in the
TN3270E-M B by the tn3270eSr vr Conf TmNopl nact Ti me obj ect.

Servers that support a | arge nunber of client sessions should spread
out the TIM NG MARK requests they send to these clients over the
activity interval, rather than sending themall in a single burst,
since otherwi se the network may be flooded with TI M NG MARK requests.
When a server uses TIM NG MARKs for approxinating response tines,
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this tends to introduce a natural spreading into its TIM NG MARK
requests, since the requests are triggered by the arrival of traffic
froman SNA host.

A TN3270E server MJST integrate its normal TIM NG MARK processing
with its use of TIM NG MARKs for conputing response tinmes. In
particular, it MJST NOT send a second TI M NG MARK request to a client
while waiting for the first to return, since this is ruled out by the
TIM NG MARK protocol itself. If a TIMNG MARK flow has just been
perfornmed for a client shortly before the LIC RU arrives, the server
MAY use the interval fromthis flow as its approximation for |IP
network transit time, (in other words, as its (F - E ) value) when
calculating its approximtion for the transaction’s total response
time, rather than sending a second TIM NG MARK request so soon after
t he precedi ng one.

Regar dl ess of when the server sends its TIM NG MARK request, the
accuracy of its total response tinme cal cul ati on depends on exactly
when the client responds to the TI M NG MARK request.

3.5 Performance Data Mdelling

The followi ng two subsections detail how the TN3270E- RT-M B nodel s
and controls capture of two types of response tine data: average
response times and response tinme buckets.

3.5.1 Averagi ng Response Tines
Aver age response tinmes play two different roles in the MB:

o] They are nade avail abl e for nanagenent applications to retrieve.
o] They serve as triggers for emtting notifications.

Sli di ng-wi ndow averages are used rather than straight interval-based
aver ages, because they are often nore neani ngful, and because they
cause less notification thrashing. Sliding-w ndow average

cal culation can, if necessary, be disabled, by setting the sanple
period rmultiplier, tn3270eRtCol Il CtI SPMult, to 1, and setting the
sanpl e period, tn3270eRtCol I Ctl SPeriod, to the required coll ection

i nterval

In order to cal culate sliding-wi ndow averages, a TN3270E server MJST

o] Select a fixed, relatively short, sanple period SPeriod; the
default value for SPeriod in the MB is 20 seconds.
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o] Sel ect an averaging period nultiplier SPMult. The actual
collection interval will then be SPMult tinmes SPeriod. The
default value for SPMult in the MB is 30, yielding a default
collection interval of 10 minutes. Note that the collection
interval (SPMult*SPeriod) is always a nultiple of the sanple

peri od.

Clearlly, SPMult*SPeriod should not be thought of as literally
the averagi ng period. The average calculated will include
contributions older than that tinme, and does not weight equally
all contributions since that tine. |In fact, it gives a snoother

result than a traditional sliding average, as used in finance.
More subtly, it is best to think of the effective averaging
period as being 2*SPMult*SPeriod. To see this, consider how | ong
the contribution to the result nmade by a particular transaction
lasts. Wth a traditional sliding average, it lasts exactly the
averagi ng period. Wth the agi ng nechani sm descri bed here, it
has a half-1ife of SPMult*SPeri od.

o] Maintain the follow ng counters to keep track of activity within
the current sanple period; these are internal counters, not nade
visible to a managenent application via the M B.

- T (nunber of transactions in the period)

- Total Rts (sumof the total response tinmes for all
transactions in the period)

- Total Il pRts (sumof the IP network transit times for all
transactions in the period; note that if IP network transit
times are being excluded fromthe response tine collection
this value will always be 0).

o] Al'so naintain sliding counters, initialized to zero, for each of
the quantities being counted:

- AvgCount Trans (sliding count of transactions)
- Total RtsSliding (sliding count of total response tines)
- Total Il pRtsSliding (sliding count of IP network transit tinmes)

o] At the end of each sanple period, update the sliding interval
counters, using the follow ng floating-point calculations:

AvgCount Trans = AvgCount Trans + T
- (AvgCount Trans / SPMul t)

Total RtsSliding = Total RtsSliding + Total Rts
- (Total RtsSliding / SPMult)
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Total Il pRtsSliding = Total | pRtsSliding + Total IpRts
- (Total Il pRtsSliding / SPMult)

Then reset T, TotalRts, and Total IpRts to zero for use during the
next sanpl e peri od.

o At the end of a collection interval, update the followwng MB
obj ects as indicated; the floating-point nunbers are rounded
rat her than truncat ed.

tn3270eRt Dat aAvgCount Tr ans = AvgCount Tr ans
tn3270eRt Dat aAvgRt = Total RtsSliding / AvgCount Tr ans
tn3270eRt Dat aAvgl pRt = Total I pRtsSliding / AvgCount Tr ans

As expected, if IP network transit tinmes are being excluded from
response tine collection, then tn3270eRt Dat aAvgl pRt wi || al ways
return O.

The sliding transaction counter AvgCount Trans is not used for
updating the M B object tn3270eRt Dat aCount Trans: this object is an
ordinary SM Counter32, which maintains a total count of transactions
since its last discontinuity event. The sliding counters are used
only for calcul ating averages.

Two nechanisns are present in the MB to inhibit the generation of an
excessive nunber of notifications related to average response tines.
First, there are high and | ow threshol ds for average response tines.
A tn3270eRt Exceeded notification is generated the first tine a
statistically significant average response tinme is found to have
exceeded the high threshold. (The test for statistical significance
is described below ) After this, no other tn3270eRt Exceeded
notifications are generated until an average response tinme is found
to have fallen below the | ow threshol d.

The other mechanismto linmit notifications is the significance test
for a high average response tine. |Intuitively, the significance of
an average is directly related to the nunber of sanples that go into
it; so we nmight be inclined to use a rule such as "for the purpose of
generating tn3270eRt Exceeded notifications, ignore average response
times based on fewer than 20 transactions in the sanple period."

In the case of response tinmes, however, the nunber of transactions
sanpled in a fixed sanpling period is tied to these transactions’
response tinmes. A few transactions with long response tines can
guarantee that there will not be nany transactions in a sanple,
because these transactions "use up" the sanpling tine. Yet this case
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of a few transactions with very poor response tines should obviously
be classified as a problem not as a statistical anomaly based on too
smal | a sanpl e.

The solution is to make the significance |evel for a sanple a
function of the average response tinme. A value IdleCount is
specified, which is used to qualify an sanple as statistically
significant. |In order to determne at a collection interval whether
to generate a tn3270eRt Exceeded notification, a TN3270E server uses
the followi ng al gorithm

if AvgCountTrans * ((AvgRt/ThreshHi gh - 1) ** 2) >= 1dl eCount
then generate the notification

where AvgRt is the value that would be returned by the object
tn3270eRt Dat aAvgRt at the end of the interval, and the "**" notation
i ndi cat es exponi enti ati on.

Two exanples illustrate how this al gorithmworks. Suppose that

| dl eCount has been set to 20 transactions, and the high threshold to
200 nsecs per transaction. |f the average observed response tine is
300 nsecs, then a notification will be generated only if

AvgCount Trans >= 80. If, however, the observed response tine is 500
msecs, then a notification is generated if AvgCountTrans >= 9.

There is no correspondi ng significance test for the tn3270eRt Ckay
notification: this notification is generated based on an average
response tine that falls below the | ow threshold, regardl ess of the
sanpl e size behind that average.

3.5.2 Response Tinme Buckets

The M B al so supports collection of response tine data into a set of
five buckets. This data is suitable either for verification of
service |l evel agreenments, or for nonitoring by a managenent
application to identify performance problens. The buckets provide
counts of transactions whose total response tines fall into a set of
speci fied ranges.

Li ke everything for a collection, the "total" response tines
collected in the buckets are governed by the specification of whether
| P network transit tines are to be included in the totals. Depending
on how this option is specified, the response tines being counted in
the buckets will either be total response tinmes (F - D), or only SNA
network transit times (effectively E - D, because when it is
excludi ng the I P-network conponent of transactions, a server makes
timestanp F identical to tinmestanp E).
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Four bucket boundaries are specified for a response tinme collection,
resulting in five buckets. The first response tine bucket counts

t hose transacti ons whose total response tines were |ess than or equal
to Boundary 1, the second bucket counts those whose response tinmes
were greater than Boundary 1 but |ess than or equal to Boundary 2,
and so on. The fifth bucket is unbounded on the top, counting al
transacti ons whose response tines were greater than Boundary 4.

The four bucket boundaries have default values of: 1 second, 2
seconds, 5 seconds, and 10 seconds, respectively. These values are
the defaults in the 3174 controller’s inplenentation of the SNA/ M5
RTM function, and are thought to be appropriate for this MB as well.

In SNA/ M5 the counter buckets were (by today' s standards) relatively
small, with a nmaxi num val ue of 65,535. The bucket objects in the MB
are all Counter32’s.

The following figure represents the buckets pictorially:

4.0 Structure of the MB
The TN3270E- RT-M B has the fol |l owi ng conponents:

tn3270eRt Col | Ct | Tabl e

t n3270eRt Dat aTabl e
Noti fi cations

Advi sory Spin Lock Usage

O O0OO0Oo

4.1 tn3270eRtCol |l Ctl Tabl e
The tn3270eRt Col | Ctl Tabl e is indexed by tn3270eSrvr Confl ndex and

tn3270eC i ent G oupNane i nported fromthe TN3270E- M B.
tn3270eSrvr Conflndex identifies within a host a particular TN3270E
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server. tn3270eC ient G oupNane identifies a collection of IP clients
for which response tine data is to be collected. The set of clients
is defined using the tn3270ed i ent GoupTable fromthe TN3270E- M B.

A tn3270eRtCol I Ctl Entry contains the follow ng objects:

1st Index | tn3270eSrvr Confl ndex Unsi gned32 |
2nd I ndex | tn3270ed i ent G oupNamne Utf8String |
| tn3270eRt Col | Ct| Type BI TS |
| tn3270eRt Col | Ct| SPeri od Unsi gned32 |
| tn3270eRt Col | Ct| SPMuUI t Unsi gned32 |
| tn3270eRt Col | Ct| ThreshH gh Unsi gned32 |
| tn3270eRt Col I Ctl ThreshLow Unsi gned32 |
| tn3270eRt Col I Ctl1dl eCount Unsi gned32 |
| tn3270eRt Col | Ct | Bucket Bndry1l Unsi gned32 |
| tn3270eRt Col | Ct | Bucket Bndry2 Unsi gned32 |
| tn3270eRt Col | Ct | Bucket Bndry3 Unsi gned32 |
| tn3270eRt Col I Ct | Bucket Bndry4 Unsi gned32 |
| tn3270eRt Col | Ct | RowSt at us RowSt at us |

The tn3270eRt Col | Ct1 Type object controls the type(s) of response tine
collection that occur, the granularity of the collection, whether
dynamic definite responses SHOULD be initiated, and whether
notifications SHOULD be generated. This object is of BITS SYNTAX,
and thus allows selection of nmultiple options.

The BITS in the tn3270eRt Col | Ct | Type object have the follow ng
nmeani ngs:

o] aggregate(0) - If this bit is set to 1, then data SHOULD be
aggregated for the whole client group. |In this case there wll
be only one row created for the collection in the
tn3270eRt Dat aTabl e. The first two i ndexes for this row,

t n3270eSr vr Conf I ndex and tn3270ed i ent G oupNane, w ||l have the
sane val ues as the indexes for the corresponding

tn3270eRt Col I Ctl1 Entry. The third and fourth indexes of an
aggregat ed tn3270eRt Dat aEntry have the val ues unknown(0)
(tn3270eRt Dat ad i ent Addr Type) and a zero-length octet string
(tn3270eRt Dat ad i ent Address). The fifth index,

tn3270eRt Dat aCl i ent Port, has the val ue 0.

If this bit is set to 0, then a separate entry is created in the

t n3270eRt Dat aTabl e from each nmenber of the client group. In this
case tn3270eRt Dat adl i ent Address contains the client’'s actual |IP
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Address, tn3270eRt Dat all i ent Addr Type i ndi cates the address type,
and tn3270eRt DataCl i ent Port contains the nunber of the port the
client is using for its TN3270/ TN3270E sessi on

o] excl udel pConmponent (1) - If this bit is set to 1, then the server
SHOULD excl ude the | P-network conponent fromall the response
times for this collection. |If the target SNA application
specifies DRin any of its replies, this DRw Il still be passed
down to the client, and the client’s response will still be
forwarded to the application. But this response will play no

role in the server’s response tine cal cul ations.

If this bit is set to 0, then the server includes in the
collection only those transactions for which it can include an
(approxi mate) |P-network conponent in the total response tine for
the transaction. This conmponent MAY be derived froma "natural”
DR (if the client supports the RESPONSES function), froma
dynamic DR introduced by the server (if the client supports the
RESPONSES function and the ddr(2) bit has been set to 1), or from
TIM NG MARK processing (if the client supports TIM NG MARKS) .

If this bit is set to 1, then the ddr(2) bit is ignored, since
there is no reason for the server to request additional responses
fromthe client(s) in the group

o] ddr(2) - If this bit is set to 1, then the server SHOULD, for
those clients in the group that support the RESPONSES function
add a DR request to the FICreply in each transaction, and use
the client’s subsequent response for cal culating an (approxi mate)
| P-network conponent to include in the transaction’s tota
response times.

If this bit is set to 0, then the server does not add a DR
request that it was not otherwi se going to add to any replies
fromthe target SNA application

I f the excludel pConponent (1) bit is set to 1, then this bit is
i gnored by the server.

o] average(3) - If this bit is set to 1, then the server SHOULD
cal cul ate a sliding-wi ndow average for the collection, based on
the paranmeters specified for the group

If this bit is set to 0, then an average is not calculated. In

this case the tn3270eRt Exceeded and tn3270eRt Ckay notifications
are not generated, even if the traps(5) bit is set to 1.
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o] buckets(4) - If this bit is set to 1, then the server SHOULD
create and increnent response tinme buckets for the collection,
based on the paraneters specified for the group.

If this bit is set to 0, then response tine buckets are not
creat ed.

o] traps(5) - If this bit is set to 1, then a TN3270E Server is
enabl ed to generate notifications pertaining to an
tn3270eCol I Ctl1 Entry. tn3270Col | Start and tn3270Col | End
generation is enabled sinply by traps(5) being set to 1.
tn3270eRt Exceeded and t n3270eRt Ckay gener ati on enabl enent
requires that average(3) be set to 1 in addition to the traps(5)
requiremnent.

If traps(5) is set to 0, then none of the notifications defined
inthis MB are generated for a particular tn3270eRt Col | Ctl Entry.

Ei t her the average(3) or the buckets(4) bit MJST be set to 1 in order
for response tine data collection to occur; both bits MAY be set to
1. If the average(3) bit is set to 1, then the follow ng objects
have nmeaning, and are used to control the calculation of the
averages, as well as the generation of the two notifications rel ated

to them

o] tn3270eRt Col | Ct | SPeri od

o] t n3270eRt Col | Ct | SPMul t

o] tn3270eRt Col | Ct | ThreshHi gh
0 tn3270eRt Col | Ct | Thr eshLow
o] tn3270eRt Col | Ct | | dl eCount

The previous objects’ values are neaningless if the associated
average(3) bit is not set to 1.

I f the buckets(4) bit is set to 1, then the follow ng objects have
meani ng, and specify the bucket boundari es:

tn3270eRt Col | Ct | Bucket Bndry1l
tn3270eRt Col | Ct | Bucket Bndry?2
tn3270eRt Col | Ct | Bucket Bndry3
t n3270eRt Col | Ct | Bucket Bndr y4

O O0OO0Oo

The previous objects’ values are neaningless if the associated
buckets(4) bit is not set to 1.

If an entry in the tn3270Rt Col | Ct| Tabl e has the val ue active(1) for

its RowStatus, then an inplenentation SHALL NOT al |l ow Set operations
for any objects in the entry except:
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o] tn3270eRt Col | Ct | ThreshHi gh
0 tn3270eRt Col | & | Thr eshLow
0 tn3270eRt Col | Ct | RowSt at us

4.2 tn3270eRt Dat aTabl e

Either a single entry or nultiple entries are created in the

t n3270eRt Dat aTabl e for each tn3270eRt Col | Gl Entry, dependi ng on

whet her tn3270eRt Col I Ct| Type in the control entry has aggregate(0)
sel ected. The contents of an entry in the tn3270eRt Dat aTabl e depend
on the contents of the corresponding entry in the

tn3270eRt Col | Ct| Tabl e: as descri bed above, sonme objects in the data
entry return neani ngful values only when the average(3) option is
selected in the control entry, while others return neani ngful val ues
only when the buckets(4) option is selected. |If both options are
sel ected, then all the objects return nmeaningful values. Wen an
object is not specified to return a nmeani ngful val ue, an

i npl ementation may return any syntactically valid value in response
to a Get operation.

The followi ng objects return nmeaningful values if and only if the
average(3) option was selected in the corresponding
tn3270eRt Col | Ct | Entry:

t n3270eRt Dat aAvgRt

t n3270eRt Dat aAvgl pRt

t n3270eRt Dat aAvgCount Tr ans
t n3270eRt Dat al nt Ti meSt anp
tn3270eRt Dat aTot al Rt s
tn3270eRt Dat aTot al | pRt' s

t n3270eRt Dat aCount Tr ans

t n3270eRt Dat aCount Dr s

t n3270eRt Dat aEl apsRndTr pSq
t n3270eRt Dat aEl apsl| pRt Sq

OO0OO0OO0OO0OO0OO0O0OO0ODOo

The first three objects in this list return values derived fromthe
sl i di ng-w ndow average cal cul ati ons described earlier. The tine of
the nost recent sanple for these calculations is returned in the

tn3270eRt Dat al nt Ti neSt anp obj ect. The next four objects are nornal
Count er 32 obj ects, nmintaining counts of total response tinme and

total transactions. The last two objects return sum of the squares
val ues, to enabl e variance cal cul ations by a managenent application.

The followi ng objects return nmeaningful values if and only if the

buckets(4) option was selected in the correspondi ng
tn3270eRt Col | Ct | Entry:
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t n3270eRt Dat aBucket 1Rt s
t n3270eRt Dat aBucket 2Rt s
t n3270eRt Dat aBucket 3Rt s
t n3270eRt Dat aBucket 4Rt s
t n3270eRt Dat aBucket 5Rt s

O O0OO0OO0O0

A discontinuity object, tn3270eRt Dat aDi sconti nuityTi ne, can be used
by a managenent application to detect when the val ues of the counter
objects in this table nay have been reset, or otherw se experienced a
discontinuity. A possible cause for such a discontinuity is the
TN3270E server’s being stopped or restarted. This object returns a
meani ngful val ue regardl ess of which collection control options were
sel ect ed.

An object, tn3270eRt Dat aRt Met hod, identifies whether the | P Network
Time was cal cul ated using either the definite response or TI M NG MARK
appr oach.

When an entry is created in the tn3270eRtCol | Ctl Table with its
tn3270eRt Col | Ct | Type aggregate(0) bit set to 1, an entry is
automatically created in the tn3270eRt Dat aTable; this entry’'s
tn3270eRt Dat adl i ent Address has the val ue of a zero-length octet
string, its tn3270eRt Dat adl i ent Addr Type has the val ue of unknown(O0),
and its tn3270eRt Datad i ent Port has the val ue 0.

When an entry is created in the tn3270eRtCol I Ctl Table with its
tn3270eRt Col | Ct | Type aggregate(0) bit set to 0, a separate entry is
created in the tn3270eRt Dat aTabl e for each nenber of the client group
that currently has a session with the TN3270E server. Entries are
subsequently created for clients that the TN3270E server determ nes
to be nmenbers of the client group when these clients establish
sessions with the server. Entries are also created when clients with
exi sting sessions are added to the group.

Al entries associated with a tn3270eRtCol | CtlI Entry are deleted from
the tn3270eRt Dat aTabl e when that entry is deleted fromthe

tn3270eRt Col I Ct| Table. An entry for an individual client in a client
group is deleted when its TCP connection termnates. Once it has
been created, a client’s entry in the tn3270eRt Dat aTabl e renai ns
active as long as the collection’s tn3270eRtCol | Ctl Entry exists, even
if the client is removed fromthe client group for the

tn3270eRt Col | Ct | Entry.

4.3 Notifications
This M B defines four notifications related to a tn3270eRt Dat aEntry.

If the associated tn3270eRt Col | Ctl Type object’s traps(5) bit is set
to 1, then the tn3270Rt Col | Start and tn3270Rt Col | End notifi cations
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are generated when, respsectively, the tn3270eRtDataEntry is created
and deleted. If, in addition, this tn3270eRt Col| Ctl Type object’s
average(3) bit is set to 1, then the the tn3270eRt Exceeded and
tn3270eRt Ckay notifications are generated when the conditions they
report occur.

The following notifications are defined by this MB:

o] tn3270eRt Exceeded - The purpose of this notification is to signal
that a performance problem has been detected. |[If average(3)
response tinme data is being collected, then this notification is
gener at ed whenever (1) an average response tinme is first found,
on a collection interval boundary, to have exceeded the high
threshol d tn3270eRt Col | Ct| ThreshHi gh specified for the client
group, AND (2) the sanple on which the average is based is
determ ned to have been a significant one, via the significance
al gorithm described earlier. This notification is not generated
again for a tn3270eRtDataEntry until an average response tine
falling below the I ow threshold tn3270eRt Col I Ct| Thr eshLow
specified for the client group has occurred for the entry.

o] tn3270eRt Ckay - The purpose of this notification is to signa
that a previously reported performance problem has been resol ved.
I f average(3) response tinme data is being collected, then this
notification is generated whenever (1) a tn3270eRt Exceeded
notification has already been generated, AND (2) an average
response tine is first found, on a collection interval boundary,
to have fallen below the I ow threshold tn3270eRt Col | Ct| Thr eshLow
specified for the client group. This notification is not
generated again for a tn3270eRtDataEntry until an average
response time exceeding the high threshold
tn3270eRt Col | Ct | ThreshHi gh specified for the client group has
occurred for the entry.

Taken together, the two preceding notifications serve to mninmnze the
generation of an excessive nunber of traps in the case of an average
response tine that oscillates about its high threshold.

o] tn3270eRt Col I Start - This notification is generated whenever data
col l ection begins for a client group, or when a new
t n3270eRt Dat aEntry becones active. The primary purpose of this
notification is signal to a managenent application that a new
client TCP session has been established, and to provide the |IP-
to-resource mapping for the session. This notification is not
critical when average(3) data collection is not being perfornmed
for the client group
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o] tn3270eRt Col | End - This notification is generated whenever a data
collection ends. For an aggregate collection, this occurs when
the correspondi ng tn3270eRt Col | CtI Entry is deleted. For an
i ndi vidual collection, this occurs either when the
tn3270eRt Col I Ctl1 Entry is deleted, or when the client’'s TCP
connection terninates. The purpose of this notification is to
enabl e a managenent application to conplete a nonitoring function
that it was performng, by returning final values for the
coll ection’s data objects.

4.4 Advisory Spin Lock Usage

Wthin the TN3270E- RT-M B, tn3270eRt Spi nLock is defined as an

advi sory lock that all ows cooperating TN3270E-RT-M B applications to
coordinate their use of the tn3270eRtCol | Ctl Table. Wen creating a
new entry or altering an existing entry in the tn3270eRt Col | Ct| Tabl e,
an application SHOULD nake use of tn3270eRt Spi nLock to serialize
application changes or additions. Since this is an advisory | ock,
its use by managenent applications SHALL NOT be enforced by agents.
Agents MJST, however, inplenment the tn3270eRt Spi nLock object.

5.0 Definitions
TN3270E-RT-M B DEFINITIONS ::= BEG N

| MPORTS

MODULE- | DENTI TY, OBJECT- TYPE, NOTI FI CATI ON- TYPE,

Count er 32, Unsi gned32, Gauge32
FROM SNWVPv2- SM

RowSt at us, Dat eAndTi ne, Ti neStanp, Test Andl ncr
FROM SNWPv2- TC

MODULE- COVPLI ANCE, OBJECT- GROUP, NOTI FI CATI ON- GROUP
FROM SNMPv 2- CONF

tn3270eSr vr Conf I ndex, tn3270ed i ent G oupNane,

t n3270eResMapEl enent Type
FROM TN3270E-M B

| ANATn3270eAddr Type, | ANATn3270eAddr ess
FROM | ANATn3270eTC-M B

snanauM B
FROM SNA- NAU- M B;

tn3270eRt M B MODULE- | DENTI TY
LAST- UPDATED "9807270000Z" -- July 27, 1998
ORGANI ZATI ON " TN3270E Wor ki ng Gr oup”
CONTACT- | NFO
"Kenneth Wiite (kennethw@net.ibm com
| BM Corp. - Dept. BRQA/BlIdg. 501/ Gl14
P. 0. Box 12195
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3039 Cornwal l'is
RTP, NC 27709-2195

Robert Moore (renoore@s.ibm com

| BM Corp. - Dept. BRQA/BlIdg. 501/ Gl14

P. O Box 12195

3039 Cornwal lis

RTP, NC 27709-2195

(919) 254-4436"

DESCRI PTI ON

"Thi s nodul e defines a portion of the nanagenent
i nformati on base (M B) that enables nonitoring of
TN3270 and TN3270E clients’ response tines by a
TN3270E server."

REVI SION "9807270000Z" -- July 27, 1998
DESCRI PTI ON
"RFC nnnn (Proposed Standard)" -- RFC Editor to fill in
::={ snanauM B 9 }
-- snanauMB ::={ mb-2 34}

-- Top level structure of the MB

tn3270eRt Noti fi cati ons OBJECT | DENTI FI ER = { tn3270eRtM B 0 }
tn3270eRt Cbj ect s OBJECT | DENTI FI ER = { tn3270eRtMB 1 }
tn3270eRt Conf or nance OBJECT | DENTI FI ER = { tn3270eRtM B 3 }
-- MB Objects
-- Response Tine Control Table
tn3270eRt Col | Ct | Tabl e OBJECT- TYPE

SYNTAX SEQUENCE OF Tn3270eRtCol I Ctl Entry

MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON

"The response tine nonitoring collection control table,
whi ch all ows a nanagenent application to control the
types of response tine data being collected, and the
clients for which it is being collected.

This table is indexed by tn3270eSrvr Confl ndex and
tn3270ed i ent G oupNane i nported fromthe

TN3270E-M B. tn3270eSrvr Confl ndex indicates within

a host which TN3270E server an entry applies to.

tn3270eC i ent GoupNanme it identifies the set of IP

clients for which response tinme data is being collected.
The particular IP clients making up the set are identified
in the tn3270ed ientGoupTable in the TN3270E-M B. "
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.= { tn3270eRt bj ects 1}

OBJECT- TYPE

SYNTAX Tn3270eRt Col | Ct | Entry
MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON

"An entry in the TN3270E response tinme nonitoring collection
control table. To handle the case of nultiple TN3270E
servers on the sane host, the first index of this table is
t he tn3270eSrvr Confl ndex fromthe TN3270E-M B. "

| NDEX {
t n3270eSr vr Conf | ndex, -- Server’'s index
tn3270ed i ent G oupNanme } -- What to collect on

.= { tn3270eRtCol I Ct| Table 1 }

Tn3270eRt Col | Ct1 Entry :: = SEQUENCE {

tn3270eRt Col | Ct | Type BI TS,
tn3270eRt Col I Ct | SPeri od Unsi gned32,
tn3270eRt Col | Ct | SPMUI t Unsi gned32,
tn3270eRt Col | Ct | Thr eshHi gh Unsi gned32,
tn3270eRt Col | Ct | Thr eshLow Unsi gned32,
tn3270eRt Col I Ct | 1 dl eCount Unsi gned32,
tn3270eRt Col | Ct | Bucket Bndry1l Unsi gned32,
tn3270eRt Col | Ct | Bucket Bndry2 Unsi gned32,
tn3270eRt Col | Ct | Bucket Bndry3 Unsi gned32,
tn3270eRt Col | Ct | Bucket Bndry4 Unsi gned32,
tn3270eRt Col | Ct | RowsSt at us RowSt at us }

-- The OD{ tn3270eRtCol I CtIEntry 1 } is not used

Wiite & Moore

tn3270eRt Col | Ct | Type OBJECT- TYPE

SYNTAX BI TS {
aggregat e(0),
excl udel pConmponent (1),
ddr (2),
aver age(3),
buckets(4),
traps(5)

MAX- ACCESS read-create

STATUS current

DESCRI PTI ON

"Thi s object controls what types of response time data to
collect, whether to sunmarize the data across the nenbers
of a client group or keep it individually, whether to
i ntroduce dynami c definite responses, and whether to
generate traps.

St andar ds Track [ Page
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aggr egat e(0) - Aggregate response time data for the
client group as a whole. If this bit
is set to O, then maintain response
time data separately for each nenber
of the client group.

Do not include the |IP-network
component in any response tinmes.

excl udel pConponent (1)

ddr (2) - Enabl e dynami c definite response.
aver age( 3) - Produce an average response tinme
based on a specified collection
i nt erval
bucket s(4) - Maintain tn3270eRt Dat aBucket val ues in

a correspondi ng tn3270eRt Dat akEntry,
based on the bucket boundaries specified
in the tn3270eRt Col | | Bucket Bndry
obj ects :
traps(5) - generate the notifications specified

inthis MB nodule. The
tn3270eRt Exceeded and t n3270eRt Ckay
notifications are generated only if
average(3) is also specified."

c:={ tn3270eRtCol I CtI Entry 2 }

tn3270eRt Col | Ct | SPeri od OBJECT- TYPE

SYNTAX Unsi gned32 (15..86400) -- 15 second nin, 24 hour max

UNI TS "seconds"

MAX- ACCESS read-create

STATUS current

DESCRI PTI ON
"The nunber of seconds that defines the sanple period.
The actual interval is defined as tn3270eRtCol | Ct| SPeri od
tinmes tn3270eRt Col | Ct I SPMUl t .

The value of this object is used only if the correspondi ng
tn3270eRt Col | Ct | Type has the average(3) setting."”

DEFVAL {20} -- 20 seconds

o= { tn3270eRtCol I Ctl Entry 3 }

tn3270eRt Col | Ct | SPMul t OBJECT- TYPE
SYNTAX Unsigned32 (1..5760) -- 5760 x SPeriod of 15 is 24 hours
UNITS  "period"
MAX- ACCESS read-create
STATUS current
DESCRI PTI ON
"The sanple period multiplier; this value is multiplied by
the sanple period, tn3270eRt Col I Ct| SPeri od, to deternine
the collection interval.

White & Moore St andards Track [ Page 29]



RFC 2562

Wiite & Moore

TN3270E- RT-M B April

Sl i di ng-wi ndow average cal cul ation can, if necessary, be
di sabl ed, by setting the sanple period multiplier,
tn3270eRt Col I Ct1 SPMUlt, to 1, and setting the sanple
period, tn3270eRtCol | Ctl SPeriod, to the required
collection interval.

The value of this object is used only if the correspondi ng
tn3270eRt Col | Ct| Type has the average(3) setting."”
DEFVAL { 30 } -- yields an interval of 10 m nutes when
-- used with the default SPeriod val ue
c:={ tn3270eRtCol I CtI Entry 4 }

tn3270eRt Col | Ct| ThreshH gh  OBJECT- TYPE

SYNTAX Unsi gned32
UNI TS "seconds"
MAX- ACCESS read-create
STATUS current
DESCRI PTI ON

"The threshold for generating a tn3270eRt Exceeded
notification, signalling that a nonitored total response
time has exceeded the specified limt. A value of zero
for this object suppresses generation of this notification.
The value of this object is used only if the correspondi ng
tn3270eRt Col I Ct | Type has average(3) and traps(5) sel ected.

1999

A tn3270eRt Exceeded notification is not generated again for a

tn3270eRt Dat aEntry unti |

an average response tine falling bel ow

the low threshol d tn3270eRt Col | Ct 1 ThreshLow specified for the

client group has occurred for the entry."

DEFVAL { 0} -- suppress notifications
o= { tn3270eRtCol I Ctl Entry 5 }
tn3270eRt Col | Ct| ThreshLow  OBJECT- TYPE
SYNTAX Unsi gned32
UNI TS "seconds"
MAX- ACCESS read-create
STATUS current
DESCRI PTI ON

"The threshold for generating a tn3270eRt Ckay notificati on,
signalling that a nonitored total response tinme has fallen
bel ow the specified limt. A value of zero for this object
suppresses generation of this notification. The value of
this object is used only if the corresponding

tn3270eRt Col I Ct | Type has average(3) and traps(5) sel ected.

A tn3270eRt Ckay notification is not generated again for a
tn3270eRt Dat aEntry until an average response tine

St andards Track
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exceedi ng the high threshold tn3270eRt Col | Ct | ThreshHi gh
specified for the client group has occurred for the entry."
DEFVAL { 0} -- suppress notifications
o= { tn3270eRtCol I Ctl Entry 6 }

tn3270eRt Col | Ct 1 | dl eCount OBJECT- TYPE

SYNTAX Unsi gned32

UNI TS "transacti ons"
MAX- ACCESS read-create
STATUS current

DESCRI PTI ON

"The value of this object is used to deterni ne whether a
sanpl e that yields an average response tine exceeding the
val ue of tn3270eRt Col | Ctl ThreshHi gh was a statistically
valid one. |If the followi ng statenent is true, then the
sanple was statistically valid, and so a tn3270eRt Exceeded
notification should be generated:

AvgCount Trans * ((AvgRt/ ThreshHi gh - 1) ** 2) >= |dl eCount
This conparison is done only if the corresponding
tn3270eRt Col I Ct | Type has average(3) and traps(5) selected.”
DEFVAL { 1}
c:={ tn3270eRtCol I CtI Entry 7 }

tn3270eRt Col | Ct | Bucket Bndryl  OBJECT- TYPE

SYNTAX Unsi gned32

UNI TS "tenths of seconds"
MAX- ACCESS read-create

STATUS current

DESCRI PTI ON

"The val ue of this object defines the range of transaction
response tines counted in the Tn3270eRt Dat aBucket 1Rt s
object: those less than or equal to this value."

DEFVAL { 10 }

o= { tn3270eRtCol I Ctl Entry 8 }

tn3270eRt Col | Ct | Bucket Bndry2  OBJECT- TYPE

SYNTAX Unsi gned32

UNI TS "tenths of seconds"
MAX- ACCESS read-create

STATUS current

DESCRI PTI ON

"The val ue of this object, together with that of the
tn3270eRt Col | Ct | Bucket Bndryl obj ect, defines the range
of transaction response tinmes counted in the

Tn3270eRt Dat aBucket 2Rt s obj ect: those greater than the
val ue of the tn3270eRt Col | Ct I Bucket Bndryl object, and
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| ess than or equal to the value of this object.”
DEFVAL { 20 }
= { tn3270eRtCol I CtI Entry 9 }

tn3270eRt Col | Ct | Bucket Bndry3  OBJECT- TYPE

SYNTAX Unsi gned32

UNI TS "tenths of seconds"
MAX- ACCESS read-create

STATUS current

DESCRI PTI ON

"The val ue of this object, together with that of the
tn3270eRt Col | Ct | Bucket Bndry2 obj ect, defines the range of
transaction response times counted in the
Tn3270eRt Dat aBucket 3Rts object: those greater than the
val ue of the tn3270eRt Col |l Ct| Bucket Bndry2 object, and | ess
than or equal to the value of this object.”

DEFVAL { 50 }

c:={ tn3270eRtCol I Ctl Entry 10 }

tn3270eRt Col | Ct | Bucket Bndry4  OBJECT- TYPE

SYNTAX Unsi gned32

UNI TS "tenths of seconds"
MAX- ACCESS read-create

STATUS current

DESCRI PTI ON

"The val ue of this object, together with that of the
tn3270eRt Col | Ct | Bucket Bndry3 obj ect, defines the range
of transaction response tinmes counted in the

Tn3270eRt Dat aBucket 4Rt s obj ect: those greater than the
val ue of the tn3270eRt Col | Ct I Bucket Bndry3 object, and
| ess than or equal to the value of this object.

The value of this object also defines the range of
transaction response times counted in the
Tn3270eRt Dat aBucket 5Rts obj ect: those greater than the
value of this object.”

DEFVAL { 100 }

c:={ tn3270eRtCol I CtI Entry 11 }

tn3270eRt Col | Ct | RowSt at us OBJECT- TYPE

SYNTAX Rowst at us
MAX- ACCESS read-create
STATUS current
DESCRI PTI ON

"This object allows entries to be created and del eted
in the tn3270eRtCol I Ct 1 Table. An entry in this table
is deleted by setting this object to destroy(6).
Deleting an entry in this table has the side-effect
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of renoving all entries fromthe tn3270eRt Dat aTabl e
that are associated with the entry being deleted."
o= { tn3270eRt Col I CtI Entry 12 }
-- TN3270E Response Tine Data Table

tn3270eRt Dat aTabl e OBJECT- TYPE

SYNTAX SEQUENCE OF Tn3270eRt Dat aEntry
MAX- ACCESS not - accessi bl e
STATUS current
DESCRI PTI ON
"The response tine data table. Entries in this table are
created based on entries in the tn3270eRt Col | Ct| Tabl e. "

c:={ tn3270eRt bj ects 2 }

tn3270eRt Dat aEntry OBJECT- TYPE

SYNTAX Tn3270eRt Dat aEntry
MAX- ACCESS not - accessi bl e
STATUS current

DESCRI PTI ON

"Entries in this table are created based upon the
tn3270eRt Col | Ct| Tabl e.  When the correspondi ng
tn3270eRt Col | Ct | Type has aggregate(0) specified, a single

1999

entry is created in this table, with a tn3270eRt Dat ad i ent Addr Type

of unknown(0), a zero-length octet string value for

tn3270eRt Dat adl i ent Address, and a tn3270eRt DataCl i ent Port val ue of

0. Wen aggregate(0) is not specified, a separate entry is
created for each client in the group.

Note that the followi ng objects defined within an entry in this

table can wap:
t n3270eRt Dat aTotal Rt s
tn3270eRt Dat aTot al | pRt s
t n3270eRt Dat aCount Tr ans
t n3270eRt Dat aCount Dr s
tn3270eRt Dat aEl apsRnTr pSq
tn3270eRt Dat aEl apsl pRt Sq
t n3270eRt Dat aBucket 1Rt s
t n3270eRt Dat aBucket 2Rt s
t n3270eRt Dat aBucket 3Rt s
t n3270eRt Dat aBucket 4Rt s
t n3270eRt Dat aBucket 5Rt s"

| NDEX {
t n3270eSr vr Conf | ndex, -- Server’s local index
tn3270ed i ent G oupNane, -- Collection target

t n3270eRt Dat ad i ent Addr Type,
t n3270eRt Dat adl i ent Addr ess,
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tn3270eRt Dat aCl i ent Port }
::={ tn3270eRt Dat aTable 1 }

Tn3270eRt Dat aEntry ::= SEQUENCE {

t n3270eRt Dat adl i ent Addr Type
t n3270eRt Dat adl i ent Addr ess

Wiite & Moore

| ANATN3270eAddr Type,
| ANATNn3270eAddr ess,

t n3270eRt Dat ad i ent Port Unsi gned32,
t n3270eRt Dat aAvgRt Gauge32,
t n3270eRt Dat aAvgl pRt Gauge32,
t n3270eRt Dat aAvgCount Tr ans Gauge32,
t n3270eRt Dat al nt Ti meSt anp Dat eAndTi ne,
t n3270eRt Dat aTotal Rt s Count er 32,
tn3270eRt Dat aTot al | pRt' s Count er 32,
t n3270eRt Dat aCount Tr ans Count er 32,
t n3270eRt Dat aCount Dr s Count er 32,
t n3270eRt Dat aEl apsRndTr pSq Unsi gned32,
t n3270eRt Dat aEl apsl| pRt Sq Unsi gned32,
t n3270eRt Dat aBucket 1Rt s Count er 32,
t n3270eRt Dat aBucket 2Rt s Count er 32,
t n3270eRt Dat aBucket 3Rt s Count er 32,
t n3270eRt Dat aBucket 4Rt s Count er 32,
t n3270eRt Dat aBucket 5Rt s Count er 32,
t n3270eRt Dat aRt Met hod | NTEGER,
t n3270eRt Dat aDi sconti nui tyTi nme Ti meSt anp
}
tn3270eRt Dat aCl i ent Addr Type OBJECT- TYPE

SYNTAX | ANATN3270eAddr Type

MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON

"Indi cates the type of address represented by the val ue

of tn3270eRt Dat adl i en

t Address. The

val ue unknown(0) is

used if aggregate data is being collected for the client

group. "
::={ tn3270eRtDatakntry 1 }
t n3270eRt Dat adl i ent Addr ess OBJECT- TYPE
SYNTAX | ANATn3270eAddr ess
MAX- ACCESS not - accessi bl e
STATUS current
DESCRI PTI ON

"Contains the | P address of the TN3270 client being

noni t or ed.
::={ tn3270eRt Dat akntr

tn3270eRt Dat adl i ent Por t

y 2}

OBJECT- TYPE

St andards Track

A zero-length octet string is used if
aggregate data is being collected for the client group."
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SYNTAX Unsi gned32( 0. . 65535)
MAX- ACCESS not - accessi bl e
STATUS current

DESCRI PTI ON

"Contains the client port nunber of the TN3270 client being
nonitored. The value 0 is used if aggregate data is being
collected for the client group, or if the
tn3270eRt Dat aCl i ent Addr Type identifies an address type that
does not support ports."

::={ tn3270eRtDat akntry 3 }

tn3270eRt Dat aAvgRt OBJECT- TYPE

SYNTAX Gauge32

UNI TS "tenths of seconds”
MAX- ACCESS read-only

STATUS current

DESCRI PTI ON

"The average total response tinme neasured over the |ast
collection interval."

DEFVAL { 0 }

::={ tn3270eRt DataEntry 4 }

tn3270eRt Dat aAvgl pRt OBJECT- TYPE

SYNTAX Gauge32

UNI TS "tenths of seconds”
MAX- ACCESS read-only

STATUS current

DESCRI PTI ON

"The average | P response tinme nmeasured over the | ast
collection interval."

DEFVAL { 0 }

::={ tn3270eRtDat akntry 5 }

t n3270eRt Dat aAvgCount Tr ans OBJECT- TYPE

SYNTAX Gauge32

UNI TS "transacti ons"
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The sliding transaction count used for calculating the
val ues of the tn3270eRt Dat aAvgRt and tn3270eRt Dat aAvgl pRt
objects. The actual transaction count is available in
the tn3270eRt Dat aCount Tr ans obj ect.

The initial value of this object, before any averages have

been cal cul ated, is 0."
::={ tn3270eRt Dat akntry 6 }
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tn3270eRt Dat al nt Ti meSt anp OBJECT- TYPE

SYNTAX Dat eAndTi nme
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The date and tinme of the last interval
tn3270eRt Dat aAvgRt, tn3270eRt Dat aAvgl pRt
t n3270eRt Dat aAvgCount Trans wer e cal cul at ed.

Prior to the calculation of the first
averages, this object returns the val ue
0x0000000000000000000000. When this value is
returned, the renaining objects in the entry have

no significance."
::={ tn3270eRtDataEntry 7 }

tn3270eRt Dat aTotal Rt s OBJECT- TYPE

SYNTAX Count er 32

UNI TS "tenths of seconds”
MAX- ACCESS read-only

STATUS current

DESCRI PTI ON

"The count of the total response tines coll ected.

April 1999

A managenent application can detect discontinuities in this
counter by nonitoring the tn3270eRt Dat abi sconti nuityTi e

obj ect."
::={ tn3270eRt Dat akntry 8 }

tn3270eRt Dat aTot al | pRt s OBJECT- TYPE

SYNTAX Count er 32

UNI TS "tenths of seconds”
MAX- ACCESS read-only

STATUS current

DESCRI PTI ON

"The count of the total |P-network response tines

col | ect ed.

A managenent application can detect discontinuities in this
counter by nonitoring the tn3270eRt Dat abi sconti nuityTi e

obj ect."
::={ tn3270eRt Dat akntry 9 }

t n3270eRt Dat aCount Tr ans OBJECT- TYPE

SYNTAX Count er 32
UNI TS "transacti ons"
MAX- ACCESS read-only
STATUS current
Wiite & Moore St andards Track
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DESCRI PTI ON
"The count of the total nunber of transactions detected.

A managenent application can detect discontinuities in this
counter by nonitoring the tn3270eRt Dat abi scontinuityTi e
obj ect."

::={ tn3270eRt Dat akntry 10 }

t n3270eRt Dat aCount Dr s OBJECT- TYPE

SYNTAX Count er 32

UNI TS "definite responses”

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON
"The count of the total nunber of definite responses
det ect ed.

A managenent application can detect discontinuities in this
counter by nonitoring the tn3270eRt Dat abi sconti nuityTi e
obj ect."

.= { tn3270eRtDatakntry 11 }

t n3270eRt Dat aEl apsRndTr pSq OBJECT- TYPE

SYNTAX Unsi gned32

UNI TS "tenths of seconds squared"
MAX- ACCESS read-only

STATUS current

DESCRI PTI ON

"The sum of the elapsed round trip tinme squared. The sum
of the squares is kept in order to enable cal cul ation of
a variance."

DEFVAL { 0 }

c:={ tn3270eRt DataEntry 12 }

tn3270eRt Dat aEl apsl pRt Sq OBJECT- TYPE

SYNTAX Unsi gned32

UNI TS "tenths of seconds squared"
MAX- ACCESS read-only

STATUS current

DESCRI PTI ON

"The sum of the elapsed IP round trip tine squared.
The sum of the squares is kept in order to enable
cal cul ation of a variance."

DEFVAL { 0 }

.= { tn3270eRt Datakntry 13 }

t n3270eRt Dat aBucket 1Rt s OBJECT- TYPE
SYNTAX Count er 32
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MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The count of the response tinmes falling into bucket 1.

A managenent application can detect discontinuities in this

counter by nonitoring the tn3270eRt Dat abi sconti nuityTi e
obj ect."

c:={ tn3270eRt DataEntry 14 }

t n3270eRt Dat aBucket 2Rt s OBJECT- TYPE

SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The count of the response tinmes falling into bucket 2.

A managenent application can detect discontinuities in this

counter by nonitoring the tn3270eRt Dat abi sconti nuityTi e
obj ect."

::={ tn3270eRt Dat akntry 15 }

t n3270eRt Dat aBucket 3Rt s OBJECT- TYPE

SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The count of the response tinmes falling into bucket 3.

A managenent application can detect discontinuities in this

counter by nonitoring the tn3270eRt Dat abi sconti nuityTi e
obj ect."

.= { tn3270eRt Dat akntry 16 }

t n3270eRt Dat aBucket 4Rts OBJECT- TYPE

SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The count of the response tinmes falling into bucket 4.

A managenent application can detect discontinuities in this

counter by nonitoring the tn3270eRt Dat abi sconti nuityTi e
obj ect."

.= { tn3270eRtDatakntry 17 }

t n3270eRt Dat aBucket 5Rts OBJECT- TYPE
SYNTAX Count er 32
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MAX- ACCESS read-only
STATUS current
DESCRI PTI ON
"The count of the response tinmes falling into bucket 5.

A managenent application can detect discontinuities in this
counter by nonitoring the tn3270eRt Dat abi sconti nuityTi e
obj ect."

.= { tn3270eRt Dat akntry 18 }

tn3270eRt Dat aRt Met hod OBJECT- TYPE
SYNTAX | NTEGER {
none(0),
responses(1),
ti m nghark(2)

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON
"The val ue of this object indicates the nethod that was
used in calculating the I P network tine.

The val ue 'none(0) indicates that response tinmes were not
cal culated for the I P network."
.= { tn3270eRt Datakntry 19 }

tn3270eRt Dat abi sconti nuityTi me OBJECT- TYPE

SYNTAX Ti meSt anp

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON
"The val ue of sysUpTinme on the nbst recent occasion at
whi ch one or nore of this entry’'s counter objects
suffered a discontinuity. This nmay happen if a TN3270E
server is stopped and then restarted, and | ocal nethods
are used to set up collection policy
(tn3270eRt Col I Ct | Tabl e entries)."

::={ tn3270eRt Dat akntry 20 }

tn3270eRt Spi nLock OBJECT- TYPE

SYNTAX Test Andl ncr

MAX- ACCESS read-wite

STATUS current

DESCRI PTI ON
"An advisory |lock used to allow cooperating TN3270E-RT-M B
applications to coordinate their use of the
tn3270eRt Col | Ct | Tabl e.
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When creating a new entry or altering an existing entry
in the tn3270eRt Col | Ct | Tabl e, an application shoul d make
use of tn3270eRt Spi nLock to serialize application changes
or additions.

Since this is an advisory lock, the use of this lock is
not enforced."
c:={ tn3270eRt bj ects 3 }

-- Notifications

tn3270eRt Exceeded NOTI FI CATI ON- TYPE
OBJECTS {
t n3270eRt Dat al nt Ti neSt anp,
t n3270eRt Dat aAvgRt
t n3270eRt Dat aAvgl pRt,
t n3270eRt Dat aAvgCount Tr ans,
t n3270eRt Dat aRt Met hod

}

STATUS current

DESCRI PTI ON
"This notification is generated when the average response
time, tn3270eRt Dat aAvgRt, exceeds
tn3270eRt Col I Ct | Threshol dHi gh at the end of a collection
interval specified by tn3270eCol | Ct| SPeri od
times tn3270eCol I CtI SPMult. Note that the corresponding
tn3270eCol | Ct | Type nust have traps(5) and average(3) set
for this notification to be generated. In addition,
t n3270eRt Dat aAvgCount Trans, tn3270eRt Col | Ct| ThreshH gh, and
tn3270eRt Dat aAvgRt are algorithmically conpared to
tn3270eRt Col I Ct 1 1dl eCount for determination if this
notification will be suppressed.”

::={ tn3270eRt Notifications 1 }

tn3270eRt Ckay NOTI FI CATI ON- TYPE
OBJECTS {
t n3270eRt Dat al nt Ti neSt anp,
t n3270eRt Dat aAvgRt
t n3270eRt Dat aAvgl pRt,
t n3270eRt Dat aAvgCount Tr ans,
t n3270eRt Dat aRt Met hod

STATUS current

DESCRI PTI ON
"This notification is generated when the average response
time, tn3270eRt Dat aAvgRt, falls bel ow
tn3270eRt Col | Ct | Thr eshol dLow at the end of a collection
interval specified by tn3270eCol | Ctl SPeriod tines
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tn3270eCol | Gt 1 SPMult, after a tn3270eRt Exceeded
notification was generated. Note that the correspondi ng
tn3270eCol I Ct | Type nust have traps(5) and average(3)
set for this notification to be generated."

2= { tn3270eRt Notifications 2 }

tn3270eRt Col | Start NOTI FI CATI ON- TYPE

OBJECTS {
t n3270eRt Dat aRt Met hod, -- type of collection
t n3270eResMapEl enent Type -- type of resource

}

STATUS current

DESCRI PTI ON
"This notification is generated when response tine data
collection is enabled for a nenber of a client group.
In order for this notification to occur the correspondi ng
tn3270eRt Col I Ct | Type nust have traps(5) sel ected.

tn3270eResMapEl enent Type contains a valid value only if
tn3270eRt Dat aCl i ent Address contains a valid address
(rather than a zero-length octet string)."

2= { tn3270eRt Notifications 3 }

t n3270eRt Col | End NOTI FI CATI ON- TYPE
OBJECTS {
t n3270eRt Dat aDi sconti nuityTi ne,
t n3270eRt Dat aAvgRt
t n3270eRt Dat aAvgl pRt,
t n3270eRt Dat aAvgCount Tr ans,
t n3270eRt Dat al nt Ti neSt anp,
tn3270eRt Dat aTot al Rt s,
tn3270eRt Dat aTot al | pRt s,
t n3270eRt Dat aCount Tr ans,
t n3270eRt Dat aCount Dr s,
t n3270eRt Dat aEl apsRndTr pSq,
t n3270eRt Dat aEl apsl| pRt Sq,
t n3270eRt Dat aBucket 1Rt s,
t n3270eRt Dat aBucket 2Rt s,
t n3270eRt Dat aBucket 3Rt s,
t n3270eRt Dat aBucket 4Rt s,
t n3270eRt Dat aBucket 5Rt s,
t n3270eRt Dat aRt Met hod

}

STATUS current

DESCRI PTI ON
"This notification is generated when an tn3270eRt Dat aEntry
is deleted after being active (actual data collected), in
order to enabl e a nmanagenent application nmonitoring an
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tn3270eRt DataEntry to get the entry’s final values. Note
that the correspondi ng tn3270eCol | Ct| Type nmust have traps(5)
set for this notification to be generated.”

::={ tn3270eRtNotifications 4 }

-- Conformance Statenent

tn3270eRt G oups OBJECT | DENTI FI ER ::
tn3270eRt Conpl i ances OBJECT | DENTI FI ER ::

{ tn3270eRt Conf ormance 1 }
{ tn3270eRt Conf or mance 2 }

-- Conpliance statenents

tn3270eRt Conpl i ance MODULE- COVPLI ANCE
STATUS current
DESCRI PTI ON
"The conpliance statenment for agents that support the
TN327E-RT-M B. "
MODULE -- this nodule
MANDATORY- GROUPS { tn3270eRt Group, tn3270eRt Not G oup }

OBJECT tn3270eRt Col | Ct | Type
M N- ACCESS read-only
DESCRI PTI ON
"The agent is not required to support a SET operation to
this object in the absence of adequate security."”

OBJECT tn3270eRt Col | Ct| SPeri od
M N- ACCESS read-only
DESCRI PTI ON
"The agent is not required to allow the user to change
the default value of this object, and is allowed to
use a different default."”

OBJECT tn3270eRt Col | Ct | SPMul t
M N- ACCESS read-only
DESCRI PTI ON
"The agent is not required to support a SET operation
to this object in the absence of adequate security.”

OBJECT tn3270eRt Col | Ct | Thr eshHi gh
M N- ACCESS read-only
DESCRI PTI ON
"The agent is not required to support a SET operation
to this object in the absence of adequate security.”

OBJECT tn3270eRt Col | Ct | Thr eshLow

M N- ACCESS read-only
DESCRI PTI ON
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"The agent is not required to support a SET operation
to this object in the absence of adequate security.”

OBJECT tn3270eRt Col | Ct 11 dl eCount
M N- ACCESS read-only
DESCRI PTI ON
"The agent is not required to support a SET operation
to this object in the absence of adequate security.”

OBJECT tn3270eRt Col | Ct| Bucket Bndryl
M N- ACCESS read-only
DESCRI PTI ON
"The agent is not required to support a SET operation
to this object in the absence of adequate security.”

OBJECT tn3270eRt Col | Ct | Bucket Bndry?2
M N- ACCESS read-only
DESCRI PTI ON
"The agent is not required to support a SET operation
to this object in the absence of adequate security.”

OBJECT tn3270eRt Col | Ct | Bucket Bndry3
M N- ACCESS read-only
DESCRI PTI ON
"The agent is not required to support a SET operation
to this object in the absence of adequate security.”

OBJECT tn3270eRt Col | Ct | Bucket Bndry4
M N- ACCESS read-only
DESCRI PTI ON
"The agent is not required to support a SET operation
to this object in the absence of adequate security.”

OBJECT tn3270eRt Col | Ct | Rowst at us
SYNTAX | NTEGER {
active(l) -- subset of RowStatus

M N- ACCESS r ead-only

DESCRI PTI ON
"Wite access is not required, and only one of the six
enuner ated val ues for the RowStatus textual convention
need be supported, specifically: active(l)."

;.= {tn3270eRt Conpl i ances 1 }
-- Group definitions

tn3270eRt G oup OBJECT- GROUP
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OBJECTS {
tn3270eRt Col | Ct | Type,
tn3270eRt Col | Ct | SPeri od,
tn3270eRt Col | Ct 1 SPMUl t,
tn3270eRt Col | Ct | Thr eshHi gh,
tn3270eRt Col | Ct | Thr eshLow,
tn3270eRt Col I Ct | | dIl eCount,
tn3270eRt Col | Ct | Bucket Bndry1,
tn3270eRt Col | Ct | Bucket Bndry?2,
tn3270eRt Col | Ct | Bucket Bndry3,

tn3270eRt Col | Ct | Bucket Bndr y4,
tn3270eRt Col | Ct | Rowst at us,
tn3270eRt Dat aDi sconti nui tyTi ne,
t n3270eRt Dat aAvgRt
t n3270eRt Dat aAvgl pRt,
t n3270eRt Dat aAvgCount Tr ans,
tn3270eRkt Dat al nt Ti meSt anp,
tn3270eRt Dat aTot al Rt s,
tn3270eRt Dat aTot al | pRt s,
t n3270eRt Dat aCount Tr ans,
t n3270eRt Dat aCount Dr s,
tn3270eRt Dat aEl apsRndTr pSq,
tn3270eRt Dat aEl apsl pRt Sq,
tn3270eRt Dat aBucket 1Rt s,
tn3270eRt Dat aBucket 2Rt s,
tn3270eRt Dat aBucket 3Rt s,
tn3270eRt Dat aBucket 4Rt s,
tn3270eRt Dat aBucket 5Rt s,
tn3270eRt Dat aRt Met hod,
t n3270eRt Spi nLock }

STATUS current

DESCRI PTI ON

"This group is mandatory for all inplementations that
support the TN3270E-RT-M B. "
.= { tn3270eRt G oups 1 }

t n3270eRt Not G oup NOTI FI CATI ON- GROUP
NOTI FI CATI ONS {
t n3270eRt Exceeded,
tn3270eRt Ckay,
tn3270eRt Col | Start,
t n3270eRt Col | End
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STATUS current

DESCRI PTI ON
"The notifications that nmust be supported when the
TN3270E-RT-M B is inplenmented. "

.= { tn3270eRt G oups 2 }

END

6.0 Security Considerations

Certai n managenent information defined in this MB may be consi dered
sensitive in some network environnents. Therefore, authentication of
recei ved SNMP requests and controll ed access to nanagenent

i nformati on SHOULD be enployed in such environnents. An

aut hentication protocol is defined in [12]. A protocol for access
control is defined in [15].

Several objects in this MB allow wite access or provide for row
creation. Allowng this support in a non-secure environment can have
a negative effect on network operations. It is RECOVMENDED t hat

i npl ementers seriously consider whether set operations or row
creation SHOULD be allowed wi thout providing, at a m ninmum

aut hentication of request origin. It is RECOWENDED that wi thout
such support that the foll owing objects be inplenented as read-only:

0 tn3270eRt Col | Ct| Type

0o tn3270eRtCol | Ct | SPeri od

0 tn3270eRt Col | Ct | SPMul t

o] tn3270eRt Col | Ct | ThreshHi gh

o] tn3270eRt Col | Ct | Thr eshLow

o0 tn3270eRt Col | CtlIdl eCount

0 tn3270eRt Col | Ct| Bucket Bndryl
0 tn3270eRt Col | Ct| Bucket Bndry2
0 tn3270eRt Col | Ct| Bucket Bndry3
0 tn3270eRt Col | Ct | Bucket Bndry4
0 tn3270eRt Col | Ct| RowsSt at us

The administrative nmethod to use to create and nanage the
tn3270eRt Col | Ct | Tabl e when SET support is not allowed is outside of
the scope of this neno.

7.0 Intellectual Property
The | ETF takes no position regarding the validity or scope of any
intellectual property or other rights that m ght be clained to

pertain to the inplenentation or use of the technol ogy described in
this docunment or the extent to which any |icense under such rights
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m ght or might not be available; neither does it represent that it
has nade any effort to identify any such rights. Information on the
| ETF s procedures with respect to rights in standards-track and
standards-rel ated docunentation can be found in BCP-11. Copies of
clainms of rights nmade avail able for publication and any assurances of
licenses to be made available, or the result of an attenpt nade to
obtain a general license or pernission for the use of such

proprietary rights by inplenmenters or users of this specification can

be obtained fromthe | ETF Secretari at .

The IETF invites any interested party to bring to its attention any
copyrights, patents or patent applications, or other proprietary

rights which may cover technology that may be required to practice
this standard. Please address the information to the | ETF Executive
Director.
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11.0 Full Copyright Statenent
Copyright (C) The Internet Society (1999). Al Rights Reserved.

Thi s docunent and translations of it nmay be copied and furnished to
ot hers, and derivative works that comment on or otherw se explain it
or assist inits inplenentation may be prepared, copied, published
and distributed, in whole or in part, without restriction of any

ki nd, provided that the above copyright notice and this paragraph are
i ncluded on all such copies and derivative works. However, this
docunent itself may not be nodified in any way, such as by renoving
the copyright notice or references to the Internet Society or other
I nternet organi zati ons, except as needed for the purpose of
devel opi ng I nternet standards in which case the procedures for
copyrights defined in the Internet Standards process nust be
followed, or as required to translate it into |Ianguages other than
Engli sh.

The limted perm ssions granted above are perpetual and will not be
revoked by the Internet Society or its successors or assigns.

Thi s docunent and the information contained herein is provided on an
"AS | S" basis and THE | NTERNET SOCI ETY AND THE | NTERNET ENG NEERI NG
TASK FORCE DI SCLAI M5 ALL WARRANTI ES, EXPRESS OR | MPLI ED, | NCLUDI NG
BUT NOT LI M TED TO ANY WARRANTY THAT THE USE OF THE | NFORMATI ON
HEREI N W LL NOT | NFRI NGE ANY RI GHTS OR ANY | MPLI ED WARRANTI ES OF
MERCHANTABI LI TY OR FI TNESS FOR A PARTI CULAR PURPCSE.
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