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Request for Comments Summary
RFC Nunbers 2200-2299
Status of This Meno

This RFC is a slightly annotated list of the 100 RFCs from RFC 2200
through RFCs 2299. This is a status report on these RFCs. This neno

provides information for the Internet conmmunity. |t does not specify
an Internet standard of any kind. Distribution of this neno is
unlimted.

Copyright Notice
Copyright (C) The Internet Society (1999). Al Rights Reserved.
Not e

Many RFCs, but not all, are Proposed Standards, Draft Standards, or
Standards. Since the status of these RFCs nmay change during the
standards processing, we note here only that they are on the
standards track. Please see the |atest edition of "Internet Oficial
Protocol Standards" for the current state and status of these RFCs.
In the followi ng, RFCs on the standards track are marked [ STANDARDS-

TRACK] .

RFC Aut hor Dat e Title

2299 Ranos Jan 1999 Request for Comments Summary
Thi s neno.

2298 Faj man Mar 1998 An Ext ensi bl e Message For mat

This neno defines a M ME content-type that nay be used by a nmail user
agent (UA) or electronic nmail gateway to report the disposition of a
nessage after it has been sucessfully delivered to a recipient.

[ STANDARDS- TRACK]
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2297 Newrran Mar 1998 Ipsilon’s CGeneral Switch
Managenment Protoco
Speci fication Version 2.0

Thi s meno specifies enhancenents to the General Sw tch Managenent
Protocol (GSWMP) [RFC1987]. This nmeno provides information for the

Internet conmunity. It does not specify an Internet standard of any
ki nd.
2296 Hol t man Mar 1998 HTTP Renote Variant Sel ection

Algorithm-- RVSA/1.0

HTTP all ows web site authors to put nultiple versions of the sane

i nformati on under a single URL. Transparent content negotiation is a
nmechani sm for automatically selecting the best version when the URL is
accessed. A renote variant selection algorithmcan be used to speed up
the transparent negotiation process. This docunment defines the renote
variant selection algorithmw th the version nunber 1.0. This nmeno
defi nes an Experinental Protocol for the Internet community. |t does
not specify an Internet standard of any kind. D scussion and
suggestions for inprovenment are requested.

2295 Hol t man Mar 1998 Transparent Cont ent
Negotiation in HITP

HTTP all ows web site authors to put nultiple versions of the sane

i nformati on under a single URL. Transparent content negotiation is an
ext ensi bl e negoti ati on nmechanism |ayered on top of HITP, for
automatically selecting the best version when the URL is accessed. This
enabl es the snooth depl oynent of new web data formats and mar kup tags.
This meno defines an Experinental Protocol for the Internet comunity.

It does not specify an Internet standard of any kind. Discussion and
suggestions for inprovenment are requested.

2294 Kille Mar 1998 Representing the O R Address
hi erarchy in the X 500
Directory Information Tree

Thi s docunent defines a representation of the O R Address hierarchy in
the Directory Informati on Tree. [ STANDARDS- TRACK]
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2293 Kille Mar 1998 Representing Tabl es and
Subtrees in the X. 500 Directory

Thi s docunment defines techniques for representing two types of

i nformati on mapping in the OSI Directory: Mapping froma key to a val ue
(or set of values), as mi ght be done in a table | ookup, and mappi ng from
a di stinguished nane to an associ ated val ue (or values), where the

val ues are not defined by the owner of the entry. This is achieved by
use of a directory subtree. [ STANDARDS- TRCK]

2292 St evens Feb 1998 Advanced Sockets APl for |Pv6

The current docunent defines sone the "advanced" features of the sockets
APl that are required for applications to take advantage of additi onal
features of IPv6. This neno provides infornmation for the Internet
community. It does not specify an Internet standard of any ki nd.

2291 Slein Feb 1998 Requirenments for a Distributed
Aut hori ng and Ver si oni ng
Protocol for the Wrld Wde Wb

Thi s docunment presents a list of features in the formof requirenments
for a Web Distributed Authoring and Versioning protocol which, if

i mpl emented, would inprove the efficiency of common renote editing
operations, provide a |ocking mechanismto prevent overwite conflicts,
i mprove |ink managenent support between non-HTM. data types, provide a
sinple attribute-value nmetadata facility, provide for the creation and
readi ng of container data types, and integrate versioning into the WW
This meno provides information for the Internet comunity. |t does not
specify an Internet standard of any ki nd.

2290 Sol onon Feb 1998 Mobi | e-1 Pv4 Configuration
Option for PPP | PCP

Mobile I P [RFC 2002] defines nedi a-i ndependent procedures by which a
Mobi | e Node can mmintain existing transport and application-|ayer
connections despite changing its point-of-attachnent to the Internet and
wi thout changing its IP address. PPP [RFC 1661] provides a standard

net hod for transporting multi-protocol packets over point-to-point

links. As currently specified, Mbile I P Foreign Agents which support
Mobi | e Node connections via PPP can do so only by first assigning unique
addresses to those Mbil e Nodes, defeating one of the primary advant ages
of Foreign Agents. This docunments corrects this problem by defining the
Mobi | e-1 Pv4 Configuration Option to the Internet Protocol Contro
Protocol (IPCP) [RFC 1332]. Using this option, two peers can
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communi cate their support for Mbile IP during the | PCP phase of PPP.
Famliarity with Mobile I P [ RFC 2002], |IPCP [ RFC 1332], and PPP [RFC
1661] is assunmed. [ STANDARDS- TRACK]

2289 Hal | er Feb 1998 A One-Tinme Password System

Thi s docunment describes a one-tinme password authentication system (OIP).
The system provi des aut hentication for system access (login) and ot her
applications requiring authentication that is secure agai nst passive
attacks based on replayi ng captured reusabl e passwords. [ STANDARDS-

TRACK]

2288 Lynch Feb 1998 Usi ng Existing Bibliographic
Identifiers as Uniform
Resour ce Nanes

Thi s docunent di scusses how three major bibliographic identifiers (the
I SBN, I SSN and SICl) can be supported within the URN framework and the
currently proposed syntax for URNs. This neno provides infornmation for

the Internet conmunity. |t does not specify an Internet standard of any
ki nd.
2287 Krupczak Feb 1998 Definitions of System Leve

Managed Cbjects for Applications

This neno defines a portion of the Managenent |nformation Base (MB) for
use with network nanagenent protocols in the Internet community. In
particular, it describes a basic set of nanaged objects for fault,
configuration and performance managenent of applications froma systens
per specti ve. [ STANDARDS- TRACK]

2286 Kapp Feb 1998 Test Cases for HVAC Rl PEVMD160
and HVAC- Rl PEMD128
Thi s docunent provides two sets of test cases for HVAC- Rl PEMD160 and

HVAC- Rl PEMD128. This meno provides information for the |Internet
community. It does not specify an Internet standard of any ki nd.
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2285 Mandevi | | e Feb 1998 Benchmar ki ng Ter m nol ogy for
LAN Swi t chi ng Devi ces

This docunent is intended to provide termninol ogy for the benchmarki ng of
| ocal area network (LAN) switching devices. It extends the term nol ogy
al ready defined for benchmarking network interconnect devices in RFCs

1242 and 1944 to switching devices. This nmenpo provides information for

the Internet conmunity. |t does not specify an Internet standard of any
ki nd.
2284 Bl unk Mar 1998 PPP Ext ensi bl e Aut henti cation

Pr ot ocol (EAP)

The Point-to-Point Protocol (PPP) provides a standard nethod for
transporting nulti-protocol datagrans over point-to-point |inks. PPP

al so defines an extensible Link Control Protocol, which allows
negotiation of an Authentication Protocol for authenticating its peer
before all owing Network Layer protocols to transmt over the link. This
docunent defines the PPP Extensible Authentication Protocol

[ STANDARDS- TRACK]

2283 Bat es Feb 1998 Mul ti protocol Extensions for
BGP- 4

Thi s docunent defines extensions to BGP-4 to enable it to carry routing
information for nultiple Network Layer protocols (e.g., |IPv6, |PX
etc...). The extensions are backward conpatible - a router that supports
the extensions can interoperate with a router that doesn’'t support the
extensi ons. [ STANDARDS- TRACK]

2282 Gl vin Feb 1998 | AB and | ESG Sel ecti on
Confirmation, and Recal |
Process: Qperation of the
Nom nati ng and Recal
Commi tt ees

The process by which the nenbers of the 1AB and | ESG are sel ected,
confirmed, and recalled is specified. This docunent specifies an
Internet Best Current Practices for the Internet Community, and requests
di scussi on and suggestions for inprovenents.
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2281 Li Mar 1998 Ci sco Hot Standby Router
Pr ot ocol (HSRP)

The nmeno specifies the Hot Standby Router Protocol (HSRP). The goal of
the protocol is to allow hosts to appear to use a single router and to
mai ntain connectivity even if the actual first hop router they are using
fails. This nmeno provides information for the Internet comunity. It
does not specify an Internet standard of any kind.

2280 Al aettinoglu Jan 1998 Routing Policy Specification
Language (RPSL)

This meno is the reference docunent for the Routing Policy Specification
Language (RPSL). RPSL allows a network operator to be able to specify
routing policies at various levels in the Internet hierarchy; for
exanpl e at the Autononmpus System (AS) level. At the same tinme, policies
can be specified with sufficient detail in RPSL so that |ow | evel router
configurations can be generated fromthem RPSL is extensible; new
routing protocols and new protocol features can be introduced at any
time. [ STANDARDS- TRACK]

2279 Yer geau Jan 1998 UTF-8, a transformation format
of 1SO 10646

UTF-8, the object of this nenp, has the characteristic of preserving the
full US-ASCII range, providing conpatibility with file systens, parsers
and other software that rely on US-ASCI| val ues but are transparent to
ot her values. This nmenpo updates and replaces RFC 2044, in particular
addressi ng the question of versions of the rel evant standards.

[ STANDARDS- TRACK]

2278 Freed Jan 1998 | ANA Char set
Regi strati on Procedures

M ME [ RFC- 2045, RFC- 2046, RFC-2047, RFC-2184] and various ot her nopdern
Internet protocols are capable of using many different charsets. This in
turn neans that the ability to label different charsets is essential
This registration procedure exists solely to associate a specific nane
or nanmes with a given charset and to give an indication of whether or
not a given charset can be used in MM text objects. This document
specifies an Internet Best Current Practices for the Internet Community,
and requests discussion and suggestions for inprovenents.

Ranos I nf or mat i onal [ Page 6]



RFC 2299 Summary of 2200-2299 January 1999

2277 Al vest rand Jan 1998 | ETF Policy on Character Sets
and Languages

This docunent is the current policies being applied by the Internet

Engi neering Steering Goup (I ESG towards the standardization efforts in
the Internet Engineering Task Force (IETF) in order to help Internet
protocols fulfill these requirenments. This docunment specifies an
Internet Best Current Practices for the Internet Community, and requests
di scussi on and suggestions for inprovenents.

2276 Sol lins Jan 1998 Architectural Principles of
Uni f orm Resource Nane Resol ution

Thi s docunent addresses the issues of the discovery of URN (Uniform
Resource Nane) resolver services that in turn will directly translate
URNs into URLs (Uniform Resource Locators) and URCs (Uniform Resource
Characteristics). This nmeno provides information for the Internet
community. It does not specify an Internet standard of any ki nd.

2275 W j nen Jan 1998 Vi ew based Access Contro
Model (VACM for the
Si npl e Networ k Managemnent
Pr ot ocol ( SNWP)

Thi s docunment describes the View based Access Control Mdel for use in
the SNWP architecture [RFC2261]. It defines the Elenments of Procedure
for controlling access to managenent information. This docunment also
includes a M B for renotely managi ng the configuration paraneters for
the Vi ew based Access Control Mdel. [ STANDARDS- TRACK]

2274 Bl unent hal Jan 1998 User - based Security Model
(USM for version 3 of the
Si npl e Networ k Managemnent
Prot ocol (SNWPv3)

Thi s docunent describes the User-based Security Mddel (USM for SNWVP
version 3 for use in the SNWP architecture [ RFC2261]. It defines the
El ements of Procedure for providing SNVP nessage | evel security. This
docunment al so includes a MB for renotely nonitoring/ managi ng the
configuration paraneters for this Security Mdel. [ STANDARDS- TRACK]
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2273 Levi Jan 1998 SNMPv3 Applications

This neno describes five types of SNWP applications which nake use of an
SNMP engi ne as described in [RFC2261]. The types of application

descri bed are Conmmand CGenerators, Command Responders, Notification
Oiginators, Notification Receivers, and Proxy Forwarders. This neno

al so defines M B nodul es for specifying targets of managenent

operations, for notification filtering, and for proxy forwarding.

[ STANDARDS- TRACK]

2272 Case Jan 1998 Message Processing and
Di spatching for the Sinple
Net wor kK Managenent Protoco
( SNVP)

Thi s docunment describes the Message Processing and Di spatching for SNW
nmessages within the SNWP architecture [RFC2271]. It defines the
procedures for dispatching potentially rmultiple versions of SNW
nmessages to the proper SNVP Message Processing Moddels, and for

di spatching PDUs to SNWP applications. This docunent al so describes one
Message Processing Mbdel - the SNWPv3 Message Processing Model

[ STANDARDS- TRACK]

2271 Har ri ngt on Jan 1998 An Architecture for Describing
SNMP Managernent Framewor ks

Thi s docunent describes an architecture for describing SNMP Managenent
Framewor ks. The architecture is designed to be nodular to allow the
evol uti on of the SNMP protocol standards over tine. [ STANDARDS- TRACK]

2270 St ewart Jan 1998 Using a Dedicated AS for Sites
Honmed to a Single Provider

Wth the increased growmh of the Internet, the nunber of custonmers using
BGP4 has grown significantly. RFC1930 outlines a set of guidelines for
when one needs and should use an AS. However, the custonmer and service
provider (ISP) are left with a problemas a result of this in that while
there is no need for an allocated AS under the guidelines, certain
condi ti ons nake the use of BGP4 a very pragmatic and perhaps only way to
connect a customer honmed to a single ISP. This paper proposes a
solution to this problemin line with recormmendati ons set forth in
RFC1930. This neno provides information for the Internet comunity. |t
does not specify an Internet standard of any kind.
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2269 Arm t age Jan 1998 Usi ng the MARS Model in
non- ATM NBMA Net wor ks

Thi s docunment is intended to state the obvious equival ences, and explain
the I ess obvious inplications. This nmeno provides information for the

Internet conmunity. It does not specify an Internet standard of any
ki nd.
2268 Ri vest Mar 1998 A Description of the RC2(r)

Encryption Al gorithm

This neno describes a conventional (secret-key) block encryption
algorithm called RC2, which nay be considered as a proposal for a DES
replacement. This neno provides information for the Internet comunity.
It does not specify an Internet standard of any ki nd.

2267 Fer guson Jan 1998 Network I ngress Filtering:
Def eati ng Deni al of Service
Attacks whi ch enpl oy
| P Source Address Spoofing

Thi s paper discusses a sinple, effective, and straightforward nethod for
using ingress traffic filtering to prohibit DoS attacks which use forged
| P addresses to be propagated from ' behind an Internet Service
Provider’s (I SP) aggregation point. This meno provides information for

the Internet conmunity. It does not specify an Internet standard of any
ki nd.
2266 Flick Jan 1998 Definitions of Managed Objects

for | EEE 802. 12 Repeater Devices

This neno defines a portion of the Managenent |nformation Base (MB) for
use with network nmanagenent protocols in TCP/IP-based internets. In
particular, it defines objects for managi ng network repeaters based on

| EEE 802. 12. [ STANDARDS- TRACK]
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2265 W j nen Jan 1998 Vi ew based Access Contro
Model (VACM for the
Si npl e Networ k Managenent
Pr ot ocol ( SNWP)

Thi s docunment describes the View based Access Control Mdel for use in
the SNWP architecture [RFC2261]. It defines the Elements of Procedure
for controlling access to managenent information. This docunment also
includes a M B for renotely managi ng the configuration paraneters for
the Vi ew based Access Control Mdel. [ STANDARDS- TRACK]

2264 Bl unent hal Jan 1998 User - based Security Model
(USM for version 3 of the
Si npl e Networ k Managemnent
Pr ot ocol (SNWPv3)

Thi s docunent describes the User-based Security Mddel (USM for SNWVP
version 3 for use in the SNWP architecture [ RFC2261]. It defines the
El ements of Procedure for providing SNVWP nessage | evel security. This
docunment al so includes a MB for renotely nonitoring/ managi ng the
configuration paraneters for this Security Mdel. [ STANDARDS- TRACK]

2263 Levi Jan 1998 SNMPv3 Applications

This neno describes five types of SNWP applications which nake use of an
SNVP engi ne as described in [ RFC2261]. The types of application

descri bed are Command Cenerators, Command Responders, Notification
Oiginators, Notification Receivers, and Proxy Forwarders. This neno

al so defines M B nodul es for specifying targets of managenent

operations, for notification filtering, and for proxy forwarding.

[ STANDARDS- TRACK]

2262 Case Jan 1998 Message Processing and
Di spatching for the Sinple
Net wor kK Managenent Protoco
( SNVP)

Thi s docunment describes the Message Processing and Dispatching for SNW
nmessages within the SNWP architecture [ RFC2261]. It defines the
procedures for dispatching potentially rmultiple versions of SNW
nmessages to the proper SNVP Message Processing Mddels, and for

di spatching PDUs to SNWP applications. This docunent al so describes one
Message Processing Model - the SNWPv3 Message Processi ng Model

[ STANDARDS- TRACK]
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2261 Har ri ngt on Jan 1998 An Architecture for Describing
SNMP Managernent Framewor ks

Thi s docunent describes an architecture for describing SNMP Managenent
Frameworks. The architecture is designed to be nodular to allow the
evol uti on of the SNMP protocol standards over tine. [STANDARDS- TRACK]

2260 Bat es Jan 1998 Scal abl e Support for
Mul ti-homed Multi-provider
Connectivity

Thi s docunent describes addressing and routing strategies for nulti-
honed enterprises attached to multiple Internet Service Providers (ISPs)
that are intended to reduce the routing overhead due to these
enterprises in the global Internet routing system This nmenpo provides
information for the Internet community. It does not specify an |Internet
standard of any ki nd.

2259 Elliott Jan 1998 Si mpl e Nonencl at or Query
Pr ot ocol ( SNQP)

The Sinple Nonenclator Query Protocol (SNQP) allows a client to
conmuni cate with a descriptive nane service or other relational-style
qguery service. This nmeno provides information for the Internet
community. It does not specify an Internet standard of any kind

2258 Odille Jan 1998 I nternet Nonencl ator Project

The goal of the Internet Nomenclator Project is to integrate the
hundreds of publicly avail able CCSO servers fromaround the world. This
docunent provi des an overvi ew of the Nomencl ator system describes how
to register a CCSO server in the Internet Nonenclator Project, and how
to use the Nonmencl ator search engine to find people on the Internet.
This meno provides information for the Internet comunity. |t does not
specify an Internet standard of any ki nd.

2257 Dani el e Jan 1998 Agent Extensibility (AgentX)
Protocol Version 1

This neno defines a standardi zed framework for extensi ble SNVWP agents.
It defines processing entities called master agents and subagents, a
protocol (AgentX) used to comuni cate between them and the el enents of
procedure by which the extensi ble agent processes SNWP protoco
nessages. [ STANDARDS- TRACK]
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2256 Wanhl Dec 1997 A Summary of the X 500(96)
User Schema for use with LDAPv3

Thi s docunent provides an overview of the attribute types and object
cl asses defined by the 1SO and ITUT comrittees in the X 500 docunents,
in particular those intended for use by directory clients. [STANDARDS-

TRACK]

2255 Howes Dec 1997 The LDAP URL For mat

Thi s docunent describes a format for an LDAP Uni f orm Resource Locator.
[ STANDARDS- TRACK]

2254 Howes Dec 1997 The String Representation of
LDAP Search Filters

Thi s docunent defines a human-readable string format for representing
LDAP search filters. [ STANDARDS- TRACK]

2253 Wanhl Dec 1997 Li ght wei ght Directory Access
Protocol (v3): UTF-8 String
Repr esent ati on of
Di sti ngui shed Names

This specification defines the string fornmat for representing nanes,
whi ch is designed to give a clean representation of comonly used

di sti ngui shed nanes, while being able to represent any distingui shed
nane. [ STANDARDS- TRACK]

2252 Wanhl Dec 1997 Li ght wei ght Directory Access
Protocol (v3): Attribute
Syntax Definitions

Thi s docunent defines a set of syntaxes for LDAPv3, and the rul es by

which attribute values of these syntaxes are represented as octet
strings for transmission in the LDAP protocol. [ STANDARDS- TRACK]
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2251 Wanhl Dec 1997 Li ght wei ght Directory Access
Prot ocol (v3)

The protocol described in this docunent is designed to provide access to
directories supporting the X 500 nodels, while not incurring the
resource requirenments of the X 500 Directory Access Protocol (DAP).

[ STANDARDS- TRACK]

2250 Hof f man Jan 1998 RTP Payl oad Fornat for
MPEGL/ MPER Vi deo

Thi s meno descri bes a packetization scheme for MPEG vi deo and audi o
streanms. [ STANDARDS- TRACK]

2249 Fr eed Jan 1998 Mail Monitoring MB

This meno defines a portion of the Managenent |nformati on Base (MB) for
use with network nanagenent protocols in the Internet comunity.
Specifically, this meno extends the basic Network Services Monitoring
MB [8] to allow nonitoring of Message Transfer Agents (MFAs). It may

al so be used to nonitor MIA conmponents within gateways. [ STANDARDS-

TRACK]

2248 Fr eed Jan 1998 Net wor k Services Mnitoring MB

This MB may be used on its own for any application, and for nost sinple
applications this will suffice. This MB is also designed to serve as a
bui | di ng bl ock which can be used in conjunction with application-
specific nmonitoring and managenent. [ STANDARDS- TRACK]

2247 Kille Jan 1998 Usi ng Domai ns in LDAP/ X. 500
Di sti ngui shed Names
Thi s docunent defines an algorithmby which a nane registered with the

Internet Donain Name Service [2] can be represented as an LDAP
di stingui shed nanme. [ STANDARDS- TRACK]
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2246 Di er ks Jan 1999 The TLS Protocol Version 1.0

Thi s docunent specifies Version 1.0 of the Transport Layer Security
(TLS) protocol. The TLS protocol provides comruni cations privacy over
the Internet. The protocol allows client/server applications to
conmuni cate in a way that is designed to prevent eavesdropping,
tanpering, or nmessage forgery. [ STANDARDS- TRACK]

2245 Newran Nov 1997 Anonynous SASL Mechani sm

As plaintext |ogin conmands are not permtted in new | ETF protocols, a
new way to provide anonymous |login is needed within the context of the
SASL [SASL] framework. [ STANDARDS- TRACK]

2244 Newrran Nov 1997 ACAP -- Application
Configuration Access Protoco

The Application Configuration Access Protocol (ACAP) is designed to
support renmpte storage and access of program option, configuration and
preference i nformation. [ STANDARDS- TRACK]

2243 Met z Nov 1997 OTP Ext ended Responses

Thi s docunent provides a specification for a type of response to an OTP
[ RFC 1938] challenge that carries explicit indication of the response’s
encodi ng. This docunent al so provides a specification for a response
that allows an OTP generator to request that a server re-initialize a
sequence and change paraneters such as the secret pass phrase.

[ STANDARDS- TRACK]

2242 Dr ons Nov 1997 Net War e/ | P Domai n Nane and
| nf or mati on

Thi s docunent defines options that carry NetWare/lP donai n name and
Net Ware/ | P sub-options to DHCP clients. [ STANDARDS- TRACK]
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2241 Pr ovan Nov 1997 DHCP Options for Novel
Directory Services

Thi s docunent defines three new DHCP options for delivering
configuration information to clients of the Novell Directory Services.
Thi s docunent defines three new DHCP options for delivering
configuration information to clients of the Novell Directory Services.
[ STANDARDS- TRACK]

2240 Vaughan Nov 1997 A Legal Basis for Domain Nanme
Al 'l ocation

The purpose of this nenp is to focus discussion on the particul ar
problens with the exhaustion of the top | evel domain space in the
Internet and the possible conflicts that can occur when nultiple

organi sations are vying for the sane name. This neno provides
information for the Internet community. It does not specify an |Internet
standard of any ki nd.

2239 de G aaf Nov 1997 Definitions of Managed Objects
for | EEE 802.3 Medi um
Attachnment Units (MAUs) using SMv2

This neno defines an portion of the Managenment |nfornati on Base (M B)
for use with network managenent protocols in the Internet conmunity. In
particular, it defines objects for managi ng 10 and 100 M/ second Medi um
Attachment Units (MAUs) based on I EEE Std 802.3 Section 30, "10 & 100
Mo/ s Managenent," Cctober 26, 1995. [ STANDARDS- TRACK]

2238 C oust on Nov 1997 Definitions of Managed Objects
for HPR using SMv2

This neno defines a portion of the Managenent |nformation Base (MB) for
use with network nanagenent protocols in the Internet community. In
particular, it defines objects for nonitoring and controlling network
devices with HPR (Hi gh Perfornance Routing) capabilities. This nmenp
identifies managed objects for the HPR protocol. [ STANDARDS- TRACK]

2237 Tamar u Nov 1997 Japanese Character Encodi ng
for Internet Messages
This neno defines an encodi ng schene for the Japanese Characters,

descri bes "1SO 2022-JP-1", which is used in electronic mail [RFC 822],
and network news [RFC 1036]. Also this neno provides a listing of the
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Japanese Character Set that can be used in this encoding schenme. This
meno provides information for the Internet comunity. It does not
specify an Internet standard of any ki nd.

2236 Fenner Nov 1997 I nternet G oup Managenent
Protocol, Version 2

This neno docunents | GWv2, used by IP hosts to report their mnulticast
group nenberships to routers. It updates STD 5, RFC 1112. [ STANDARDS-

TRACK]

2235 Zakon Nov 1997 Hobbes’' Internet Tineline

Thi s docunment presents a history of the Internet in tineline fashion

hi ghl i ghting some of the key events and technol ogi es which hel ped shape
the Internet as we know it today. A growh sumary of the Internet and
some associ ated technologies is also included. This nmeno provides
information for the Internet community. It does not specify an |Internet
standard of any ki nd.

2234 Cr ocker Nov 1997 Augnent ed BNF for Syntax
Speci fications: ABNF

In the early days of the Arpanet, each specification contained its own
definition of ABNF. This included the email specifications, RFC733 and
t hen RFC822 whi ch have come to be the common citations for defining
ABNF. The current docunment separates out that definition, to permt
selective reference. Predictably, it also provides sone nodifications
and enhancenents. [ STANDARDS- TRACK]

2233 McCl oghri e Nov 1997 The Interfaces G oup MB using
SM v2

This meno defines a portion of the Managenent |nformation Base (MB) for
use with network nanagenent protocols in the Internet community. In
particular, it describes nanaged objects used for managi ng Network
Interfaces. [ STANDARDS- TRACK]

Ranos | nf or mat i onal [ Page 16]



RFC 2299 Summary of 2200-2299 January 1999

2232 C oust on Nov 1997 Definitions of Managed (bjects
for DLUR using SMv2

This neno defines a portion of the Managenent |nformation Base (MB) for
use with network nmanagenent protocols in the Internet community. In
particular, it defines objects for nonitoring and controlling network
devices with DLUR (Dependent LU Requester) capabilities. This neno
identifies managed objects for the DLUR protocol. [ STANDARDS- TRACK]

2231 Fr eed Nov 1997 M ME Par anet er Val ue and
Encoded Word Ext ensi ons:
Character Sets, Languages, and
Conti nuati ons

This neno defines extensions to the RFC 2045 nedia type and RFC 2183
di sposition paraneter value nmechanisms. This nenp al so defines an
extension to the encoded words defined in RFC 2047 to allow the
specification of the |Ianguage to be used for display as well as the
character set. [ STANDARDS- TRACK]

2230 At ki nson Nov 1997 Key Exchange Del egati on Record
for the DNS

This note describes a nechani sm whereby aut horisation for one node to
act as key exchanger for a second node is del egated and made avail abl e
via the Secure DNS. This nechanismis intended to be used only with the
Secure DNS. This nmeno provides information for the Internet conmunity.
It does not specify an Internet standard of any ki nd.

2229 Faith Cct 1997 A Dictionary Server Protoco
The Dictionary Server Protocol (DI CT) is a TCP transaction based
guery/ response protocol that allows a client to access dictionary
definitions froma set of natural |anguage dictionary databases. This
meno provides information for the Internet comunity. It does not
specify an Internet standard of any ki nd.

2228 Horowi t z Cct 1997 FTP Security Extensions

Thi s docunent defines extensions to the FTP specification STD 9, RFC
959, "FILE TRANSFER PROTOCOL (FTP)" (Cctober 1985). [ STANDARDS- TRACK]
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2227 Mogul Cct 1997 Simple Hit-Metering and
Usage-Limting for HTTP

Thi s docunent proposes a sinple extension to HITP, using a new "Meter"

header. [ STANDARDS- TRACK]

2226 Smith Cct 1997 | P Broadcast over ATM Networ ks

This neno describes how the IP nulticast service being devel oped by the

| P over ATM wor ki ng group nmay be used to support |P broadcast

transm ssion. [ STANDARDS- TRACK]

2225 Laubach Apr 1998 Classical IP and ARP over ATM

This meno defines an initial application of classical IP and ARP in an

Asynchronous Transfer Mde (ATM network environment configured as a
Logi cal I P Subnetwork (LIS). [ STANDARDS- TRACK]

2224 Cal | aghan Cct 1997 NFS URL Schene

A new URL schenme, 'nfs’ is defined. It is used to refer to files and
directories on NFS servers using the general URL syntax defined in RFC
1738, "Uniform Resource Locators (URL)". This meno provides information
for the Internet community. It does not specify an Internet standard of
any ki nd.

2223 Post el Cct 1997 Instructions to RFC Aut hors

This Request for Comments (RFC) provides information about the
preparation of RFCs, and certain policies relating to the publication of
RFCs. This neno provides information for the Internet community. This
nmeno does not specify an Internet standard of any ki nd.

2222 Myers Cct 1997 Si npl e Aut henticati on and
Security Layer (SASL)

Thi s docunent describes a nethod for addi ng authentication support to
connection-based protocols. [ STANDARDS- TRACK]

Ranos | nf or mat i onal [ Page 18]



RFC 2299 Summary of 2200-2299 January 1999

2221 Gahr ns Cct 1997 | MAP4 Login Referrals

When dealing with | arge amounts of users and nany | MAP4 [ RFC- 2060]
servers, it is often necessary to nove users fromone | MAP4 server to
another. Login referrals allowclients to transparently connect to an
alternate | MAP4 server, if their home | MAP4 server has changed.

[ STANDARDS- TRACK]

2220 Guent her Cct 1997 The Applicati on/ MARC Cont ent -
type

Thi s nenorandum provi des a nmechani smfor representing objects which are
files of Machi ne-Readabl e Catal ogi ng records (MARC). The MARC formats
are standards for the representati on and conmuni cati on of bibliographic
and related information. A MARC record contains netadata for an

i nformation resource followi ng MARC format specifications. This neno
provides information for the Internet conmunity. It does not specify an
Internet standard of any kind.

2219 Ham | t on Cct 1997 Use of DNS Aliases for Network
Ser vi ces

It has becone a commopn practice to use synbolic names (usually CNAMES)
in the Domai n Name Service (DNS - [RFC-1034, RFC-1035]) to refer to
network services such as anonynous FTP [ RFC-959] servers, Gopher [RFC
1436] servers, and nost notably Wrld-Wde Wb HTTP [ RFC- 1945] servers.
This is desirable for a nunber of reasons. It provides a way of nobving
servi ces fromone nachine to another transparently, and a nechani sm by
whi ch people or agents may programmati cally discover that an

organi zation runs, say, a Wrld-Wde Wb server. Al though this approach
has been al nost universally adopted, there is no standards docunent or
sim |l ar specification for these commonly used nanmes. This documnent
seeks to rectify this situation by gathering together the extant
"folklore’ on nam ng conventions, and proposes a nechanism for
accommodati ng new protocols. This docunment specifies an Internet Best
Current Practices for the Internet Community, and requests di scussion
and suggestions for inprovenents.

2218 Genovese Cct 1997 A Conmon Schema for the
Internet White Pages Service
Thi s docunment specifies the m ninmumset of core attributes of a Wite

Pages entry for an individual and descri bes how new objects with those
attri butes can be defined and published. [ STANDARDS- TRACK]
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2217 dark Cct 1997 Tel net Com Port Control Option

This meno proposes a protocol to allow greater use of nodens attached to
a network for outbound dialing purposes. This nmeno defines an
Experinental Protocol for the Internet conmunity.

2216 Shenker Sep 1997 Net wor k El ement Service
Speci fication Tenpl ate

Thi s docunent defines a framework for specifying services provided by
network el enents, and available to applications, in an internetwork

whi ch offers nmultiple qualities of service. The docunent first provides
some necessary context -- including relevant definitions and suggested
data formats -- and then specifies a "tenplate" which service

speci fication docunments should follow. This neno provides information
for the Internet community. It does not specify an Internet standard of
any ki nd.

2215 Shenker Sep 1997 General Characterization
Paraneters for Integrated
Servi ce Network El enments

This neno defines a set of general control and characterization
paraneters for network el ements supporting the |IETF integrated services
QS control framework. [ STANDARDS- TRACK]

2214 Baker Sep 1997 I ntegrated Services Managenent
I nformati on Base Cuarant eed
Servi ce Extensions using SMv2

This neno defines a portion of the Managenent |nformation Base (MB) for
use with network nmanagenent protocols in TCP/IP-based internets. In
particular, it defines objects for managing the the interface attributes
defined in the Guaranteed Service of the Integrated Services Model

[ STANDARDS- TRACK]

2213 Baker Sep 1997 I ntegrated Services Managenent
I nformati on Base using SMv2

This neno defines a portion of the Managenent |nformation Base (MB) for
use with network nanagenent protocols in TCP/IP-based internets. In
particular, it defines objects for managing the the interface attributes
defined in the Integrated Services Mdel. [STANDARDS- TRACK]
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2212 Shenker Sep 1997 Speci fication of Guaranteed
Quality of Service

This meno descri bes the network el ement behavior required to deliver a
guar ant eed servi ce (guaranteed delay and bandwidth) in the Internet.
[ STANDARDS- TRACK]

2211 W ocl awski Sep 1997 Specification of the
Control | ed- Load Networ k
El enment Service

This meno specifies the network el ement behavior required to deliver
Controlled-Load service in the Internet. [ STANDARDS- TRACK]

2210 W ocl awsKki Sep 1997 The Use of RSVP with | ETF
I ntegrated Services

This note describes the use of the RSVP resource reservation protoco
with the Controlled-Load and Guaranteed QoS control services.
[ STANDARDS- TRACK]

2209 Br aden Sep 1997 Resour ce ReSerVation Protoco
(RSVP) -- Version 1 Message
Processi ng Rul es

This nenp contains an algorithm c description of the rules used by an

RSVP i npl enentation for processing nmessages. It is intended to clarify
the version 1 RSVP protocol specification. This nmeno provides
information for the Internet community. It does not specify an |Internet

standard of any ki nd.

2208 Manki n Sep 1997 Resource ReSerVation Protoco
(RSVP) Version 1 Applicability
St at enent Some Cui del i nes on
Depl oynent

Thi s docunent describes the applicability of RSVP along with the
Integrated Services protocols and other conponents of resource
reservation and offers guidelines for deploynent of resource reservation
at this tinme. This neno provides information for the Internet comunity.
It does not specify an Internet standard of any ki nd.
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2207 Ber ger Sep 1997 RSVP Ext ensions for |PSEC Data
FI ows

Thi s docunent presents extensions to Version 1 of RSVP. These
extensions permt support of individual data flows using RFC 1826, IP
Aut henti cati on Header (AH) or RFC 1827, |P Encapsul ating Security

Payl oad (ESP). [ STANDARDS- TRACK]

2206 Baker Sep 1997 RSVP Managenent | nformation
This neno defines a portion of

This neno defines a portion of the Managenent |nformation Base (MB) for
use with network nmanagenent protocols in TCP/IP-based internets. In
particular, it defines objects for managi ng the Resource Reservation
Protocol (RSVP) within the interface attributes defined in the
Integrated Services Mdel. [ STANDARDS- TRACK]

2205 Br aden Sep 1997 Resour ce ReSerVation Protoco
(RSVP) - - Version 1 Functi onal
Speci fication

This neno describes version 1 of RSVP, a resource reservation setup
protocol designed for an integrated services Internet. RSVP provides
receiver-initiated setup of resource reservations for nmulticast or

uni cast data flows, with good scaling and robustness properties.

[ STANDARDS- TRACK]

2204 Nash Sep 1997 ODETTE Fil e Transfer Protoco

This neno describes a file transfer protocol to facilitate electronic
data i nterchange between trading partners. This nmeno provides
information for the Internet community. It does not specify an |Internet
standard of any ki nd.

2203 Ei sl er Sep 1997 RPCSEC_GSS Protocol Specification
This neno describes an ONC/ RPC security flavor that all ows RPC protocols

to access the Ceneric Security Services Application Programi ng
Interface (referred to henceforth as GSS-APlI). [ STANDARDS- TRACK]
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2202 Cheng Sep 1997 Test Cases for HVAC- MD5 and
HVAC- SHA- 1

Thi s docunent provides two sets of test cases for HVAC- MD5 and HVAC
SHA- 1, respectively. HVAC-MD5 and HVAC-SHA-1 are two constructs of the
HVAC [ HMAC] nessage aut hentication function using the MD5 [ MD5] hash
function and the SHA-1 [SHA] hash function. This nmenpo provides
information for the Internet community. This neno does not specify an
Internet standard of any kind.

2201 Bal | ardi e Sep 1997 Core Based Trees (CBT)
Mul ticast Routing Architecture

CBT is a multicast routing architecture that builds a single delivery
tree per group which is shared by all of the group’s senders and
receivers. This nenpo defines an Experinmental Protocol for the Internet
conmuni ty.

2200 | AB Jun 1997 I NTERNET OFFI Cl AL PROTOCOL
STANDARDS

A di scussion of the standardi zation process and the RFC docunent series
is presented first, followed by an explanation of the terns. Sections
6.2 - 6.10 contain the lists of protocols in each stage of

standardi zation. Finally are pointers to references and contacts for
further information. [STANDARDS- TRACK]

Security Considerations

There are no security issues in this Informational RFC
Aut hor’ s Address

Al egre Ranps

Uni versity of Southern California

Information Sciences Institute

4676 Adnmiralty Way

Mari na del Rey, CA 90292

Phone: (310) 822-1511
EMai |l : ranmpbs@ si . edu
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Ful I Copyright Statenent
Copyright (C) The Internet Society (1999). Al Rights Reserved.

Thi s docunent and translations of it nmay be copied and furnished to
ot hers, and derivative works that comment on or otherw se explain it
or assist inits inplenentation may be prepared, copied, published
and distributed, in whole or in part, without restriction of any

ki nd, provided that the above copyright notice and this paragraph are
i ncluded on all such copies and derivative works. However, this
docunent itself may not be nodified in any way, such as by renoving
the copyright notice or references to the Internet Society or other
I nternet organi zati ons, except as needed for the purpose of
devel opi ng I nternet standards in which case the procedures for
copyrights defined in the Internet Standards process nust be
followed, or as required to translate it into |Ianguages other than
Engli sh.

The limted perm ssions granted above are perpetual and will not be
revoked by the Internet Society or its successors or assigns.

Thi s docunent and the information contained herein is provided on an
"AS | S" basis and THE | NTERNET SOCI ETY AND THE | NTERNET ENG NEERI NG
TASK FORCE DI SCLAI M5 ALL WARRANTI ES, EXPRESS OR | MPLI ED, | NCLUDI NG
BUT NOT LI M TED TO ANY WARRANTY THAT THE USE OF THE | NFORMATI ON
HEREI N W LL NOT | NFRI NGE ANY RI GHTS OR ANY | MPLI ED WARRANTI ES OF
MERCHANTABI LI TY OR FI TNESS FOR A PARTI CULAR PURPCSE.
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