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0. | nt r oducti on

The Transport Protocol Standard is one of a set of International
St andards produced to facilitate the interconection of conputer
systens. The set of standards covers the services and protocols
required to achi eve such interconnection

The Transport Protocol Standard is positioned with respect to
other related standards by the | ayers defined in the Reference Mdel
for Open Systens Interconnection (1SO 7498). It is nost closely
related to, and lies within the field of application of the Transport
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Service Standard (DP aaaa). It also uses and makes reference to the
Net wor k Service Standard (DP bbbb), whose provisions it assunes in
order to acconplish the transport protocol’s ainms. The
interrelationship of these standards is depicted in Figure 1.

----------------------------------- TRANSPORT SERVI CE DEFI NI TI ON- - - - -

Transport --Reference to ain---------------
Pr ot ocol
Speci fication --Reference to assunptions--------

Figure 1 - Relationship between the transport protocol and adjacent
servi ces

The standard specifies a conmon encodi ng and a nunber of
cl asses of transport protocol procedures to be used with different
network qualities of service.

It is intended that the Transport Protocol should be sinple
but general enough to cater for the total range of Network Service
gualities possible, without restricting future extensions.

The protocol is structured to give rise to classes of protocol
whi ch are designed to mininize possible inconpatibilities and
i mpl enentati on costs.

The cl asses are selectable with respect to the Transport and
Net work Services in providing the required quality of service for the
i nterconnection of two session entities (note that each cl ass provides
a different set of functions for enhancenent of service qualities).

This protocol standard is concerned with optim sation of network
tariffs and the followi ng qualities of service:

a) different throughput rates;

b) different error rates;

c) integrity of data requirenents;
d) reliability requirenents.

The aimof this standard is primarily to provide a definition
for inplenentors. Since the protocol is conplex, the docunent contains
much material which is advisory or descriptive, but mandatory
requi rements on inplenentations are clearly identified.

It should be noted that, as the nunber of valid protocol sequences
is very large, it is not possible with current technology to verify that an
i mpl ementation will operate the protocol defined in this docunent
correctly under all circunstances. It is possible by neans of testing
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to establish confidence that an inplenmentation correctly operates the
protocol in a representative sanple of circunstances. It is, however,
intended that this standard can be used in circunstances where two

i mpl ementations fail to communicate in order to deterni ne whether one
or both have failed to operate the protocol correctly.

The variations and options available within this standard are
essential to enable a Transport Service to be provided for a w de
variety of applications over a variety of network qualities. Thus, a
mninmally conformng inplenmentation will not be suitable for use in
all possible circunmstances. It is inmportant therefore to qualify al
references to this standard with statenents of the options provided or
required or with statenents of the intended purpose of provision or
use.

1. Scope and Field of Application
1.1 This International Standard Specifies:

a) five classes of procedures

1) Cdass 0. Sinple class;

2) Cass 1. Basic error recovery class;

3) dass 2. Miltiplexing class;

4) Class 3. FError recovery class;

5) dass 4. Error detection and recovery cl ass,

for the transfer of data and control information from
one transport entity to a peer transport entity;

b) the neans of negotiating the class of procedures to be
used by the transport entities;

c) the encoding of the transport protocol data units used for
the transfer of data and control information

d) the functional requirenments of equipnent within a
computer systemclaimng to i nplenent these procedures.

1.2 The procedures are defined in terns of:

a) the interactions between peer transport entities through
the exchange of transport protocol data units;

b) the interactions between a transport entity and the

Page

transport service user in the sane systemthrough the exchange o

transport service primtives;

c) the interactions between a transport entity and the
networ k service provider through the exchange of network
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service primtives.
1.3 This International Standard is applicable to equi pnent which
supports the Transport Layer of the OSI Reference Mddel and which
wi shes to interconnect in an open systens environnent.

2. Ref er ences

| SO 7498 Informati on processing systens - Qpen systens inter-
connection - Basic Reference Mdel

DP aaaa Information processing systens - Qpen systens inter-
connection - Transport service definition (N1169).

DP bbbb Information processing systens - Qpen systens inter-
connection - Connection-oriented network service
definition (N729)

Section One - Genera

3. Definitions

3.1 Equi prent: Hardware or software or a conbination of both; it
need not be physically distinct within a conputer system

3.2 Transport service user: An abstract representation of the
totality of those entities within a single systemthat nake
use of the transport service.

3.3 Net wor k service provider: An abstract machi ne which nodel s
the totality of the entities providing the network service,
as viewed by a transport entity.

Expl anat ory Notes
1. Definitions 3.1 to 3.3 relate to terns used in clause 1.

2. This standard nakes use of the terms, concepts, and
definition defined in | SO 7498.

4. Synbol s and Abbrevi ati ons

4.1 Data Units
TPDU Transport protocol data unit
TSDU Transport service data unit

NSDU Net wor k service data unit

4.2 Types of transport protocol data units
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4.5

98989

ED
AK

it

RJ

TPDU
TPDU
TPDU
TPDU
TPDU
TPDU
TPDU
TPDU
TPDU

ERR TPDU

TPDU fi el ds

L

coT
TSAP-1 D

DST- REF
SCE- REF
EOT
TPDU- NR
ED- TPDU- NR
YR- TU- NR

Par anet er s

T (R
T (9

Ti mer vari abl es

T1

O her vari abl es

n

p

Speci fication

Organi zati on

Connection request TPDU
Connection confirm TPDU

Di sconnect request TPDU

Di sconnect confirm TPDU
Dat a TPDU

Expedi ted data TPDU

Dat a acknow edge TPDU
Expedi t ed acknowl edge TPDU
Rej ect ed TPDU

Error TPDU

Length indicator (field)

Credit (field)

Transport service access point identifier
(field)

Destination reference (field)

Source reference (field)

End of TSDU nark

DT TPDU nunber (fiel d)

ED TPDU nunber (field)

Sequence nunber response (field)

Recei ve sequence nunber
Send sequence nunber

El apse tine between retransm ssions

The maxi mum nunber of retransm ssions

Bound for the maxi numtine between the
decision to transmt a TPDU and the recei pt of
any response relating to it

Maxi mum tinme for a reassignment to take place
before TC failure is assuned

Inactivity timer - Maximumtine allowed to

el apse between recei pt of TPDUs before TC
failure is assuned

W ndow tinmer - Maxi muminterval between trans-
nm ssion of up to date w ndow i nfornation

The nunber of bits in the sequence nunber
field

The nunber of bits in the credit field of a
CR, CC or AK TPDU

Page
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4.7 M scel | aneous
TS- user Transport service user
TSAP Transport service access point
NSAP Net wor kK servi ce access point
TC Transport connection
NC Net wor k Connecti on

5. Overvi ew of the Transport Protoco

5.1 Servi ce Provided by the Transport Layer

The services provided by the protocol described in this
docunment are connection-oriented services. They are defined in
docunent DP aaaa. The Transport Service primtives provided are
sunmarized in Figure 1.
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Primtive
T- CONNECT Request
I ndi cation
T- CONNECT Response

T- DATA Request TS- User dat a.
I ndi cati on
T- EXPEDI TED Request TS- User dat a.
DATA I ndi cati on
T- DI SCONNECT Request TS- User dat a.
T- DI SCONNECT I ndi cati on Di sconnect reason, TS-User
dat a.
Figure 1. Transport Service Primtives
5.2 Service Assunmed fromthe Network Layer

The transport protocol
the Network Services described in DP bbbb.

Confirmati on

Par anet er s

To Transport Address, From
Transport Address, Expedited
Data Option, Quality of
Service, TS-User data.

Respondi ng Address, Quality
of Service, Expedited Data
Option, TS-User data.

described in this docunent assunes of

The Networ k Service

primtives used are sumarized in Figure 2.

Page



| SO Transport Protocol Specification Page
9
International Standards Organization

Primtive XY Par anet er s XI'YlZ
N- CONNECT Request X Cal | ed Address, X
I ndi cation X Cal li ng Address, X
Response X NS- User dat a, Z
Confirnmation X Qcs. X
N- DATA Request X NS- User dat a, X
| ndi cati on X Conf. Request Y
N- DATA Request Y
ACKNOALEDGE | ndi cati on
N- EXPEDI TED Request Y
DATA I ndi cation NS- User data Y
N RESET Request X
I ndi cation X
Response X
Confirmation X
N- DI SCONNECT Request X NS- User data z
I ndi cation X

X - The Transport Protocol assumes that this facility is
provided in all networks.

Y - The Transport Protocol assunmes that this facility is
provi ded in sone networks and a nmechanismis provided
to optionally use the facility.

Z - The Transport Protocol does not use this paraneter.

Figure 2. Network Service Primtives
5.3 Functions of the Transport Layer
5.3.1 Connection Oiented Functions
5.3.1.1 Overview of Functions
The functions in the transport |ayer are at |east those
necessary to bridge the gap between the services available fromthe
network | ayer and those to be offered to the transport users.

The functions in the transport |ayer are concerned with the

enhancenent of quality of service, including all aspects of cost

optim zation. They are described bel ow, the descriptions are grouped
into those concerned with the establishment phase, the data transfer
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phase, and the rel ease phase.
5.3.1.1.1 Establishment Phase

The goal of the establishnent phase is to establish a
transport connection, i.e., between two transport users. The
functions of transport layer during this phase nust match the
requested class of services with the services provided by the network
| ayer as foll ows:

0 Select network service which best matches the requirenent
of the TS-user taking into account charges for various
servi ces.

0 Decide whether to nmultiplex nultiple transport connection
onto a single network connecti on.

o Establish the optinmm TPDU si ze.

0o Select the functions that will be operational upon entering
the data transfer phase.

o Mp transport addresses onto network addresses.

o Provide a nmeans to distinguish between two different
transport connections.

o Transportation of user’s data.
5.3.1.1.2 Data Transfer Phase

The purpose of the data transfer phase is to pernit two-way
si mul t aneous transport of TSDUs between the session entities connected
by the transport connection. This purpose is achieved by nmeans of
two-way sirmultaneous comrunication in the Transport protocol and by
the followi ng functions. Each of these functions is used or not used
in accordance with the result of the selection perforned in the
establ i shment phase.

o Concatenation and Separation

A function used to collect several TPDUs into a single
NSDU; the destination transport entity separates the TPDUs.

0 Segnenting and Reassenbling
The splitting of a single data TSDU into nmultiple TPDUs

which are reassenbled into their original format at the
desti nati on.
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5.3.1.1.3

Mul ti pl exi ng and Denul ti pl exi ng

A function used to share a single network connection
between two or nore transport connections.

Splitting and Reconbi ng

A function allow ng the sinmultaneous use of two or nore
networ k connections to support the same transport connec-
tion.

FIl ow Contro

A function used to regulate the flow of TPDUs between two
transport entities on one transport connection.

Error Detection

A function used to detect the |oss, corruption,
duplication, msordering or msdelivery of TPDUs.

Transport Connection ldentification

A means to uniquely identify a transport connection
between the pair of transport entities supporting the
connection during the lifetine of the transport
connecti on.

Error Recovery

A function used to recover fromdetected and signall ed
errors.

Expedi ted Data

A function used to bypass the flow control of nornmal data
TPDU. Expedited data TPDUs' flow is controlled by
separate flow control

TSDU Delimting

A function used to determ ne the beginning and endi ng of
a TSDU.

Rel ease Phase

A function to provide a disconnection of the transport
connection, regardless of the current activity.

5.3.1.2 dasses and Options
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A class defines a set of functions. In this protocol five
cl asses are defi ned:

o Cass 0: Sinple dass

o Cass 1: Basic Error Recovery d ass

o Cass 2: Miltiplexing d ass

o Cass 3: Error Recovery and Miltiplexing C ass
o Class 4: FError Detection and Recovery d ass.

Note that with the exception of classes 0 and 1, transport
connections of different class nay be multipl exed together
onto the sane network connection

5.3.1.2.2 Options within C asses
Options define potential functions which may be used within
a cl ass.
5.3.1.2.3 Negotiation
Cl asses and options within classes are negotiated during
t he connection establishnent phase.
5.3.1.2.4 Choice of the Cass of Protoco
The choice will be made by the transport entities according
to:
0 the users requirement expressed via T- CONNECT service
primtives. |In particular, for the choice of the
class of protocol, the follow ng rules apply:
- if the TS-User requests either transnission of
user data during the connection phase, or use of
Expedited data transfer, then Cass 0 cannot be
sel ect ed.
- if the TS-User requests use of Expedited data
transfer, then Class 2 with the non-explicit
flow control option cannot be sel ected.
o the quality of the avail able Network services;
o the user required service versus cost ratio
acceptable for the transport user.
The following is a classification of network services in terns
of quality with respect to error behavior relative to the user
requirements. |Its main purpose is to provide a basis for the decision

regardi ng which class of transport connection should be used on top of

Page
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a given network connection
Type A: Network connection with acceptable residual error
rate (for exanple not signalled by "clear’ or 'reset’)
and acceptable rate of signalled failures.
Type B: Network connections with acceptable residual error
rate (for exanple not signalled by "clear’ or 'reset’)
but unacceptable rate of signalled fail ures.

Type C. Network connections with residual error rate not
acceptable to the TS user

It is assumed that each transport entity is aware of the
quality of service provided by particul ar Network connections.

5.3.1.3 Potential Functions

The protocol described in this docunent does not include the
follow ng set of functions which have been identified as potenti al
transport layer functions:

0o provision for encryption

o provision for accounting nechani sns

o provision for status exchanges and nmonitoring of quality
of service

o provision for bl ocking

0 tenporary rel ease of network connections

5.4 Model of the Transport Layer
TSAP TSAP
Transport Protocol Transport Protocol
Entity Entity
NSAP  ------- NSAP  -------
| ( NSAP) | ( NSAP)

A Transport Protocol entity within the Transport Layer
conmmuni cates with a Transport User through a TSAP by neans of the
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service primtives as defined by the transport service definition DP
aaaa. Service primtives will cause or be the result of Transport
Protocol Data Unit exchanges between the peer Transport Protocol
entities supporting a Transport Connection. These protocol exchanges
are effected using the services of the Network Layer as defined by the
Net wor k Service Definition DP bbbb through one or nore NSAPs.

Transport connection endpoints are identified in end systens
by an internal, inplenentation dependent, nechanismso that the
Transport User and the Transport Protocol entity can refer to each
Transport connecti on.

Section Two - Transport Protocol Specification
6. Prot ocol Mechani snms

Several functions are described as ’'inherent’ or ’pervasive’.
I nherent functions nust be invoked for every transport connecti on.
Pervasi ve functions are optional, but if one is invoked for the first
transport connection over a network connection, it nust also be invoked
for any and all other transport connections which use that network
connection during its lifetine.

6.1 Assignment to Network Connection

Purpose: Assignment of transport connections to network
connecti ons.

Net work Service Primtives:

N- CONNECT
N- DI SCONNECT

Descri ption:
This function is inherent.

Before a transport connection can be created or used, it nust
be assigned to one (or nore if splitting function is being used)
networ k connection(s). Both transport entities involved nust becone
aware of this assignnent. A transport connection nay be assigned to a
sui tabl e exi sting network connection; one or nore new network
connections may al so be created for the purpose.

An exi sting network connection, which connects the rel evant
transport entities, is unsuitable for assignment of a transport
connection if, for exanple:

o the quality of service needed for the transport connection
can not be nmet by using or enhancing the network
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connecti on.

o0 the protocol class preferred or in use for the transport
connection is inconpatible with the current usage of the
networ k connection as regards the use of pervasive
functions (e.g., multiplexing).

When a new network connection is created, the quality of
service requested is a local matter, though it will normally be
related to the requirenments of transport connection(s) expected to be
assigned to it.

A Networ k Connection with no transport connections will be
avail able after initial establishnent or because explicit
di sconnection of all the transport connections previously assignhed to
it has taken place. Either Transport entity nmay as a | ocal
matter choose to di sconnect the Network Connection or assign other
Transport Connections to it.

6.2 Transport Protocol Data Unit (TPDU) Transfer

Purpose: To convey transport protocol data unit in user
data fields of network service primtives.

Network Service Primtives

N- DATA
N- EXPEDI TED DATA

Descri ption:
This function is inherent.

The Transport Protocol Data Units (TPDUs) defined for the
protocol are listed in Figure 3.

TPDU nane Abbr evi ati on
Connecti on Request CR
Connection Confirm CcC
Di sconnect Request DR
Di sconnect Confirm DC
Dat a DT
Expedi ted Data ED
Dat a Acknow edge AK
Expedi t ed Acknow edge EA
Rej ect RJ
TPDU Error ERR

Figure 3. Transport Protocol Data Units
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TPDUs are conveyed using the NS-User data paraneters of the
Network Service primtives, primarily with the N-DATA, but also with
N- EXPEDI TED prinitives.

Transport entities shall accept all pernissible assignnents and
may issue any pernissible assignnments. The pernissible assignhnments of
TPDUs to these primtives are shown in Figure 4. Concatenation of
TPDUs is also permitted (see section 6.4).

Primtive Appl i cabl e TPDUs Not e
N- DATA CR CC, DR DI, ED,

AK, EA, RJ, DC, ERR
N- EXPEDI TED ED, EA 1
Not es:

1. This assignnment is perm ssible only when using class 1 and when
the network expedited variant has been agreed.

Figure 4. Network Service Primtives which can convey TPDUs.
6.3 Data TPDU Length and Segnenti ng

Pur pose: Mappi ng between one TSDU and TPDUs.

TPDUs and fields used:

DT
- End of TSDU (1 bit)

Descri ption:

The data field of Data TPDUs nmay contain any number of octets
up to an agreed maxi mnum as negotiated at connection time.

A transport entity uses an End of TSDU mark as defined bel ow

In each Data TPDU a transport entity may indicate the end of a

TSDU.
Category 1 Havi ng the End of TSDU mark set to yes. These
TPDUs may or may not have the maxi mum | ength.
Category 2 Havi ng the End of TSDU mark set to no. These
TPDUs do not necessarily have the maxi mum
| engt h.

A conpl ete Data TPDU sequence is defined as being conposed of
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either a single category 1 DT TPDU or consecutive category 2 foll owed
by a category 1 DT TPDU.

6.4 Concat enati on and Separation
Pupose: Conveyance of nmultiple TPDUs in one NSDU.
Descri ption:

Al TPDUs carry in their TPDU header a | ength indicator (see
Section 8.2.1). Additionally, TPDUs are classified as either Data
TPDUs or Control TPDUs. Control TPDUs nay or may not contain a data
field. For TPDUs containing data the length of the data field is
i ndicated by the Iength of the NSDU. These provisions pernit any
nunber of Control TPDUs that may not contain data to be concatenated
with a single control TPDU which may contain data or with a single
Data TPDU. The control TPDUs wi thout data nust precede the TPDU with
data, if any. The nunber of TPDUs so concatenated is term nated by
the end of the NSDU.

The concatenated set of TPDUs may be for the sane or different
transport connections. An inplenentation shall accept concatenated
TPDUs and may concatenate TPDUs before transm ssion. The transport
entity shall not send a concatenated set of TPDUs whi ch exceeds twi ce
the overall maxi mum TPDU length for all the TCs assigned to the
net wor k connecti on.

6.5 Connecti on Establishnent
Purpose: Creation of a new transport connection.
Network Service Primtives:
N- DATA
TPDUs and fiel ds used:

CR, CC

- source reference (16 bits)

- initial credit (if applicable)

- calling transport address (optional)
- called transport address (optional)
- user data (optional)

- TPDU si ze (optional)

- sequence nunber length (optional)

- checksum sel ection (optional)

- acknow edgenent time (optional)

- quality of service (optional)

CR

- preferred protocol class
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- alternative protocol classes (zero or nore)
- version nunber (optional)

- security (optional)

- proposed options

cC

- destination reference (16 bits)

- sel ected protocol class

- selected options

Descri ption:
This function is inherent:

A transport connection is established by neans of one
transport entity (the initiator) transmtting a Connecti on Request
(CR) TPDU to the other transport entity (the responder), which replies
with a Connection Confirm (CC) TPDU. Before sending the CR TPDU, the
initiator assigns the transport connection being created to one (or
nore if the splitting function is being used) network connection(s).

It is this set of network connections over which the TPDUs are sent.
During this exchange, all information and paraneters needed for the
transport entities to operate nust be exchanged or negoti at ed.

The follow ng information is exchanged:

o references. Each transport entity chooses a reference which
is 16 bits long and which is arbitrary except for the follow ng
restrictions:

- it cannot already be in use or "frozen" (see "Frozen
Ref erences”, Section 6.19).

- it cannot be zero.

Each transport entity is responsible for selecting the
Ref erence which the partner will use. This nechanismis symetri cal
and therefore avoids the need to assign a status of master or slave to
partners and avoids call collision. This mechanismal so provides
identification of the transport connection independent of the network
connection. The range of References used for transport connections, in
a given transport entity, is a l|ocal system paraneter

0 addresses (optional). Indicate the calling and call ed
transport service access points. Wen either network
addr ess unanbi guously defines the transport address this
i nformati on nay be omtted.

o initial credit. Only relevant for classes which include
the Explicit Flow Control Functi on.
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0 user data. Not available in class 0. Up to 32 octets in
in other classes.

The foll ow ng negotiations take pl ace:

o protocol class. The initiator shall propose a preferred
cl ass and any nunber of alternatives. (Except that no alternatives are
al | oned when class 0 is the preference.) The initiator should assune
when it sends the CR TPDU that its preferred class will be agreed to,
and commence the functions associated with that class.

Note: This nmeans, for exanple, that when a class which
i ncl udes resynchroni zati on (see "Resynchronization", Section 6.15) is
preferred, resynchronization will occur if a reset is signalled during
connection establishment.

When the responder has decided which class is to be used, it
shall indicate this in the CC TPDU and shall invoke the appropriate
functions for the class. The responder may sel ect the preferred
class, or any of the alternative classes or nmay select class O if
class 1 is proposed or class 2 if class 3 or 4 is proposed. (see
Section 9)

If the preferred class is not selected, then on receipt of the
CC TPDU, the initiator shall adjust its functions accordingly.

o TPDU Size. The initiator nay propose a maxi mum si ze for
TPDUs, and the responder may accept this value or respond with any
val ue between the proposed value and 128 in the set of val ues
avai |l abl e (see "Encodi ng", Section 8).

0 sequence nunber length. Either normal or extended is
avai l able. Wen the sequence nunmber is extended, the credit field (if
applicable) is al so extended.

0o checksum sel ection. This defines whether or not TPDUs of
the connection are to include a checksum

o version nunber. This defines the version of the transport
protocol standard used for this connecti on.

0 security paraneter. This paraneter and its semantics are
user defi ned.

o quality of service paranmeter. This defines the throughput,
delay, priority and residual error rate.

o0 The non-use of explicit flow control in class 2 is
negoti at ed.
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o0 The use of Network Receipt Confirmati on and Network
expedited is negotiated when class 1 is to be used.

The negotiation rules for the options are such that the
initiator nmay propose either to use or not to use the option. The
responder may either accept the proposed choice or select the
mandatory alternative defined in Section 9.

Duri ng the establishnment phase of the transport connection,
the use of the expedited data option field of CRRCC allows both
Transport Service user to negotiate the use or non use of the

expedited data transport service as described in the transport service

definitions.

The followi ng table sunmari zes the negotiation possibilities
for the options.

Proposition Made Possi bl e
by the Initiator Sel ecti on by
Option t he Responder
Transport expedited data Yes Yes or No
transfer service No No
Use of receipt confir- Yes Yes or No
mation (class 1 only) No No
Use of the network Yes Yes or No
expedited vari ant No No
(class 1 only)
Non use of checksum Yes Yes or No
(class 4 only) No No
Non use of explicit Yes Yes or No
flow control (class 2 only) No No
Use of extended fornat Yes Yes or No
No No

In class 2, whenever a transport entity requests or agrees to
the Transport Expedited data transfer service or to the use of
extended formats, it nmust also request or agree (respectively) to the
use of explicit flow control
6.6 Connecti on Refusal

Pur pose: Ref usal of the transport connection

TPDUs and fi el ds used:

Page
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DR
- reason (1 octet)
- user data (nmaxi mum of 64 octets)

ERR
- reject code (1 octet)
- rejected TPDU paranet er

Descri ption:

If a transport connection cannot be accepted, the called
transport entity shall respond to the CR TPDU with a DR TPDU. The
clearing reason shall indicate why the connection was not accepted.
The source reference field in the DR TPDU is set to zero to indicate
an unassi gned reference.

If the CRis regarded as an invalid TPDU, the called transport
entity will respond by sending an ERR TPDU. On receipt of this TPDU

the calling entity will regard the connection as cl osed.
6.7 Rel ease
Variants: inplicit’ or 'explicit’

Pur pose: Term nation of the transport connection.
Net work Service Primtives:

N- DI SCONNECT (inplicit variant only)
N- DATA

TPDUs and fi el ds used:

DR
- clearing reason (1 octet)
- user data (rmaxi mum of 64 octets)

DC
Descri ption:
This function is inherent.

In the "inplicit’ variant, either transport entity di sconnects
a transport connection by disconnecting the network connection to
which it is assigned. Simlarly when a transport entity is inforned
that the network connection has been di sconnected by the peer
transport entity, this should be considered as a transport
di sconnect.

Page
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In the "explicit’ variant, either transport entity transnmts a
Di sconnect Request (DR) TPDU, and the other responds with a D sconnect
Confirm (DC) TPDU. Wen the DC TPDU is sent or received by a
transport entity, that entity should consider the transport connection
not to exist (note 1). After the sending of a DR TPDU, other TPDUs
received before the DC TPDU are ignored. It is possible that a
di sconnect collision will occur, when both transport entities send a
DR TPDU at about the same tine. This results in each transport entity
receiving a DR, after sending one. Each transport entity shal
consider the received DR TPDU as a confirmation of its DR TPDU, and
shall not send or expect to receive a DC TPDU

The DR can convey a |limted anmount (up to 64 octets) of data.
6.8 Inmplicit Term nation

Purpose: Term nation of a Transport Connection on the
occurrence of a signalled error for which recovery functions are not
operati ve.

Net work Service Primtives:

N- DI SCONNECT | ndi cati on
N- RESET | ndi cati on

Descri ption:

When, on the network connection to which a Transport
Connection is assigned, an N- DI SCONNECT or N RESET I ndication occurs,
both transport entities shall consider that the transport connection
no |l onger exists, and so informthe session entities.

Note 1:

When a connection has been rel eased, after the exchange of DR
and DC, the reference can be re-used imediately (except in dass 4,
where the Frozen Reference function is used, see Section 6.19). This
i s because the releasing transport entity does not know with certainty
that the renote transport entity considers use of the reference to be
ended. Therefore, the reference should not be re-used for further
connections. (In practice, the reference may be re-used after a
reasonabl e period when it is possible to be reasonably certain that
the renmote transport entity will not continue to use it).

6.9 Spuri ous Di sconnect
Purpose: To deal with the arrival of an "unknown" DR TPDU

TPDUs and fi el ds used:
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DR, DC
- source reference
- destination reference

Descri ption:

A DR TPDU can be received for a transport connection which
does not exist. Rather than treating this as an error, a DC TPDU
shoul d be send back which reflects the references of the DR TPDU
Not e:

This only applies when one or nore transport connections using
a multiplexing class exist over the network connection, or when no
transport connections exist. At other tines it is a protocol error
6. 10 Dat a TPDU Nunberi ng

Variants: ’'normal’ or ’extended

Pur pose: Nunbering of DT TPDUs for use in recovery,
flow control, or sequencing functions.

TPDUs and Fi el ds Used:

DT

- TPDU-NR (7 or 31 bits)

Descri ption:

DT TPDUs transmitted in each direction on a transport
connection bear a sequence nunber 'TPDU-NR . Its value in the first
DT TPDU in each direction after connection establishment will be zero.

Thereafter each TPDU had ' TPDU-NR one greater than the previous.
Modul o 2**7 arithnetic is used in the "normal’ variant, and nodul o 2**31
in the 'extended' variant.

In the sections that follow, the relationships ’'greater than
and 'l ess than' are used in connection with TPDU nunbers. In al
such uses, the nunbers bei ng conpared cover a range |less than the
nodul us and in fact lie within a contiguous set of TPDU nunbers call ed
a 'window . The wi ndow has a known starting TPDU nunber and fini shing
number. The term’less than’ means ’'occurring sooner in the w ndow
sequence’ and the term’'greater than’ means ’'occurring later in the
wi nhdow sequence’

6. 11 Expedi ted Data Transfer
Variants: ’'network expedited or not

Pur pose: Provision of the expedited data service
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Net work Service Primtives:

N- DATA
N- EXPEDI TED DATA

TPDUs and Fi el ds Used:

ED
- ED TPDU-NR (7 or 31 bits)

EA
- YRRTU-NR (7 or 31 bits)

Descri ption:

Each expedited TSDU is conveyed as the data field of an Expedited
Data (ED) TPDU.

Each ED TPDU recei ved nmust be acknow edged by an Expedited
Acknow edge (EA) TPDU

There may only be one ED TPDU unacknow edged at any time for each
direction of a transport connection.

In the 'network expedited variant (available in class 1 only),
ED and EA TPDUs are conveyed in the data fields of N EXPEDI TED DATA
primtives. Oherw se, N DATA is used.

6. 12 Reassi gnment

Purpose: Assignnment of a Transport Connection to a different
Net wor k Connecti on.

TPDUs and Fi el ds Used:

CR
- source reference

RJ, DR
- destination reference

Descri ption:

When the Network Connection to which a Transport Connection was
assi gned no | onger exists, the Transport Connection can be assigned to
anot her Networ k Connecti on.

When one transport entity has assigned the Transport Connecti on,
it is inmportant that the other transport entity recogni se to which
Net wor k Connection it has been assigned. This can only take place when it
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has received a TPDU for the Transport Connection on a Network Connection
with calling and call ed network addresses which inply

the sanme transport entities as the old. The TPDU will have been sent

as a result of the assigning transport entity conmenci ng resynchronizati on,
and will thus be a RJ, or a retransmtted CR or DR

The Transport Connection shall be recogni sed as havi ng been
assigned to the Network Connection on which the TPDU was received.

6. 13 Reassi gnnment After Failure

Pur pose: Recovery from network provider initiated di sconnect.

Net work Service Primtives:

N- DI SCONNECT | ndi cati on

Descri ption:

When a N- DI SCONNECT | ndication arrives for the network connection
to which a transport connection is assigned, the transport connection nust
be reassigned by its initiator (see "Reassignhment")

If the reassignnent has not successfully occurred within a tine
of T-wait seconds, then the transport connection nmust be considered as
non-exi stent by both transport entities.1

1. The CR TPDU does not have a destination reference;

neverthel ess it can be distinguished froma new
connection attenpt by having the sane source

r ef er ence.

NOTE: The value of T-wait has to be agreed by the conmunicating
transport entities.

6. 14 Retention Until Acknow edgenment of TPDUs
Variants: ’confirmation of receipt’ or 'AK

Purpose: To enable and nininize retransm ssion after
possi bl e |1 oss of TPDUs.

Net wor k Service Primtives:

N- DATA
N- DATA ACKNOW.EDGE

TPDUs and Fi el ds Used:

CR CC, DR DC
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RJ, AK, EA
- YRRTU-NR (7 or 31 bits)

DT
- TPDU-NR (7 or 31 bits)

ED
- ED TPDU-NR (7 or 31 bits)

Descri ption:

Page

Copi es of the following TPDUs shall be retained upon transm ssion

to permt their later retransm ssion:
CR, CC, DR, DT, ED.

NOTE: If DRis sent in response to CRthere is no need to
retain a copy of the DR

In the 'confirmation of receipt’ variant, applicable only
in Class 1, transport entities receiving N DATA | ndi cations which
convey DT TPDUs and have the confirmation request field set shall
i ssue a N-DATA Acknow edge Request at the earliest possible
opportunity (1).

(1) It is alocal matter for each transport entity to
deci de whi ch N-DATA Requests shoul d have the
confirmati on request paraneter set. This decision
will normally be related to the anpbunt of storage
avail able for retained copies of the DI TPDUs.

Use of the confirmation request paraneter may
affect the quality of network service.

After each TPDU i s acknow edged, as shown in Figure 5,
the copy need not be retained. Copies nmay al so be di scarded when
the transport connection ceases to exist.

TPDU ACKNONLEDGED BY

CR recei pt of CC, DR, or ERR, TPDU

DR recei pt of DC or DR (in case of collision)
TPDU

CcC recei pt of RJ, DT, AK, ED, EA TPDUs (or
N- DATA ACKNOALEDGE | ndi cati on.)

DT N- DATA ACKNOALEDGE | ndi cati on when the

(Note 1) DT TPDU was sent before or with the ol dest

N- DATA whi ch had the confirmation request
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field set.
DT recei pt of Data Acknowl edge (AK) or
(Note 2) Rej ect (RJ) TPDU for which ' YR TU-NR
is greater than *TPDU-NR in the DT TPDU
ED recei pt of EA TPDU for which ' YR-TU-NR
is equal to 'ED-TPDU-NR in the ED TPDU.
S:
1. Applies to 'confirmation of receipt’ variant.
2. Applies to ' AK variant.
Figure 5. Acknow edgenent of TPDUs
6. 15 Resynchr oni zati on
Purpose: To restore the connection to normal after an
error.

Net work Service Primtives:
N- RESET | ndi cati on

TPDUs and Fi el ds Used:

CR, DR, CC, DC

RJ, EA
- YRRTU-NR (7 or 31 bits)

DT
- TPDU-NR (7 or 31 bits)

ED
- ED TPDU-NR (7 or 31 bits)

Descri ption:

After the reset of an underlying network connection,
the resynchroni zati on procedures bel ow are carried out by both
transport entities.

After a network connection failure, the reassignment after
failure function is invoked and then the resynchroni zati on function.

The sequence of events at the two transport entities is the follow ng:

Events at the transport entity initiating reassignnent:
(the transport entity inmediately conmences resynchroni zation
by sendi ng a TPDU)

Page

Not e
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o] if a CRis retained then retransmt it.
o] if a DRis retained then retransmt it.
0 ot herwi se, resynchroni ze dat a:

- send RI TPDU with "YR-TU-NR field set to
the ' TPDU-NR of the first unreceived DT
TPDU

- when RJ TPDU has been received retransmit any
ED TPDUs t hen DT TPDUs whi ch are unacknow edged

- any ED TPDUs received which are duplicates shall
be acknow edged (by EA TPDUs) and di scar ded.

Events at the other transport entity:

The transport entity shall not send any TPDUs until after
recei pt of the TPDU whi ch commenced resynchroni zation. This TPDU
therefore serves two purposes, nanely indication of re-assignhnment
and conmencenent of resynchroni zati on.

0 if the first received TPDU os a DR, then transmt
a DC TPDU.
0 if the first received TPDU is a CR and the transport

connection is not idle, this nmeans that a CC TPDU is
retained: then retransnmit it followed by any ED TPDU
and then DT TPDUs which are outstanding (that may or
may not have been transmitted previously).

NOTE: no TPDUs can be transnitted using network expedited until
CC becones acknow edged, to prevent the network expedited overtaking the
CC.
0 if the first received TPDU is a RJ, then act as foll ows:
- if a DR TPDU is retained, then retransnmt it
- if a CC TPDU renmmi ns unacknow edged, then carry
out the data resynchronization procedure descri bed
bel ow

- ot herwi se resynchroni ze dat a:

- send RI TPDU with "YR-TU-NR field set to
the 'TPDU-NR of the first unreceived DT
TPDU
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- retransmt any ED TPDUs then DT TPDUs whi ch
are unacknow edged

- any ED TPDUs received which are duplicates
shoul d be acknow edged (by EA TPDUs) and
di scar ded.

NOTE: It is possible for a transport entity using the Cass 1
protocol to decide on a local basis to issue an N-RESET Request. The effect
of this request at the renpte transport entity is to force it to perform
the resynchroni zati on nmechanism This possibility may be used to renove
congestion within the network connection
6. 16 Mul ti pl exi ng and Denul ti pl exi ng

Purpose: Concurrent sharing of a network connection by severa
transport connecti ons.

TPDUs and Fi el ds Used:

CC, DR, DC, DT, AK, ED, EA, RJ, ERR
- destination reference

Descri ption:
This function is pervasive.

When this function is in operation, nore than one transport
connection can be sinultaneously assigned to the sanme network connection

Every TPDU (including DT TPDUs) nust carry the destination
reference, to identify the transport connection to which it refers.

6.17 Explicit Flow Contro

Pur pose: Regul ation of flow of DI TPDUs independently of
the flow control in the other |ayers.

TPDUs and Fi el ds Used:

CR, CC AK, RJ
- CDT (4 or 16 bits)

DT
- TPDU-NR (7 or 31 bits)

AK, RJ

- YR-TU-NR (7 or 31 bits)

- subsequence nunber (optional)

- flow control confirmation (optional)
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Descri ption:

The nechani sm depends on the class. Thus the description can
be found in the section describing the class.

6.18 Checksum

Purpose: To detect corruption of TPDUs by the network service
provi der.

TPDUs and Fi el ds Used:

Al'l TPDUs
- checksum (16 bits - 32 bits)

Descri ption:

When a TPDU is to be transnited for a TC which has sel ected the
checksum option, the sending transport entity nust generate a checksum
for the TPDU and store it in the checksum paranmeter in the variable
part of the TPDU header. The checksum nmust be generated as foll ows:

1. Set up the conplete TPDU, including the header and
user data (if any). The header mnust include the checksum parameter in
its variable part. The value field of the checksum paraneter nust be
set to zero at this point.

2. Initialize two variables to zero. Let these vari abl es
be called CO and Cl1.

3. For each octet of the TPDU, including the header,
vari abl e part of the header and the user data, add the octet value to
CO, and then add the value of CO to Cl1. Cctets should be processed
sequentially, starting with the first octet (the Length Indicator) and
proceedi ng through the TPDU. Al addition is to be perfornmed nodul o 255.

4. Cal culate the value field of the checksum paraneter as
follows. Let the offset into the TPDU of the first octet of the val ue
field be "n (where the first octet of the TPDU, the Length | ndicator
of the header, is considered to be at offset 1). Let the length
of the TPDU, i.e. the nunber of tinmes the above operation was repeated,
be "L'. Let the first octet of the checksumvalue, i.e., the one at offset
'n’" be called 'X , and the second octet, at offset 'n+l1l', be called 'Y'.
Then:

X=(((L-n) * CO) - Cl) nodulo 255
Y=(((L-n+1) * (-0C)) + Cl) nodul o 255
5. Pl ace the conmputed values of X and Y in the appropriate

octets of the TPDU
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NOTE

An inplenmentation may use one’'s conplete arithmetic as an
alternative to nodul o 255 arithnetic. However, if either
of the checksum octets X and Y has the value mnus zero
(i.e., 255) then it nust be converted to plus zero

(i.e., 0) before being stored.

When a TPDU is received for a TC for which the checksum option
has been sel ected, the TPDU nmust be verified to ensure that it has been
received correctly. This is done by computing the checksum using the
same algorithmby which it was generated. The nature of the checksum
algorithmis such that it is not necessary to conpare explicitly the stored
checksum bytes. The procedure described bel ow may be used to verify that
a TPDU has been correctly received.

1. Initialize two variable to zero. Let these vari abl es
be called CO and Cl1.

2. For each octet in the received TPDU, add the val ue of
the octet to CO and then add the value of CO to Cl1, starting with the
first octet and proceedi ng sequentially through the TPDU. Al
addition is to be perforned nodul o 255.

3. When all octets have been sequentially processed, the
values of CO and Cl should be zero. |If either or both of themis
non-zero, the TPDU has been received incorrectly and the verification
has failed. Oherw se, the TPDU has been received correctly and the
TPDU shoul d be processed normal ly.

NOTE

An inplenmentation may use one’s conplenent arithmetic as an
alternative to nodul o 255 arithnetic. |In this case, if either
CO or Cl1 has the value minus zero (i.e., 255) it is to be
regarded as though it was plus zero (i.e., 0)

If a checksumverification failure occurs, it is not possible
to determine the TC that the TPDU rel ates to, since the Reference field
of the TPDU may have been received incorrectly. Therefore, all TCs
nmul ti pl exed onto the sane NC nust be treated as though a network signalled
error has occurred.

6.19 Frozen References

Purpose: To prevent re-use of a reference while TPDUs associ at ed
with the old use of the reference may still exist.

Description: Wen a transport entity deternines that a particul ar
connection has term nated, the reference shall be placed in a frozen state
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during which tinme it will not be reused. The circunstances under which

this is done,

frozen depends on the class.

6.

service

6.

service

6.

connect i

6.

20

21

22

23

Retransm ssi on on Ti meout

Purpose: To cope with unsignalled | oss of TPDUs by the network

provi der.

TPDUs and Fi el ds Used:

CR CC, DR DI, ED, AK

Descri ption:

The description is given in the section related to class 4.
Resequenci ng

Purpose: To cope with m sordering of TPDUs by the network
provi der.

TPDUs and Fi el d Used:

DT
- TPDU NR

ED
- ED TPDU NR

Descri ption:
The description is given in the section related to class 4.
I nactivity Control

Purpose: To cope with unsignalled term nation of a network
on.

TPDUs and Fi el ds Used:

AK

Descri ption:

The description is given in the section related to class 4.
Treatment of Protocol Errors

Purpose: To deal with invalid TPDUs.

and the period of tinme for which the reference remains

Page
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TPDUs and Fi el ds Used:

ERR
- reject cause
- TPDU in error (string of octets)

DR
- reason code

Descri ption:
This function is inherent.

Any received TPDU which is invalid or which cannot be dealt wth by
any operative function, or which is regarded as a violation of the protocol
rules of the class in use (e.g., receipt in a wong state, w ndow error,
sequencing error, TPDU with incorrect format), shall be considered as a
protocol error. Such an error shall be signalled to the transport entity
responsi bl e by the sending of an TPDU Error (ERR) TPDU or by initiating a
rel ease. The ERR TPDU conveys the octets of the offending TPDU up to
and including the octet where the error was detected.

In general, no further action is defined for the sender of
ERR TPDU, since it is expected that the offender will either correct
the error, or close the connection.

Action to be done by the receiver depends on | ocal inplenmentation
decision; e.g., freeze the connection, report to managenent, di sconnect.

NOTES:

1. Further action is a local inplenmentation issue. Care
shoul d be taken by the transport entity receiving several invalid TPDUs
or ERR TPDUs to avoid looping if the error is repeatedly generated.

2. There are two cases in which specific action is defined
for the receiver of the ERR TPDU (see Sections 6.6 and 7.0.7).

6. 24 Splitting and Recomnbi ni ng

Purpose: To allow a transport connection to nmake use of
nmul ti pl e network connections to provide additional resilience against
network failure, to increase throughput, or for other reasons.

Descri ption:

This function is available only in O ass 4.

When this function is being used, a transport connection is
assi gned (see Section 6.1) to multiple network connections. TPDUs for the
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connection may be sent over any assigned network connection. The
resequenci ng function of Class 4 (see Section 6.21) is used to ensure
that TPDUs are processed in the correct sequence.

If the use of Class 4 is not accepted by the renote transport
entity follow ng the negotiation rules, only the network connection
over which the CR TPDU was sent may be used for this transport
connecti on.

The splitting function should only be used where the
supporting network connections provide simlar transnit del ay.

Prot ocol Mechani sm Vari ant 0O 1 2 3 4
Assi gnment to Network Conn. L
TPDU Tr ansfer o S
DT TPDU Length and Segnenti ng ook ok ok x
Concat enati on and Separation O
Connecti on Establi shment ook ok ok x
Connecti on Ref usal ook ok ko
Rel ease inmplicit *

explicit ook k%
Inmplicit Term nation * *
DT TPDU Nunberi ng nor mal *m o m o m

ext ended (1)oo o
Expedi ted Data Transfer net wor k exp. ao

not " m * * %

(1)

Reassi gnent * *
Reassi gnnent after Failure * *
Retention until Acknow edge- Conf. Recei pt ao
ment of TPDUs AK m *oo*
Resynchroni zati on * *
Mul ti pl exi ng and ook

Dernul ti pl exi ng
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Explicit Flow Control Wth m * *
W't hout * * 0

Checksum (use of) m

(non-use of) S o
Frozen References *
Ret ransmi ssi on on Ti meout *
Resequenci ng *
I nactivity Control *
Treatnent of Protocol Errors ook ook ok %
Splitting and reconbini ng *

(1) not applicable in class 2 when the non use of explicit flow
control is selected.

7. PROTOCOL CLASSES

The details of the inplenentation of the protoco
nmechani sns are in certain cases different for different classes.
For this reason, the following table is not intended to provide a
conmpl ete description of the classes, but nore to give an overvi ew of
how each class works. The exact definition of the protocol is given
in the subsequent sections.

KEY

* include in the class (always)

m rmandatory function (negotiable but always inplenented)

o additional function (negotiable but not necessarily inplenented)

ao additional function (negotiable but not necessarily inplenented).
Use of this option depends on the willingness of both transport

entities and availability of network service.
na not applicabl e.
7.0 PROTOCOL DESCRI PTI ON OF CLASS 0: SI MPLE CLASS
7.0.1 Characteristics of Class O

The characteristic of this class is that it provides
the sinplest type of transport connection and fully conpatible
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with the CC TT recommendations S. 70 for Tel etex term nal s.

The class is designed for use in association with
networ k connections of type A (see 5.3.1.2.4.).

7.0.2 Functions of Class O

This class is designed to have mnimum functionality.
It provides only the functions needed for connection
establishment with negotiation, data transfer with segnenting and
protocol error reporting.

Cl ass 0 provides transport connections with fl ow
control based on the network service provided flow control, and
di sconnecti on based on the network service disconnection
7.0.3 Protocol Mechanisnms of Class O
7.0.3.1 Connection Establishnent Phase

Connection shall be made in accordance with the
general rules (Assignnment of Network Connection, Connection
Est abl i shnent and Connection Refusal) with the follow ng
restrictions:

0 No exchange of user data is all owed.

0 Only TSAP-1D and TPDU size parameters are all owed.
7.0.3.2 Data Transfer Phase

o Segnenting (DT TDPU | ength and Segnenti ng)

o0 Detection and indication of procedural errors.
7.0.3.3 Rel ease Phase

There is no explicit transport connection rel ease
procedure for this class. The lifetinme of the transport connection
is directly correlated to the lifetinme of the network connection.
7.0.4 Connection Establishnment for Class 0

The connection establishnent function is used
with the contraint that only the transport entity which has
requested the establishnent of the network connection may send the
CR TPDU. If the calling transport entity receives a CR TPDU, it

shall transfer a TPDU Error (ERR) TPDU to notify the called
transport entity of the procedure error.
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7.0.5 Data Transfer Procedures
7.0.5.1 Cenera
The data transfer procedures described in the
foll ow ng subsections apply only when the transport layer is in the
data transfer phase, that is after conpletion of Transport
Connection establishment.
7.0.5.2 Transport Data TPDU naxi mum | ength

For Cass 0 the standard maxi mumtransport data
TPDU | ength is 128 octets including the data TPDU header octets.

O her maxi nrum TPDU | engt hs nay be supported in
conjunction with the optional transport data TPDU size negotiation
function (see Section 8.3 and 8.4). Optional maximumdata field
| engths shall be chosen fromthe following list: 256, 512, 1024
and 2048 octets.

TSDUs are transmitted using the segnenting function.
7.0.6 Rel ease Procedure

The "inplicit" variant of the release function is used.
7.0.7 Treatnent of invalid TPDUs

The "treatment of protocol errors’ function is used.

7.0.8 Behavi our after an error signalled by the network service.

The inplicit term nation function is used and the
hi gh layer is informed about this disconnection.

7.0.9 Supported Options

None
7.1 PROTOCOL DESCRI PTI ON OF CLASS 1: BASI C ERROR RECOVERY CLASS
7.1.1 Characteristics of Class 1

The characteristic of this class is that it
provi des a basic transport connection with mininmal overheads.

The mai n purpose of the class if to recover from
network signalled errors (network di sconnect or reset).

Sel ection of this class is usually based on
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reliability criteria. Class 1 has been designed to be used in
association with type B network connecti ons.

7.1.2 Functions of Class 1

Class 1 provides transport connections with fl ow
control based on the network service provided flow control, error
recovery, expedited data transfer, disconnection, and al so the
ability to support consecutive Transport connections on a network
connecti on.

This class provides the functionality of Class O
plus the ability to recover after a failure signalled by the Network
Service, without involving the user of the Transport Servi ce.
7.1.3 Protocol Mechanisnms of Class 1

G ass 1 protocol nechanisns include Class 0
protocol mechani sns plus the foll ow ng:

7.1.3.1 User Data in the Connection Phase

Class 1 provides the possibility of conveying
data in the connection request and confirm comuands.

7.1.3.2 Nunbering of Data TPDU

Each Data TPDU transnitted between transport entities for
each direction of transm ssion in a transport connection is
sequenti al | y nunbered.
7.1.3.3 Rel ease

The "explicit" variant of the release function is used.

7.1.3.4 Error Recovery

The sending Transport entity keeps a copy of transnitted
TPDUs until it receives an acknow edgnent which allows copies to be rel eased

After a failure is indicated by the nerwork service (Reset,
Di sconnect), the resynchronization function is used to determ ne
whi ch TPDUs nust be retransmitted.
Resynchroni zati on may al so be invoked by a transport entity
as a local matter. For that purpose the Resynchronization function is
used (see note at the end of Section 6.15).
7.1.3.5 Acknow edgenent

Acknowl edgenents are used to rel ease copies of retained TPDUs.
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Two met hods of acknow edgnent are provided in the Retention until
Acknowl edgenent of TPDUs functi on:

o use of AK TPDU ("AK" variant) - mandatory

Note: The credit field of the AK TPDU is
not used in this class (always Set to zero).

o use of network layer Confirmation of Receipt Service.
("confirmation of receipt’ variant) - optional

The variant to be used is negotiated during the
Connection Establishnent Phase. The default option is the "AK TPDU'
variant. Use of Network Layer Receipt Confirnmation is allowed only
in Class 1, and depends on the availability of the network |ayer
recei pt confirmation service, the expected cost reduction, and the
agreenent of both transport entities to use it.

7.1. 4 Connecti on Establishnment Procedures for dass 1

The ’assignnent to network connection’ and
'connection establishnent’ nechanisms are used. Fromthe point at
which a transport entity issues a CR proposing the use of Class 1 or
a CC accepting the use of Class 1 the follow ng nmechani snms nmust be
available to deal with signalled errors during connection
establ i shrment :

0 Reassignnment after failure
0 Retention until Acknow edgenent of TPDUs
0 Resynchroni zation

If no DT or ED TPDU is to be sent, receipt of a CC should be
acknow edged.

7.1.5 Dat a Transfer Phase

Data transfer is acconplished using the ' TPDU
transfer’ ' Concatenation’ and 'DT TPDU Length and Segnenti ng
nmechani sns. ' DT TPDU Nunbering’ and ’'Retention unti
Acknow edgenent of TPDUs' are used in support of error recovery.

7.1.5.1 Behaviour after an error

After receiving a network reset, the Resynchronization
nmechani smis invoked. After receiving a network di sconnect, the
"Reassi gnnment after Failure’ nechanismis invoked after which the
"Resynchroni zati on” mechanismis invoked.

The ’ Spurious Disconnect’ nechanismis used to
deal with receipt of a DR TPDU for an unrecogni sed Transport
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Connecti on.

7.1.5.2 Procedure for Expedited Data Transfer

The Expedited Data Transfer mechanismis used.
Two et hods are possible to provide the function:

0 non network expedited variant
Note: (1) This nethod is always included in this class.
Note: (2) The EDTPDU-NR of the ED TPDU contai ns an
identification nunber. This nunber nust be different for successive ED TPDU
S.
That is, when an ED TPDU has been sent and an EA TPDU for the ED
TPDU has been received, the next ED TPDU nust have a different val ue
in the EDTPDU-NR field. No other significance is attached to
EDTPDU-NR field. It is recommended but not essential, that the
val ues used be consecutive nodul o 128.
0 network expedited variant
Note: (1) The use of this nethod is
determ ned t hrough negotiation during transport connection
est abl i shnent.
7.1.6 Rel ease Procedures
The "explicit’ variant of the Rel ease nmechanismis used.
Recei pt of an error indication by a transport
entity, which, prior to this event has sent a DR, causes this
transport entity to retransmit DR Only DC and DR wi || be accepted
and interpreted as the conpletion of the connection rel ease
sequence. The related Reference will becone unassigned.
7.1.7 Treat nent of Unknown TPDUs
The ' Treatmment of Protocol Errors’ nechanismis used.
7.1.8 Supported Options
Use of network receipt confirmtion
Use of network expedited.
7.2 PROTOCCOL DESCRI PTI ON OF CLASS 2: MJULTI PLEXI NG CLASS
7.2.1 Characteristics of Class 2

The characteristic of this class is to provide a
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way to nultiplex several transport connections onto a single network
connection. This class has been designed to be used in association
with type A network connections.

Use of Explicit Flow Control

The objective is to provide flow control to help
avoi d congestion at end-points and on the network connecti on.
Typical use is when traffic is heavy and conti nuous, or when there
is intensive multiplexing. Use of flow control can optimze
response tinmes and resource utilization

Non Use of Explicit Flow Control (optional)

The objective is to provide a basic transport
connection with m ni mal overheads suitabl e when i ndependence of
transport and network connection lifetime is desirable. The class
woul d typically be used for unsophisticated terninals, and when no
mul ti pl exing onto network connections is required. Expedited data
i s never avail abl e.
7.2.2 Functions of Class 2

Cl ass 2 provides transport connections with or
wi t hout individual flow control - no error detection or error
recovery is provided.

If the network resets or clears, the transport
connection is termnated without the transport clearing sequence
and the transport user is inforned.

When explicit flow control is used a credit
mechanismis defined allowing the receiver to informthe sender of
the exact anount of data he is willing to receive and expedited data
transfer is avail able.
7.2.3 Prot ocol Mechani sns of Class 2
7.2.3.1 Connection Establishnent Phase

The connection establishnent function shall be used.
7.2.3.1.1 User Data in the Connection Phase

Class 2 provides the possibility to convey data in the
connection request and confirm comrands.

7.2.3.2 Connection ldentification

In Cass 2 each TPDU conveys a Destinati on Reference.
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This uniquely identifies the transport connection within the
receiving transport entity and thus allows mnultipl exi ng.

7.2.3.3 Rel ease Phase

The rel ease of a transport connection results either
fromthe use of the "explicit’ variant of the release function or
fromthe Inplicit Term nation function

7.2.3.4 Protocol Mechani sms when Explicit Flow Control is used.
The foll ow ng nmechani sns are provided:
7.2.3.4.1 Nunbering of Data TPDU

Each Data TPDU transmitted between transport entities
for each direction of transmission in a transport connection is
sequenti al | y nunbered.

Each Data TPDU contains a Send Sequence Number T(S).
7.2.3.4.2 Flow Control Principles

The receiver of data TPDUs hol ds a count of the sequence
nunber of the next expected TPDU. This count is called the
Recei ve Sequence Nunber, T(R). The receiver indicated to the sender
the nunber of Data TPDUs he is ready to receive by neans of a 'credit’
nmechanism Credits are given using the credit field in the AK TPDU.
The value of the credit field, in conjunction with the value of T(R)
transported by the YR-TU-NR (your TPDU nunber) field
of the AK TPDU, is used by the receiver of the AK TPDU to deternine
whet her and how many Data TPDUs nay be accepted by the sender of the
AK TPDU. Precise definition of flow control principles appears in Section
7.2.5.5.3.

7.2.3.4.3 Expedited Fl ow

The non network expedited variant is used. Nornal
flowis the flow of data subject to the flow control nechani sm
expedited flowis the flow of data that the sender may send w t hout
explicit agreenent of the receiver. This expedited flow has a
linmted capability and could for exanple be used to carry session
supervi sory conmands.

The nunber of expedited data units outstanding at any
time is limted to one and the anobunt of TS-user data is limted (up
to 16 octets).

An expedited data may arrive before normal data which
was subnitted earlier. Normal data subnmitted after the expedited
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data will arrive after the expedited data.
7.2.4 Connection Establishnment Procedures for Cass 2
7.2.4.1 References

See Section 6.5 for reference assignnment. Receipt of
any TPDU with a reference that is not assigned to a transport
connection other than a Di sconnect Request (DR) or Connection
Request (CR) will be ignored.

Recei pt of a Di sconnect Request (DR) for an unassigned
Reference will result in a Disconnect Confirm (DC) response.

7.2.4.2 Connection Eastabli shnent

Thi s phase is achi eved by exchange of CR/ CC TPDU usi ng
the ' connection establishment’ function. Since the nultiplexing
function is in use, then nore than one transport connection nay be
assigned to the sane network connection concurrently. The
restrictions of Cass 0 does not apply to this class and the other
hi gher cl asses.

7.2.5 Data Transfer Procedures for Class 2
The data transfer procedures described in the
foll ow ng section apply independently to each transport connection
exi sting between two transport entities.
7.2.5.1 TPDU Maxi mum Length and Segnenti ng
The general rules defined in Section 6.3 apply.
7.2.5.2 Concatenation
The general rules defined in Section 6.4 apply.
7.2.5.3 Sending Data TPDU (No Explicit Flow Control Option)
In this case the data TPDU is built in accordance
with the rules stated in Section 6.2 and 6.3 and sent w thout any
addi ti onal nechanisns. Thus, the DT TPDU NR field may take any
val ue and no AK TPDU i s used.
7.2.5.4 Sending Data TPDU (Wen Explicit Flow Control is Used)
On each transport connection the transni ssion of Data

TPDUs is controlled separately for each direction and is based on
aut hori zation fromthe receiver

Page
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This authorization is provided through the use of
the TPDUs Credit field. Credit field values are only present in
the following TPDUs: CR, CC, AK. .

7.2.5.4.1 Nunbering of Data TPDUs

Each Data TPDU transnitted between transport entities,
for each direction of transmission in a transport connection, is
sequenti al | y nunbered.

The sender of Data TPDUs hol ds a count of the next
TPDU to be sent. This count is called the Send Sequence Numnber
T(S). The sender indicates to the receiver the nunber of the data
TPDU he sends by putting the current T(S) value into the TPDU-NR
field of the data TPDU.

Sequence nunbering is performed nodul o 2**n, where n
is the nunber of bits of the sequence nunber field. The T(S)
counter cycles through the entire range 0 to (2**n)- 1.

At connection establishment tine both Transport
entities initialize their T(S) and T(R) counts to zero (i.e. the
first Data TPDU to be transmitted between transport entities for a

given direction of data transm ssion after the connection
establ i shment has a TPDU-NR field set to zero).

Recei pt of a Data TPDU whose TPDU-NR field is not
equal to the expected value T(R), is to be regarded as a protocol
error.

Operations described above are summari zed as foll ows:

o initalization

T(S) =0 T(R) =0

Sendi ng of Data TPDU
put T(S) into the TPDU-NR field of
the Data TPDU to be sent
T(S) = (T(S) + 1) (nodul o 2**n)

Recei ving of Data TPDU
TPDU-NR field of the received data
TPDU which is not equal to T(R) is

a protocol error.

T(R = (T(R + 1) (nodul o 2**n)

Page
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7.2.5.4.2 Wndow Definition

For each transport connection and for each direction
of data transmission a 'transmt wi ndow is defined as the (possibly
nul 1) ordered set of consecutive data TPDUs authorized to be
transnmitted in that direction. At any given tine, the | owest
sequence nunber of a data TPDU which a transport entity is
authorized to transmt is referred to as the ’'| owest w ndow edge’.
The ’"upper wi ndow edge’ is calculated by adding the credit
al l ocation, given by the value of the Credit (CDT) field contained
in a received TPDU, to the | ower wi ndow edge. Note that a transport
entity is authorized to send data TPDUs with sequence nunbers up to
but not including the upper w ndow edge.

7.2.5.4.3 Flow Control
Fl ow control is perfornmed as foll ows:
o initialization tine

0

Lower wi ndow edge
Upper wi ndow edge = N (Credit received either in
CRor in CCand N < 2**p < 2** (n-1), where P is the nunber of
bits in credit field of CR and CC.
o Sending of a Data TPDU
Send data TPDUs while T(S) is |less than the upper w ndow
edge. If T(S) equals the upper wi ndow edge then wait for
addi tional credit before sending.
0 Reception of Data TPDU (with TPDU NR = T(R)
If T(R) is greater than or equal to the upper w ndow edge
aut horized to the sending transport entity, then the receiving
transport entity shall use the Treatnment of Protocol Errors
function. Oherwise T(R) shall be increnented.
Sendi ng Credit
Send AK TPDU with YR-TU-NR = T(R) and Credit equals N
(Where N = nunber of additional data
TPDUs the entity is prepared to receive.)
Receiving Credit in AK

YR- TU-NR recei ved.

Lower wi ndow edge

Upper wi ndow edge Lower wi ndow edge + N.
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7.2.5.4.4 Reducing the Upper W ndow Edge

The val ue of the upper w ndow edge cannot be decreased
inthis class. [If, at a certain point of tine, the upper w ndow edge
value is U, the reception of an AK TPDU having YR-TU-NR = M and CDT
= N such that:

(UM (nod. 2**n) > N
is a protocol error

Provi ded the previous statenments are respected, CDT
field may take any val ue including zero.

7.2.5.4.5 Procedure for Expedited Data Transfer

The procedure of expedited data transfer allows a
transport entity to transnmit data to the renbte transport entity
wi thout following the flow control procedure of the normal data
flow. This procedure can only apply in the transfer phase.

The expedited procedure has no effect on the transfer
and flow control applying to normal Data TPDUs.

To transnmit expedited data, the transport entity sends
an expedited data TPDU (ED TPDU). The size of a data field is
limted (up to 16 octets). The data field contains a conplete ED
TSDU. The renote transport will then confirmthe receipt of the ED
TPDU by transmitting an expedi ted TPDU acknow edgenent (EA TPDU).
A transport entity can send another ED TPDU only after having
recei ved an EA TPDU for the previously transmtted ED TPDU. In
class 2 the ED TPDU NR field of the ED and YR TU-NR field of the EA
TPDU are not defined and may take any val ue.

7.2.6 Rel ease Procedures for Class 2

The data phase ends after a transport entity has sent
or received a Disconnect Request (DR). The transport entity wll
i gnore any inconing TPDU except DC or DR

If the network resets or clears the network
connection, all transport connections are term nated w thout the
transport clearing sequence. The References becone frozen.

For Class 2 the explicit variant of the ’'rel ease’
nmechani smis used, enabling transport connections to be cleared
i ndependently of the underlying network connecti on.

7.2.7 Treatnent of Invalid TPDUs
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The ' Treatnment of Protocol Error’ nmechanismin Section
6.23 is used.

7.2.8 Behavi our after an Error signalled by the Network Layer.
The inplicit term nation nmechanismis used.
7.2.9 Supported Options

Non use of explicit flow control
Ext ended formats.

7.3 PROTOCOL DESCRI PTI ON OF CLASS 3: ERROR RECOVERY AND MULTI PLEXI NG CLA
SS

7.3.1 Characteristics of Class 3

The characteristics of Cass 3 in addition to those of
Class 2 is to nask errors indicated by the network. Selection of
this class is usually based upon reliability criteria. Cass 3 has
been designed to be used in association with type B network connecti ons.

7.3.2 Functions of O ass 3

This class provides the functionality of Class 2 (with
use of explicit flow control) plus the ability to recover after a
failure signalled by the Network Layer w thout involving the user
of the transport servi ce.

The nechani snms used to achieve this functionality also
all ow the inplenmentation of nore flexible flow control

7.3.3 Pr ot ocol Mechani sns of Class 3

C ass 3 nechanisns include Cass 2 (with use of
explicit flow control option) mechanisnms and the ability to recover
after a failure signalled by the network wi thout informng the user
of the transport connection.

7.3.3.1 Error Recovery Principles

The sending transport entity keeps a copy of
transmtted Data TPDUs and ED TPDUs until it receives a positive
aknow edgenent which allows copies to be released. It may al so
receive an RJ comand inviting it to retransmt or transnit all Data
TPDUs, if any, fromthe point in the sequence indicated in the RJ
conmand.

This is especially the case, when a failure is
i ndi cated by the network. The transport entity sends an RJ command
in order to indicate the sequence nunber of the next expected TPDU
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Error recovery for ED TPDU i s achi eved by retransm ssion
(see 7.3.5.3).

7.3.3.2 Relationship between Flow Control and Error Recovery

Acknowl edgenent is performed by use of the T(R) count. A
credit is associated with this acknow edgenent whi ch may
be equal to or greater than zero. Thus it is possible to acknow edge
data without giving the right to send new dat a.

Credit may be reduced, by the use of the RJ TPDU.
7.3.4 Connection Establishnment Procedure for Cass 3

The rules for Class 2 (wth use of explicit flow
control) apply with the addition of the follow ng rules which apply
on recei pt of an eror indication fromthe Network |ayer.

0 Reception of an error indication by a
transport entity which, prior to this event, has
sent a CR and has not yer received a CC, causes
the transport entity to retransmt CR

0 Reception of an error indication by a
transport entity to wait for reception of CR RJ
or DR TPDU. In this case:

- Reception of CRw | cause the transport
entity to retransmit CC

- Reception of R} will cause the transport
entity to transmit an RI with a YR TU-NR
equal to zero and enter the data phase.

- Reception of a DRw Il cause term nation
of the transport connection as for C asses 1
and 2 (see 7.1.4).

7.3.5 Data Transfer Procedures for Class 3
7.3.5.1 Acknow edgenent

The * AK variant of the Retention until
Acknow edgenent of TPDUs function is used.

7.3.5.2 Retransni ssion Procedure
TPDU retransmni ssion is a procedure which all ows

a transport entity to request retransm ssion of one or several
consecutive Data TPDUs fromthe renote transport entity. A
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transport reject condition is signalled to the renote transport
entity by transm ssion of an RJ TPDU whose YR-TU-NR field indicates
the sequence nunber of the next expected Data TPDU.

On receipt of a RI TPDU, a Transport entity shall
accept credit to the value contained in the credit field and shall
re-transmt TPDUs, starting with the one whose nunber is specified in
the YR TUNR field of the received R} TPDU, subject to the new
credit.

The transport entity shall not specify a T(R) in the
RJ TPDU | ess than that which has previously been acknow edged.
Receipt of an R} TPDU with a T(R) which has been previously
acknow edged will be considered a protocol error.

Addi tional DT TPDUs pending initial transm ssion may
followthe retransnitted DT TPDU(s) if the window is not closed.

7.3.5.3 Reducing the upper w ndow edge

It is possible to decrease the val ue of the upper
wi ndow edge down to the sequence nunber transported by YR TU NR
field of the R] TPDU. Receipt of an DT TPDU whi ch woul d have been
i nside the wi ndow before the reduction is not a protocol error and
this TPDU may be di scar ded.

Note: In such a case the credit equal to zero
achi eves the effect of a Receive not Ready Conditi on.

7.3.5.4 Behaviour after an error signalled by the network | ayer

After receiving an error indication fromthe Network
Service, the transport entity shall trannmt to the renpove entity an
R} TPDU with YR-TU-NR field indicating the sequence nunber of the
next expected Data TPDU.

7.3.5.5 Procedure for Expedited Data Transfer

In Class 3, the ED TPDU-NR field of the Expedited
Data (ED) TPDU contains an identification nunber. This nunber nust
be different for successive ED TPDUs. That is, when an ED TPDU has
been sent and an EA TPDU for the ED TPDU has been received, the next
ED TPDU nmust have a different value in the NR field of the ED
TPDU. No other significance is attached to this field. It is
reconmended, however, that the val ues used be consecutive nodul o
2**n.  \When a transport entity receives an ED TPDU for a transport
connection, it shall respond by transmtting an expedited
acknowl edgenment (EA) TPDU.

It places in the YRTUNR field the value contained in
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the NR field of the received ED TPDU. If, and only if, this value
is different fromthe NR field of the previously received ED TPDU,
the data contained in the TPDU is to be passed to the session entity.

If an error indication fromthe Network |layer is
recei ved before the receipt of the expected Expedited Acknow edgenent
(EA) TPDU, the transport entity shall retransnit the ED TPDU with
the same value in the NRfield. By the rule described in the
previ ous paragraph, the session entity does not receive data
corresponding to the sanme expedited TPDU nore than once.

7.3.6 Rel ease Procedures for Class 3

The rules for Class 2 apply with the addition of the
foll ow ng rule:

Recei pt of an eror indication by a transport entity,
which prior to this event has sent a DR causes this transport
entity to retransnit DR Only DC and DR will be accepted and
interpreted as the conpletion of the connection clearing sequence.
The rel ated Reference will becone unassi gnhed.

7.3.7 Treatnent of Invalid TPDUs

The 'Treatnment of Protocol Errors’ nmechanismis used.
7.3.8 Supported Options

Ext ended formats.
7.4 PROTOCOL DESCRI PTI ON OF CLASS 4: ERROR DETECTI ON AND RECOVERY CLASS
7.4.1 Characteristics of Class 4

The characteristic of Cass 4, in addition to those of
Class 3, is the detection of errors which occur as a result of the
| ow grade of service available fromthe network |layer. The kinds of
errors to be detected include: TPDU |oss, TPDU delivery out of
sequence, TPDU duplication. These errors may afect control TPDUs as

wel |l as Data TPDUs.

G ass 4 has been designed to be usd in association
wi th network connections of type C

7.4.2 Functions of Class 4
This class provides the functionality of Cass 3, plus

the ability to detect and recover fromlost, duplicated or out of
sequence TPDUs without involving the user of the transport service.
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This detection of errors is nmade by extended use of
the sequence nunbering of Classes 2 and 3, by a timeout nechani sm
and by additional protocol nechani sns.

This class additionally detects and recovers from
damaged TPDUs by using a checksum nmecham sm The use of the
checksum nmechani sm nust be available but its use or its non use is
subject to negotiation. Cass 4 does not attenpt to deal with
detection of errors due to the misdelivery of TPDUs.

7.4.3 Pr ot ocol Mechani sns of Class 4
7.4.3.1 Network Service Data Unit Lifetine

The network | ayer is assunmed to provide, as an aspect
of its grade of service, for a bound on the nmaxinumlifetinme of
NSDUs in the network. This value is known by the Transport Layer.
The maxi mumtime which may el apse between the transm ssion of an
NSDU i nto the network |ayer and the receipt of any copy of it is
referred to as M

7.4.3.2 Average Transit Del ay

It is assunmed that there is sone value of transmt
delay in the network, typically nmuch less than M which will be the
maxi mum del ay suffered by all but a small proportion of NSDUs. This
value is referred to as E

7.4.3.3 Renote Acknow edge Time Assunptions

Any transport entity is assuned to provide a bound for the
maxi mum ti me which can el apse between its receipt of a TPDU from
the Network Layer and its transm sssion of the Correspondi ng response.
this value is referred to as A/L. The corresponding tinme given by the
renote transport entity is referred to as AAR The values for these
timers may be conventionally established or may be established
at connection establishment tine.

7.4.3.4 Local Retransm ssion Tine
The local transport entity is assunmed to naintain a
bound on the tinme it will wait for an acknow edgenent before
retransmitting the TPDU. This time is the local retransm ssion tine
and is referred to as TL1.
T1 = 2*E+ X + Ar?

Wiere X is a value to allow for TPDU processing in the
| ocal transport entity.
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7.4.3.5 Persistence Tine

The local transport entity is assumed to provide a
bound for the maximumtinme for which it nay continue to retransmt
a TPDU requiring positive acknowl edgnent. This value is referred to
as R

The value is clearly related to the tinme el apsed
bet ween retransni ssion, T1, and the naxi num nunber of
retransmissions, N. It is not less than T1*N+X, where X is snal
quantity to allow for additional internal delays, the granularity of
the mechanismused to inplenment T1 and so on. Because Ris a bound,
the exact value of X is uninportant as long as it is bounded and
the value of a bound is known.

7.4.3.6 Bound on Reference ldentifier and Sequence Nunbers
Usi ng the above val ues, a bound L nay be established
for the maxi mumtime between the decision to transnit a TPDU and the
recei pt of any response relating to it. The value of L is given by:
L = 2* MtR+Ar
It is necessary to wait for a period L before reusing

any reference or sequence nunber, to avoid confusion in case a TPDU
referring to it may be duplicated or del ayed.

(Note: In practive, the value of L nay be
unacceptably large. It may also be only a statistical figure at a
certain confidence level. A smaller value may therefore be used
where this still allows the required quality of service to be
provi ded) .

7.4.3.7 lInactivity Tine

To protect agai nst unsignalled breaks in the network
connection (Hal f-open connections), each transport entity maintains
an inactivity tinme interval. If the interval passes without
recei pt of some TPDU, the transport entity will ternminate the TC by
maki ng use of the release procedure. This interval is referred to
as |.

7.4.3.8 Wndow Tine

A transport entity maintains a tine to ensure that
there is a maxi mnuminterval between transnission of up-to-date
wi ndow i nformation. This interval is referred to as the w ndow
time, W

7.4.3.9 C(dass 4 Error Recovery Principles
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In class 4, the transport entity associates a response tine

with TPDUs sent requiring a response. |If an appropriate response is
not received within time T1l, the recovery procedure nust be invoked
by the sender. This will usually involve the retransnission of the

correspondi ng TPDU

A TPDU nmay be transmitted a naxi num nunber of tines,
This nunber is referred to a N The value of Nis chosen so that
the required quality of service can be provided given the known
characteristics of the network connection

7.4.3.10 Relationship of Tines and Intervals

The foll owi ng note describes the relationship between
the tinme described in Section 7.4.3.1 - 7.4.3.9.

Not e:
a. The interrelationship of tines for the worst case
is as follows:
M maxi numtransit delay of the network (see
7.4.3.1)
Ar  maxi mum acknowl edgenent tine of the renote
transport entity (see 7.4.3.3)
R: maxi num | ocal retransnission tine (see
7.4.3.5)
N: maxi num nunber of transnission for a single
TPDU (see 7.4.3.9)
L: maximumtine for a TPDU to be valid (see
7.4.3.6)
R=T%* (N1)
1
R
*
M
L *
A =2*M + A + R
R R
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t t

b. The interrel ationship of tines for the average
case is as follows (see 7.4.3.4)

E: average transit delay for the network
(E<<M
X: TPDU processing tine
T : average tinme fromsending a TPDU unti
1 the receipt of its acknow edgenent (see
7.4.3.4)
A maxi num acknow edgenent tinme of the
R renote transport entity (see 7.4.3.3)
X
E
A T =2*E+ X+ A
R 1 R
E

t t
7.4.3.11 Sequence Numbering

In dass 4 sequence nunbering is applied to certain
control TPDUs and their acknow edgenents, as well as to DI TPDUs.
These are ED and its acknow edgenent EA.

The length of sequence nunbers nmay be negotiated at
connection establishnment. Were other than the default length is
used, an extended header format is used for sequenced TPDUs
contai ning additional octets of sequence nunbers. Extended header
format includes a credit field on the appropriate TPDU types
all owi ng extended credit allocation.

7.4. 4 Procedures for Connection Establishnent Phase

The follow ng features pertain to connection
establishment for C ass 4:

o In Cass 4, a connection is not considered
established until the successful conpletion
of a 3-way TPDU exchange. The sender of a
CR TPDU nust respond to the correspondi ng CC
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TPDU by i nmedi ately sending a DT, ED or AK TPDU

0 As a result of duplication, a CR TPDU nmay be
recei ved specifying a source reference which
is already in use with the sending transport
entity. |If the receiving transport entity
is in the data transfer phase, having
conpl eted the 3-way TPDU exchange procedure,
the receiving transport entity should ignore
such a TPDU. O herwi se a CC TPDU shoul d be
transmtted.

0 As aresult of duplication or
retransm ssion, a CC TPDU rmay be received
specifying a paired reference which is
al ready in use. The receiving transport
entity should ignore such a CC TPDU

0 A CC TPDU may be received specifying a
reference which is in the frozen state. The
response to such a TPDU shoul d be a DR TPDU

7.4.4.1 Connection Request

When a transport entity transmits a CR TPDU it starts
timer T1. If this tiner expires before a CC TPDU is received, the
CR TPDU is retransmtted and the timer restarted. After
transm ssion of the CR TPDU N tines, the connection establishnment
procedure i s abandoned and the failure reported to the transport
user. The reference nust be placed in the frozen state for a period
L (see section 7.4.3.6).

7.4.4.2 1ncom ng Connection Request
An i nconming connection request is processed as for Class 3
7.4.4.3 Connection Confirm

When a transport entity transmits a CC TPDU it starts
timer T1. If this tiner expires before an AK or DT TPDU is
received, the CC TPDU is retransnitted according to the
retransm ssion principles in Section 7.4.3.9

7.4.4.4 |1ncomng Connection Confirm

When a CC TPDU is received, the receiving transport entity
enters the data transfer phase. It nust imediately transmt an
AK, ED or DT TPDU to conplete the 3-way TPDU exchange. The
CC TPDU i s subject to the usual rules of the data transfer phase
regardi ng retransni ssion, see Section 7.4.5.3.
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7.4.4.5 |1ncom ng Acknow edgenent

When an AK, DT or ED TPDU i s received the receiving

transport entity can enter the data transfer phase. |If the entity
has data to send it may send DT TPDUs or an ED TPDU. The DT TPDUs
are subject to flow control. Oherwi se, the transport entity nust

obey the inactivity principles (see Section 7.4.5.8).
7.4.4.6 Unsuccessful Connection

When a DR TPDU is received in response to a CR TPDU
the tinmer T1 is cancelled and the reference placed in the frozen
state for a period L (see Section 7.4.6.1).

7.4.4.7 Initial Credit Allocation

The CR and CC TPDUs nay allocate an initial credit val ue
to their respective recipients. This value is |limted to 15 by the
encodi ng of the TPDU. Were the extended header format is in use,
credit values greater than 15 nust be allocated using AK TPDUs.

7.4.4.8 Exchange of Acknow edge Tine

A transport entity may transnit the value it intends
to use for AL at connection establishment, as the ' Acknow edge
Time' parameter in the CR or CC TPDU (dependi ng on whet her the
transport entity is initiating or accepting the transport
connection). If this parameter is present in a received CR or CC
TPDU, the value of AR should be set accordingly. |If this
paraneter is not present, AR may be assuned to be insignificant in
comparison to E the typical maxi mumtransit del ay.

7.4.5 Procedure for Data Transfer Phase
7.4.5.1 Sequence Contro

The receiving transport entity is responsible for
mai nt ai ni ng the proper sequence of DI TPDUs.

DT TPDUs received out of sequence nust not be
delivered to the TS-user until in-sequence TPDUs have al so been
recei ved.

AK TPDUs al so contain information allow ng the
receiving transport entity to process themin the correct order.

7.4.5.2 Duplicate DI TPDUs

Duplicate TPDUs can be detected because the T(S) val ue
mat ches that of previously received TPDUs. T(S) val ues nust not be
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reused for the period L after their previous use. Oherw se, a
new, valid TPDU could be confused with a duplicated TPDU whi ch had
previ ously been received and acknow edged.

Duplicated DT TPDUs nmust be acknow edged, since the
duplicated TPDU nmay be the result of a retransnission resulting from
the loss of an AK TPDU.

The data contained in a duplicated DT TPDU shoul d be
i gnor ed.

7.4.5.3 Retransm ssion Principles

When a transport entity has sone outstanding DT or ED
TPDUs that require acknow edgenent, it will check that no T1
interval elapses without the arrival of an AK or EA TPDU t hat
acknow edges one of them |If the timer expires, the first TPDU is
retransmitted and the timer is restarted. After N transm ssions
(N-1 retransm ssions) the connection is assuned to have failed and
the rel ease phase is entered, and the transport user is infornmed.

DT TPDUs which fall beyond the current w ndow (due to
reducti on of the upper wi ndow edge) are not retransnitted unti
advancenent of the upper w ndow edge so permts.

Not e: Thi s requirenment can be net by different
nmeans, for exanple.

1. One tinmer is associated with each TPDU. If the
timer expires, the associated TPDU will be
retransmitted, and the tinmer T1 will be
restarted for all subsequent DT TPDUs.

2. One tinmer is associated with each TC

if the transport entity transmts a DI TPDU
requi ring acknow edgenment, it starts timer
T1,

if the transport entity receives a TPDU that
acknow edges one of the TPDUs to be
acknow edged, timer Tl is restarted,

if the transport entity receives a TPDU that
acknowl edges the last TPDU to be
acknowl edged, tiner Tl is stopped.

For the decision whether the retransm ssion timer T1
is maintained on a per TPDU or on a per TC basis, throughput
consi derations have to be taken into account.



| SO Transport Protocol Specification Page
58
International Standards Organization

7.4.5.4 Acknow edgenent Principles

A transport entity operating class 4 nust acknow edge
all TPDUs received requiring acknow edgnent. To avoid unnecessary
retransm ssions and to avoid delays to transm ssion by the renote
transport entity, the delay for acknow edgenent should not exceed
timer A (see Section 7.4.3.2).

L

There are two TPDU types that nust be acknow edged:
ED and DT. Receipt of an ED TPDU nust be acknow edged by an EA
TPDU. A DT TPDU i s acknow edged with an AK TPDU.

An AK TPDU has the sequence nunber of the next DT
TPDU t he receiving transport entity expects to receive. It thus
acknow edges receipt of all DT TPDUs wi th sequence nunbers |ess than
t he acknow edgenent nunber.

An AK TPDU nay be repeated at any tine, using the
sequence nunber in the last AK TPDU sent.

7.4.5.5 Flow Control Principles

Fl ow control in Class 4 is subject to the sane
principles as in Casses 2 and 3. The credit nechani sm and w ndow
principle of those classes still apply, except that in class 4, the
upper w ndow edge can be reduced by the receiving transport entity
by sending an AK TPDU with a smaller credit.

A receiving transport entity may send an AK TPDU at
any time to change the wi ndow size. This AK TPDU nmay acknow edge a
new DT TPDU or may repeat a previous acknow edgenent.

7.4.5.6 Wndow Synchronization Principles

To ensure the synchronization of flow control
informati on the wi ndow timer provokes the frequent exchange of AK
TPDUs between transport entities. The window tinmer naintains a
m ni mum | evel of TPDU traffic between transport entities cooperating
in a transport connection.

In Cass 4 the wi ndow size can be reduced in any AK
TPDU. Due to the possibility of nisordering of AK TPDUs and the
associ ated |l oss of efficiency, the AK TPDU for cl ass 4
i ncludes an additional field called the AK TPDU subsequence
par aneter.

An AK TPDU shoul d contain the subsequence paraneter
whenever a duplicate AK TPDU is sent with the same sequence nunber
but with reduced credit. The value of the subsequence paraneter is
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set to one for the first tine the AK TPDU is resent with reduced
credit.

When an AK TPDU is transnitted whose sequence
nunber is increased, the 'sub-sequence’ paraneter is omtted
until credit reduction takes place.

When an AK TPDU is received, it nust be processed
(i.e., its contents made use of) only if:

o The sequence nunber is greater than in any
previously received AK TPDU, or,

o The sequence nunber is equal to the highest
in any previously received AK TPDU, and the
sub- sequence paraneter is greater than in
any previously received AK TPDU havi ng the
sane sequence nunber (where an
absent sub-sequence paraneter is regarded
as having a value of zero), or

0o The sequence nunber and sub-sequence
paraneter are both equal to the highest in
any previously received AK TPDU (where an
absent sub-sequence paraneter is regarded as
havi ng a value of zero), and the credit
field is greater than in any previously
recei ved AK TPDU havi ng the sanme sequence
and sub- sequence numbers.

When an AK TPDU is transnitted whi ch opens a cl osed
wi ndow (i.e. increases credit fromzero), it should be retransmtted
at an interval of T1. Transm ssion should occur a maxi nrum of N
times, after which the usual inactivity retransm ssion tinmer should
be reverted to. Retransmission nay al so cease if the |ocal
transport entity becones sure that the new credit information has
been received by the renbte transport entity.

If a transport entity receives an AK TPDU cont ai ni ng
a 'Flow Control Confirmation’ paraneter, whose Lower W ndow Edge and
Your - Sub- Sequence fields are equal to its own | ower w ndow edge and
sub-sequence nunber, it nay note that the credit available at the
renote transport entity (relative the Lower Wndow Edge field) is at
| east equal to the value conveyed as Your Credit. This enables the
transport entity to cease the frequent retransm ssion of w ndow
information, if it thereby knows that the renmpbte wi ndow i s open

A transport entity need not retransmt w ndow
i nformati on (except as described under Inactivity Principles) if it
is aware by the receipt of DI TPDUs that the renpte transport entity
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has sufficient credit to prevent deadl ock. Wen an AK TPDU is
transnmitted in response to a DI TPDU, the transport entity may
normal Iy assunme that the transmtter of the DT TPDU will ensure that
the AK TPDU is received, be retransm ssion of the DI TPDU i f
necessary. Therefore, it can normally be assuned that the credit
conveyed in such an AK TPDU will be available to the renote
transport entity, and frequent retransm ssion is unnecessary.

The assumption that the DI TPDU will be retransmtted
may be incorrect if credit reduction has taken place. Therefore, a
transport entity may not make this assunption if the
sequence nunber of the DT TPDU is |less than or equal to the highest
val ue for which permission to transnmit (i.e., credit) has been given
and subsequent!ly wi thdrawn.

Upon recei pt of an AK TPDU whi ch increases the upper
wi ndow edge, a transport entity nmay transnit an AK TPDU whi ch
repeats the information contained in the received TPDU in a ' Fl ow
Control Confirmation’ paranmeter in its variable part an thereby
assures the transnmitter of the original AK TPDU of its own state.
Such an AK TPDU nmay be trannmitted:

o Upon receipt of a duplicated AK TPDU
(i.e., one which is identical in all fields,
i ncl udi ng the sub-sequence paraneter if
present, to the nost recently received AK
TPDU whi ch was not discarded due to
detection of a sequence error), not
containing the 'Flow Control Confirmation’
par aneter.

o Upon receipt of an AK TPDU whi ch increases
t he upper w ndow edge but does not increase
the | ower wi ndow edge, when the upper w ndow
edge was fornerly equal to the | ower w ndow
edge.

7.4.5.7 Procedure for Expedited Data

The procedure for expedited data is as for O ass 3,
with the follow ng exceptions.

The ED TPDU has a sequence nunber which is allocated
froma separate sequence space fromthat of the DT TPDUs. The EA
TPDU carries the sane sequence nunber as the corresponding ED TPDU
Only a single ED TPDU may be transnmitted and awaiting
acknow edgenents at any tinme.

Upon recei pt of an unduplicated ED TPDU, a transport
entity inmediately forwards the data to the transport user. The ED
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TPDU sequence nunber is recorded in an EA TPDU sent to the other
transport entity.

The sender of an ED TPDU shall not send any new DT
TPDU wi th higher T(S) until it receives the EA TPDU. This
guarantees the arrival of the ED TPDU before any subsequently sent
DT TPDUs.

7.4.5.8 Inactivity Principles

If the Inactivity Time | passes w thout receipt of
some TPDU, the transport entity will ternminate the TC by meki ng use
of the release procedure. To present expiration of the renote
transport entity’'s inactivity tinmes when no data is being sent, the
| ocal transport entity nust send AK TPDUs at suitable intervals in
the absence of data, having regard to the probability of TPDU | oss.
The W ndow Synchroni zation Principles (see 7.4.5.6) nmay ensure that
this requirenent is net.

Note: It is likely that the rel ease procedure
initiated due to inactivity timer expiration will fail, as such
expiration indicates probable failure of the supporting NC or of the
renote transport entity. This case is described in Section 7.4.6.

7.4.6 Procedures for Rel ease Phase

The rules for class 3 apply. The DR TPDU i s subj ect
to the usual retransm ssion procedure. After N retransm ssions, the
transport connection is considered di sconnected, the Reference is
placed in the frozen state for a period L and retransm ssi on ceases.

The DC TPDU is sent only in response to a DR TPDU, and
is not subject to the retransm ssion procedure.

The DC TPDU when received allows the transport entity
to release all resources mumintained for the transport connection.

The DR TPDU does not carry a sequence nunber. Any
previously transmtted TPDUs (including DT and ED) which are
received after the DR TPDU result in a further DR TPDU but are
ot herwi se ignored. After disconnection, for whatever reason, the
Reference is placed in the frozen state for a period L.

7.4.6.1 Unassigned Frozen References

When a transport connection is term nated, the
correspondi ng references cannot be i mediately reused since TPDUs
contai ning these references may continue to exist in the network for
atime up to L. Therefore, these references will be placed in an
unassi gnabl e, frozen state for this peiod.
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After an event involving |loss of transport entity
state information, including the status of reference assignhnents,
all references relating to network connections whose transport
state informati on has been | ost nust be placed in the frozen state
for a period L.

If a DC TPDU is received for a local reference which
is in the frozen state, or with a renore reference not natching the
al ready recorded one, this DC TPDU shall be i gnored.
7.4.7 Treatnent of Invalid TPDUs

The ' Treatment of Protocol Erorrs’ function is used.
7.4.8 Supported Options

Non use of checksum

Use of extended fornmats.

8. ENCODI NG
8.1 Summary
Cl asses
0O 1 2 3 4  Sect. Code
CR Connecti on Request X X X X X 8.3 1110xXXX
CC Connection Confirm X X X X X 8.4 1101xxxX
DR Di sconnect Request X X X X X 8.5 10000000
DC Di sconnect Confirm X X X X 8.6 11000000
DT Dat a X X X X X 8.7 11110000
ED Expedited Data X NF x x 8.8 00010000
AK Dat a Acknowl edgenent NRC NF x X 8.9 0110xxxx
(Note 1)
EA Expedited Data X NF x X 8.10 00100000
Acknow edgenent

RJ Reject (Note 1) X X 8.11 0101xxxx
ERR TPDU Error X X X X X 8.12 01110000

not avail able (Note 2) - 00000000
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not avail able (Note 2) - 00110000
not avail able (Note 2) - 1001xxXX
not avail able (Note 2) - 1010xxXXX

Where xxxx (bits 4-1) is used to signal the CDT

Note 1: In extended header format, the code for AK=0110 0000 and the
code for RJ=0101 0000.

Note 2: These codes are already in use in conpatible protocols
defines by standards organi zati ons other than CCI TT/I SO

NF: Not avail abl e when the non explicit flow control option is
sel ect ed.

NRC: Not avail abl e when the receipt confirmation option is
sel ect ed.

8.2 Structure

As defined in the previous sections, all the Transport
Protocol Data Units (TPDU) shall contain an integral nunber of
octets. The octets in a TPDU are nunbered starting from1l and
increasing in the order of transm ssion. The bits in an octet are
nunmbered from1l to 8, where bit 1 is the Iowordered bit.

There are tao types of TPDUs:

o Data TPDUs, used to transfer Transport Service
Data Units (TSDUs). The structure of the TSDUs is
mai nt ai ned by neans of the TSDU End MarKk.

o Control TPDUs, used to control the transport
protocol functions, including the optional

functions.
Cctets 1 2 3 4 n n+l p ptl
Lep . || I
<--- Fixed Part ----- ><-- Variable Part->
(i ncluding checksum
wher e applicable)
S LT Header------------------- ><----Data Field->

A TPDU is divided into four parts:
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o Length Indicator Field (LI)

o Fixed Part

0 Variable Part (may be omitted)
o Data Field (may be onitted)

The length Indicator Field, Fixed Part and Variable Part constitute
t he Header of the TPDU.

8.2.1 Length Indicator Field

This field is contained in the first octet of the
TPDUs. The length is indicated by a binary nunmber, with a maxi mum
val ue of 254 (11111110). The length indicated is the header |ength,
i ncl udi ng paraneters, but excluding the length indicator field and
user data, if any. The value 255 (11111111) is reserved for
possi bl e ext ensi ons.

8.2.2 Fi xed Part

The fixed part contains frequently occurring functions
including the code of the TPDU. The length and the structure of the
fixed part are defined by the TPDU code, defined by bits 5 to 8 of
the second octet of the header.

8.2.2.1 TPDU Code

This field contains the TPDU code and is contained in
Cctet 2 of the header. It is used to define the structure of the
remai ning header. This field is a full octet except in the
foll owi ng cases:

1110 xXXX Connecti ng Request
1101 xxxx Connection Confirm
0101 xxxx Rej ect

0110 xxxx Dat a Acknow edgenent

Where xxxx (bits 4-1) is used to signal the CDT

Any other bit pattern nmay be used to define a TPDU Code.
Only those codes defined in Section 8.1 are currently valid.

8.2.3 Vari abl e Part

The variable part is used to define paraneters
relating to optional functions. |If the variable part is present, it
shall contain one or nore paraneters. The nunber of paraneters that
may be contained in the varialbe part is indicated by the [ ength of
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the variable part which is a LI mnus the length of the fixed part.

Since the currently defined m nimumfixed part for
headers which allow parameters is four octets, and since the length
indication field is limted to a maxi mum of 254, the nmaxi mum | ength
of the variable part is 250 octets.

Each paraneter contained within the variable part is
coded as foll ows:

Bits 8 7 6 5 4 3 2 1

Cctets
n+1 Par amet er Code
n+2 Parameter Length
I ndication (e.g."n)
n+3 Par amet er Val ue
n+2+m
0 The parameter code field is coded in binary and,

Wi t hout extensions, provides a maxi mum nunber of

255 different paraneters. However, as noted bel ow,
bits 8 and 7 indicates the source of definition

so the practical maxi mum nunber of different

paraneters is less. Paraneter code 1111 1111 is
reserved for possible extensions of the paranmeter code.

0 The paraneter length indication indicates the | ength,
in octets, of the paraneter value field. The length
is indicated by a binary nunmber, "m' with a theoretica
maxi mum val ue of 255. The practical maxi mum val ue of
"mM' is lower. For exanple, in the case of a single paranete

contained within the variable part, tw octets
are required for the Paraneter Code and the Paraneter Length

Indication itself. Thus, the value of "m is linited
to 248. For larger fixed parts of the header and for
each succeedi ng paraneter, the nmaxi numvalue of "nl' decrease

0 The parameter value field contains the value of the
paraneter identified in the paraneter code field.

0 No standard parameter codes use bits 8 and 7 with the
val ue 00.

0 I mpl ement ati ons shall accept the parameters defined in
the variable part in any order. |If any paraneter is
duplicated then the later value will be used.

8.2.3.1 Checksum Paraneter (Class 4 only)
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Al TPDU types nay contain a checksum paraneter in
their variable part. This parameter nust always be present except
when the non use of checksum option is sel ected.

Par amet er Code: 1100 0011
Par amet er Lengt h: 2
Par amet er Val ue: Resul t of checksum al gorithm

This algorithmis specified in
Section 6.18.

8.2.4 Data Field This field contains transparent user data.
Restrictions on its size are noted for each conmmand.

8.3 Connecti ons Request (CR)
8.3.1 Structure

1 2 3 4 5 6 7 8 p  p+l

LI CR CDT 00000000 00000000 SOURCE- class VARI ABLE USER DATA

REFERENCE opti ons PART

8.3.2 LI

See Section 8.2.1
8.3.3 Fi xed Part (Cctets 2 to 7)

CR: Connecti on Request Code: 1110

CDT: Initial Credit Allocation (set to 0000 in
Classes 0 and 1 when specified as preferred cl ass).

SOURCE REFERENCE: Ref erence sel ected by the transport
entity initiating the CR TPDU to
identify the requested TC.

CLASSES: Bits 8-5 octer 7 defines the preferred Transport
Protocol class to be operated over the requested
TC. This field may take on one of the follow ng

val ues.
0000 Class O
0001 Class 1
0010 Class 2
0011 Class 3
0100 Class 4

The CR contains the first choice of class in the fixed
part as above. Second and subsequent choices are listed in the
variable part if required.
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Bits 4-1 of octet 7 are reserved for options to be

used on the requested transport connecti on.

8.

3.4

The use of bits 4-1 is as foll ows:

BI'T OPTI ON

4 0 al ways

3 0 al ways

2 = use of nornmal formats

= use of extended fornmats

1 =0 use of explicit flow contro
in Class 2

=1 no use of explicit flow
control in Class 2

Not e:

It is not valid to request 'use of expedited data
transfer’ (Additional option parameter) and no use of
explicit flow control in Cass 2° (bit 1 =1).

Bits 4 to 1 are always zero in Cass 0 and have
no neani ng.

Vari able Part (Cctets 8 to p)

The follow ng paraneters are permitted in the variable part:

Transport Service Access Point ldentifier (TSAP-1D)

Page

Par amet er code 11000001 for the identifier of the Calling TSAP

11000010 for the identifier of the Call ed TSAP.

If a TSPA-IDis given in the request it may be

returned in the confirmation.

TPDU si ze

Thi s paraneter defines the proposed maxi mum TPDU si ze

(in octets including the header) to be used over the requested
transport connection. The coding of this paraneter is:

Par amet er Code 11000000



| SO Transport Protocol Specification Page
?ﬁternational St andards Organi zati on
Paranmeter value field
00001101 8192 octets (not allowed in Cass 0 of 1)
00001100 4096 octets (not allowed in Cass 0 of 1)
00001011 2048 octets
00001010 1024 octets
00001001 512 octets
00001000 256 octets
00000111 128 octets
Default value is 00000111 (128 octets)
Ver si on Nunmber (not used in Cass 0)
Par anet er code 11000100
Paranmeter value field 00000001
Defaul t val ue 00000001
Def aul t val ue 00000001 (not used in Cass 0)
0 Security Paranmeter (not used in Cass 0)
This paraneter is user defined.
Par amet er code 11000101
Paraneter value and length field are user defined
0 Checksum (not used in C asses O through 3)
See Section 8.2.3.1
Thi s paraneter nust always be present in a CR TPDU
requesting Cass 4, even if the checksum sel ection
paraneter is used to request non-use of the checksumfacility.
0 Additional Option Selection (not used in Cass 0)

This paraneter defines the selection to be nmade as to
whet her or not additional options are to be used.

Par anmeter code 11000110
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octets.
to zero

Paranmet er | ength:
Par anmeter value fie

Bits related to opt

not meani ngful and rmay take any value in the other classes.

BITS

4 = Use
= Non

3 = Use
= Use

2 = Chec
= Chec

1 1= Use

serv

0= No u

serv

Def ault fal ue

o Alternative proto
Par anet er code
Parameter |eng

Par anet er val ue enc
Each octet is enco
(i.e., no alternati
o Acknow edge Tine
Thi s paraneter conv
AL to the renote tr
is not subject to n
Par anet er Code 1000

Paraneter Value fie

nis the nmaxi num ac
mlliseconds.

o Throughput

ification
ani zati on
1

| d:

ions particular to one class are

OPTI ON

of network expedited in Class 1
use of network expedited in Class 1

of receipt confirmation in Class 1
of explicit AK variant in Cass 1

ksuns are to be used in Class 4
ksunms are not to be used in O ass 4

pf transport expedited data transfer

;geof transport expedited data transfer

ice

i s 00000001

col class (not used in Cass 0)
11000111

th n

oded as a sequence of single

ded as for octet 7 but with bits 4-1 set

ve option selections pernitted).

eys the maxi mum acknow edge tine

ansport entity. It is an indication only,

egotiation (see section 7.4.5.3).
0101
Id: n a binary nunber (2 octets)

know edge time, expressed in

Par anet er code: 10001001

Length : 12

Page
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1st 3 octets

2nd 3 octets

3rd 3 octets

4th 3 octets

Val ues are expressed in octets per

o Resi dual Par anet er code:
error rate
Lengt h
1st oct et
2nd oct et
3rd octet
o Priority Par anet er code:
Lengt h
Val ue
o Transit Par anet er code:
del ay
Lengt h

1st 2 octets

2nd 2 octets

Tar ger val ue,
calling-called user
di rection

M n. acceptabl e,
calling-called
user direction
Tar get val ue,

cal l ed-cal li ng user
direction

M n. acceptabl e,
cal l ed-cal ling user
di rection

second.

10000110

3

Target val ue, power
of 10

M n. acceptabl e,
power of 10

TSDU si ze of

i nterest, expressed
as a power of 2
10000111

2

| nt eger

10001000

8

Tar get val ue,
calling-called user
di rection

Max. acceptabl e,
calling-called user
di recti on.

Page
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3rd 2 octets : Tar get val ue,
cal l ed-cal li ng user
di rection.

4th 2 octets Max. acceptabl e,
cal l ed-cal li ng user
direction

Val ues are expressed in mlliseconds.
8.3.5 User Data (COctets p+1 to the end)
No user data are pernmitted in class 0, and are
optional in the other classes. Were permtted, it may not exceed
32 octets.

8.4 Connection Confirm (CQ)

8.4.1 Structure

1 2 3 4 5 6 7 8 p p+l
LI CC CDT DST- REF SOURCE- REF class VAR ABLE USER DATA
1101 options Part
8.4.2 LT

See Section 8.2.1.

8.4.3 Fi xed Part (Cctets 2 to 7)

CcC : Connection Confirm
Code: 1101
CDT : Initial Credit

Al l ocation (set to
0000 in Classes O
and 1).

DST- REFERENCE : Ref er ence
i dentifying the
request ed transport
connection at the
renote transport
entity.

SOURCE REFERENCE : Ref erence sel ect ed
by the transport
entity initiating
the CC TPDU to

Page
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identify the
confirmed TC
CLASSES : Defines the sel ected
transport protocol class to
be operated over the accepte
TC according to the
negoti ation rules specified
in Section 6.5.
8.4.4 Variable part (Cctet 8 to p)
See Section 8.3.4
8.4.5 User Data (COctets p+1 to the end)
See Section 8.3.5
8.5 Di sconnect Request (DR)

8.5.1 Structure

LI DR DST- REF SOURCE- REF REASON VARI ABLE USER DATA
10000000 PART
8.5.2 LI

See Section 8.2.1
8.5.3 Fi xed Part (Cctets 2 to 7)
DR : Di sconnect Request Code: 1000

DST- REFERENCE : Ref erence identifying the TC at
the renote transport entity.

SOURCE REFERENCE Ref erence identifying the TC at
the transport entity initiating
the command. Val ue zero when
reference i s unassi gned.

REASON : Defines the reason for
di sconnecting the TC. This field
shall take one of the follow ng
val ues:

The foll owi ng val ues can be used
for class 1 to 4:

128 + 0 - Nornmal di sconnect
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initiated by session entity.

128 + 1 - Renpte transport entity
congestion at connect request tinme

*128 + 2 - Connection negotiation failed
(i.e. proposed class(es) not supported).

128 + 3 - Duplicated connection detected
128 + 4 - M smatched references

128 + 5 - Protocol error

128 + 6 - Not used

128 + 7 - Reference overfl ow

128 + 8 - Connection request refused on thi

[
net wor kK connecti on
128 + 9 - Not used
128 + 10 - Header or paraneter |ength inval
id

The followi ng val ues can be used for all classes.
0 - Reason not specified
1 - Congested at TSAP
*2 Session entity not attached to TSAP
*3 Addr ess unknown
Not e: Reasons marked with "*' may be reported to
the TS-user as ’'persistent’, other reasons
as 'transient’.

8.5.4 Variable Part (COctets 8 to 10)

0 A paraneter may be provided to all ow additional
information related to the clearing of the connection.

Par anet er code: 11100000
Paraneter Value Field: Additional information. This

field is intended to be used by the transport service
provider for internal purposes.
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0 Checksum (see 8.2.3.1)
8.5.5 User Data (Octets p+1 to the end)

Not allowed in class O,

This field may not exceed 64 octers and is used
to carry TS-User data. The successful transfer of this data is not
guar ant eed.
8.6 Di sconnect Confirm (DC)

(Not used in Cass 0)

8.6.1 Structure

1 2 3 4 5 6 7 p
LI DST- REFERENCE  SOURCE- REFERENCE  Vari abl e Part
11000000
8.6.2 LI

See Section 8.2.1
8.6.3 Fi xed Part (Cctets 2 to 6)
DC : Di sconnect Confirm Code: 1100
DST- REFERENCE : See Section 8.3.3
SOURCE- REFERENCE: See Section 8.4.3
8.6.4 Variable Part
Checksum (see 8.2.3.1)
8.7 Data (DT)
8.7.1 Structure

Normal Format for Class O to 1

1 2 3 4 5
LI DT E TPDU- NR User Data
11110000 O
T

Normal format for Class 2, 3 and 4
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1 2 3 4 5 6 p p+1
LI DST- REFERENCE E TPDU-NR Variable Part User Data
11110000

=0

Ext ended Format for optional use in Casses 2,3 and 4

1 2 3 4 5,6,7,8 9 p ptl
LI DT DST- REFERENCE E TPDU-NR Variable User Data
11110000 O
T
8.7.2 LI

Section 8.2.1
8.7.3 Fi xed Part
(Classes 0to 1 : - OCctets 2to 3; classes 2,3,4

normal format: COctets 2 to 5; classes 2,3,4 extended format: -
Cctets 2 to 8)

DT : Dat a Transfer Code: 1111
DST- REFERENCE See Section 8.4.3
EOCT : When set to ONE, indicates that

the current DT TPDU is the | ast
Data Unit of a conplete DT TPDU
sequence (End of TSDU).

TPDU- NR : TPDU Send Sequence Numnber (Zero in
Class 0), nay take any value in
Class 2 without explicit flow
control.

8.7.4 Vari abl e Part
Checksum (See 8.2.3.1)
8.7.5 User Data Field

This field contains data of the TSDU being transnitted.
The length of this field is Iimted to the negotiated TPDU si ze for
this transport connection ninus 3 octets in Casses 0 and 1,
and minus 5 octets (normal header format) or
8 octets (extended header fornmat) in the other classes. The
variable part, if present, amy further reduce the size of the user
data field.
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8.8 Expedi ted Data (ED)
(Not used in Class 2 when "no explicit flow
control" option is selected.)
8.8.1 Structure
Nor mal For mat
1 2 3 4 ECT 5 6 p p+1
LI ED DST- REFERENCE EDTPDU- NR Variable Part User Data
00010000 1.
Ext ended For mat
1 2 3 4 EOT 5,6,7,8 9 p p + 1
LI ED DST- REFERENCE EDTPDU- NR Vari abl e Part User Dat
i 00010000 1.
8.8.2 LI

See Section 8.2.1

8.8.3 Fi xed Part
(Cctets 2 to 5, nornal format: 2 to 8, extended fornat)
ED: Expedi ted Data conmand code: 0001

DST- REFERENCE: Sanme as Section 8.4.3

ED TPDU- NR: Expedi ted TPDU identification nunber
(Casses 1, 3, and 4; may take any value in
Class 2).

8.8.4 Variable Part

Checksum (See 8.2.3.1)
8.8.5 User Data Field

This field contains an expedited TSDU. Up to 16 octets.
8.9 Dat a Acknow edgement ( AK)

Not applicable for Class 0 and Class 2 when the "no

explicit flow control" option is selected, and for Cass 1 when the
network receipt confirmation option is selected.
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Fl ow Control Confirmation (class 4 only - optionally used)

This paraneter contains a copy of the information received

in an AK TPDU, to allow the transmtter of the AK TPDU to be certain

of the state of the receiving transport entity (See Section 7.4.5.6).

.10

8.10.1

8.

9.

1

L

L

Par ameter Code: 100001011

Parameter value field 64 bits, used as foll ows:

o

Lower W ndow Edge (32 hits)

Bit 32 is set to zero, bits 31 to 1 contain the
YR-TU-NR val ue of the received AK TPDU. When nornma
format is in use, only the |east significant seven
bits (bits 1 to 7) of this field are significant.

Your Sub- Sequence (16 bits)

Contai ns the val ue of the sub-sequence paraneter of
the received AK TPDU, or zero if this paranmeter was
not present.

Your Credit (16 bits)

Contains the value of the CDT field of the received AK
TPDU. When normal format is in use, only the |east
significant four bits (bits 1 to 4) of this field are
significant.

Expedi ted Data Acknow edgenent (EA)

(Not applicable for Cass 0 and C ass 2 when the no
explicit flow control option is sel ected).

Structure

Nor mal For mat

2 3 4 5 6 p

EA DST- REFERENCE . YR-TU-NR Vari abl e Part

00100000 0.

Ext ended For mat

Page

2 3 4 5 6,7,8 9 p
EA DST- REFERENCE . YR-TU-NR Vari abl e Part
00100000 0.
Structure
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Nor mal For mat

1 2 3 4 5 6 p
LI AK CDT DST- REFERENCE . YR-TU-NR Variable Part
0110 0.

Ext ended For mat

1 2 3 4 56,7,8 9,10 11 p
LI AK DST- REFERENCE . YRRTUNR CDT Vari abl e Part
01100000 0.
8.9.2 LI

See Section 8.2.1
8.9.3 Fi xed Part
(Octets 2 to 5, normal format: 2 to 10, extended format)
AK: Acknow edgenent command code: 0110
CDT: Credit Value (set to 0 in class 1)
DST- REFERENCE: Sane as Section 8.4.3

YR- TU- NR: Sequence nunber indicating the next expected
DT TPDU nunber.

8.9.4 Variable Part
Checksum (See 8.2.3.1)
Sub- sequence nunber (class 4 only - optionally used).
This paraneter is used to ensure that AK TPDUs are
processed in the correct sequence. |If it is absent, this is
equivalent to transnmitting the paraneter with a value of zero.
Paranmet er Code: 100001010
Par anet er Val ue: 16-bit sub-sequence nunber.
8.10.2 LI
See Section 8.2.1

8.10.3 Fixed Part
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(Octets 2 to 5, normal format; 2 to 8, extended
format)

EA: Acknow edgenent command code: 0010
DST- REFERENCE: Sane as Section 8.4.3

YR- TU- NR I dentification of the ED TPDU bei ng
acknowl edged. May take any value in C ass 2.

8.10.4 \Variable Part

Checksum (See 8.2.3.1)
8.11 Rej ect (RJ)

(Not used in Classes 0, 2, and 4)
8.11.1 Structure

Nor mal For mat

1 2 3 4 EOT 5 6 p
LI R] CDT  DST- REFERENCE . YRR-TU-NR  Variable Part
0101 0.

Ext ended For mat

1 2 3 4 EOT 5,6,7,8 9,10 11 p
LI RJ DST- REFERENCE . YRRTUNR CDT Vari abl e
0l 01 0000 Par t
8.11.2 LI

See Section 8.2.1
8.11.3 Fixed Part
(Cctets 2 to 5, nornal format; 2 to 10, extended format)
RJ: Rej ect Command Code: 0101
CDT: Credit Value (set to O in class 1)
DST- REFERENCE: Sane as Section 8.4.3

YR- TU- NR: Sequence nunber indicating the next expected
TPDU from whi ch retransm ssion should occur.
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8.11.4 Variable Part

No paranmeters exclusive to this TPDU type.

8.12 TPDU Error (ERR)

1 2 3 4 5 6
LI ERR DST- REFERENCE Rej ect Par anmet er s
01110000 Cause
8.12.1 LI

See Section 8.2.1

8.12. 2 Fixed Part
ERR: TPDU Error Code: 0111
DST- REFERENCE: Sane as Section 8.4.3

REJECT CAUSE
00000000 Reason not specified

00000001 Invalid paraneter code
00000010 Invalid TPDU type
00000011 Invalid paraneter val ue
8.12.3 Variable Part (Octets 6 to the end)
Paranmeter Code: 1100001
Paraneter Val ue Fiel d:
Contains the bit pattern of the rejected TPDU up to and
i ncluding the octet which caused the rejection. This parameter is
mandatory in C ass 0.
Checksum (See Section 8.2.3.1)
SECTI ON THREE - CONFORMANCE
9. CONFORMANCE

| mpl enent ati ons cl ai ming conformance to this standard shall

1. | npl emrent either Cass 0 or Cass 2 or both.
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2. If other classes are inplenented, the followi ng rules
shall be observed:
a) If Cass 3 or Class 4 is inplenmented then Cass 2
nmust be i npl ement ed
b) If Gass 1 is inplenmented then Cass 0 nust be
i mpl enent ed.
3. The followi ng table defines the requirenents for the
i npl ementation of the options defined in previous
sections:
d ass
0 1 2 3 4
TPDU wi t h Checksum no no no no m
TPDU wi t hout Checksum m m m m 0
Expedi ted Data Transfer no m m m m
No Expedited Data Transfer m m m m m
Fl ow Control in Oass 2 no no m no no
No Flow Control in Class 2 no no o] no no
7 bits format (nornal) m m m m m
31 bits format (extended) no no o] o] 0
Use of Receipt Confirmation in no 0 no no no
Cass 1
No use of Receipt Confirmation in no m no no no
Cass 1
Use of Network Expedited in Cass no 0 no no no
1, if T-EXPEDI TED DATA necessary
No use of Network Expedited in no m no no no
Class 1, if T-EXPEDI TED DATA necessary
0o - optional: An inplementati on may or may not
provide this user-selected option.
m - nandatory: An i npl enmentation must provide for this
option
no An inplenmentation shall not provide
this option.
4. | mpl enent ati ons cl ai mi ng conformance shall support a

TPDU | ength of 128 octets. |If |arger maxi mum TPDU

Page
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sizes can be supported in Casses 1,2,3, or 4, then
all permtted TPDU sizes between the naxi num and 128
octets shall be supported.

5. Cl ai ns of conformance shall state:
a) which class of protocol is supported.

b) which additional options indicated by the letter
"0’ in the above table are supported.



