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| nt roducti on

Di scussi on of the standardi zati on process and the RFC docunent series
is presented first, followed by an explanation of the terns.

Sections 6.2 - 6.9 contain the lists of protocols in each stage of
standardi zation. Finally come pointers to references and contacts
for further information.

This nenp is intended to be issued approximately quarterly; please be
sure the copy you are reading is current. Current copies may be
obtai ned fromthe Network Information Center or fromthe Internet

Assi gned Nunbers Authority (see the contact information at the end of
this meno). Do not use this edition after 31-July-93.

See Section 6.1 for a description of recent changes. In the official
lists in sections 6.2 - 6.9, an asterisk (*) next to a protocol
denotes that it is newto this docunent or has been noved from one
protocol level to another, or differs fromthe previous edition of
this docunent.

1. The Standardi zati on Process

The Internet Architecture Board maintains this |list of docunents that
define standards for the Internet protocol suite. See RFC 1358 for
the charter of the 1AB and RFC- 1160 for an explanation of the role
and organi zation of the IAB and its subsidiary groups, the Internet
Engi neering Task Force (I ETF) and the Internet Research Task Force
(IRTF). Each of these groups has a steering group called the | ESG
and | RSG respectively. The |IAB provides these standards with the
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goal of co-ordinating the evolution of the Internet protocols; this
co-ordi nati on has becone quite inportant as the Internet protocols
are increasingly in general comercial use. The definitive

description of the Internet standards process is found in RFC-1310.

The majority of Internet protocol devel opnent and standardi zation
activity takes place in the working groups of the Internet
Engi neeri ng Task Force.

Protocol s which are to become standards in the Internet go through a
series of states or maturity levels (proposed standard, draft
standard, and standard) involving increasing anmounts of scrutiny and
testing. Wen a protocol conpletes this process it is assigned a STD
nunber (see RFC-1311). At each step, the Internet Engineering
Steering Goup (IESG of the I ETF nust make a reconmmrendati on for
advancenent of the protocol and the IAB nust ratify it. If a
reconmendation is not ratified, the protocol is remanded to the | ETF
for further work.

To allow tine for the Internet community to consider and react to

st andardi zati on proposals, the | AB i nposes a m ni mum delay of 6
nmont hs before a proposed standard can be advanced to a draft standard
and 4 nonths before a draft standard can be pronpted to standard.

It is general | AB practice that no proposed standard can be pronoted
to draft standard without at |east two independent inplenentations
(and the recommendation of the IESG. Pronotion fromdraft standard
to standard generally requires operational experience and
denonstrated interoperability of two or nore inplenentations (and the
recommendati on of the | ESG.

In cases where there is uncertainty as to the proper decision
concerning a protocol the I AB may convene a special review conmttee
consisting of experts fromthe IETF, IRTF and the 1AB with the

pur pose of recommendi ng an explicit action to the | AB.

Advancenent of a protocol to proposed standard is an inportant step
since it marks a protocol as a candidate for eventual standardization
(it puts the protocol "on the standards track"). Advancenent to
draft standard is a najor step which warns the comunity that, unless
maj or objections are raised or flaws are discovered, the protocol is
likely to be advanced to standard in six nonths.

Sone protocol s have been superseded by better ones or are otherw se
unused. Such protocols are still docunented in this nmenorandum with
the designation "historic".

Because the | AB believes it is useful to docunent the results of
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early protocol research and devel opnent work, sone of the RFCs
docunent protocols which are still in an experinental condition. The
protocols are designated "experinmental" in this nmenorandum They
appear in this report as a convenience to the conmunity and not as
evi dence of their standardi zation

O her protocols, such as those devel oped by ot her standards

organi zations, or by particular vendors, nmay be of interest or may be
reconmended for use in the Internet. The specifications of such
protocols nay be published as RFCs for the conveni ence of the
Internet conmunity. These protocols are |abeled "informational" in
thi s menorandum

In addition to the working groups of the I ETF, protocol devel opnent
and experinentation nay take place as a result of the work of the
research groups of the Internet Research Task Force, or the work of
other individuals interested in Internet protocol devel opnent. The

| AB encourages the docunentation of such experinental work in the RFC
series, but none of this work is considered to be on the track for
standardi zation until the | ESG has nade a reconmendati on to advance
the protocol to the proposed standard state, and the | AB has approved
this step.

A few protocol s have achi eved wi despread i npl enmentati on without the
approval of the IESG and the | AB. For exanple, sone vendor protocols
have become very inportant to the Internet comunity even though they
have not been recomended by the IESG or ratified by the | AB.

However, the | AB strongly recomends that the | AB standards process
be used in the evolution of the protocol suite to naxim ze
interoperability (and to prevent inconpatible protocol requirenents
fromarising). The |IAB reserves the use of the ternms "standard"
"draft standard", and "proposed standard” in any RFC or other
publication of Internet protocols to only those protocols which the

| AB has approved.

In addition to a state (like "Proposed Standard"), a protocol is also
assigned a status, or requirenent level, in this docunent. The
possi bl e requirenent |evels ("Required", "Reconmended", "Elective"
"Limted Use", and "Not Recomended") are defined in Section 4.2.
Wien a protocol is on the standards track, that is in the proposed
standard, draft standard, or standard state (see Section 5), the
status shown in Section 6 is the current status. For a proposed or
draft standard, however, the 1AB will al so endeavor to indicate the
eventual status this protocol will have after adoption as a standard.

Few protocols are required to be inplenented in all systens; this is

because there is such a variety of possible systens, for exanple,
gateways, term nal servers, workstations, and nulti-user hosts. The
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requi rement | evel shown in this docunment is only a one word | abel
whi ch may not be sufficient to characterize the inplenentation
requirements for a protocol in all situations. For some protocols,
this docunment contains an additional status paragraph (an
applicability statenent). |In addition, nore detailed status
information is contained in separate requirenents docunments (see
Section 3).

2. The Request for Comments Docunents

The documents call ed Request for Comments (or RFCs) are the working
notes of the "Network Wrking Group”, that is the Internet research
and devel oprment conmunity. A docunent in this series nay be on
essentially any topic related to conputer conmunication, and nay be
anything froma neeting report to the specification of a standard.

Not i ce:

Al'l standards are published as RFCs, but not all RFCs specify
st andar ds.

Anyone can submit a docunent for publication as an RFC. Subm ssions
nmust be nade via electronic mail to the RFC Editor (see the contact
information at the end of this nenp, and see RFC 1111).

While RFCs are not refereed publications, they do receive technica
review fromthe task forces, individual technical experts, or the RFC
Editor, as appropriate.

The RFC series conprises a wi de range of documents, ranging from

i nformati onal docunents of general interests to specifications of
standard Internet protocols. |In cases where subnission is intended
to docunent a proposed standard, draft standard, or standard
protocol, the RFC Editor will publish the docunent only with the
approval of both the I1ESG and the I AB. For docunents descri bing
experimental work, the RFC Editor will notify the | ESG before
publication, allowing for the possibility of review by the rel evant

| ETF wor ki ng group or | RTF research group and provide those comments
to the author. See Section 5.1 for nore detail

Once a docunent is assigned an RFC nunmber and published, that RFC is
never revised or re-issued with the same nunber. There is never a
question of having the nost recent version of a particular RFC
However, a protocol (such as File Transfer Protocol (FTP)) may be

i nproved and re-docunented nany tinmes in several different RFCs. It
is inportant to verify that you have the nobst recent RFC on a
particular protocol. This "IAB Oficial Protocol Standards" meno is

the reference for determining the correct RFC for the current
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speci fication of each protocol

The RFCs are available fromthe Network Informati on Center at SR
I nternational, and a nunber of other sites. For npre information
about obtai ning RFCs, see Sections 7.4 and 7.5.

3. O her Reference Docunents

There are three other reference docunents of interest in checking the
current status of protocol specifications and standardi zati on. These
are the Assigned Nunbers, the Gateway Requirenents, and the Host

Requi rements. Note that these docunents are revised and updated at
different tinmes; in case of differences between these docunents, the
nost recent mnust prevail.

Al so, one should be aware of the M L-STD publications on |IP, TCP,
Tel net, FTP, and SMIP. These are described in Section 3.4.

3.1. Assigned Nunbers

This docunent lists the assigned values of the paraneters used in the
various protocols. For exanple, |IP protocol codes, TCP port nunbers,
Tel net Option Codes, ARP hardware types, and Termi nal Type nanes.

Assi gned Nunbers was npst recently issued as RFC-1340.

Anot her docunent, Internet Nunbers, lists the assigned |P network
nunbers, and the autononbus system nunbers. |nternet Nunmbers was
nmost recently issued as RFC- 1166.

3.2. Gateway Requirenents

Thi s docunent reviews the specifications that apply to gateways and
suppl i es guidance and clarification for any anbiguities. GCateway
Requi rements is RFC-1009. A working group of the IETF is actively
preparing a revision.

3.3. Host Requirenents
This pair of docunents reviews and updates the specifications that
apply to hosts, and it supplies guidance and clarification for any
anbiguities. Host Requirenents was issued as RFC- 1122 and RFC- 1123.
3.4. The M L-STD Docunents
The I nternet community specifications for IP (RFC-791) and TCP (RFC-
793) and the DoD M L-STD specifications are intended to describe

exactly the same protocols. Any difference in the protocols
specified by these sets of docunents should be reported to DCA and to
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the 1AB. The RFCs and the M L-STDs for IP and TCP differ in style
and level of detail. It is strongly advised that the two sets of
docunent s be used together, along with RFC-1122 and RFC-1123.

The | AB and the DoD M L-STD specifications for the FTP, SMIP, and

Tel net protocols are essentially the sane docunents (RFCs 765, 821
854). The M L-STD versions have been edited slightly. Note that the
current Internet specification for FTP is RFC-959 (as nodified by
RFC-1123) .

Note that these M L-STD are now sonewhat out of date. The Gateway
Requi rements (RFC-1009) and Host Requirenents (RFC-1122, RFC-1123)
t ake precedence over both earlier RFCs and the M L-STDs.

Internet Protocol (IP) M L-STD- 1777
Transni ssion Control Protocol (TCP) M L- STD- 1778
File Transfer Protocol (FTP) M L- STD- 1780
Sinple Mail Transfer Protocol (SMIP) M L- STD- 1781
Tel net Protocol and Options ( TELNET) M L- STD- 1782

These docunents are available fromthe Naval Publications and Forns
Center. Requests can be initiated by tel ephone, tel egraph, or nail
however, it is preferred that private industry use form DD1425, if
possi bl e.

Naval Publications and Forns Center, Code 3015
5801 Tabor Ave
Phi | adel phia, PA 19120
Phone: 1-215-697-3321 (order tape)
1-215-697- 4834 (conversation)

4. Explanation of Terns

There are two i ndependent categorization of protocols. The first is
the "maturity level" or STATE of standardization, one of "standard",
"draft standard", "proposed standard", "experinental",
"informational" or "historic". The second is the "requirenent |evel"
or STATUS of this protocol, one of "required", "recomended",
"elective", "limted use", or "not reconmended"

The status or requirenent level is difficult to portray in a one word
| abel . These status | abels should be considered only as an

i ndication, and a further description, or applicability statenent,
shoul d be consul ted.

When a protocol is advanced to proposed standard or draft standard,

it is labeled with a current status and when possible, the | AB al so
notes the status that the protocol is expected to have when it
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reaches the standard state.

At any given tine a protocol occupies a cell of the follow ng matri Xx.
Protocols are likely to be in cells in about the follow ng
proportions (indicated by the relative nunber of Xs). A new protocol
is nmost likely to start in the (proposed standard, elective) cell, or
the (experinental, not recommended) cell

STATUS

Req Rec Ele Lim  Not
+----- +----- +- oo - - +- oo - - +- oo - - +

Std | X | XXX | XXX | | |
S +----- +----- +----- +----- +----- +
Draft | X | X | XXX | | |
T +----- +----- +- oo - - +- oo - - +- oo - - +
Prop I | X | XXX'| I I
A +----- +----- +- oo - - +- oo - - +- oo - - +
I nfo I I I I I I
T +----- +----- +- oo - - +- oo - - +- oo - - +
Expr I I I | XXX | I
E +----- +----- +- oo - - +- oo - - +- oo - - +
Hi st | | | | | XXX |
+----- +----- +- oo - - +- oo - - +- oo - - +

What is a "systeni?

Some protocols are particular to hosts and sonme to gateways; a few
protocols are used in both. The definitions of the terns bel ow
will refer to a "systenf which is either a host or a gateway (or
both). It should be clear fromthe context of the particul ar
protocol which types of systens are intended.

4.1. Definitions of Protocol State

Every protocol listed in this docunment is assigned to a "maturity
| evel " or STATE of standardization: "standard", "draft standard",
"proposed standard", "experinental", or "historic".

4.1.1. Standard Protocol

The | AB has established this as an official standard protocol for
the Internet. These protocols are assigned STD nunbers (see RFC
1311). These are separated into two groups: (1) IP protocol and
above, protocols that apply to the whole Internet; and (2)

net wor k- speci fic protocols, generally specifications of howto do
I P on particular types of networks.
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4.

.1.2. Draft Standard Protocol

The 1AB is actively considering this protocol as a possible

Standard Protocol. Substantial and w despread testing and conmment
are desired. Comments and test results should be submitted to the
| AB. There is a possibility that changes will be made in a Draft

St andard Protocol before it becomes a Standard Protocol.

4.1.3. Proposed Standard Protoco

These are protocol proposals that may be considered by the | AB for
standardi zation in the future. |nplenmentation and testing by
several groups is desirable. Revision of the protocol
specification is likely.

4.1.4. Experinmental Protocol

A system shoul d not inplenment an experinental protocol unless it
is participating in the experinment and has coordinated its use of
the protocol with the devel oper of the protocol

Typically, experimental protocols are those that are devel oped as
part of an ongoing research project not related to an operational
service offering. While they may be proposed as a service
protocol at a |later stage, and thus becone proposed standard,
draft standard, and then standard protocols, the designation of a
protocol as experinmental nay sonetinmes be neant to suggest that
the protocol, although perhaps mature, is not intended for
operational use.

4.1.5. | nf ormati onal Protoco

Prot ocol s devel oped by other standard organi zati ons, or vendors,
or that are for other reasons outside the purview of the | AB, may
be published as RFCs for the convenience of the Internet comunity
as informational protocols.

.1.6. Historic Protocol

These are protocols that are unlikely to ever becone standards in
the Internet either because they have been superseded by | ater
devel oprments or due to lack of interest.

Definitions of Protocol Status
This docunent lists a "requirenent |evel" or STATUS for each

protocol. The status is one of "required", "reconmended",
"elective", "limted use", or "not recomended"
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4.2.1. Required Protocol

A system nust inplenent the required protocols.
4.2.2. Recommended Protocol

A system shoul d i npl enent the reconmended protocols.
4.2.3. Elective Protocol

A system nmay or may not inplenment an el ective protocol. The
general notion is that if you are going to do sonething like this,
you nust do exactly this. There may be several elective protocols
in a general area, for exanple, there are several electronic nmai
protocols, and several routing protocols.

4.2.4. Limted Use Protocol

These protocols are for use in limted circunstances. This may be
because of their experinental state, specialized nature, limted
functionality, or historic state.

4.2.5. Not Recommended Protocol

These protocols are not recomended for general use. This may be
because of their linmted functionality, specialized nature, or
experimental or historic state.

5. The Standards Track
This section discusses in nore detail the procedures used by the RFC
Editor and the 1 AB in maki ng deci sions about the | abeling and
publ i shing of protocols as standards.

5.1. The RFC Processing Decision Table
Here is the current decision table for processing subm ssions by the

RFC Editor. The processing depends on who submitted it, and the
status they want it to have.
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[ oo sy —————r—r ¥
|**************| S OU RC E |
[ oo sy —————r—r ¥
| Desired | IAB | | ESG | IRSG | Oher |
| Status | | | | |
[ oo sy —————r—r ¥
| | o | | |
| Standard | Publish | Vote | Bogus | Bogus |
| or | (1) | (3) | (2) | (2) I
| Draft I I I I I
| Standard | | | | |
Fomm e e oo oo NS, Fomm oo oo - SN, Fomm oo oo oo - +
| | o | | |
| | Publish | Vote | Refer | Refer |
| Proposed | (1) | (3) | (4) | (4) I
| Standard | | | | |
I I I I I I
Fomm e e oo oo NS, Fomm oo oo - SN, Fomm oo oo oo - +
| | o o o o
| _ | Publish | Notify | Notify | Notify |
| Experinental | (1) | (9 | (9 | (9 I
| Protocol | | | | |
I I I I I I
Fomm e e oo oo NS, Fomm oo oo - SN, Fomm oo oo oo - +

I nformation Publish | Discretion|Di scretion|Discretion]

I I
I I
I or Opi nion I (1) | (6) | (6) | (6) I
I I

Paper I I I I

I I I I

[ oo sy —————r—r ¥
(1) Publish.

(2) Bogus. Informthe source of the rules. RFCs specifying

Standard, or Draft Standard nust come fromthe | AB, only.

(3) Vote by the 1AB. |f approved then do Publish (1), else do
Refer (4).

(4) Refer to an Area Director for review by a Wa  Expect to see
the docunent again only after approval by the | ESG and the
| AB.

(5) Notify both the IESG and IRSG If no concerns are raised in
two weeks then do Discretion (6), else RFC Editor to resol ve
the concerns or do Refer (4).

(6) RFC Editor’s discretion. The RFC Editor decides if a review
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is needed and if so by whom RFC Editor decides to publish or
not .

O course, in all cases the RFC Editor can request or make ninor
changes for style, format, and presentati on purposes.

The | ESG has designated the | ESG Secretary as its agent for
forwardi ng docunents with | ESG approval and for registering concerns
in response to notifications (5) to the RFC Editor. Docunents from
Area Directors or Wrking Goup Chairs nay be considered in the sane
way as docunents from "other".

5.2. The Standards Track Di agram

There is a part of the STATUS and STATE categorization that is called
the standards track. Actually, only the changes of state are
significant to the progression along the standards track, though the
status assignnments nmay be changed as wel | .

The states illustrated by single |line boxes are tenporary states,
those illustrated by double |ine boxes are long termstates. A
protocol will normally be expected to renain in a tenporary state for

several nonths (m nimum six nonths for proposed standard, m nimum
four months for draft standard). A protocol may be in a long term
state for many years.

A protocol may enter the standards track only on the recomendati on
of the IESG and by action of the I AB; and may nove fromone state to
anot her along the track only on the recommendati on of the | ESG and by
action of the 1AB. That is, it takes both the IESG and the 1AB to
either start a protocol on the track or to nove it al ong.

CGenerally, as the protocol enters the standards track a decision is
made as to the eventual STATUS, requirenent |evel or applicability
(el ective, recommended, or required) the protocol will have, although
a somewhat |ess stringent current status may be assigned, and it then
is placed in the the proposed standard STATE with that status. So
the initial placenment of a protocol is into state 1. At any tinme the
STATUS deci sion may be revisited.
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e m m m e e e e e e e e e o +
| N
V 0 | 4
B + B ety o
| enter [-->----mmmm - - - T >| experi nment |
Fom e - - + | ‘o= +
| |
VAR |
oo + vV
| proposed |[-------------- >+
R +----- + |
| | |
| \Y 2 |
R Fome e + vV
| draft std |-------------- >+
oo e > - - - - +- - - - - + |
| | |
| \Y 3 |
+<- - - === 4 ===+ \
| standard |-------------- >+
‘o= + |
|
\ 5
R ettty te——t—
| historic |
R et ——t——

The transition from proposed standard (1) to draft standard (2) can
only be by action of the I AB on the recommendati on of the | ESG and

only after the protocol has been proposed standard (1) for at |east
si x nont hs.

The transition fromdraft standard (2) to standard (3) can only be by
action of the 1AB on the recommendati on of the I ESG and only after
the protocol has been draft standard (2) for at |east four nonths.

Cccasionally, the decision may be that the protocol is not ready for
standardi zation and will be assigned to the experinental state (4).
This is off the standards track, and the protocol nmay be resubnmitted
to enter the standards track after further work. There are other
paths into the experinental and historic states that do not involve
| AB acti on.

Soneti nes one protocol is replaced by another and thus becones
historic, or it may happen that a protocol on the standards track is
in a sense overtaken by anot her protocol (or other events) and
becones historic (state 5).
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6. The Protocols

Subsection 6.1 lists recent RFCs and ot her changes. Subsections 6.2
- 6.9 list the standards in groups by protocol state.

6.1. Recent Changes
6.1.1. New RFGCs:
1436 - The Internet Gopher Protocol

This is an informati on docunent and does not specify any
| evel of standard.

1435 - | ESG Advi ce from Experience with Path MU D scovery

This is an informati on docunent and does not specify any
| evel of standard.

1434 - Data Link Switching: Switch-to-Switch Protocol

This is an informati on docunent and does not specify any
| evel of standard.

1433 - Directed ARP
An Experinmental protocol
1432 - Recent |nternet Books

This is an informati on docunent and does not specify any
| evel of standard.

1431 - DUA Metrics

This is an informati on docunent and does not specify any
| evel of standard.

1430 - A Strategic Plan for Deploying an Internet X 500 Directory
Servi ce

This is an informati on docunent and does not specify any
| evel of standard.

1429 - Listserv Distribute Protoco

This is an informati on docunent and does not specify any
| evel of standard.
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1428

1427

1426

1425

1424

1423

1422

1421

1420

1419

| AB St andar ds

March 1993

Transition of Internet Mail from Just-Send-8 to 8bit-

SMIe/ M ME

This is an informati on docunent and does not specify any

| evel of standard.

SMIP Service Extension for Message Size Declaration

A Proposed Standard protocol

SMIP Service Extension for 8bit-M Metransport
A Proposed Standard protocol

SMIP Servi ce Extensions

A Proposed Standard protocol

Privacy Enhancenent for Internet Electronic Mail
Key Certification and Rel ated Services

A Proposed Standard protocol

Privacy Enhancenent for Internet Electronic Mail
Al gorithms, Mdes, and ldentifiers

A Proposed Standard protocol

Privacy Enhancenent for Internet Electronic Mail
Certificate-Based Key Managenent

A Proposed Standard protocol

Privacy Enhancenent for Internet Electronic Mil
Message Encryption and Aut hentication Procedures

A Proposed Standard protocol
SNMP over | PX

A Proposed Standard protocol
SNVP over Appl eTal k

A Proposed Standard protocol

I nternet Architecture Board
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[ Page 15]



RFC 1410 | AB St andar ds March 1993

1418 - SNMP over OSl
A Proposed Standard protocol.
1417 - NADF Standi ng Docunments: A Brief Overview

This is an informati on docunent and does not specify any
| evel of standard.

1416 - Tel net Authentication Option
An Experinmental protocol.
1415 - FTP- FTAM Gat eway Specification
A Proposed Standard protocol .
1414 - ldentification MB
A Proposed Standard protocol .
1413 - ldentification Protocol
A Proposed Standard protocol .
1412 - Tel net Authentication: SPX
An Experinmental protocol.
1411 - Tel net Authentication: Kerberos Version 4
An Experinmental protocol.
1410 - Thi s meno.
1409 - Tel net Authentication Option
An Experinmental protocol.
1408 - Tel net Environment Option
A Proposed Standard protocol .

1407 - Definitions of Managed bjects for the DS3/E3 Interface
Type

A Proposed Standard protocol .
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1406 - Definitions of Managed ojects for the DS1 and E1l Interface
Types
A Proposed Standard protocol
1405 - Mappi ng between X 400(1984/1988) and Miil-11 (DECnet mmil)
An Experinmental protocol
1404 - A Model for Conmon Operational Statistics

This is an informati on docunent and does not specify any
| evel of standard.

1403 - BGP OSPF Interaction
A Proposed Standard protocol

1402 - There’'s Gold in themthar Networks! or Searching for
Treasure in all the Wong Pl aces

This is an informati on docunent and does not specify any
| evel of standard.

1401 - Correspondence between the | AB and DI SA on the use of DNS
t hr oughout the Internet

This is an informati on docunent and does not specify any
| evel of standard.

1400 - Not yet issued.
1399 - Not yet issued.

1398 - Definitions of Managed bjects for the Ethernet-Iike
Interface Types

A Draft Standard protocol.

1397 - Default Route Advertisement |In BGEP2 And BGP3 Versions O
The Border Gateway Prot ocol

A Proposed Standard protocol
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1396

1395

1394

1393

1392

1391

1390

1389

1388

1387

| AB St andar ds March 1993
The Process for O ganization of Internet Standards Wrking
G oup (PO SED), Steve Crocker, Chair

This is an informati on docunent and does not specify any
| evel of standard.

BOOTP Vendor | nformation Extensions
This is a status report.
Rel ationshi p of Tel ex Answerback Codes to |nternet Domains

This is an informati on docunent and does not specify any
| evel of standard.

Traceroute Using an | P Option
An Experinmental protocol.
Internet Users’ d ossary

This is an informati on docunent and does not specify any
| evel of standard.

The Tao of | ETF - A Guide for New Attendees of the |nternet
Engi neeri ng Task Force

This is an informati on docunent and does not specify any
| evel of standard.

Transm ssion of | P and ARP over FDDI Networks
A full Standard protocol.

RI P Version 2 M B Extension

A Proposed Standard protocol .

RIP Version 2 - Carrying Additional |nformation
A Proposed Standard protocol .

RI P Version 2 Protocol Analysis

This is an informati on docunent and does not specify any
| evel of standard.
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1386 - The US Domai n

This is an informati on docunent and does not specify any
| evel of standard.

1385 - EIP: The Extended Internet Protocol A Framework for
Mai nt ai ni ng Backward Conpatibility

This is an informati on docunent and does not specify any
| evel of standard.

1384 - Naming CGuidelines for Directory Pilots

This is an informati on docunent and does not specify any
| evel of standard.

1383 - An Experinment in DNS Based | P Routing
An Experinental protocol

1382 - SNMP M B Extension for the X 25 Packet Layer
A Proposed Standard protocol

1381 - SNWP M B Extension for X 25 LAPB
A Proposed Standard protocol

1380 - | ESG Del i berati ons on Routing and Addressing

This is an informati on docunent and does not specify any
| evel of standard.

1379 - Extending TCP for Transactions -- Concepts

This is an informati on docunent and does not specify any
| evel of standard.

1378 - The PPP Appl eTal k Control Protocol (ATCP)
A Proposed Standard protocol
1377 - The PPP OSI Network Layer Control Protocol (OSINLCP)

A Proposed Standard protocol
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1376 - The PPP DECnet Phase |V Control Protocol (DNCP)
A Proposed Standard protocol.
1375 - Suggestion for New Cl asses of |P Addresses

This is an informati on docunent and does not specify any
| evel of standard.

1374 - 1P and ARP on H PPI
A Proposed Standard protocol .
1373 - PORTABLE DUAs

This is an informati on docunent and does not specify any
| evel of standard.

1372 - Telnet Renpte Flow Control Option
A Proposed Standard protocol.

1371 - Choosing a "Common IGP" for the IP Internet (The |IESG s
Recommendation to the | AB)

This is an informati on docunent and does not specify any
| evel of standard.

1370 - Applicability Statenment for OSPF
A Proposed Standard protocol.

1369 - Inplenentation Notes and Experience for The Internet
Et hernet M B

This is an informati on docunent and does not specify any
| evel of standard.

1368 - Definitions of Managed ojects for | EEE 802. 3 Repeater
Devi ces

A Proposed Standard protocol.
1367 - Schedule for | P Address Space Managenent Cuidelines

This is an informati on docunent and does not specify any
| evel of standard.
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1366 - Cuidelines for Managenment of | P Address Space

This is an informati on docunent and does not specify any
| evel of standard.

1365 - An | P Address Extension Proposal

This is an informati on docunent and does not specify any
| evel of standard.

1364 - BGP OSPF Interaction
A Proposed Standard protocol.
1363 - A Proposed Fl ow Specification

This is an informati on docunent and does not specify any
| evel of standard.

1362 - Novell |PX Over Various WAN Media (I PXWAN)

This is an informati on docunent and does not specify any
| evel of standard.

1334 - PPP Aut hentication Protocols
A Proposed Standard protocol .
6.1.2. O her Changes:

The followi ng are changes to protocols listed in the previous
edition.

1305 - Network Tine Protocol (Version 3) Specification,
| npl erent ati on and Anal ysi s

El evated to Draft Standard.
1230 - | EEE 802.4 Token Bus M B
Moved to Historic.
1212 - Concise MB Definitions

El evated to full Standard.
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1191 - Path MIU Di scovery

El evated to Draft Standard.

March 1993

1189 - The Common Management | nformation Services and Protocol s

for the Internet (CMOT and CM P)
Moved to Historic.
6.2. Standard Protocols

Pr ot ocol Name

-------- | AB O ficial Protocol Standards
-------- Assi gned Nunbers
-------- Host Requirenents - Communi cati ons
-------- Host Requirenments - Applications
........ Gat eway Requirenents
| P | nternet Protocol

as anmended by:--------
........ | P Subnet Extension
-------- | P Broadcast Dat agrans
-------- | P Broadcast Datagranms with Subnets

| CVP Internet Control Message Protocol

| GWP Internet Group Milticast Protocol
UDP User Datagram Prot ocol

TCP Transni ssion Control Protocol
TELNET Tel net Pr ot ocol

FTP File Transfer Protocol

SMIP Sinple Mail Transfer Protocol

MAI L Format of El ectronic Miil Messages
CONTENT Content Type Header Field

NTPV2 Net work Ti me Protocol (Version 2)
DOVAI N Donai n Name System

DNS- MX Mai | Routing and the Domain System
SNVP Si npl e Networ k Managenment Protocol
SM Structure of Managenent | nfornation
Conci se-M B Conci se M B Definitions

MB-1I1 Managenent | nformation Base-||

EGP Exteri or Gat eway Protocol

NETBI OS Net BI OS Service Protocols

ECHO Echo Protocol

DI SCARD D scard Protocol
CHARGEN Char acter Generator Protocol

QUOTE Quot e of the Day Protocol
USERS Active Users Protocol
DAYTI ME Dayti me Prot ocol

TI ME Ti me Server Protocol

I nternet Architecture Board
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Rec
Rec
Rec
Rec
Rec
Rec
Rec
Rec
Rec
Rec
El e
Rec
El e
El e
El e
El e
El e
El e

=
=
N
w
ahrwWWNEF

950 5

919 5

922 5

792 5

1112 5

768 6

793 7

854, 855 8

959 9

821 10

822 11

1049 11

1119 12

1034,1035 13

974 14

1157 15

1155 16
1212 16 *

1213 17

904 18

1001, 1002 19

862 20

863 21

864 22

865 23

866 24

867 25

868 26
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TFTP Trivial File Transfer Protocol Ele 1350 33
R P Routing Information Protocol Ele 1058 34
TP- TCP | SO Transport Service on top of the TCP Ele 1006 35 *

[Note: an asterisk at the end of a Iine indicates a change fromthe
previous edition of this docunent.]

Applicability Statenents:

|GWP -- The Internet Architecture Board intends to nove towards
general adoption of IP multicasting, as a nore efficient solution

t han broadcasting for many applications. The host interface has been
standardi zed in RFC-1112; however, mnulticast-routing gateways are in
the experinmental stage and are not wi dely available. An Internet
host should support all of RFC-1112, except for the | GW protocol
itself which is optional; see RFC- 1122 for nore details. Even

wi thout 1GWP, inplenmentation of RFC-1112 will provide an inportant
advance: | P-layer access to local network nulticast addressing. It
is expected that 1GW will becone reconmended for all hosts and
gateways at sone future date.

SM, MB-1l SNWP -- The Internet Architecture Board recomends that
all I'P and TCP inplenmentati ons be network nmanageable. At the current
time, this inplies inplenentation of the Internet MB-11 (RFC 1213),
and at | east the recommended managenent protocol SNWP (RFC- 1157).

RIP -- The Routing Information Protocol (RIP) is widely inplenmented
and used in the Internet. However, both inplenentors and users
shoul d be aware that RI P has sone serious technical limtations as a
routing protocol. The IETF is currently devel opi ng severa

candi dates for a new standard "open"” routing protocol with better
properties than RIP. The I AB urges the Internet comunity to track
t hese devel opnents, and to inplenent the new protocol when it is
standardi zed; inproved Internet service will result for many users.

TP-TCP -- As OSI protocols becone nmore widely inplenmented and used,
there will be an increasing need to support interoperation with the
TCP/I P protocols. The Internet Engineering Task Force is formulating
strategies for interoperation. RFC 1006 provides one interoperation
node, in which TCP/IP is used to enulate TPO in order to support OSI
applications. Hosts that wish to run OSI connection-oriented
applications in this node should use the procedure described in RFC
1006. In the future, the | AB expects that a nmajor portion of the
Internet will support both TCP/IP and OSI (inter-)network protocols
in parallel, and it will then be possible to run OGSl applications
across the Internet using full OSI protocol "stacks".
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6.3. Network-Specific Standard Protocols

Al'l' Networ k- Specific Standards have El ective status.

Pr ot ocol Name State RFC STD *
| P- FDDI Transm ssion of |P and ARP over FDDI Net Std 1390 36 *
| P- H PPI | P and ARP on Hl PPI Pr op 1374 *
| P- X. 25 X.25 and I SDN i n the Packet Mbde Prop 1356

| P- FR Mul ti prot ocol over Frame Rel ay Prop 1294

| P- SMDS | P Dat agranms over the SMDS Servi ce Prop 1209

| P-ARCNET Transmitting IP Traffic over ARCNET Nets Prop 1201

ARP Addr ess Resol uti on Protocol Std 826 37
RARP A Reverse Address Resol ution Protocol Std 903 38

| P- ARPA | nternet Protocol on ARPANET Std BBN1822

| P- \B I nternet Protocol on Wdeband Network Std 907

| P-E | nternet Protocol on Ethernet Networks Std 894

| P- EE Internet Protocol on Exp. Ethernet Nets Std 895

| P-| EEE | nternet Protocol on | EEE 802 Std 1042

| P- DC | nternet Protocol on DC Networks Std 891

| P- HC I nternet Protocol on Hyperchannel Std 1044

| P- ARC | nternet Protocol on ARCNET Std 1051

| P-SLI P Transm ssion of | P over Serial Lines Std 1055

| P-NETBI CS Transmni ssion of | P over NETBI CS Std 1088

| P-1 PX Transm ssion of 802.2 over | PX Networks Std 1132

[Note: an asterisk at the end of a line indicates a change fromthe
previous edition of this docunent.]

Applicability Statenents:

It is expected that a systemw Il support one or nore physical
networks and for each physical network supported the appropriate
protocols fromthe above |ist nmust be supported. That is, it is

el ective to support any particular type of physical network, and for
the physical networks actually supported it is required that they be
supported exactly according to the protocols in the above list. See
al so the Host and Gateway Requirenents RFCs for nore specific

i nformati on on network-specific ("link layer") protocols.
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6.4. Draft Standard Protocols

Pr ot ocol Nane St at us RFC
ETHER-M B Ethernet M B El ective 1398*
NTPV3 Net work Ti me Protocol (Version 3) El ective 1305*
| P- MTU Path MIU Di scovery El ective 1191*
FI NGER Fi nger Prot ocol El ective 1288
BGP3 Border Gat eway Protocol 3 (BGP-3) El ective 1267, 1268
OSPF2 Open Shortest Path First Routing V2 El ective 1247
POP3 Post O fice Protocol, Version 3 El ective 1225
| P- FDDI Internet Protocol on FDDI Networks El ective 1188
PPP Poi nt to Poi nt Protocol El ective 1171
BOOTP Boot strap Protocol Recomrended 951, 1395*
NI CNAME Whol s Prot ocol El ective 954

[Note: an asterisk at the end of a line indicates a change fromthe
previous edition of this docunent.]

Applicability Statenents:

PPP -- Point to Point Protocol is a nethod of sending |IP over serial
lines, which are a type of physical network. It is anticipated that
PPP wi |l be advanced to the network-specifics standard protocol state

in the future.

6.5. Proposed Standard Protocols

Pr ot ocol Narme St at us RFC
SMIP- SI ZE SMIP Service Ext for Message Size El ective 1427+
SMIP-8BI T SMIP Service Ext or 8bit-M Metransport El ective 1426*
SMI'P- EXT SMIP Servi ce Extensions El ective 1425*
PEM KEY PEM - Key Certification El ective 1424*
PEM ALG PEM - Al gorithnms, Mddes, and Identifiers Elective 1423*
PEM CKM PEM - Certificate-Based Key Managenent El ective 1422*
PEM ENC PEM - Message Encryption and Auth El ective 1421*
SNWP-1 PX  SNMP over | PX El ective 1420*
SNMP- AT SNVP over Appl eTal k El ective 1419*
SNVP- OSl SNMP over Osl El ective 1418*
FTP- FTAM  FTP- FTAM Gat eway Specifi cation El ective 1415*
| DENT-M B Identification MB El ective 1414~
| DENT Identification MB El ective 1413*
DS3/E3-M B DS3/ E3 Interface Type El ective 1407*
DS1/E1-M B DS1/El Interface Type El ective 1406*
BGP- OSPF BGP OSPF Interaction El ective 1403*
-------- Rout e Advertisenent In BGP2 And BGP3 El ective 1397*
RIP2-MB RIP Version 2 MB Extension El ective 1389*
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RI P2
SNVP- X. 25
SNVP- LAPB
PPP- ATCP

PPP- OSI NLCP PPP CSI

PP- DNCP
802.3-M B
BGP- OSPF
TABLE- M B

SNMP- PARTY-

SNWVP- SEC

SNVP- ADM N

TOS

M MVE
PPP- AUTH
PPP- LI NK
PPP- | PCP
PPP

STD-M Bs
OSI - NSAP
| PX-1P
DS3-M B
DS1-M B

RI P Version 2-Carrying Additional
SNMP M B Extension for X 25 Packet Layer
SNVP M B Extension for
PPP Appl eTal k Contr ol

Net wor k Layer Contr ol
PPP DECnet Phase IV Control
| EEE 802. 3 Repeater

| AB St andar ds

X. 25 LAPB
Pr ot ocol

Pr ot ocol
M B

BGP OSPF Interaction

| P Forwarding Table M B

M B Adm ni stration of SNWP
SNMP Security Protocols

SNMP Admi ni strative Model

Type of Service in the |Internet

Representati on of Non- ASCI |
Mul ti purpose | nternet Mail
PPP Aut henti cati on

Text
Ext ensi ons

PPP Link Quality Mnitoring

PPP

Cont r ol

Pr ot ocol
Poi nt -t o- Poi nt Pr ot ocol

( PPP)

X. 400 1988 to 1984 downgradi ng
Mappi ng bet ween X. 400(1988)

TCP Extensions for
ojs Parallel-printer-1like

Def .
Def .
Def .

Managenent

Man.

Hi gh Performance

Man Obj s RS-232-1i ke

Man.

bj s.

Char act er
| nformati on Base for
File Format for the Exchange of

Stream

SIP Interface Type M B

| nverse Address Resol ution Protocol
DECNET M B
BRI DGE- M B

FDDI

-MB

Et hernet M B
Encodi ng Net wor k Addresses

Replication and Distributed Operations

COSI NE and I nternet X 500 Schema
Renote Network Monitoring M B

Border Gat eway Protocol
| CMP Rout er
OSPF Version 2 MB

DoD Security Options for IP

Appl
osl

etalk MB
TS on UDP

Reassi gnnment of Exp MBs to Std M Bs

Gui del i nes for

sl

NSAP Al | ocati on

Tunneling I PX Traffic through IP Nets
DS3 Interface Objects
DSl Interface Objects
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Frane
| mages

M B (Version 3)
Di scovery Messages
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1388*
1382*
1381~
1378*
1377*
1376*
1368*
1364*
1354
1353
1352
1351
1349
1342
1341
1334~
1333
1332
1331
1328
1327
1323
1318
1317
1316
1315
1314
1304
1293
1289
1286
1285
1284
1277
1276
1274
1271
1269
1256
1253
1108
1243
1240
1239
1237
1234
1233
1232
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802.5-M B | EEE 802.5 Token Ring MB El ective 1231
A NT-M B Extensions to the Generic-Interface MB Elective 1229
PPP- EXT PPP Extensions for Bridging El ective 1220
OMMB-11 OSl Internet Managenent: MB-11 El ective 1214
IS IS OSl IS IS for TCP/IP Dual Environnents El ective 1195
| P-CMPRS  Conpressing TCP/ | P Headers El ective 1144
| SO TS- ECHO Echo for |1SO 8473 El ective 1139
SUN- NFS Network File System Protocol El ective 1094
SUN- RPC Renot e Procedure Call Protocol El ective 1057
------- Mappi ng Bet ween X 400(1984) El ective 1026, 987
NNTP Net wor k News Transfer Protocol El ective 977

[Note: an asterisk at the end of a line indicates a change fromthe
previous edition of this docunent.]

Applicability Statenents:
OSPF - RFC 1370 is an applicability statenent for OSPF.
6.6. Telnet Options

For convenience, all the Telnet Options are collected here with both
their state and status.

Pr ot ocol Narme Nunmber State Status RFC STD
TOPT-BIN  Binary Transm ssion 0 std Rec 856 27
TOPT- ECHO Echo 1 Std Rec 857 28
TOPT- RECN Reconnecti on 2 Prop Ele

TOPT- SUPP  Suppress Go Ahead 3 Std Rec 858 29
TOPT- APRX Approx Message Size Negotiation 4 Prop Ee .
TOPT- STAT St at us 5 Std Rec 859 30
TOPT-TIM  Timng Mark 6 Std Rec 860 31
TOPT-REM Renote Controlled Trans and Echo 7 Prop Ele 726
TOPT-OLW  Qutput Line Wdth 8 Prop Ee

TOPT-OPS  Qutput Page Size 9 Prop Ee .
TOPT-OCRD Qutput Carriage-Return Disposition 10 Prop Ele 652
TOPT-OHT  Qutput Horizontal Tabstops 11 Prop Ee 653
TOPT- OHTD CQutput Horizontal Tab Disposition 12 Prop Ele 654
TOPT-OFD  Qut put Fornfeed Di sposition 13 Prop Ee 655
TOPT-OVT  Qutput Vertical Tabstops 14 Prop Ee 656
TOPT- OVTD CQutput Vertical Tab D sposition 15 Prop Ee 657
TOPT-OLD Qutput Linefeed Disposition 16 Prop Ee 658
TOPT- EXT Ext ended ASCI | 17 Prop Ee 698
TOPT- LOGO Logout 18 Prop Ee 727
TOPT- BYTE Byte Macro 19 Prop Ee 735
TOPT- DATA Data Entry Term nal 20 Prop Ee 1043
TOPT-SUP  SUPDUP 21 Prop Ee 736
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TOPT- SUPO SUPDUP CQut put 22 Prop
TOPT- SNDL Send Locati on 23 Prop
TOPT- TERM Term nal Type 24 Prop
TOPT-ECR  End of Record 25 Prop
TOPT- TACACS TACACS User ldentification 26 Prop
TOPT-OM Qut put Mar ki ng 27 Prop
TOPT-TLN  Term nal Location Nunber 28 Prop
TOPT-3270 Telnet 3270 Regine 29 Prop
TOPT-X. 3 X. 3 PAD 30 Prop
TOPT- NAWS  Negoti ate About W ndow Si ze 31 Prop
TOPT-TS Term nal Speed 32 Prop
TOPT-RFC  Renote Fl ow Contr ol 33 Prop
TOPT- LI NE Li nenode 34 Draft
TOPT- XDL X Di splay Location 35 Prop
TOPT- ENVI R Tel net Environnment Option 36 Prop
TOPT- AUTH Tel net Aut hentication Option 37 Exp

TOPT- EXTOP Ext ended- Opti ons- Li st 255 sStd

El e
El e
El e
El e
El e
El e
El e
El e
El e
El e
El e
El e
El e
El e
El e
El e
Rec
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749
779
1091
885
927
933
946
1041
1053
1073
1079
1372*
1184
1096
1408*
1416*
861 32

[Note: an asterisk at the end of a line indicates a change fromthe

previous edition of this docunent.]

6.7. Experinmental Protocols

Al'l Experinmental protocols have the Limted Use status.

Pr ot ocol Nane

Dl R- ARP Directed ARP

TEL- SPX Tel net Aut henti cation: SPX

TEL- KER Tel net Aut henti cation: Kerberos V4
MAP- MAI L X. 400 Mapping and Mail-11

TRACE-1P  Traceroute Using an I P Option
DNS- | P Experinent in DNS Based | P Routing
DNS NSAP DNS NSAP RRs

RMCP Renote Mail Checking Prot ocol

VsP2 Message Send Protocol 2

DSLCP Dynamically Switched Li nk Contr ol
-------- X. 500 and Donai ns

SNVP- OSI SNVP over OS

I NNENCAP  Internet Encapsul ation Protocol
CLNS-MB CLNS-M B

CFDP Coherent File Distribution Protocol
SNMVP- DPI SNWMP Di stributed Program I nterface
SNWP- MUX  SNMP MUX Prot ocol and M B

| P- AX. 25 | P Encapsul ati on of AX 25 Franes
ALERTS Managi ng Asynchronously Generated Alerts
MPP Message Posting Protocol

ST-11 St ream Pr ot ocol
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SNMP- BULK Bul k Tabl e Retrieval with the SNWP
DNS- RR New DNS RR Definitions

NTP- OSI NTP over OSI Renpte Qperations

EHF- MAI L Encodi ng Header Field for Mil

DMF- MAI L Di gest Message Format for Mail

RDP Rel i abl e Data Protocol

-------- Mappi ng between X 400(88) and RFC- 822
TCP- ACO TCP Alternate Checksum Option
-------- Mapping full 822 to Restricted 822

| P-DVMRP | P Distance Vector Milticast Routing
TCP- LDP TCP Extensions for Long Del ay Paths

| MAP2 Interactive Mail Access Protocol

| MAP3 Interactive Mail Access Protocol

VMIP Versatil e Message Transaction Protocol
COXI E- JAR Aut hentication Scheme

NETBLT Bul k Data Transfer Protocol

| RTP Internet Reliable Transacti on Protocol
AUTH Aut henti cati on Service

LDP Loader Debugger Protocol

RLP Resource Location Protocol

NVP- | | Net wor k Voi ce Protocol

PVP Packet Vi deo Protocol

March 1993

1187
1183
1165
1154
1153
908, 1151
1148
1146
1137
1075
1072

1176, 1064

1203
1045
1004

998

938

931

909

887

| SI - meno
| SI - meno

[Note: an asterisk at the end of a line indicates a change fromthe

previous edition of this docunent.]
6.8. Informational Protocols
I nformation protocols have no status.

Pr ot ocol Name

GOPHER The | nternet Gopher Protocol
------- Data Link Switching: Switch-to-Sw tch Protocol
LI STSERV  Listserv Distribute Protocol

------- Replication Requirenents

PCMAI L Pcnai |l Transport Protocol

MI'P Mul ti cast Transport Protocol

SNWP- | PX SNVP over | PX

BSD Login BSD Login

DI Xl E DI XI E Protocol Specification

I P-X 121 IP to X 121 Address Mapping for DDN
CSl - HYPER OSI and LLC1 on HYPERchannel

HAP2 Host Access Protocol

SUBNETASGN On t he Assi gnment of Subnet Nunbers
SNVP- TRAPS Defining Traps for use with SNW
DAS Directory Assistance Service

VD4 MD4 Message Digest Al gorithm
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1179

[Note: an asterisk at the end of a line indicates a change fromthe
previous edition of this docunent.]

6.9. Historic Protocols

Al'l Historic protocols have Not Reconmended st atus.

Pr ot ocol

802.4-M P
cMoT
PPP-INIT
VBP

HENG
STATSRV
POP2
RATP
HFEP
THI NW RE
HVP

ces
RTELNET
CLOCK
MPM
NETRJS
NETED
RIE
XNET

NAMESERVER

MUX
GRAPHI CS

| EEE 802. 4 Token Bus MB

Common Managenent | nformation Services
PPP Initial Configuration Options
Message Send Protocol

Mai | Privacy: Procedures

Mai | Privacy: Key Managenent

Mai | Privacy: Al gorithns

A File Access Protocol

HOSTNAME Pr ot ocol

Sinple File Transfer Protocol
SUPDUP Pr ot ocol

Border Gat eway Protocol

M B- |

Si npl e Gateway Monitoring Protocol
H gh Level Entity Managenent Protocol
Statistics Server

Post O fice Protocol, Version 2
Rel i abl e Asynchronous Transfer Protocol
Host - Front End Protocol

Thi nwi re Prot ocol

Host Monitoring Protocol

Gat eway Gateway Protocol

Renot e Tel net Service

DCNET Ti me Server Protocol

I nternet Message Prot ocol

Renote Job Service

Net wor k St andard Text Editor
Renote Job Entry

Cross Net Debugger

Host Name Server Protocol

Mul ti pl exi ng Protocol

Graphi cs Protocol

1163, 1164

407

| EN- 158

| EN-116

| EN- 90

NI C- 24308

[Note: an asterisk at the end of a line indicates a change fromthe
previous edition of this docunent.]

I nternet Architecture Board

[ Page 30]



RFC 1410 | AB St andar ds March 1993

7. Cont act s
7.1. | AB, | ETF, and | RTF Contacts
7.1.1. Internet Architecture Board (Il AB) Contact
Pl ease send your comments about this list of protocols and especially
about the Draft Standard Protocols to the Internet Architecture Board
care of Bob Braden, | AB Executive Director.
Cont act s:
Bob Br aden
Executive Director of the | AB
USC/ | nformati on Sciences Institute
4676 Adnmiralty Way
Marina del Rey, CA 90292-6695
1-310-822-1511
Braden@ S| . EDU
A. Lyman Chapin
Chair of the | AB
Bol t, Beranek & Newran
Mai | Stop 20/5b
150 Canbridge Park Drive
Canbri dge, MA 02140
1-617-873-3133
Lyman@BN. COM
7.1.2. Internet Engineering Task Force (IETF) Contact
Cont act s:
Phill G oss
Chair of the | ETF
Advanced Network and Services
100 Cl ear br ook Road
El rsford, NY 10523
1-914-789-5300

PG oss @A\NS. NET
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Greg Vaudreuil

| ESG Secretary

Corporation for National Research Initiatives
1895 Preston Wiite Drive, Suite 100

Reston, VA 22091

1- 703- 620- 8990

gvaudr e @NRI . RESTON. VA. US

Steve Coya

Executive Director of the |IETF

Corporation for National Research Initiatives
1895 Preston Wiite Drive, Suite 100

Reston, VA 22091

1- 703- 620- 8990

scoya@NRI . RESTON. VA. US

7.1.3. Internet Research Task Force (I RTF) Contact
Cont act :
Jon Post el
Chair of the | RTF
USC/ | nformati on Sciences Institute
4676 Adnmiralty Way
Marina del Rey, CA 90292-6695
1-310-822-1511

Postel @ SI . EDU
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7.2. Internet Assigned Nunmbers Authority Contact
Cont act :

Joyce K. Reynol ds

I nternet Assigned Nunmbers Authority
USC/ I nformation Sciences Institute
4676 Adnmiralty Way

Marina del Rey, CA 90292-6695

1- 310- 822- 1511
| ANA@ SI . EDU

The protocol standards are managed for the | AB by the Internet
Assi gned Numbers Authority.

Pl ease refer to the docunent "Assigned Nunbers" (RFC 1340) for
further information about the status of protocol docunents. There
are two docunents that summarize the requirenents for host and
gateways in the Internet, "Host Requirenents" (RFC 1122 and RFC-1123)
and "Gateway Requirenents" (RFC 1009).

How to obtain the nost recent edition of this "I AB O ficial
Pr ot ocol Standards" meno:

The file "in-notes/iab-standards.txt" may be copied via FTP

fromthe VENERA.ISI.EDU conputer using the FTP usernane
"anonynous" and FTP password "guest".
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7.3. Request for Comments Editor Contact
Cont act :

Jon Post el

RFC Edi t or

USC/ I nformati on Sciences Institute
4676 Adnmiralty Way

Marina del Rey, CA 90292-6695

1- 310- 822- 1511
RFC-Editor @ Sl . EDU

Docunents may be submitted via electronic mail to the RFC Editor for
consi deration for publication as RFC. If you are not famliar with
the format or style requirenments please request the "Instructions for
RFC Authors". In general, the style of any recent RFC nmay be used as
a gui de.

7.4. The Network Information Center and
Requests for Conments Distribution Contact

Cont act :

Net wor k Sol uti ons

Attn: Network Information Center
14200 Park Meadow Drive

Suite 200

Chantilly, VA 22021

Hel p Desk Hours of Operation: 7:00 amto 7:00 pm Eastern Time
1- 800- 365- 3642 (1-800-365-DNI C)
1- 703-802- 4535
Fax Nunber: 1-703-802-8376
NI C@Nl C. DDN. M L
The Network Information Center (NI C) provides many information

services for the Internet conmunity. Anong themis maintaining the
Requests for Conmments (RFC) library.
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7.5. Sources for Requests for Conments
Details on obtaining RFCs via FTP or EMAIL may be obtai ned by sendi ng
an EMAIL nessage to "rfc-info@Sl.EDU" with the nessage body "hel p:
ways_to_get _rfcs". For exanple:

To: rfc-info@SI|. EDU
Subj ect: getting rfcs

hel p: ways_to_get rfcs

8. Security Considerations

Security issues are not addressed in this neno.
9. Author’s Address

Jon Post el

USC/ I nformation Sciences Institute

4676 Adnmiralty Way

Mari na del Rey, CA 90292

Phone: 310-822-1511
Fax: 310-823-6714

Emai | : Postel @ SI. EDU
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