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Status of this Meno
This meno provides information for the Internet community. This neno
does not specify an Internet standard of any kind. Distribution of
this meno is unlimted.

Scope

In the context of a European pilot for an X 400(88) nessagi ng
service, this docunent conpares such a service to its X 400(84)

predecessor. It is ainmed at a technical audience with a know edge of
el ectronic mail in general and X 400 protocols in particular.
Abstract

Thi s docunent conpares X. 400(88) to X 400(84) and descri bes what
probl enms can be anticipated in the mgration, especially considering
the migration fromthe existing X 400(84) infrastructure created by
the COSINE MHS project to an X 400(88) infrastructure. It not only
descri bes the technical conplications, but also the effect the
transition will have on the end users, especially concerning

i nterwor ki ng between end users of the 84 and the 88 services.
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1. New Functionality

Apart fromthe greater maturity of the standard and the fact that it
makes proper use of the Presentation Layer, the principal features of
nost use to the European R&D world in X 400(88) not contained in

X. 400(84) are:

- A powerful nmechanismfor arbitrarily nested Distribution
Lists including the ability for DL owners to control access
to their lists and to control the destination of nondelivery
reports. The current endem c use of DLs in the research
communi ty makes this a fundanental requirenent.

- The Message Store (MS) and its associ ated protocol, P7. The
Message Store provides a server for renote User Agents (UAS)
on Wrrkstations and PCs enabling nessages to be held for
their recipient, solving the problens of non-continuous
availability and variability of network addresses of such
UAs. It provides powerful selection nechanisns allow ng the
user to select nmessages fromthe store to be transferred to
the workstation/PC. This facility is not catered for
adequately by the P3 protocol of X 400(84) and provides a
maj or incentive for transition.

- Use of X. 500 Directories. Support for use of Directory Names
in MHS will allow a transition fromuse of O R Addresses to
Directory Nanes when X 500 Directories becone w despread,
thus renoving the need for users to know about MHS
t opol ogi cal addressi ng conmponents.

- The provision of nmessage Security services including
aut hentication, confidentiality, integrity and non-
repudi ation as well as secure access between MHS conponents
may be inportant for a section of the research conmunity.

- Redirection of nmessages, both by the recipient if
tenmporarily unable to receive them and by the originator in
the event of failure to deliver to the intended recipient.

- Use of additional nessage body encodi ngs such as | SO 8613

ODA (O fice Docunent Architecture) reformattabl e docunents or
proprietary word processor formats.
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- Physical Delivery services that cater for the delivery of an
el ectroni c nessage on a physical nedium (such as paper)
t hrough the normal postal delivery services to a recipient
who (presumably) does not use el ectronic nail

- The use of different body parts. In addition to the
extensi bl e externally defined body parts, the nbst common
types are predefined in the standard. 1In order to give end-
users a real advantage as conpared to other technol ogies, the
foll owi ng body-parts should be supported as a mi ni num

- 1A5

- Message

- &BFAX

Ext er nal
- General Text
- Ohers

The last bullet should be interpreted as follows: all UAs
shoul d be configurable to use any type of externally defined
body part, but as a mni mum General Text can be generated and
read.

- The use of extended character sets, both in O R addresses
and in the General Text extended bodypart. As a m ninmum the
character sets as described in the European profiles will be
supported. A managenent domain nmay choose as an internal
matter which character sets it wants to support in
generating, but all user agents nust be able to copy (in
| ocal address books and in replies) any O R address, even if
it contains character sets it cannot interpret itself.

2. OSI Supporting Layers

The devel opnent of OSI Upper Layer Architecture since 1984 allows the
new MHS standards to sit on the conplete OSI stack, unlike X 400(84).
A new definition of the Reliable Transfer Service (RTS), |SO 9066,
has a node of operation, Nornmal-node, which uses ACSE and the OS
Presentation Layer. It al so defines another node conpatible with
X.410(84) RTS that was intended only for interworking with X 400(84)
syst ens.

However, there are differences between the confornmance requirenents
of SO MOTI'S and CCI TT X.400(88) for nandatory support for the

conpl ete OSI stack. |SO specify use of Nornal-nbde RTS as a mandatory
requirement with X 410-node RTS as an additional option, whereas
CCITT require X 410-node and have Nornal -nmode optional. The | SO
standard identifies three MIA types to provide options in RTS nodes:
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- MIA Type A supports only Normal -node RTS, and provides
interworking within a PRVD and with other PRMDs (conform ng
to SO 10021), and with ADVMDs whi ch have conpl ete
i mpl ement ati ons of X 400(88) or which conformto |ISO 10021

- MIA Type B adds to the functionality of MIA type A the
ability to interwork with ADVDs inplenenting only the m nim
requi rements of X 400(88), by requiring support for X 410-
node RTS in addition to Normal - node.

- MIA Type C adds to the functionality of MIA type B the
ability to interwork with external X 400(84) Managenent
Domains (MDs, i.e., PRVMDs and ADMDs), by requiring support for
downgrading (see 5.1) to the X 400(84) Pl protocol

The interworking between |1 SO and CCI TT conformant systenms is
sunmari sed in the follow ng tabl e:

cal TT
X. 400( 84) X. 400( 88)

nm ni nal conpl ete
i mpl enent ati on

| SO 10021/ MIA Type A N N Y
MOTI S MIA Type B N Y Y
MIA Type C Y Y Y

Table 1: Interworking 1SO <-> CCITT systens

The RTS conformance difference would totally prevent interworking
between the two versions of the standard if inplenentations never
contai ned nore than the m ni mum requirenents for conformance, but in
practice many 88 inplenmentations will be extensions of 84 systens,
and will thus support both npdes of RTS. (At the nmonent we are aware
of only one product that doesn’t support Normal npde.)

Both 1 SO and CCI TT standards require P7 (and P3) to be supported
directly over the Renpte Qperations Service (ROS), |SO 9072, and use
Nor mal - node presentation (and not X 410-node). Both allow optionally
RCS over RTS (in case the Transport Service doesn’t provide an
adequately reliable service), again using Normal -node and not X 410-
node.

CC TT made both Normal and X 410 node mandatory in its X 400(92)
version, and it is expected that the 94 version will have the X 410
node as an option only.
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4.

4.

CGeneral Extensi on Mechani sm

One of the major assets in | SO 10021/ X 400(88) is the extension
mechanism This is used to carry nost of the extensions defined in
these standards, but its principal benefit will be in reducing the
trauma of transitions to future versions of the standards. Provi ded
that inplenmentations of the 88 standards do not try to place
restrictions on the values that nmay be present, any future extension
will be relayed by these inplenentati ons when appropriate (i.e., when
the extension is not critical), thus providing a painless mgration
to new versions of the standards.

I nt er wor ki ng
1. M xed 84/88 Domai ns

| SO 10021-6/ X. 419(88) defines rules for interworking with X 400(84),
cal l ed downgradi ng. As X. 400 specifies the interconnection of MDs,
these rules define the actions necessary by an X 400(88) MDto
conmuni cate with an X 400(84) MD. The interworking rules thus apply
at domai n boundaries. Although it would not be difficult to extend
these to rules to convert Internal Trace formats which might be
thought a sufficient addition to all ow nixed X 400(84)/X. 400(88)
domai ns, the problens involved in attenpting to define mixed 84/88
domai ns are not quite that sinple.

The principle problemis in precisely defining the standard that
woul d be used between MIAs within an X 400(84) domain, as X 400(84)
only defines the interconnection of Mbs. In practice, MIA

i npl ement ations either use X 400(84) unnodified, or X 400(84) with
the addition of Internal Trace fromthe first MOTIS DIS (DI S 8883),
or support MOTIS as defined in DIS 8505, DI S 8883, and DI'S 9065. The
second option is recommended in the NBS | npl enentors Agreenents, and
the third option is in conformance with the CEN CENELEC MHS
Functional Standard [1], which requires as a mininmumtol erance of al
"original MOTIS" protocol extensions. An 84 NMD nust deci de which of
these options it will adopt, and then require all its MIAs to adopt
(or at least be conpatible with) this choice. No doubt this is one of
the reasons for the alnbst total absence currently of mixed- vendor
X.400(84) MDs in the European R&D MHS community. The fact that none
of these three options for conmunication between MIAs within a donain
have any status within the standardi sati on bodies accounts for the
absence from | SO 10021/ X. 400(88) of detailed rules for interworking
wi thin m xed 84/88 domains.

Use of the first option, unnodified X 400(84), carries the danger of
undet ectabl e routing | oops occurring. Although these can only occur
if MIAs have inconsistent routing tables, the absence of standardi sed

Houttuin & Craigie [ Page 5]



RFC 1615 M grating from X 400(84) to X 400(88) May 1994

nmet hods of disseminating routing informati on makes this a possibility
which if it occurred m ght cause severe disruption before being
detected. The only addition to the interworking rules needed for this
case is the deletion of Internal Trace when downgradi ng a nessage.

Use of the second option, X 400(84) plus Internal Trace, allows the
detection and prevention of routing |oops. Details of the mapping
between original -MOTIS Internal Trace and the Internal Trace of | SO
10021 can be found in Annex A. This should be applied not only when
downgrading from88 to 84, but also in reverse when an 84 MPDU is
received by the 84/88 Interworking MIA. If the 84 domain properly

i npl ements routing | oop detection algorithns, then this will allow
conpl etely consistent reception of nessages by an 84 recipient even
after DL expansion or Redirection within that domain (but see al so
section 5.3). Unfortunately, the first DIS MOTIS |ike X 400(84) |eft
far too nmuch to inference, so not all inplenentors may have
understood that routing |oop detection algorithnms nmust only consider
that part of the trace after the last redirection flag in the trace
sequence.

Use of the third option, tolerance of all original-MIIS extensions,
would in principle allow a still higher level of interworking between
the 84 and 88 systens. However, no inplenmentations are known whi ch do
nmore than relay the syntax of original-MOIIS extensions: there is no
capability to generate these protocol elenents or ability to
correctly interpret their semantics.

The choice between the first two options for m xed domai ns can be
left to individual managenent domains. It has no inmpact on other
domai ns provi ded the topol ogy recormended in section 5 is adopted.

4.2. Generation of OR Nane Extensions from X 400(84)

The interworking rules defined in DI'S 10021-6/ X. 419 Annex B all ow for
delivery of 88 nmessages to 84 recipients, but do not nmake any 88
extensions available to 84 originators. In general this is an
adequate strategy. Most 88 extensions provide optional services or
have sensible defaults. The exception to this is the OR- Name
extensions. These fall into three categories: the new ConmonNane
attribute; fifteen new attributes for addressing physical delivery
recipients; and alternative Teletex (T.61) encodings for al
attributes that were defined as Printable Strings. Wthout some
mechani smto generate these attributes, 84 originators are unable to
address 88 recipients with OR Addresses containing these attributes.
Such a mechanismis defined in RARE Technical Report 3 ([2]), "X 400
1988 to 1984 downgradi ng".
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Common- name appears likely to be a widely used attribute because it
renedi es a serious deficiency in the X 400(84) OR-Nane: it provides
an attribute suitable for naming Distribution Lists and roles, and
even individuals where the constraints of the 84 personal - nane
structure are inappropriate or undesirable. As 84 originators will no
doubt wish to be able to address 88 DLs (and roles), [2] defines a
Donain Defined Attribute (DDA) to enabl e generation of comon-nane by
84 originators. This consists of a DDA with its type set to "conmon-
nane" and its value containing the Printable String encoding to be
set into the 88 comon-nane attribute.

This requires that all European R& MHS 88 MIAs capabl e of
interworking with 84 systens shall be able to map the val ue of
"common- nane" DDA in OR-Nanes received from84 systens to the 88
standard attribute extension conponent commron-nane, and vice versa.

X.400(84) originators will only be able to make use of this ability
to address 88 common-nane recipients if their systemis capabl e of
generating DDAs. Unfortunately, one of the many serious deficiencies
with the CEN CENELEC and CEPT 84 MHS Functional Standards ([1] and
[3]), as originally published, is that this ability is not a
requirenent for all conformant systenms. Thus if existing European R&D
IVHS X. 400(84) users wish to be able to address a significant part of
the 1 SO 10021/ X. 400(84) world they must explicitly ensure that their
84 systens are capable of generating DDAs. However, this will be a
requirement in the revised versions of ENV 41201 and ENV 41202, which
are to be published soon. There is no alternative nechani smfor
providing this functionality to 84 users. It is estimated that
currently 95% of all European R&D MHS users are able to generate
DDAs.

Wien nmessages are sent to both |1 SO 10021/ X. 400(88) and X. 400(84)

reci pients outside the European R& MHS conmunity, this
representati on of conmon-nanme will not enable the external recipients
to communi cate directly unless their 84/88 interworking MIA al so

i npl ements this mappi ng. However, use of this nmapping within the

Eur opean R&D MHS conmunity has not reduced external connectivity, and
provided RTR 3, RFC 1328 is universally inmplenmented within this
conmmunity it will enhance connectivity within the community.

As for the new Physical Delivery address attributes in X 400(88), RTR
3 (RFC1328) takes the foll owing approach. A DDA with type "X400-88"
is used, whose value is an std-or encoding of the address as defi ned
in RARE Technical Report 2 ([4]), "Mpping between X 400(1988)/1SO
10021 and RFC 822". This allows source routing through an appropriate
gateway. Where the generated address is |longer than 128 characters,

up to three overfl ow DDAs are used: X400-Cl; X400-C2; X400-C3. This
solution is general, and does not require co-operation, i.e., it can
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be inplenented in the gateways only.

Note that the two DDA sol utions nentioned above have the undesirable
property that the P2 heading will still contain the DDA form unless
content upgrading is also done. In order to shield the user from
cryptic DDAs, such content upgrading is in general recomended, also
for nested forwarded nessages, even though the avail abl e standards
and profiles do not dictate this.

4.3. Distribution List Interworking with X 400(84)

Before all X 400(84) systens are upgraded to |ISO 10021, the
interaction of Distribution Lists with X 400(84) nerits speci al
attention as DLs are already w dely used.

Not hi ng, apart perhaps fromthe inability to generate the DL’s OR-
Address if the DL uses the commpn-nane attribute, prevents an
X.400(84) originator fromsubmtting a nessage to a DL.

X.400(84) users can also be nmenbers (i.e., recipients) of a DL.
However, if the X 400(84) systens involved correctly inplenment
routing | oop detection, the X 400(84) recipient nay not receive al
nmessages sent to the DL. X 400(84) routing |loop detection involves a
reci pient MDin scanning previous entries in a nmessage’s trace
sequence for an occurrence of its own domain, and if such an entry is
found the nmessage is non-delivered. The new standards extend the
trace information to contain flags to indicate DL-expansion and
redirection, and re-define the routing |oop detection algorithmto
only exanmine trace elenents fromthe | ast occurrence of either of
these flags. Thus 88 systens all ow a nessage to re-traverse an MD (or
be rel ayed again by an MIA) after either DL-expansion or redirection.
However, these flags cannot be included in X 400(84) trace, so are
del eted on downgradi ng. Therefore the 84 DL recipient will receive
all messages sent to the DL except those which had a commopn point in
the path to the DL expansion point with the path fromthe expansion
points to his UA. This conmon point is an MD in the case of a DL in
another MD or an MIA in the case of a DL in the sane MD. Al t hough
this is quite determ nistic behaviour, the user is unlikely to
understand it and instead regard it as erratic or inconsistent
behavi our .

Anot her problemw th X 400(84) DL nmenbers will be that delivery and
non-delivery reports will be sent back directly to the originator of
a nessage, rather than routed through the hierarchy of DL expansion
poi nts where they could have been routed to the DL adm nistrator

i nstead of (or as well as) the originator.
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No general solution to this problem has yet been devised, despite
much thought from a nunmber of experts. The nub of the problemis that
changi ng the downgrading rules to enable 84 recipients to receive al
such nessages also allows the possibility of undetectable infinite DL
or redirection |looping where there is an 84 transit domain.

A potential solution is to extend the DL expansi on procedures to
explicitly identify X 400(84) recipients and to treat them specially,
at least by deleting all trace prior to the expansion point. This
solution is only dangerous if another DL reached through an 84
transit domain is inadvertently configured as an 84 recipient, when
infinite | ooping could occur. It does however inpose the problens of
84 interworking into MHS conponents which need to know not hi ng even
of the existence of X 400(84). It also requires changes to the
Directory attribute mhs-dl -nmenbers to accommpdate the indication that
identifies the recipient as an X 400(84) user, unless European R&D
MHS DLs are restricted to being inplenmented by | ocal tables rather
than naki ng use of the Directory.

A simlar change would be required for Redirection. However, the
change for Redirection would have substantially nore inpact as it
woul d require European R&D MHS-specific MHS protocol extensions to
identify the redirected recipient as an X 400(84) user. If the

Eur opean R&D MHS adopts a reasonable quality of MHS(88) service, al
its MIAs woul d be capable of Redirection and all UAs woul d be capable
of requesting originator-specified-alternate-recipient and thus be
required to incorporate these non-standard additions. A special

Eur opean R&D MHS nodi fication affecting all MIAs and UAs seens

i mpractical, too!

I f the reconmended European R&D MHS topol ogy for MHS migration (See
chapter 5) is adopted there will never be an X 400(84) transit donain
(or MIA) between two | SO 10021 systens. This allows the deletion of
trace prior to the last DL expansion or redirection to be perforned
as part of the downgrading, giving the X 400(84) user a consistent
service. This solution has the advantage of only requiring changes at
the convertors between X 400(84) and | SO 10021/ X. 400(88), where ot her
Eur opean R&D MHS specific extensions have al so been identified. A
preci se specification of this solution is given in Annex A

Finally, problens mght occur because sone X 400(84) MIAs could

obj ect to nessages containing nore than one recipient with the sane
extension-id (called originally-requested-recipient-nunber in the new
standards), since this was not defined in X 400(84). Note that
X.400(84) only requires that all extension-id s be different at

subm ssion tinme, so 84 software that does not except nmessages with

i dentical extension-id s for relaying or delivery nust be consi dered
br oken.
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4.4. P2 |Interworking

RTR 3, RFC 1328 al so defines the downgrading rules for P2 (IPM

i nterworking: The IPMservice in X 400(1984) is usually provided by
content type 2. In many cases, it will be useful for a gateway to
downgrade P2 fromcontent type 22 to 2. This will clearly need to be
made dependent on the destination, as it is quite possible to carry
content type 22 over P1(1984). The decision to make this downgrade
will be on the basis of gateway configuration

When a gateway downgrades from 22 to 2, the follow ng should be done:

1. Strip any 1988 specific headi ngs (language indication, and
partial nessage indication).

2. Downgrade all O R addresses, as described in Section 3

3. If adirectory name is present, there is no nethod to
preserve the semantics within a 1984 O R Address. However, it
is possible to pass the information across, so that the
information in the Distingui shed Nane can be informally
di spl ayed to the end user. This is done by appending a text
representation of the Distinguished Nane to the Free Form
Narme encl osed in round brackets. It is reconmended that the
"User Friendly Name" syntax is used to represent the
Di stingui shed Nanme [5]. For exanpl e:

(Steve Hardcastle-Kille, Conputer Science,
Uni versity Coll ege London, GB)

4. The issue of body part downgrade is discussed in Section 6.

Note that a nessage represented as content type 22 may have
originated from[6]. The downgrade for this type of nessage can be
i nproved. This is discussed in RTR 2, RFC 1327.

Note that the newer EWOS/ ETSI recommendati ons specify further rules
for downgradi ng, which are not all conpletely conpatible with the
rules in RTR 3, RFC 1328. This paper does not state which set of
rules is preferred for the European R&D MHS, it only states that a
choice will have to be made.

As the transition topology recommended for the European R&D MHS is to
never use 84 transit systens between 88 systens, it is possible to

i nprove on the P2 originator downgradi ng and resendi ng scenario. The
absence of 84 transit systenms neans that the necessity for a P1
downgrade inplies that the recipient is on an 84 system and thus
that it is better to downgrade 88 P2 contents to 84 P2 rather than to
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relay it in the know edge that it will not be delivered.
5. Topol ogy for Mgration

Havi ng decided that a transition from X 400(84) is appropriate, it is
necessary to consi der the degree of planning and co- ordination
required to preserve interworking during the transition.

It is assuned as a fundanental tenet that interworking nust be

preserved during the transition. This requires that one or nore
systemin the European R&D MHS conmunity nust act as a protocol
converter by inplenmenting the rules for "Interworking with 1984
Systens" listed in Annex B of |SO 10021-6/X. 419.

When downgradi ng from | SO 10021/ X. 400(88) to X. 400(84) all extensions
giving functionality beyond X 400(84) are discarded, or if a critical
extension is present then downgrading fails and a non-delivery
results. Thus, although it is possible to construct topologies of

i nterconnected MIAs so that two 88 MIAs can only conmuni cate by

rel ayi ng through one or nore 84 MIA, to naxim se the quality of
servi ce which can be provided in the European R& MHS conmunity it is
proposed that it require that no two European R& MHS 88 MIAs shal
need to comunicate by relaying through a X 400(84) MIA. Furthernore,
if this is extended to require that no two European R&D MHS 88 MIAs
shal |l ever comuni cate by relaying through an X 400(84) MIA, then the
Eur opean R&D MHS can provi de enhanced interworking functionality to
its X 400(84) users.

If mxed vintage 88 and 84 Managenent Dormains (MDs) are created, the
routing | oop detection rules, which specify that a nessage shall not
re-enter an MD it has previously traversed, require that downgradi ng
is performed within that nixed vintage MD. That MD therefore requires
at | east one MIA capable of downgrading from88 to 84. It is unlikely
that every MTAwithin an MD will be configured to act as an entry-
point to that MD from other MDs. However, the proposed European R&D
IMHS migration topology requires that as soon as a domain has an 88
MIA it shall also have an 88 entry point - this may, of course, be

t hat sane MIA.

Even for MDs operating all the same MHS vintage internally, providing
entry-points for both MHS vintages will give considerabl e advant age
in maximsing the connectivity to other Mbs. Initially, it will be
particularly inportant for 88 MDs to be able to communicate with 84
only MDs, but as 88 becones nore wi despread eventually the 84 MDs
will beconme a minority for which the ability to support 88 will be

i mportant to maintain connectivity. For nost practical Mds providing
entry-points that inplement options in the supporting |ayers wll

al so be inportant. Support for at least the following is recomended
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at MD entry-points:

88- P1/ Nor mal - node RTS/ CONS/ X. 25( 84)
88- P1/ Nor mal - node RTS/ RFC1006/ TCP/ | P
84- P1/ X. 25( 80)

84- P1/ RFC1006/ TCP/ | P

The above table omts |ayers where the choice is obvious (e.g.
Transport class zero), or where no choice exists (e.g., RTS for 84-
P1) .

The requirenent for no internedi ate 84 systens does require that the
Eur opean R&D MHS use direct PRVD to PRVD routing between 88 PRMDs at
|l east until such tinme as all ADMDs will relay the 88 MHS protocols.

Finally, in order to keep routing co-ordination overhead to a

m ni num an inportant requirenent for the nmigration strategy is that
only one comon set of routing procedures is used for both 84 and 88
systens in the European R&D MHS

6. Concl usion

1. The transition from X 400(84) to |SO 10021/ X. 400(88) is
worthwhile for the European R&D MHS, to provide:

- P7 Message Store to support renote UAs.
- Distribution Lists.

- Support for Directory Names.

- Standardi sed external Body Part types.
- Redirection.

- Security.

- Future extensibility.

- Physical Delivery.

2. To mininise the nunber of transitions the European R&D MHS
target should be | SO 10021 rather than CCITT X 400(88) -
i.e., straight to use of the full OSI stack w th Normal - node
RTS.

3. To give a useful quality of service, the European R&D MHS
shoul d not use minimal 88 MIAs which relay the syntax but
under stand none of the semantics of extensions. In
particular, all European R&D MHS 88 MIAs shoul d generate
reports containi ng extensions copied fromthe subject nmessage
and route reports through the DL expansion hierarchy where
appropri at e.
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4. The European R&D MHS should carefully plan the transition so
that it is never necessary to relay through an 84 systemto
provi de connectivity between any two 88 systens.

5. The European R&D MHS shoul d consi der the additional
functionality that can be provided to X 400(84) users by
adopting an enhanced specification of the interworking rules
bet ween X. 400(84) and | SO 10021/ X. 400(88), and weigh this
agai nst the cost of building and naintaining its own
convertors. The advantages to X 400(84) users are:

- Ability to generate 88 comon-nane attribute, likely to
be wi dely used for nam ng DLs.

- Consistent reception of DL-expanded and Redirected
nmessages.

- Ability to receive extended 88 P2 contents
automatically downgraded to 84 P2.

7. Security Considerations

Security issues are not discussed in this neno.
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Appendi x A - DL-expanded and Redirected Messages in X 400(84)

Thi s Annex provides an additional to the rules for "Interworking with
1984 Systens" contained in Annex B of |1SO 10021-6/X.419, to give
X.400(84) recipients consistent reception of nessages that have been
expanded by a DL or redirected. It is applicable only if the
transition topology for the European R&D MHS reconmended in section
3 is adopted.

Repl ace the first paragraph of B.2.3 by:

If an other-actions elenment is present in any trace- infornation-

el enents, that other-actions elenment and all preceding trace-

i nformation-el ements shall be deleted. If an other-actions elenment is
present in any subject-internediate-trace-information- elenments, that
ot her-actions elenment shall be del eted.
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Appendi x C - WMHS Ter ni nol ogy

Message Handling is performed by four types of functional entity:

User Agents (UAs) which enable the user to compose, send, receive,
read and ot herw se process nessages; Message Transfer Agents (MIAs)
whi ch provide store-and-forward rel aying services; Message Stores
(MBs) which act on behalf of UAs |ocated renotely fromtheir

associ ated MIA (e.g., UAs on PCs or workstations); and Access Units
(AUs) which interface MHS to other conmunications nmedia (e.g., Telex,
Tel etex, Fax, Postal Services). Each UA (and M5, and AU) is served by
a single MIA, which provides that user’s interface into the Message
Transfer Service (MFS).

Col  ections of MIAs (and their associated UAs, MSs and AUs) which are
operated by or under the aegis of a single managenent authority are
termed a Managenent Donmain (MD). Two types of MD are defined: an
ADMD, which provides a gl obal public nessage rel ayi ng service
directly or indirectly to all other ADVDs; and a PRVD operated by a
private concern to serve its own users.

A Message is conprised of an envel ope and its contents. Apart from
the MIS content-conversion service, the content is not exanined or
nodi fied by the MIS which uses the envel ope alone to provide the
information required to convey the nessage to its destination

The MIS is the store-and-forward nessage relay service provided by

the set of all MIAs. MIAs communi cate with each other using the P1
Message Transfer protocol.
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Appendi x D - Abbreviations

ACSE Associ ation Control Service El enment

ADVD Admi ni strati on Managenent Donain

ASCI | Anerican Standard Code for |nformation Exchange
ASN. 1 Abstract Syntax Notation One

AU Access Unit

CaTT Conmite Consultatif International de Tel egraphi que et
Tel ephoni que

CEN Conite Europeen de Norrmalisation

CENELEC Conite Europeen de Nornalisation Electrotechnique
CEPT Conf erence Europeene des Postes et Tel ecommuni cati ons
CONS Connection Oriented Network Service

COSINE  Co-operation for OSI networking in Europe

DL Di stribution List

DS Draft International Standard

EN Eur opean Norm

ENV Draft EN, European functional standard

| EC International Electrotechnical Conm ssion

| PM I nt er-Personal Message

| PMB I nter-Personal Messagi ng Service

| PN Inter-Personal Notification

| SO International Organisation for Standardi sation
JNT Joi nt Network Team (UK)

JTC Joint Technical Conmittee (1SQ 1EC

VD Managenent Donain (either an ADMD or a PRMD)
VHS Message Handling System

MOTI S Message- Ori ented Text |nterchange Systens

MI'A Message Transfer Agent

MI'L Message Transfer Layer

MI'S Message Transfer System

NBS Nat i onal Bureau of Standardization

03] Open Systens I nterconnection

PRVD Private Managenent Donain

RARE Reseaux Associes pour |a Recherche Europeenne
RFC Request for Coments

RTR RARE Techni cal Report

RTS Rel i abl e Transfer Service

WG- M5SG  RARE Working Group on Mail and Messagi ng
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