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Abstract

Thi s docunent expl ains why, after nore than six years as proposed
standards, the DNS Server and Resolver M B extensions were never

depl oyed, and reconmends retiring these M B extensions by noving them
to Historical status.

1. History
The road to the DNS M B extensions was paved with good intentions.

In retrospect, it’s obvious that the working group never had nuch
agreenent on what belonged in the M B extensions, just that we shoul d
have sonme. This happened during the height of the craze for MB
extensions in virtually every protocol that the |IETF was worki ng on
at the tine, so the question of why we were doing this in the first
pl ace never got a lot of scrutiny. Very late in the devel opnment
cycle we discovered that much of the support for witing the MB
extensions in the first place had conme from people who wanted to use
SNMP SET operations to update DNS zones on the fly. Exam nation of
the security nodel involved, however, led us to conclude that this
was not a good way to do dynam c update and that a separate DNS
Dynam ¢ Update protocol woul d be necessary.

The M B extensions started out being fairly specific to one
particular DNS i nplenmentation (BIND-4.8.3); as work progressed, the
BI ND- specific portions were rewitten to be as inplenentation-neutral
as we knew how to nmake them but sonmehow every revision of the MB
extensi ons managed to create new counters that just happened to
closely match statistics kept by sone version of BIND. As a result,
the M B extensions ended up being nmuch too big, which raised a nunber
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of concerns with the network nmanagenent directorate, but the WG
resisted every attenpt to renove any of these variables. |In the end,
| arge portions of the M B extensions were noved into optional groups
in an attenpt to get the required subset down to a manageabl e si ze.

The DNS Server and Resol ver M B extensions were one of the first
attenpts to wite MB extensions for a protocol usually considered to
be at the application layer. Fairly early on it becane clear that,
while it was certainly possible to wite MB extensions for DNS, the
SM was not really designed with this sort of thing in mnd. A case
in point was the attenpt to provide direct indexing into the caches
in the resolver MB extensions: while arguably the only sane way to
do this for a large cache, this required nmuch nore conpl ex indexing
clauses than is usual, and ended up running into known length limts
for object identifiers in some SNVP inpl enentations.

Furthernmore, the lack of either real proxy MB support in SNW
managers or a standard subagent protocol nmeant that there was no
reasonable way to inplenent the M B extensions in the dom nant

i npl enentation (BIND). Wen the Agent X subagent protocol was
devel oped a few years later, we initially hoped that this would
finally clear the way for an inplenmentation of the DNS M B
extensions, but by the tinme AgentX was a viable protocol it had
becone clear that nobody really wanted to inplenment these MB
ext ensi ons.

Finally, the MB extensions took nmuch too long to produce. In
retrospect, this should have been a clear warning sign, particularly
when the WG had clearly becone so tired of the project that the
authors found it inpossible to elicit any conments what soever on the
docunent s.

2. Lessons

bservati ons based on the preceding list of nistakes, for the benefit
of anyone el se who ever attenpts to wite DNS M B extensi ons agai n:

- Define a clear set of goals before witing any M B extensions.
Know who the constituency is and nmake sure that what you wite
sol ves their problem

- Keep the M B extensions short, and don’t add vari abl es just
because sonebody in the WG thinks they'd be a cool thing to
nmeasur e.

- |If some portion of the task seens to be very hard to do within the

SM, that’'s a strong hint that SNWP is not the right tool for
whatever it is that you' re trying to do.
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- If the entire project is taking too |long, perhaps that's a hint
t 0o.
3. Recommendati on
In view of the community’s apparent total lack of interest in
depl oyi ng these M B extensions, we recomend that RFCs 1611 and 1612
be reclassified as Historical docunents.
4. Security Considerations
Re-cl assifying an existing M B docunent from Proposed Standard to
Hi storic should not have any negative inpact on security for the
| nt ernet.

5. |1 ANA Consi derati ons

Getting rid of the DNS M B extensions shoul d not inpose any new wor Kk
on | ANA.
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9. Full Copyright Statenent
Copyright (C) The Internet Society (2001). Al Rights Reserved.

Thi s docunent and translations of it nmay be copied and furnished to
ot hers, and derivative works that comment on or otherw se explain it
or assist inits inplenentation may be prepared, copied, published
and distributed, in whole or in part, without restriction of any

ki nd, provided that the above copyright notice and this paragraph are
i ncluded on all such copies and derivative works. However, this
docunent itself may not be nodified in any way, such as by renoving
the copyright notice or references to the Internet Society or other
I nternet organi zati ons, except as needed for the purpose of
devel opi ng I nternet standards in which case the procedures for
copyrights defined in the Internet Standards process nust be
followed, or as required to translate it into |Ianguages other than
Engli sh.

The limted perm ssions granted above are perpetual and will not be
revoked by the Internet Society or its successors or assigns.

Thi s docunent and the information contained herein is provided on an
"AS | S" basis and THE | NTERNET SOCI ETY AND THE | NTERNET ENG NEERI NG
TASK FORCE DI SCLAI M5 ALL WARRANTI ES, EXPRESS OR | MPLI ED, | NCLUDI NG
BUT NOT LI M TED TO ANY WARRANTY THAT THE USE OF THE | NFORMATI ON
HEREI N W LL NOT | NFRI NGE ANY RI GHTS OR ANY | MPLI ED WARRANTI ES OF
MERCHANTABI LI TY OR FI TNESS FOR A PARTI CULAR PURPCSE.
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