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1 LI NKS
la Control Links

1b

Duval |

lal Logical link O will be a control |ink between any two HOSTs on
t he network

lala Only one control link may exist between any two HOSTs on
the network. Thus, if there are n HOSTs on the network, there
are n-1 control |inks fromeach HOST.

la2 It will be primarily used for comunicati on between HOSTs for
the purposes of:

la2a Establishing user |inks
la2b Breaki ng user |inks

la2c Passing interrupts regarding the status of |inks and/or
programs using the |inks

la2d Mbnitor conmuni cation

la3 Inps in the network may autonmatically trace all messages sent
on link O.

Primary Links

1bl A user at a given HOST may have exactly 1 primary link to each
of the other HOSTs on the network.

1bla The primary link nmust be the first link established
bet ween a HOST user and anot her HOST.

1blb Primary links are global to a user, i.e. a user program

may open a primary link, and that link remains open until it is
specifically closed.
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1blc The primary link is treated |like a teletype connected over
a nornmal data-phone or direct line by the renote HOST, i.e. the
renote HOST considers a primary link to be a normal teletype
user.

1bld The primary link is used for passing (user) control
information to the renote HOST, e.g. it will be used for
logging in to the renote host (using the renote hosts standard
| ogi n procedure).

1c Auxilliary Links

1cl A user program nay establish any nunber of auxilliary links
between itself and a user programin a connected HOST.

1cla These links may be used for either binary or character
transm ssi on.

1clb Auxilliary links are local to the sub-system which
establishes them and therefore are closed when that subsystem
is left.

2 MANI PULATI ON COF LI NKS

2a Control 1inks

2al The control link is established at systemload tinmne.
2a2 The status of a control link may be active or inactive
2a2a The status of the control |ink should reflect the

rel ationshi p between the HOSTs.

2b Primary Links

Duval |

2bl Primary links are established by a user or executive call to
t he noni tor

2bla The network identification nunber of the HOST to be |inked
to must be included in the call

2blb An attenpt to establish nore than one prinmary link to a
particular HOST will be regarded as an error, and the request
will be defaulted

2blc Standard Transm ssi on Character Set
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2blcl There will be a standard character set for
transm ssion of data over the primary |inks and control
l'inks.

2blcla This will be full (8 bit) ASCII.

2bld (get link) The protocol for establishing a link to HOST B
fromHOST Ais as follows

2b1ldl A selects a currently unused link to HOST B fromits
al l ocation tabl es

2b1d2 A transmits a |ink-connect nessage to B over |ink O.
2b1d3 A then waits for:
2bld3a A conmuni cation regarding that Iink fromB
2b1d3b A certain amount of tine to el aspse

2b1d4 1f a comunication regarding the link is received from
B, it is examined to see if it is:

2bld4a A verification of the link fromB.
2bld4al This results in a successful return fromthe
nonitor to the requestor. The link nunber is returned
to the requestor, and the link is established.

2bld4b A request fromB to establish the link. This
nmeans: that Bis trying to establish the same |ink as A
i ndependently of A

2bld4bl If the network ID nunber of A(Na) is greater
than that of B(Nb), then A ignores the request, and
continues to await confirmation of the link fromB
2b1d4b2 1f, on the other hand, Na<Nb, A

2bld4b2a Honors the request fromB to establish the
l'ink,

2bld4b2b Sends verification as required,

2bld4b2c Aborts its own request, and repeats the
al | ocati on process.
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2bld4c Some ot her conmuni cation from B regarding the
l'ink.

2bld4cl This is an error condition, neaning that
ei ther:

2bld4cla A has faulted by selecting a previously
allocated link for allocation,

2bld4clb B is transmitting informati on over an un-
al l ocated |ink,

2bld4clc Or a nessage regarding allocation fromB
to A has been garbled in transm ssion

2b1d4c2 In this case, A's action is to:

2bld4c2a Send a link di sconnect nessage to B
concerning the attenpted connection

2bld4c2b Consider the state of HOST B to be in
error and initiate entry to a panic routine(error).

2b1d5 If no conmuni cation regarding the link is received
fromB in the prescribed amount of tinme, HOST B is
considered to be in an error state.
2bld5a A link disconnect nessage is sent to B fromA.
2b1d5b A panic routine is called(error).

2c Auxilliary Links

2cl Auxilliary links are established by a call to the nonitor from
a user program

2cla The request must specify pertinent data about the desired
link to the nonitor

2clal The nunber of the primary link to B.

2clb The request for an auxilliary link nust be nade by a user
programin each of the HOSTs (A and B).

2clc If Na > Nb, then HOST A proceeds to establish a link to
HOST B in the manner outlined above (getlink).
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2cld I f Na<Nb, then A waits:

2cldl For HOST B to establish the link (after |ooking to see
if B has already established the corresponding |ink).

2c1d2 For a specified anount of tine to el apse.

2cld2a This neans that HOST B did not respond to the
request of HOST A

2c1d2b The programin HOST A and B should be able to
specifiy the anpunt of time to wait for the tineout.

3 ERROR CHECKI NG

3a Al nessages sent over the network will be error checked initally
so as to help isolate software and hardware bugs.

3b A checksumwi |l be associated with each nessage, which is order
dependent.

3bl The followi ng algorithmis one which m ght be used:
3bla A checksum of length 1 may be formed by addi ng successive

fields in the string to be checked serially, and adding the
carry bit into the |owest bit position of the sum

B +
|| I
B +

\
\ +- -+

ADD CARRY---> | |

+- -+
oo +

I I
+----RESULT-- - - +

3blal This process is known as folding.
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3bla2 Several fields may be added and folded in parallel, if
they are fol ded appropiately after the addition.

Fommm e Fommm e Fomm e e Fomm e e +
| FIELD 4 | FIELD 3 | FIELD 2 | FIELD 1
Fommm e Fommm e Fomm e e Fomm e e +
Fommm e Fommm e Fomm e e Fomm e e +
| FIELD 8 | FIELD 7 | FIELD 6 | FIELD 5
Fommm e Fommm e Fomm e e Fomm e e +

ADD

IR S Fommm e Fomm e e Fomm e e +

|| I

IR S Fommm e Fomm e e Fomm e e +

I I I I
I I I I v
| | | | e +
I I I I I
| | | | e +
I I I I
| | | Ve +
I I I f-> |
| | | b +
I I I
| | \ oo +
| | ememeeeaaa >
| | b +
I I
| \ S +
| S —— >
| S +
I
\ +-- -+
femm-- CARRY-----m e - >| |
+-- -+
ADD
Fomm e e Fomm e e +
I
+- - CARRY- - +--------- +
I
\ +----- +
ADD f----- >
+--- o= +
Fomm e e +

I I
+- RESULT- - +
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3bla2a Using this schene, it is assunmed that, if there
are n fields, the carries fromthe first n-1 fields
are automatically added into the | ow order position of
the next higher field, so that in folding, one need
only add the [n] result fields to the carry fromthe
nth field, and then add in an appropiately sized carry
fromthat addition (and repeat the desired nunber of
times to achieve the result.

3bla3 A checksum conputed in this manner has the advantage
that the word lengths of different machi nes may each be used
optimally:
3bla3a If a string of suitable length is chosen for
computi ng the checksum and a suitable checksumfield
length is selected, the checksum techni que for each of
the machines will be relatively optinal

3bla3al Field Iength: 288 bits (I owest common
denonenat or of (24, 32, 36)

3bla3a2 Checksum length: 8 bits (convenient field size
for all machines)

3blb If a nessage is divided into groups of fields, and each
group is checksunmed in this manner, an order dependent

checksum may be got by shifting the checksum for each group
and adding it in (successively) to the checksum of the next

group
3c Afacility will be provided where two HOSTs may enter a node which
requires positive verification of all nessages. This verification is
sent over the control |ink
4 MONI TOR FUNCTI ONS
4a Network |1/O drivers
4al | nput
4ala | nput nmessage from | MP
4alb Do error checking on nessage.

4albl Verify checksum

4alb2 Send "mnessage reci eved" aknow edgenment over contro
link if aknowl edge node is in effect.
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4alc (trans)character translation

4alcl There is a strong possibility that the character
transl ation may be done in the | M.

4alc2 This needs to be explored further with BBN
4alc3 There are two mmin considerations

4alc3a Should the translation be done by table or
al gorithnf

4alc3al Initially it seens as though the best way to
go is table.

4alc3b How shoul d we deci de whi ch nessages shoul d be
translated, i.e. is it desirable to not translate
everything (YES!'!) and by what neans can we use to
differentiate?

4ald Decode header, and pass message to correct recipient as
identified by source, and link.

4a2 Qut put
4a2a Buil d header
4a2b Character translation

4a2bl See remarks under the section on output translation
(trans).

4a2c Create checksum
4a2d Check status of |ink

4a2dl If there has not been a RFNM since the | ast nessage
transnmitted out the link, wait for it.

4a2e Transmit nessage to | VP
4a2f 1f aknow edge node is in effect,wait for
4a2f 1 RFNM from destination | MP.

4a2f 2 Response from destinati on HOST over control line O.
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4b Networ k status
4b1 Maintain status of other HOSTs on network
4bla If an IMP is down, then his HOST is considered to be down.
4b2 Maintain status of control |ines.
4b3 Answer status queries from ot her HOSTs.

4b4 I nform other HOSTs as to status of primary and auxilliary
links on an interrupt basis.

4b5 I nform ot her HOSTs as to status of progranms using primry and
secondary |inks

5 EXECUTI VE PRI M Tl VES
5a Primary Links
5al These require the HOST nunmber as a paraneter.
5ala Establish primary |ink
5alb Connect controlling teletype to primary |ink
5alc | NPUT/ QUTPUT over primary |ink
5ald Interrogate status of primary link

5aldl Don’'t know what, exactly, this should do, but it seens
as though it might be useful

5ale Disconnect controlling teletype fromprimary |ink
5alf Kill primary link
5b Auxilliary Links.
5b1 Establish auxilliary link

5bla requires the HOST nunber as a paraneter

5blb It returns a logical link nunmber which is simlar to a
file index. It is this nunber which is passed to all of the
other Auxilliary routines as a paraneter.

5b2 | NPUT/ QUTPUT over auxilliary |ink
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5b3 Interrogate status auxilliary |ink.

5b3a Don’t know what, exactly, this should do, but it seens as
though it might be useful

5b4 Kill auxilliary Iink.
5¢c Special executive functions
5¢c1 Transparent. | NPUT/ QUTPUT over |ink
5cla This may be used to do block I/O transfers over a link

5clb The function of the nmonitor in this instance is to
transfer a buffer directly toits I M

5clc At does not nodify it in any way

5clcl This neans that the header and ot her control
i nformation nust be in the buffer.

5cl1ld The indended use of this is for network debuggi ng.

6 I NI TI AL CHECKOUT

6a The network will be initially checked out using the links in a
si mul at ed dat a- phone node.

6al Al nessages will be one character in |ength.

6a2 Links will be transparent to the nonitor, and controlled by

user programvia a special executive primtive.

6a2a The initial test will be run fromtwo user prograns in
di fferent HOSTs, e.g. DDT to DDI.

6a2b It will be paralleled by a tel ephone link or simlar.

[ This RFC was put into nmachine readable formfor entry ]
[ into the online RFC archives by Robbi e Bennet 10/1998 ]
[ This RFC was nroffed by Kelly Tardif, Viagenie 10/1999 ]
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