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Abstract
This docunent is one in the series of docunents that provide MB
definitions for for IP Version 6. Specifically, the IPv6 MB textual
conventions as well as the IPv6 M B General group is defined in this
docunent .
This nenp defines a portion of the Managenent |nformation Base (M B)
for use with network rmanagenent protocols in the |Pv6-based
i nternets.
Thi s docunment specifies a MB nodule in a manner that is both
conpliant to the SNMPv2 SM, and senantically identical to the peer
SNMPv1 definitions.
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1. The SNWPv2 Network Managenent Framewor k

The SNMPv2 Networ k Managenent Framework presently consists of three
maj or conponents. They are:

o] the SM, described in RFC 1902 [1] - the nechanisns used
for describing and nam ng objects for the purpose of managenent.

o] the MB-11, described in RFC 1213/ STD 17 [3] - the core
set of nanaged objects for the Internet suite of protocols.

o] RFC 1157/ STD 15 [4] and RFC 1905 [5] which define two versions
of the protocol used for network access to managed obj ects.

The Franework permits new objects to be defined for the purpose of
experinmentation and eval uati on.

1.1. Object Definitions

Managed objects are accessed via a virtual information store, ternmed
t he Managenent Infornation Base or MB. bjects in the MB are
defined using the subset of Abstract Syntax Notation One (ASN. 1)
defined in the SM. |In particular, each object type is naned by an
OBJECT | DENTI FIER, an adm nistratively assigned nane. The object
type together with an object instance serves to uniquely identify a
specific instantiation of the object. For human conveni ence, we
often use a textual string, terned the descriptor, to refer to the
obj ect type.

2. Overview

This docunent is the first in the series of docunents that define
vari ous M B object groups for |IPv6. These groups are the basic unit
of conformance: if the semantics of a group is applicable to an

i npl erentation, then it rust inplenment all objects in that group

For exampl e, an inplenentation nust inplenment the TCP group if and
only if it inplenents the TCP over |Pv6 protocol. At m ninmum

i mpl enent ati ons nmust inplenent the 1 Pv6 General group defined in this
docunent as well as the ICMPv6 group [9].
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Thi s docunent defines the |Pv6 M B textual conventions as well as the
| Pv6 General group which provides for the basic managenent of |Pv6
entities and serve as the foundation for other |Pv6 MB definitions.

The | Pv6 General group consists of 6 tables:

i pv6l f Tabl e

The 1 Pv6 Interfaces table contains information on the
entity’s I Pv6 interfaces.

i pv6l f St at sTabl e

This table contains information on the traffic statistics of
the entity’'s IPv6 interfaces.

i pv6Addr Prefi xTabl e

The |1 Pv6 Address Prefix table contains information on
Address Prefixes that are associated with the entity' s | Pv6
i nterfaces.

i pv6Addr Tabl e

This tabl e contains the addressing information relevant to
the entity’'s IPv6 interfaces.

i pv6Rout eTabl e

The I Pv6 routing table contains an entry for each valid | Pv6
uni cast route that can be used for packet forwarding
det erm nati on.

i pv6Net ToMedi aTabl e

The | Pv6 address translation table contain the | Pv6 Address
to ‘physical’ address equival enci es.

3. | Pv6 Address Representation
The IPv6 M B defined in this menmo uses an OCTET STRING of length 16
to represent 128-bit IPv6 address in network byte- order. This

approach allows to inplenment 1Pv6 MB w thout requiring any changes
to the SNMPv2 SM and conpliant SNWP i npl enent ati ons.
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4. Definition of Textual Conventions

| PV6- TC DEFINITIONS ::= BEG N

| MPORTS
I nt eger 32 FROM SNMPv2- SM
TEXTUAL- CONVENTI ON FROM SNWPv2- TC

-- definition of textual conventions

| pv6Address :: = TEXTUAL- CONVENTI ON
DI SPLAY- HI NT "2x:"
STATUS current
DESCRI PTI ON

"This data type is used to nodel |Pv6 addresses.
This is a binary string of 16 octets in network

byt e-order."
SYNTAX OCTET STRING (Sl ZE (16))
| pv6Addr essPrefix ::= TEXTUAL- CONVENTI ON
DI SPLAY- HI NT "2x:"
STATUS current
DESCRI PTI ON

"This data type is used to nodel |Pv6 address
prefixes. This is a binary string of up to 16
octets in network byte-order."

SYNTAX OCTET STRING (SI ZE (0..16))
| pv6Addresslfldentifier ::= TEXTUAL- CONVENTI ON
DI SPLAY- HI NT "2x:"
STATUS current
DESCRI PTI ON

"This data type is used to nodel |Pv6 address
interface identifiers. This is a binary string
of up to 8 octets in network byte-order."

SYNTAX OCTET STRING (Sl ZE (0..8))
| pv6l flndex ::= TEXTUAL- CONVENTI ON

DI SPLAY- HI NT "d"

STATUS current

DESCRI PTI ON

"A uni que value, greater than zero for each

i nternetwork-1layer interface in the managed

system It is recommended that val ues are assigned
contiguously starting from1l. The value for each

i nternetwork-layer interface nust remain constant
at least fromone re-initialization of the entity’'s
net wor k nmanagenent systemto the next
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re-initialization."

SYNTAX I nteger32 (1..2147483647)
| pv6l f I ndexOr Zero :: = TEXTUAL- CONVENTI ON

DI SPLAY- HI NT "d"

STATUS current

DESCRI PTI ON

"This textual convention is an extension of the

| pv6l f I ndex convention. The |latter defines

a greater than zero value used to identify an |IPv6
interface in the managed system This extension
permits the additional value of zero. The val ue
zero is object-specific and nust therefore be
defined as part of the description of any object
whi ch uses this syntax. Exanples of the usage of
zero mght include situations where interface was

unknown, or when none or all interfaces need to be
referenced. "
SYNTAX I nteger32 (0..2147483647)

END

5. The I Pv6 Ceneral G oup

| PV6-M B DEFINITIONS ::= BEG N

| MPORTS
MODULE- | DENTI TY, OBJECT-TYPE, NOTI FI CATI ON- TYPE,
m b-2, Counter32, Unsigned32, |nteger32

Gauge32 FROM SNMPv2- SM
Di spl ayString, PhysAddress, TruthValue, TinmeStanp,

Vari abl ePoi nt er, RowPoi nt er FROM SNWPv2- TC
MODULE- COVPLI ANCE, OBJECT- GROUP

NOTI FI CATI ON- GROUP FROM SNMPv2- CONF

| pv6l f I ndex, | pv6Address, |pv6AddressPrefi x,
| pv6Addr essl fldentifier,
| pv6l f I ndexOr Zer o FROM | PV6- TC,

i pv6M B MODULE- | DENTI TY
LAST- UPDATED " 9802052155Z"
ORGANI ZATI ON "1 ETF | Pv6 Worki ng G oup”
CONTACT- | NFO
" Dimtry Haskin

Postal : Bay Networks, Inc.

660 Techol ogy Park Drive.
Billerica, MA 01821
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Us
Tel: +1-978-916-8124
E-mai | : dhaski n@aynet wor ks. com
Steve Oni sh

Postal : Bay Networks, Inc.
3 Federal Street
Billerica, MA 01821

us
Tel : +1-978-916- 3816
E-mai | : soni shi @aynet wor ks. cont
DESCRI PTI ON
"The MB nodule for entities inplenmenting the IPv6
protocol . "
:={ mb-2 55}

-- the I Pv6 general group

i pv6M BObj ects OBJECT IDENTIFIER ::={ ipv6MB 1 }

i pv6Forwar di ng OBJECT- TYPE

SYNTAX | NTEGER {
forwarding(l), -- acting as a router
-- NOT acting as
not Forwardi ng(2) ~-- a router

}
MAX- ACCESS read-write
STATUS current
DESCRI PTI ON
"The indication of whether this entity is acting
as an I Pv6 router in respect to the forwarding of
dat agranms received by, but not addressed to, this

entity. |Pv6 routers forward datagrans. |Pv6
hosts do not (except those source-routed via the
host) .

Note that for some managed nodes, this object may
take on only a subset of the val ues possible.
Accordingly, it is appropriate for an agent to
return a ‘wongVal ue’ response if a nanagenent
station attenpts to change this object to an

i nappropriate value."
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.= { ipveM BObjects 1 }

i pv6eDef aul t HopLi m t OBJECT- TYPE

SYNTAX | NTEGER( 0. . 255)

MAX- ACCESS read-wite

STATUS current

DESCRI PTI ON
"The default value inserted into the Hop Limt
field of the I Pv6 header of datagramnms origi nated
at this entity, whenever a Hop Limt value is not
supplied by the transport |ayer protocol."

DEFVAL { 64 }

:={ ipvbM Bojects 2 }

i pv6l nterfaces OBJECT- TYPE

SYNTAX Unsi gned32

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON
"The nunber of |IPv6 interfaces (regardless of
their current state) present on this system"”

.= { ipvbM Bojects 3}

i pv6l f Tabl eLast Change OBJECT- TYPE

SYNTAX Ti meSt anp

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON
"The val ue of sysUpTinme at the tine of the |ast
insertion or rempval of an entry in the
i pv6l f Table. If the nunber of entries has been
unchanged since the last re-initialization of
the |l ocal network nmanagenent subsystem then this
obj ect contains a zero value."

:={ ipvbM Boj ects 4 }

-- the IPv6 Interfaces table

i pv6l f Tabl e OBJECT- TYPE

SYNTAX SEQUENCE OF | pv6IfEntry
MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON

"The IPv6 Interfaces table contains information
on the entity’'s internetwork-Ilayer interfaces.

An I Pv6 interface constitutes a | ogical network
| ayer attachnent to the layer inmediately bel ow
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| Pv6 including internet |ayer 'tunnels’, such as
tunnels over I1Pv4 or IPv6 itself."
o= { ipvbM Bhj ects 5 }

i pv6l fEntry OBJECT- TYPE
SYNTAX | pv6l fENntry
MAX- ACCESS not - accessi bl e
STATUS current
DESCRI PTI ON
"An interface entry containing objects
about a particular IPv6 interface."
INDEX  { ipv6lflndex }
o= { ipvblfTable 1}

| pv6l fEntry ::= SEQUENCE ({
i pv6l f 1 ndex | pv6l f I ndex,
i pv6l f Descr Di spl ayString,
i pv6l f Lower Layer Vari abl ePoi nter,
i pv6l fEffecti veMu Unsi gned32,
i pv6l f ReasmvaxSi ze Unsi gned32
i pv6lfldentifier | pv6Addressifldentifier,

i pv6l fldentifierLength | NTEGER

i pv6l f Physi cal Addr ess PhysAddr ess,
i pv6l f Adm nSt at us | NTEGER

i pv6l f Oper St at us | NTEGER

i pv6l f Last Change Ti meSt anp

}

i pv6l fl ndex OBJECT- TYPE

SYNTAX | pv6l f | ndex

MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON
"A uni que non-zero val ue identifying
the particular IPv6 interface."

o= { ipvbelfEntry 1}

i pv6l f Descr OBJECT- TYPE

SYNTAX Di splayString

MAX- ACCESS read-wite

STATUS current

DESCRI PTI ON
"A textual string containing information about the
interface. This string may be set by the network
managenment system”

o= { ipvblfEntry 2 }

i pv6l f Lower Layer OBJECT- TYPE
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SYNTAX Vari abl ePoi nt er

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON
"This object identifies the protocol |ayer over
which this network interface operates. |If this

network interface operates over the data-link

| ayer, then the value of this object refers to an

instance of iflndex [6]. If this network interface
operates over an |IPv4 interface, the value of this
object refers to an instance of i pAdEnt Addr [3].

If this network interface operates over another
| Pv6 interface, the value of this object refers to
an instance of ipv6lflndex. If this network
interface is not currently operating over an active
protocol |ayer, then the value of this object
shoul d be set to the OBJECT ID{ 0 0 }."

o= { ipvbelfEntry 3}

i pv6l fEf fecti veMu OBJECT- TYPE

SYNTAX Unsi gned32
UNI TS "octets"
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The size of the largest | Pv6 packet which can be
sent/received on the interface, specified in
octets."”

o= { ipvblfEntry 4 }

i pv6l f ReasmvaxSi ze OBJECT- TYPE

SYNTAX Unsi gned32 (0..65535)
UNI TS "octets"

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON

"The size of the largest |Pv6 datagramwhich this
entity can re-assenble frominconing | Pv6 fragnented
dat agranms received on this interface."

o= { ipvb6lfEntry 5}

i pv6lfldentifier OBJECT- TYPE

SYNTAX | pv6Addressifldentifier
MAX- ACCESS read-wite

STATUS current

DESCRI PTI ON

"The Interface Identifier for this interface that
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is (at least) unique on the link this interface is
attached to. The Interface ldentifier is conbined
with an address prefix to forman interface address.

By default, the Interface Identifier is autoconfigured
according to the rules of the link type this
interface is attached to."

o= { ipvb6lfEntry 6 }

i pv6l fldentifierLength OBJECT- TYPE

SYNTAX | NTEGER (0. . 64)
UNI TS "bits"

MAX- ACCESS read-wite
STATUS current
DESCRI PTI ON

"The length of the Interface ldentifier in bits.”
o= { ipvbelfEntry 7 }

i pv6l f Physi cal Address OBJECT- TYPE

SYNTAX PhysAddr ess
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The interface’s physical address. For exanple, for
an | Pv6 interface attached to an 802.x link, this
obj ect normally contains a MAC address. Note that
in some cases this address nay differ fromthe
address of the interface’s protocol sub-layer. The
interface’s nedi a-specific MB nust define the bit
and byte ordering and the format of the val ue of
this object. For interfaces which do not have such
an address (e.g., a serial line), this object should
contain an octet string of zero length."

o= { ipv6lfEntry 8 }

i pv6l f Adm nSt at us OBJECT- TYPE
SYNTAX | NTEGER {

up(1), -- ready to pass packets
down( 2)
}
MAX- ACCESS read-wite
STATUS current
DESCRI PTI ON
"The desired state of the interface. Wen a managed
systeminitializes, all IPv6 interfaces start with

i pvel f Adm nStatus in the down(2) state. As a result
of either explicit managenent action or per
configuration information retai ned by the managed
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system ipv6lfAdm nStatus is then changed to
the up(1l) state (or renmmins in the down(2) state)."
o= { ipvbelfEntry 9 }

i pv6l f Oper St at us OBJECT- TYPE
SYNTAX | NTEGER {

up(1), -- ready to pass packets
down(2),
nolfldentifier(3), -- no interface identifier

-- status can not be
-- determned for sone
unknown( 4), -- reason

-- sonme conponent is
not Present (5) -- mssing

}

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON
"The current operational state of the interface.
The nolfldentifier(3) state indicates that no valid
Interface lIdentifier is assigned to the interface.
This state usually indicates that the link-Iocal
interface address failed Duplicate Address Detection.
If ipvelfAdni nStatus is down(2) then ipv6lfQperStatus
shoul d be down(2). If ipv6elfAdm nStatus is changed
to up(1l) then ipv6lfQperStatus should change to up(1l)
if the interface is ready to transnit and receive
network traffic; it should remain in the down(2) or
nolfldentifier(3) state if and only if there is a
fault that prevents it fromgoing to the up(l) state;
it should remain in the notPresent(5) state if
the interface has nmissing (typically, |ower |ayer)
conmponents. "

o= { ipvblfEntry 10 }

i pv6l f Last Change OBJECT- TYPE

SYNTAX Ti meSt anp

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON
"The val ue of sysUpTine at the tine the interface
entered its current operational state. If the

current state was entered prior to the |ast
re-initialization of the |ocal network managenent
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subsystem then this object contains a zero
val ue. "
o= { ipvblfEntry 11 }
-- |IPve Interface Statistics table

i pv6l f St at sTabl e OBJECT- TYPE

SYNTAX SEQUENCE OF | pv6lfStatsEntry
MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON

"I Pv6 interface traffic statistics."
o= { ipvbM Bhj ects 6 }

i pv6l f StatsEntry OBJECT- TYPE

SYNTAX | pv6l f Stat sEntry

MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON
"An interface statistics entry containing objects
at a particular IPv6 interface."

AUGMVENTS { ipv6lfEntry }

:={ ipvelfStatsTable 1 }

| pv6l f Stat sEntry ::= SEQUENCE {

i pv6l f St at sl nRecei ves
Count er 32,

i pv6l fStatslnHdrErrors
Count er 32,

i pv6l f Stat sl nTooBi gErrors
Count er 32,

i pv6l f St at sl nNoRout es
Count er 32,

i pv6l f St at sl nAddr Errors
Count er 32,

i pv6l f St at sl nUnknownPr ot os
Count er 32,

i pv6l f StatslnTruncat edPkts
Count er 32,

i pv6l f St at sl nDi scards
Count er 32,

i pv6l fStatslnDelivers
Count er 32,

i pv6l f St at sQut For wDat agr ans
Count er 32,

i pv6l f St at sQut Request s
Count er 32,

i pv6l f St at sQut Di scar ds

1998
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Count er 32,

i pv6l f St at sQut Fr agOKs
Count er 32,

i pv6l f St at sQut FragFai | s
Count er 32,

i pv6l f St at sQut FragCr eat es
Count er 32,

i pv6l f St at sReasnReqds
Count er 32,

i pv6l f St at sReasnKs
Count er 32,

i pv6l f St at sReasnfai | s
Count er 32,

i pv6l f St at sl nMcast Pkt s
Count er 32,

i pv6l f St at sQut Mcast Pkt s
Count er 32

}

i pv6l f St at sl nRecei ves OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

Decenber

"The total nunber of input datagranms received by
the interface, including those received in error."

o= { ipvelfStatsEntry 1 }

i pv6l f StatslnHdrErrors OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS r ead-only
STATUS current
DESCRI PTI ON

"The nunber of input datagrans di scarded due to
errors in their IPv6 headers, including version

nunber m smatch, other format errors,

hop count

exceeded, errors discovered in processing their

| Pv6 options, etc.”
o= { ipvelfStatsEntry 2 }

i pv6l f Stat sl nTooBi gErrors OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The nunber of input datagranms that could not be
f orwar ded because their size exceeded the |ink MU

of outgoing interface.”
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o= { ipvelfStatsEntry 3 }

i pv6l f St at sl nNoRout es OBJECT- TYPE

SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The nunmber of input datagranms di scarded because no
route could be found to transmt themto their
destination."

o= { ipvelfStatsEntry 4 }

i pv6l f St at sl nAddr Errors OBJECT- TYPE

SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The nunber of input datagrans di scarded because
the IPv6 address in their |1 Pv6 header’s destination
field was not a valid address to be received at
this entity. This count includes invalid
addresses (e.g., ::0) and unsupported addresses
(e.g., addresses with unallocated prefixes). For
entities which are not I1Pv6 routers and therefore
do not forward datagranms, this counter includes
dat agranms di scarded because the destinati on address
was not a l|local address."

o= { ipvelfStatsEntry 5 }

i pv6l f St at sl nUnknownPr ot os OBJECT- TYPE

SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The nunber of |ocally-addressed datagrans
recei ved successfully but discarded because of an
unknown or unsupported protocol. This counter is
incremented at the interface to which these
dat agranms were addressed which night not be
necessarily the input interface for sonme of
the datagrans."”

o= { ipvblfStatsEntry 6 }

i pv6l f St at sl nTruncat edPkts OBJECT- TYPE

SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
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DESCRI PTI ON
"The nunber of input datagrans di scarded because
datagram frame didn't carry enough data."

o= { ipvelfStatsEntry 7 }

i pv6l f St at sl nDi scards OBJECT- TYPE

SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The nunmber of input |IPv6 datagrans for which no
probl ens were encountered to prevent their
conti nued processing, but which were discarded
(e.g., for lack of buffer space). Note that this
count er does not include any datagrans discarded
while awaiting re-assenbly."

o= { ipvblfStatsEntry 8 }

i pv6l f StatslnDelivers OBJECT- TYPE

SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The total nunber of datagrans successfully
delivered to | Pv6 user-protocols (including |CWP).
This counter is increnented at the interface to
whi ch these datagrans were addressed whi ch night
not be necessarily the input interface for sonme of
the datagrans."”

o= { ipvelfStatsEntry 9 }

i pv6l f St at sQut For wDat agr ans OBJECT- TYPE

SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The nunber of output datagrans which this
entity received and forwarded to their final
destinations. 1In entities which do not act
as | Pv6 routers, this counter will include
only those packets which were Source-Rout ed
via this entity, and the Source-Route
processi ng was successful. Note that for
a successfully forwarded datagramthe counter
of the outgoing interface is incremented."”
o= { ipvbelfStatsEntry 10 }

i pv6l f St at sQut Request s OBJECT- TYPE

1998
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SYNTAX Count er 32

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON

"The total nunber of |Pv6 datagrans which | ocal |Pv6
user-protocols (including I1CW) supplied to IPv6 in
requests for transmission. Note that this counter
does not include any datagranms counted in

i pv6l f St at sQut For wbat agr ans. "

o= { ipvbelfStatsEntry 11 }

i pv6l f St at sQut Di scards OBJECT- TYPE

SYNTAX Count er 32

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON
"The nunber of output |Pv6 datagranms for which no
probl em was encountered to prevent their
transnission to their destination, but which were
di scarded (e.g., for lack of buffer space). Note
that this counter would include datagrans counted
in ipv6lfStatsQutForwbDatagrans if any such packets
met this (discretionary) discard criterion.”

o= { ipvbelfStatsEntry 12 }

i pv6l f St at sQut Fr agOKs OBJECT- TYPE

SYNTAX Count er 32

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON
"The nunber of |Pv6 datagrans that have been
successfully fragmented at this output interface."

o= { ipvbelfStatsEntry 13 }

i pv6l f St at sQut FragFai | s OBJECT- TYPE

SYNTAX Count er 32

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON
"The nunber of |Pv6 datagrans that have been
di scarded because they needed to be fragmented
at this output interface but could not be."

o= { ipvbelfStatsEntry 14 }

i pv6l f St at sQut FragCr eat es OBJECT- TYPE

SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
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DESCRI PTI ON
"The nunmber of output datagram fragnents that have
been generated as a result of fragnentation at
this output interface."
o= { ipvbelfStatsEntry 15 }

i pv6l f St at sReasnmReqds OBJECT- TYPE

SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The nunmber of |Pv6 fragnents received whi ch needed
to be reassenbled at this interface. Note that this
counter is increnented at the interface to which
these fragnments were addressed which ni ght not
be necessarily the input interface for sonme of
the fragments."

o= { ipvbelfStatsEntry 16 }

i pv6l f St at sReasnOKs OBJECT- TYPE

SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The nunber of |Pv6 datagrans successfully
reassenbled. Note that this counter is increnmented
at the interface to which these datagrans were
addressed which night not be necessarily the input
interface for sone of the fragnments."

o= { ipvbelfStatsEntry 17 }

i pv6l f St at sReasnfai | s OBJECT- TYPE

SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The nunmber of failures detected by the IPv6 re-
assenbly al gorithm (for whatever reason: tined
out, errors, etc.). Note that this is not
necessarily a count of discarded |IPv6 fragnments
since some algorithnms (notably the algorithmin
RFC 815) can | ose track of the nunmber of fragnments
by conbi ning them as they are received.
This counter is incremented at the interface to which
these fragnents were addressed which m ght not be
necessarily the input interface for sone of the
fragnents. "

o= { ipvbelfStatsEntry 18 }
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i pv6l f St at sl nMcast Pkt s OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON
"The nunmber of multicast packets received
by the interface"
o= { ipvbelfStatsEntry 19 }

i pv6l f St at sQut Mcast Pkt s OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON
"The nunber of multicast packets transmitted
by the interface"
o= { ipvbelfStatsEntry 20 }

-- Address Prefix table

-- The I Pv6 Address Prefix table contains informtion on
-- the entity’s I Pv6 Address Prefixes that are associ ated
-- with IPv6 interfaces.

i pv6Addr Prefi xTabl e OBJECT- TYPE

SYNTAX SEQUENCE OF | pv6Addr Prefi xEntry

MAX- ACCESS not -accessi bl e

STATUS current

DESCRI PTI ON
"The list of |IPv6 address prefixes of
| Pv6 interfaces.™

:={ ipvbM Bojects 7 }

i pv6Addr Prefi xEntry OBJECT- TYPE
SYNTAX | pv6Addr Prefi xEntry
MAX- ACCESS not -accessi bl e
STATUS current
DESCRI PTI ON
"An interface entry containing objects of
a particular IPv6 address prefix."
I NDEX  { i pv6lflndex,
i pv6Addr Prefi x,
i pv6Addr Prefi xLength }
c:={ ipv6AddrPrefixTable 1 }

| pv6Addr Prefi xEntry ::= SEQUENCE {
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i pv6Addr Prefi x | pv6Addr essPrefi x,
i pv6Addr Prefi xLength | NTEGER (0. .128),
i pv6Addr Pref i xOnLi nkFl ag Trut hVval ue,
i pv6Addr Pref i xAut ononousFl ag Trut hVval ue,
i pv6Addr Prefi xAdvPreferredLifeti me Unsi gned32,
i pv6Addr Prefi xAdvVval i dLifetine Unsi gned32

}

i pv6Addr Prefi x OBJECT- TYPE

SYNTAX | pv6Addr essPrefi x

MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON

"The prefix associated with the this interface."
c:={ ipv6AddrPrefixEntry 1 }

i pv6Addr Prefi xLength OBJECT- TYPE

SYNTAX | NTEGER (0. .128)
UNI TS "bits"

MAX- ACCESS not -accessi bl e
STATUS current

DESCRI PTI ON

"The length of the prefix (in bits)."
c:={ ipv6AddrPrefixEntry 2 }

i pv6Addr Prefi xOnLi nkFl ag OBJECT- TYPE

SYNTAX Trut hVal ue

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON
"This object has the value "true(l)’', if this
prefix can be used for on-link determ nation
and the value 'false(2)’ otherw se."

c:={ ipv6AddrPrefixEntry 3 }

i pv6Addr Pref i xAut ononousFl ag OBJECT- TYPE

SYNTAX Trut hVal ue

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON
" Aut ononous address configuration flag. Wen
true(l), indicates that this prefix can be used
for autononous address configuration (i.e. can
be used to forma local interface address).
If false(2), it is not used to autoconfigure
a local interface address."”

c:={ ipv6AddrPrefixEntry 4 }
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i pv6Addr Prefi xAdvPreferredLifeti me OBJECT- TYPE

SYNTAX Unsi gned32

UNI TS "seconds"

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON
"It is the length of time in seconds that this
prefix will remain preferred, i.e. tine unti
deprecation. A value of 4,294,967, 295 represents
infinity.

The address generated from a deprecated prefix
shoul d no | onger be used as a source address in
new conmuni cati ons, but packets received on such
an interface are processed as expected."

c:={ ipv6AddrPrefixEntry 5 }

i pv6Addr Prefi xAdvVal i dLi feti ne OBJECT- TYPE

SYNTAX Unsi gned32

UNI TS "seconds"

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON
"It is the length of tinme in seconds that this
prefix will remain valid, i.e. time until
i nvalidation. A value of 4,294,967, 295 represents
infinity.

The address generated from an invalidated prefix
shoul d not appear as the destination or source
address of a packet."

c:={ ipv6AddrPrefixEntry 6 }

-- the | Pv6 Address table

-- The | Pv6 address table contains this node's | Pv6
-- addressing information.

i pv6Addr Tabl e OBJECT- TYPE

SYNTAX SEQUENCE OF | pv6AddrEntry
MAX- ACCESS not -accessi bl e

STATUS current

DESCRI PTI ON

"The table of addressing information relevant to
this node’'s interface addresses.”
2= { ipvbM Boj ects 8 }
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i pv6Addr Entry OBJECT- TYPE

SYNTAX | pv6Addr Entry

MAX- ACCESS not-accessi bl e

STATUS current

DESCRI PTI ON
"The addressing information for one of this
node’'s interface addresses.”

INDEX { ipv6lflndex, ipv6AddrAddress }

::={ ipv6AddrTable 1 }

| pv6Addr Entry ::=

SEQUENCE {
i pv6Addr Addr ess | pv6Addr ess,
i pv6Addr Pf xLengt h | NTEGER
i pv6Addr Type | NTEGER
i pv6Addr Anycast Fl ag Tr ut hVal ue,
i pv6Addr St at us | NTEGER

}
i pv6Addr Addr ess OBJECT- TYPE

SYNTAX | pv6Addr ess

MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON

"The | Pv6 address to which this entry’ s addressing
informati on pertains.”
::={ ipvbAddrEntry 1 }

i pv6Addr Pf xLengt h OBJECT- TYPE

SYNTAX | NTEGER( 0. . 128)

UNI TS "bits"

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON
"The length of the prefix (in bits) associated with
the 1 Pv6 address of this entry."

::={ ipv6AddrEntry 2 }

i pv6Addr Type OBJECT- TYPE
SYNTAX | NTEGER {
-- address has been forned
-- using statel ess
statel ess(1l), -- autoconfiguration

-- address has been acquired

-- by stateful neans

-- (e.g. DHCPv6, nmanual
stateful (2), -- configuration)
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-- type can not be determ ned
unknown( 3) -- for some reason

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON
"The type of address. Note that ’'statel ess(1)’
refers to an address that was statel essly
aut oconfigured; 'stateful (2)’ refers to a address
whi ch was acquired by via a stateful protocol
(e.g. DHCPv6, manual configuration)."

::={ ipv6AddrEntry 3 }

i pv6Addr Anycast Fl ag OBJECT- TYPE

SYNTAX Trut hVal ue

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON
"This object has the value "true(l)’', if this
address is an anycast address and the val ue
"false(2)’ otherw se.”

c:={ ipv6bAddrEntry 4 }

i pv6Addr St at us OBJECT- TYPE
SYNTAX | NTEGER {
preferred(1),

deprecat ed(?2),
i nvalid(3),
i naccessi bl e(4),

unknown( 5) -- status can not be determ ned
-- for some reason

}

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON
"Address status. The preferred(1l) state indicates
that this is a valid address that can appear as
the destination or source address of a packet.
The deprecated(2) state indicates that this is
a valid but deprecated address that should no I onger
be used as a source address in new comunications,
but packets addressed to such an address are
processed as expected. The invalid(3) state indicates
that this is not valid address whi ch shoul d not
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appear as the destination or source address of

a packet. The inaccessible(4) state indicates that

the address is not accessible because the interface
to which this address is assigned is not operational."

::={ ipv6AddrEntry 5 }

-- I Pv6 Routing objects

i pv6Rout eNunber OBJECT- TYPE

SYNTAX Gauge32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The nunber of current ipv6RouteTable entries.
This is primarily to avoid having to read
the table in order to determine this nunber."

o= { ipvbM Bhj ects 9 }

i pv6Di scar dedRout es OBJECT- TYPE

SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The nunber of routing entries which were chosen
to be discarded even though they are valid. One
possi bl e reason for discarding such an entry could
be to free-up buffer space for other routing
entries.”

2= { ipvbM Boj ects 10 }

-- I Pv6 Routing table

i pv6Rout eTabl e OBJECT- TYPE

SYNTAX SEQUENCE COF | pv6Rout eEntry
MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON

"I Pv6 Routing table. This table contains
an entry for each valid | Pv6 unicast route
that can be used for packet forwarding
determ nation. "

2= { ipvbM Bojects 11 }

i pv6Rout eEntry OBJECT- TYPE
SYNTAX | pv6Rout eEntry
MAX- ACCESS not - accessi bl e
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DESCRI PTI ON
"Arouting entry."
| NDEX  { i pv6Rout eDest,
i pv6Rout ePf xLengt h,
i pv6Rout el ndex }
::={ ipvbRouteTable 1 }
| pv6Rout eEntry ::= SEQUENCE {
i pv6Rout eDest | pv6Addr ess,
i pv6Rout ePf xLengt h | NTEGER
i pv6Rout el ndex Unsi gned32,
i pv6Rout el f | ndex | pv6l f I ndexCOr Zer o,
i pv6Rout eNext Hop | pv6Addr ess,
i pv6Rout eType | NTEGER
i pv6Rout ePr ot ocol | NTEGER
i pv6Rout ePol i cy | nt eger 32
i pv6Rout eAge Unsi gned32,
i pv6Rout eNext HopRDI Unsi gned32,
i pv6Rout eMetric Unsi gned32,
i pv6Rout eWei ght Unsi gned32,
i pv6Rout el nf o RowPoi nt er,
i pv6Rout eVal i d Trut hVal ue
}
i pv6Rout eDest OBJECT- TYPE
SYNTAX | pv6Addr ess
MAX- ACCESS not - accessi bl e
STATUS current
DESCRI PTI ON

"The destination |IPv6 address of this route.
This object may not take a Milticast address
val ue. "

.= { ipvbRouteEntry 1 }

i pv6Rout ePf xLengt h OBJECT- TYPE

SYNTAX | NTEGER( 0. . 128)

UNI TS "bits"

MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON
"Indicates the prefix length of the destinat
address. "

.= { ipvbRouteEntry 2 }

i pv6Rout el ndex OBJECT- TYPE
SYNTAX Unsi gned32
MAX- ACCESS not - accessi bl e
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STATUS current

DESCRI PTI ON
"The val ue which uniquely identifies the route
anmong the routes to the same network | ayer
destination. The way this value is chosen is
i npl ementation specific but it nust be unique for
i pv6Rout eDest /i pv6Rout ePf xLength pair and remain
constant for the life of the route."

.= { ipvbRouteEntry 3}

i pv6Rout el f I ndex OBJECT- TYPE

SYNTAX | pv6l f I ndexCOr Zer o

MAX- ACCESS r ead-only

STATUS current

DESCRI PTI ON
"The index val ue which uniquely identifies the |ocal
i nterface through which the next hop of this
route should be reached. The interface identified
by a particular value of this index is the sane
interface as identified by the sane val ue of
i pv6lflndex. For routes of the discard type this
val ue can be zero."

.= { ipvbRouteEntry 4 }

i pv6Rout eNext Hop OBJECT- TYPE

SYNTAX | pv6Addr ess

MAX- ACCESS r ead-only

STATUS current

DESCRI PTI ON
"On renpte routes, the address of the next
systemen route; otherwise, ::0

(’ 00000000000000000000000000000000" H i n ASN. 1
string representation).”
.= { ipvbRouteEntry 5 }

i pv6Rout eType OBJECT- TYPE
SYNTAX | NTEGER {
other (1), -- none of the follow ng

-- an route indicating that

-- packets to destinations

-- matching this route are
di scard(2), -- to be discarded

-- route to directly
| ocal (3), -- connected (sub-)network

-- route to a renote
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renot e(4) -- destination

}

MAX- ACCESS r ead-only

STATUS current

DESCRI PTI ON
"The type of route. Note that 'local (3)’ refers
to a route for which the next hop is the final
destination; 'renote(4)’ refers to a route for
which the next hop is not the final
destination; 'discard(2)’ refers to a route
i ndi cati ng that packets to destinations natching
this route are to be discarded (sonetines called
bl ack- hol e route)."

::={ ipvbRouteEntry 6 }

i pv6Rout ePr ot ocol OBJECT- TYPE
SYNTAX | NTEGER {
other(1), -- none of the follow ng

-- non-protocol information,
-- e.g., manually configured
| ocal (2), -- entries

netmgm (3), -- static route
-- obtained via Neighbor
-- Discovery protocol,
ndi sc(4), -- e.g., result of Redirect

-- the followi ng are al
-- dynam ¢ routing protocols

rip(s), -- R Png
ospf (6), -- Open Shortest Path First
bgp(7), -- Border Gateway Protoco
i drp(8), -- InterDomai n Routing Protocol
igrp(9) -- InterGateway Routing Protoco
}
MAX- ACCESS r ead-only
STATUS current
DESCRI PTI ON
"The routing nechanismvia which this route was
| earned. "

.= { ipvbRouteEntry 7 }
i pv6Rout ePol i cy OBJECT- TYPE

SYNTAX I nt eger 32
MAX- ACCESS r ead-only
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STATUS current

DESCRI PTI ON

"The general set of conditions that woul d cause the
selection of one multipath route (set of next hops
for a given destination) is referred to as 'policy’.
Unl ess the mechani smindi cated by i pv6Rout eProtoco
speci fied otherwi se, the policy specifier is the
8-bit Traffic Class field of the |IPv6 packet header
that is zero extended at the left to a 32-bit val ue.

Protocol s defining 'policy’ otherw se nust either
define a set of values which are valid for

this object or nust inplenment an integer-
instanced policy table for which this object’s
val ue acts as an index."
.= { ipvbRouteEntry 8 }

i pv6Rout eAge OBJECT- TYPE

SYNTAX Unsi gned32

UNI TS "seconds”

MAX- ACCESS r ead-only

STATUS current

DESCRI PTI ON
"The nunmber of seconds since this route was | ast
updat ed or otherw se deternmined to be correct.
Note that no senmantics of ‘too old can be inplied
except through know edge of the routing protocol
by which the route was | earned.”

.= { ipvbRouteEntry 9 }

i pv6Rout eNext HopRDI OBJECT- TYPE

SYNTAX Unsi gned32

MAX- ACCESS r ead-only

STATUS current

DESCRI PTI ON
"The Routing Domain ID of the Next Hop.
The senmantics of this object are determ ned by
the routing-protocol specified in the route’'s

i pv6Rout ePr ot ocol val ue. Wien this object is
unknown or not relevant its value should be set
to zero."

::={ ipvbRouteEntry 10 }

i pv6Rout eMetri ¢ OBJECT- TYPE
SYNTAX Unsi gned32
MAX- ACCESS r ead-only
STATUS current
DESCRI PTI ON
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"The routing netric for this route. The

semantics of this netric are determ ned by the

routing protocol specified in the route’s

i pv6Rout eProt ocol value. Wen this is unknown

or not relevant to the protocol indicated by

i pv6Rout eProt ocol, the object value should be

set to its maximum val ue (4,294, 967, 295)."
::={ ipvbRouteEntry 11 }

i pv6Rout eWei ght OBJECT- TYPE

SYNTAX Unsi gned32

MAX- ACCESS r ead-only

STATUS current

DESCRI PTI ON
"The systeminternal weight value for this route.
The semantics of this value are deternined by
the inplenentation specific rules. Generally,
within routes with the same i pv6Rout ePolicy val ue,
the ower the weight value the nore preferred is
the route.”

::={ ipvbRouteEntry 12 }

i pv6Rout el nf o OBJECT- TYPE

SYNTAX RowPoi nt er

MAX- ACCESS r ead-only

STATUS current

DESCRI PTI ON
"Areference to MB definitions specific to the
particul ar routing protocol which is responsible
for this route, as deternined by the value
specified in the route’ s ipv6RouteProto val ue.
If this information is not present, its value
shoul d be set to the OBJECT ID{ 0 0 },
which is a syntactically valid object identifier,
and any inplenmentation confornming to ASN. 1
and the Basic Encoding Rules nust be able to
generate and recogni ze this value."

::={ ipvbRouteEntry 13 }

i pv6Rout eVal i d OBJECT- TYPE

SYNTAX Tr ut hVal ue

MAX- ACCESS read-wite

STATUS current

DESCRI PTI ON
"Setting this object to the value 'false(2)’ has
the effect of invalidating the corresponding entry
in the i pv6RouteTabl e object. That is, it
ef fectively di sassoci ates the destination

1998
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identified with said entry fromthe route
identified with said entry. It is an
i mpl enentati on-specific matter as to whether the
agent renoves an invalidated entry fromthe table.
Accordi ngly, nanagenent stations nmust be prepared
to receive tabular information from agents that
corresponds to entries not currently in use.
Proper interpretation of such entries requires
exam nation of the relevant ipv6RouteValid
obj ect."

DEFVAL { true }

.= { ipvbRouteEntry 14 }

| Pv6 Address Transl ation table

i pv6Net ToMedi aTabl e OBJECT- TYPE

SYNTAX SEQUENCE OF | pv6Net ToMedi aEntry
MAX- ACCESS not -accessi bl e

STATUS current

DESCRI PTI ON

"The | Pv6 Address Translation table used for
mappi ng from | Pv6 addresses to physical addresses.

The | Pv6 address translation table contain the
| pv6Address to ‘ physical’ address equival encies.
Sone interfaces do not use translation tables
for determ ning address equival encies; if al
interfaces are of this type, then the Address
Translation table is enpty, i.e., has zero
entries.”

:={ ipvéM BObj ects 12 }

i pv6Net ToMedi aEntry OBJECT- TYPE

SYNTAX | pv6Net ToMedi aEntry
MAX- ACCESS not - accessi bl e
STATUS current
DESCRI PTI ON
"Each entry contains one |IPv6 address to ‘physi cal
addr ess equi val ence. "
I NDEX  { i pv6lflndex,
i pv6Net ToMedi aNet Addr ess }
.= { ipv6Net ToMedi aTable 1 }

| pv6Net ToMedi aEntry ::= SEQUENCE ({

i pv6Net ToMedi aNet Addr ess
| pv6Addr ess,
i pv6Net ToMedi aPhysAddr ess

1998
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PhysAddr ess,
i pv6Net ToMedi aType
| NTEGER,
i pv6l f Net ToMedi aSt at e
| NTEGER,
i pv6l f Net ToMedi aLast Updat ed
Ti meSt anp,
i pv6Net ToMedi aval i d
Tr ut hval ue
}
i pv6Net ToMedi aNet Addr ess OBJECT- TYPE
SYNTAX | pv6Addr ess
MAX- ACCESS not - accessi bl e
STATUS current
DESCRI PTI ON

"The | Pv6 Address corresponding to
t he nedi a- dependent ‘ physical’ address.™
::={ ipv6Net ToMedi aEntry 1 }

i pv6Net ToMedi aPhysAddr ess OBJECT- TYPE
SYNTAX PhysAddr ess
MAX- ACCESS r ead-only
STATUS current
DESCRI PTI ON
"The nedi a- dependent ‘ physical’ address.™
::={ ipv6Net ToMedi aEntry 2 }

i pv6Net ToMedi aType OBJECT- TYPE

SYNTAX | NTEGER {
other(1), -- none of the follow ng
dynamic(2), -- dynanically resolved
static(3), -- statically configured
| ocal (4) -- local interface

}
MAX- ACCESS r ead-only
STATUS current
DESCRI PTI ON
"The type of the mapping. The ’dynamic(2)’ type
i ndicates that the I Pv6 address to physical
addr esses mappi ng has been dynanically
resol ved using the I Pv6 Nei ghbor Discovery
protocol. The static(3)’ types indicates that
t he mappi ng has been statically configured.
The local (4) indicates that the mapping is
provided for an entity’'s own interface address.”
::={ ipv6Net ToMedi aEntry 3 }
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i pv6l f Net ToMedi aSt at e OBJECT- TYPE

SYNTAX | NTEGER {

reachabl e(1), -- confirnmed reachability

stal e(2), -- unconfirmed reachability

del ay(3), -- waiting for reachability
-- confirmation before entering
-- the probe state

probe(4), -- actively probing

i nvalid(5), -- an invalidated mapping

unknown( 6) -- state can not be determ ned

-- for sonme reason

}

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON
"The Nei ghbor Unreachability Detection [8] state
for the interface when the address mapping in
this entry is used.”

::={ ipv6Net ToMedi aEntry 4 }

i pv6l f Net ToMedi aLast Updat ed OBJECT- TYPE

SYNTAX Ti meSt anp

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON
"The val ue of sysUpTinme at the tine this entry
was | ast updated. |If this entry was updated prior
to the last re-initialization of the | ocal network
managenent subsystem then this object contains
a zero value."

::={ ipv6Net ToMedi aEntry 5 }

i pv6Net ToMedi aval i d OBJECT- TYPE

SYNTAX Tr ut hVal ue

MAX- ACCESS read-wite

STATUS current

DESCRI PTI ON
"Setting this object to the value 'false(2)’ has
the effect of invalidating the corresponding entry
in the i pv6Net ToMedi aTable. That is, it effectively
di sassociates the interface identified with said
entry fromthe mapping identified with said entry.
It is an inplenmentation-specific matter as to
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whet her the agent renpves an invalidated entry
fromthe table. Accordingly, nanagenent stations
nmust be prepared to receive tabular information
from agents that corresponds to entries not
currently in use. Proper interpretation of such
entries requires exam nation of the rel evant

i pv6Net ToMedi aval i d object.”
DEFVAL { true }
::={ ipv6Net ToMedi aEntry 6 }

-- definition of IPv6-related notifications.

-- Note that we need ipveNotificationPrefix with the 0
-- sub-identifier to make this MB to translate to

-- an SNWPvl format in a reversible way. For exanple
-- it is needed for proxies that convert SNMPv1l traps
-- to SNWPv2 notifications without MB know edge.

i pv6Not i fications OBJECT | DENTI FI ER
o= { ipv6MB 2 }

i pv6NotificationPrefix OBJECT | DENTI FlI ER
.= { ipvbNotifications O }

i pv6l f St at eChange NOTI FI CATI ON- TYPE

OBJECTS {

i pv6l f Descr,

i pv6l fOperStatus -- the new state of the If.
STATUS current
DESCRI PTI ON

"An ipv6lfStateChange notification signifies
that there has been a change in the state of
an ipv6é interface. This notification should
be generated when the interface’s operational
status transitions to or fromthe up(l) state.”

o= { ipvbNotificationPrefix 1 }

-- confornmance i nformati on

i pv6Conf ormance OBJECT IDENTIFIER ::= { ipv6MB 3 }

i pv6Conpl i ances OBJECT | DENTI FI ER : :
i pv6G oups OBJECT | DENTI FI ER ::

{ ipv6eConformance 1 }
{ ipv6eConformance 2 }

-- conpliance statenents
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i pv6Conpl i ance MODULE- COVPLI ANCE
STATUS current
DESCRI PTI ON
"The conpliance statenment for SNMPv2 entities
i mpl ement ipve MB."
MODULE -- this nodul e
MANDATORY- GROUPS { i pv6Ceneral Group,
i pv6Notificati onG oup }
OBJECT i pv6For war di ng
M N- ACCESS read-only
DESCRI PTI ON
"An agent is not required to provide
access to this object™

OBJECT i pv6Def aul t HopLi mi t
M N- ACCESS read-only
DESCRI PTI ON

"An agent is not required to provide
access to this object™

OBJECT i pv6l f Descr
M N- ACCESS read-only
DESCRI PTI ON

"An agent is not required to provide
access to this object"

OBJECT i pv6l fldentifier
M N- ACCESS read-only
DESCRI PTI ON

"An agent is not required to provide
access to this object"

OBJECT i pv6l fldentifierLength
M N- ACCESS read-only
DESCRI PTI ON

"An agent is not required to provide
access to this object"

OBJECT i pv6l f Adm nSt at us
M N- ACCESS read-only
DESCRI PTI ON

"An agent is not required to provide
access to this object"
OBJECT i pv6Rout eVal i d
M N- ACCESS read-only
DESCRI PTI ON
"An agent is not required to provide
access to this object"
OBJECT i pv6Net ToMedi aVal i d
M N- ACCESS read-only
DESCRI PTI ON
"An agent is not required to provide
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access to this object"

::={ ipv6Conpliances 1}

i pv6Gener al G oup OBJECT- GROUP

OBJECTS {

Haski n & Oni shi

i pv6For war di ng,

i pv6Def aul t HopLi m t,

i pv6l nterfaces,

i pv6l f Tabl eLast Change,

i pv6l f Descr,

i pv6l f Lower Layer,

i pv6l f Ef fecti veM u,

i pv6l f ReasmvaxSi ze,

i pv6l fldentifier,

i pv6l fldentifierLength,

i pv6l f Physi cal Addr ess,

i pv6l f Adm nSt at us,

i pv6l f Oper St at us,

i pv6l f Last Change,

i pv6l f St at sl nRecei ves,

i pv6l f StatslnHdrErrors,

i pv6l f St at sl nTooBi gErrors,
i pv6l f St at sl nNoRout es,

i pv6l f StatslnAddrErrors,

i pv6l f St at sl nUnknownPr ot os,
i pv6l f St at sl nTruncat edPkt s,

i pv6l f St at sl nDi scar ds,
i pv6l f StatslnDelivers,

i pv6l f St at sQut For wDat agr ans,

i pv6l f St at sQut Request s,

i pv6l f St at sQut Di scar ds,

i pv6l f St at sQut Fr agOKs,

i pv6l f St at sQut FragFail s,

i pv6l f St at sCQut Fr agCr eat es,
i pv6l f St at sReasnReqds,

i pv6l f St at sReasntKs,

i pv6l f St at sReasntai | s,

i pv6l f St at sl nMcast Pkt s,

i pv6l f St at sQut Mcast Pkt s,

i pv6Addr Pref i xOnLi nkFl ag,

i pv6Addr Pref i xAut ononousFl ag,
i pv6Addr Prefi xAdvPreferredLifetine,
i pv6Addr Prefi xAdvVal i dLi feti e,

i pv6Addr Pf xLengt h,

i pv6Addr Type,

i pv6Addr Anycast Fl ag,
i pv6Addr St at us,

i pv6Rout eNunber ,

i pv6Di scar dedRout es,

St andards Track
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i pv6Rout el f | ndex,
i pv6Rout eNext Hop,
i pv6Rout eType,
i pv6Rout ePr ot ocol
i pv6Rout ePol i cy,
i pv6Rout eAge,
i pv6Rout eNext HopRDI
i pv6Rout eMetri c,
i pv6Rout eWi ght ,
i pv6Rout el nf o,
i pv6Rout eVal i d,
i pv6Net ToMedi aPhysAddr ess,
i pv6Net ToMedi aType,
i pv6l f Net ToMedi aSt at e,
i pv6l f Net ToMedi aLast Updat ed,
i pv6Net ToMedi aval i d }
STATUS current
DESCRI PTI ON
"The 1 Pv6 group of objects providing for basic
managenent of [ Pv6 entities."”
c:={ ipveGoups 1}

i pv6Not i ficati onG oup NOTI FI CATI ON- GROUP
NOTI FI CATI ONS { i pv6lf St at eChange }
STATUS current
DESCRI PTI ON
"The notification that an IPv6 entity is required
to inplenment.”

o= { ipveGoups 2 }

END

1998
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