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l. Pr ef ace

UCSB will provide file storage for Network users. UCSB s Sinple

M nded File System (SMFS) is addressed as socket nunber X 401', site
3. No accounting paraneters are required. This docunent is intended
to provide programmers with the informati on necessary to conmuni cate
with SMFS which conducts all Network transactions trough its NCP

whi ch operates under the Host-Host protocol of August 3, 1970.*

[1. Inplementation

The following information is not essential to use of SMFS but may be
of interest. SMFS will store user’s files on |IBM 2316 di sk packs,
each with 29M 8-bit bytes of storage capacity. UCSB has two 2314
units, each with eight drives on-line. Initially, one drive will be
all ocated for Network storage, and the appropriate pack will always
be nounted an that drive, and hence accessible to SMFS wi t hout
operator intervention. UCSB estimates that for the next year it wll
have up to four drives that it can devote to Network use. The
second, third, and fourth drives will be allocated only as the need
arises. SMFS is witten to accommopdate any nunber of on-line drives
wi t hout nodification.

I f necessary, UCSB will investigate the possibility of making one of
the four drives a cone-and-go drive on which one of a nunber of packs
can be nounted as required. Hence, the potential exists for

i ncreased storage capacity with an acconpanying increase in access
tinme.

Files stored with SMFS will be backed up to tape daily. The back-up
tape(s) will be off-line and available only in case the on-line
copi es are destroyed.

In no sense does USB expect to becone _the_ file storage node of the
Network; it hasn’t the capacity. UCSB _is_ equipped, however, to
make a limted anbunt of secondary storage inmediately available to
the Network comunity.

[11. Login
SMFS can si mul taneously service any nunber of Network users up to
sone assenbl y-paraneters maxi mum (currently ten). A potential user
nmust establish a pair of Network connections

*At the time of this witing, the NCP nodifications of RFC #107 have not
as yet been inplenmented at UCSB
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(i.e., one full-duplex connection) to SMFS by executing a standard
ICP to socket X 401', site 3. SMS always |istens on that socket.

It will accept any call it receives -- say fromthe user’s receive
socket 'm -- and over the connection thus established transmt a
32-bit receive socket nunber (call it 'n'), and then close the
connection. SMFS will then issue two connection requests -- one

involving its receive socket 'n’ and the user’s send socket "m+l ', in
other involving its send socket 'n+l’ and the user’s receive socket
"m. Once these two connections have been established, the user will
be considered logged in. A deviation fromthe Initial Connection
Protocol will occur only if SMFS or its NCP has insufficient
resources to support another connection.

SMFS will maintain its connections to the user indefinitely. It wll
voluntarily termnate its connections to the user only if (1) a bad
op code is encountered in a user commuand (see Section VI), or (2)

cl osing one of the connections is required to signal end-of-data (see
Section V.D.). Barring such an occurrence, the user should close his
connections to SMFS when through, at which time SMFS will consider
the user | ogged out.

In the discussion to follow, the following ternms are used. The
connections on which the user transnmits data to and receives data
from SMFS are designated the i nput and output connecti ons,
respectively (i.e., SMFS's rather than the user’s point of viewis
adopted). The string of bits which passes fromthe user to SMFS over
the input connection during the life of that connection is called the
_input stream; the string of bits which passes from SMFS to the user
over the output connection during the life of that connection is
called the _output stream.

Service Ofered
SMFS wi Il provide storage for sequential, binary files of length
greater than or equal to an assenbly-paraneter mninmm (currently one
bit) and less than or equal to an assenbly-paranmeter maxi num
(currently 25 million bits). There is no restriction on the contents
of the file.

Every file stored with SMFS has a _filenane_, which may be any string
of fromone to 36, 8-bit characters chosen fromthe set:

{ A...,Z0,...9 blank }
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G aphi c EBCDI C Code ( Hex) ASClI | Code (Hex)
uc LC uc LC uc LC
A a C1 81 41 61
B b c2 82 42 62
C c c3 83 43 63
D d (o7} 84 44 64
E e c5 85 45 65
F f C6 86 46 66
G g c7 87 47 67
H h Cc8 88 48 68
I [ 9 89 49 69
J j D1 91 4A 6A
K k D2 92 4B 6B
L I D3 93 4C 6C
M m D4 94 4D 6D
N n D5 95 4E 6E
O 0 D6 96 4F 6F
= p D7 97 50 70
Q q D8 98 51 71
R r D9 99 52 72
S S E2 A2 53 73
T t E3 A3 54 74
U u E4 Ad 55 75
\% \Y E5 A5 56 76
W w E6 A6 57 77
X X E7 A7 58 78
Y y E8 A8 59 79
Z z E9 A9 5A TA
0 - FO - 30 -
1 - F1 - 31 -
2 - F2 - 32 -
3 - F3 - 33 -
4 - F4 - 34 -
5 - F5 - 35 -
6 - F6 - 36 -
7 - F7 - 37 -
8 - F8 - 38 -
9 - F9 - 39 -
bl ank - 40 - 20 -
Figure 1

Fi | ename/ Password Character Sets
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Fi |l enanes may be specified by the user in either EBCDI C or ASCI| (see
Figure 1), and the characters A ...,Z nmay be either upper- or | ower-
case. However, the acceptance by SMFS of both upper- and | ower-case,
and both EBCDIC and ASCII, is provided only as a conveni ence to the
user. |In particular, such distinctions don’t increase the nunber of
uni que filenanmes that can be generated; the filenanmes 'FI LE NUMBER 1’
and 'file nunber 1', in EBCDIC or ASCI|, designate the sanme file.

Every file stored with SMFS nmay optionally be protected agai nst
unaut hori zed retrieval and/or nodification. Wen a file is created,
the user may associate with it a _nodification password_ and/or an
_access password_. Thereafter, SMFS will demand that the appropriate
password be supplied before the file is nodified or retrieved,
respectively. Since SMFS protects each file independently agai nst
unaut hori zed nodi fication and retrieval, a group of users can be
given access to a file while a single individual retains the
exclusive right to nodify it. |If no password is defined for a
particular type of reference to a file, then such references are
unrestricted. Passwords have the sane attributes as fil enanes --
same |l ength restrictions and sane character sets.

Because of the manner in which SMFS wites files onto secondary
storage, it nust insure that while one user is nodifying a file, no
ot her user is sinultaneously either nodifying or retrieving the sanme
file. This requirement is effected by a nmechanisminternal to SMFS
and hence transparent to users, with the exception that when a user
attenpts to retrieve or nodify a file currently being nodified by
anot her user, SMFS will delay action upon the request until the
current nodification is conplete. There is no restriction on the
nunber of users which may concurrently retrieve the sane file.

V. Primtive File Operations

SMFS recogni zes and will execute the following primtive file
operati ons:

V.A. Allocate File (ALF)

SMFS regards the reservation of filename, the assignnment of
passwords, and the reservation of secondary storage as an operation
distinct fromthat of transmitting the file's contents. The
operation is called file allocation_, abbreviated ALF. In
allocating a file, the user specifies the filenane to be assigned to
it, the access password (if any), and the estinated size of the file
in bits. SMS checks the proposed filenane to insure that it doesn’t
duplicate that of an existing file. SMS also checks to insure that
it has sufficient secondary storage avail able to accommpdate the new
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file. If both requirenments are nmet, SMFS allocates the file; the
filename is reserved, secondary storage is reserved, and the password
information is recorded.

In reserving secondary storage for a file, SMFS adds its estimate of
its overhead in storing the file to the user-decl ared size of the
file. In general, the user should slightly over-estimte the size of
his file at allocation. SMS allocates a fixed amunt of storage on
the basis of that estimate, an amount whi ch cannot be increased
later. SMFS' s actual overhead in storing a file is a function of the
manner in which the contents of the file are transmtted by the user
The overhead is minimal when the file is transmitted in a single
series of operations (see Section VI) and increases as the nunber of
operations increases. It is the overhead associated with single-
series transm ssion that SMFS adds to the file size specified by the
user to determine the anbunt of storage to allocate. Hence, for

mul ti pl e-series transni ssion, the overhead will have been
under esti mat ed.

V.B. Update File (UDF)

The operation of transnmitting part or all of a previously allocated
file's contents for storage by SMFS is called _updating_ the _file_
(UDF). The user specifies the filenane of the file to be updated,
the nodification password if required, the anpbunt of data in bits to
be added to the file, and finally the data itself. SM-S |ocates the
file on secondary storage, checks the password for validity, if
appropriate, and adds the data to the file. SM-S considers the
updat e conpl ete when either the specified nunber of bits have been
extracted fromthe input stream and stored, or when the user

ternmi nates transmni ssion by closing the connecti on.

The data transnitted in a UDF operation is _concatenated_ to the
current contents of the file. Boundaries between updates are
transparent to the user when the file is retrieved. Hence, for
exanmpl e, the contents of a file mght be transmtted to SMFS in two
di stinct UDF operations, and later retrieved in a single RTF
operation (see Section V.D.). The user should view a file stored
with SMFS as a potentially very long bit string which may be
transmtted to SMFS in any nunmber of variable-length _segnments_, and
is retrievable in any nunber of variable-length segnments, with the
manner of segmentation chosen during retrieval independent of that
sel ected during the updating process.

The user nmay optionally request that SMFS 'renenber’ the manner in

which a file was updated, i.e., along with the data, store sufficient
i nformation to reconstruct segnment boundaries at retrieval tine.
Such a file is said to be formatted . In retrieving a fornatted
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file, the user, rather than requesting that SMFS transnit the next
'n" bits of the file as he would do for an unformatted file (see
Section V.D.), requests that SMFS transmit the next segnent of the
file; it is then SMFS's responsibility to supply the length of the
segnent. Hence, the notion of a _logical record_is introduced.

O course, since the user may format the contents of a file in any
way he chooses, he can enbed record-length information in the data
itself. Hence, the user can inplenent a record structure in a way
that's transparent to SMFS. This schene, however, requires during
retrieval that, for each logical record retrieved, the user fetch
first the length field and then, using the | ength as an operand,
fetch the data itself. In this kind of arrangenent, the retrieva
rate is apt to suffer. However, by allow ng SMFS know edge of

| ogi cal -record boundaries, the feedback [ oop is effectively shortened
(SMFS being closer to the file); hence, the potential exists for an
increased retrieval rate.

If the user intends that a file be formatted, he nust so specify in
every update and every retrieve operation referencing that file.

SMFS in no way flags a file to indicate that it is formatted. Hence,
if the user invokes the option during retrieval w thout having done
so when the file was stored, results will be erroneous. Furthernore,
if an update of a formatted file is termnated before the bit count
for the operation is exhausted (i.e., because the user closed the
connection), retrieval results will again be erroneous.

V.C. Replace File (RPF)

The replace-file (RPF) operation is identical to UDF, except that the
new file segnent, rather than being concatenated to the existing
file, _replaces_the entire contents of the file. The previous
contents of the file are lost, and the new segnment becones the only
segnent in the file.

RPF may be used to rewite an existing file. If the rewitten file
is to contain just a single segnent, that segnment may be transmitted
to SMFS in an RPF operation. Oherwi se, the first segnent of the new
file nmust be transnmitted in an RPF operation, and all succeeding
segments in UDF operations. Alternately, a dumy (bit count of zero)
RPF operation may be inserted before the first real segnent is
transnitted; all segnents of the file may then be transmitted in UDF
operati ons.
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V.D. Retrieve File (RTF)

The operation which retrieves all or part of a file's contents is
called file retrieval (RTF). The user specifies the filenane of the
file to be retrieved, the access password if required, and the anount
of data in bits to be fetched fromthe file. SMS |locates the file
on secondary storage, checks the password for validity (if
appropriate), and copies the bit count and the requested file segnent
into the output stream SMS considers the retrieval conplete when
ei ther the requested nunmber of bits have been placed in the output

stream or when the contents of the file are exhausted. 1In this
| atter case, SMFS cl oses the connection to signal end-of-data to the
user.

Successi ve RTF operations referencing the sane file cause successive
segnents of the file to be transmitted, provided that the operations
are juxtaposed in the input stream (however, NOP' s may be

i nterspersed anywhere in the input strean). Wen a series of RTF
operations referencing a particular file is broken by an operation
referencing another file, or by a different type of operation
involving the sane file, the next RTF operation designating the
original file will cause the _first_ segment of that file to be
transmtted. The manner in which the user segnents a file for a
series of retrieve operations need bear no relationship to the
segnent ati on schenme enpl oyed when the file was updated, nor to that
enpl oyed in previous retrievals.

If the user elected to have his file formatted by SMFS, he shoul d
re-invoke the option in the RTF operation, in which case SMFS wil |
supply the length of the segnent, and place both it and the segnent
itself into the output stream

V.E. Space File (SPF)

Files stored with SMFS are sequential in organization. That is the
n+lth segment of the file cannot be retrieved w thout first
processing the nth segnent. The user may, however, upon occasi on,
wish to retrieve only selected segnents of a file. This he could do,
effectively, by retrieving each segnent of the file and fl ushing
those with which he was currently unconcerned. To avoid needl ess
Network traffic, SMFS provides a mechanismfor flushing file segnents
locally. The operation is called _spacing_a file (SPF). It is
identical to RTF with the exception that transm ssion of data (but
not bit count) is suppressed. SPF operations nay be freely inserted
anywhere within a series of RTF operations designating a particul ar
file, with the desired results.
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V.F. Delete File (DLF)

Afile my be deleted at any tinme after allocation. The user
specifies the filenane of the file to be deleted and the nodification
password if required. SMS locates the file on secondary storage,
checks the password for validity (if appropriate), and, if the
password is correct, deletes the file. The filenanme is made

avail abl e for reassignnent, and the secondary storage allocated to
the file is reclainmed by SMFS. The contents (if any) of the file are
| ost.

V.G Rename File (RNF)

Afile stored with SMFS nay be renaned at any tinme after allocation
The user specifies the current filename of the file to be renaned,
the nodification password if any, and the proposed new fil enane.

SMFS |l ocates the file on secondary storage, checks the password for
validity (if appropriate), and assures that the proposed new fil enane
is not already assigned to another file. |If these requirenments are
met, the file is renaned, and all subsequent references to the file
nmust be by the new y-assigned fil enane.

RNF provides a neans for protecting a file that nust be rewitten in
its entirety against failures in the Net, or in the sending or
receiving host. The strategy is as follows. Allocate a new file,
assigning it sonme tenporary nanme. Transnit the revised file contents
in one nore UDF and/or RPF operations. Then delete the original file
and, using RNF, replace the newy-created file' s tenporary fil enane
with that of the original file.

V.H File no Qperation (FNO

FNO i s a dunmy operation which is provided for use in termnating a
series of RTF operations. Should the user desire to retrieve the
contents of a file twice in succession, he may do so with a series of
RTF/ SPF operations, followed by a FNO fol |l owed by a second series of
RTF/ SPF operations. Each RTF/ SPF operation in the first series wll
retrieve/flush the next segnment of the file. The first operation of

the second string, since it _is_the first of a string, will, as
explained in Section V.D., retrieve/flush the first_ segnent of the
file. The remaining operations in the second string will, of course

retrieve/flush the 2nd, 3rd, etc., segnents of the file. Hence, the
contents of the file are transmtted twice. FNO when it termnates
such a string of operations, effectively repositions the user to the
first segment of the file.

FNO nay appear anywhere within the input stream
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V.I. No Operation (NOP)

This operation is provided _solely_to aid the user in formatting the
i nput stream and is discarded without further processing whenever it
is encountered. In particular, a NOP enbedded in a series of RTF
operations does not terminate the string as FNO does.

VI. Input Stream Format

The input stream shall consist of a contiguous string of commands to
SMFS. A command type is defined for each of the primtive file
operations of Section V. Each command has the foll owi ng genera
format:

8 16 32

/1 /1 /1] /1 /1

I I I I I I I I

oP | | ACCESS | MODIFICATION]  NEW | | |
CODE| FLAGS| FI LENAME| PASSWORD| PASSWORD | FI LENAME| BI T COUNT| DATA

| | 11| 1l | /1] | /1 | 11|

where the I engths of fixed-length fields have been indicated in bits.
Each of the fields ' FI LENAME ,’ ACCESS PASSWORD , ' MODI FI CATI ON
PASSWORD' , and ' NEW FI LENAME' is further divided into the follow ng
subfi el ds:

8 8* LENGTH
/1

I I I
| LENGTH | FI LENAMVE/ PASSVORD |
I I I___|

where the ' LENGTH subfield contains the length in 8-bit characters
of the ’ FI LENAVE/ PASSWORD subfi el d.

This is the _general _ format for all SMFS commands. No one conmand
type requires all of the fields specified above. A particular subset
of these fields is defined for each type of conmand, and only those
fields should appear. The defined fields for each command type are
indicated in Figure 3.

Furthernmore, not all of the fields which are defined for a particul ar
command type need al ways appear _explicitly . The user should

envi sion that SMFS nai ntains fil enane, password, and bit-count
accumul ators. Every tinme a filenanme (or new fil enane),
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access/ nodi fication password, or bit count appears explicitly in the
i nput stream it is saved in the appropriate accumnul ator (a nul
password -- designated by setting Bits 0,3 or Bits 8,11 to zero
(Figure 4) -- should be thought of as appearing explicitly). The
user may cause a defined field to _default_ to the current contents
of the appropriate accumul ator by turning on the appropriate bin in
the flags field (see Figure 4). Wen a field defaults in this
manner, that field is said to appear _inplicitly_in the conmand.

NOP 0 No operation

FNO 1 File no operation.

ALF 2 Al locate file.

UDF 3 Update File.

RPF 4 Repl ace File.

RTF 5 Retrieve File.

SPF 6 Space File.

DLF 7 Delete File.

RNF 8 Renane Fil e.
Figure 2

Command Op codes

The three accunmulators are initially enpty and hence an attenpt to
default a field in the first conmand in the input streamillicits an
error indication. A field of the appropriate type nmust appear once
explicitly in the input stream before the correspondi ng accunul at or
is considered defined. Furthernore, whenever SMFS detects an invalid
filename or password (i.e., inproper length or deviation fromthe
character set) in the input stream the appropriate accunulator is
left enpty again.

SMFS al l ows operations on several files to be interleaved in the
i nput streamby including inits command fornats provision for
explicitly specifying filename and password information in each
conmand. \Wen many operations involving the same file appear
sequentially in the input stream the user need only let the
appropriate fields default in all but the first conmand, avoi di ng
re-transm ssi on of what woul d otherw se be redundant paraneters.
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ACCESS PASSWORD
DEFAULTS

Bl T COUNT DEFAULTS

FI LENAVE DEFAULTS

ACCESS PASSWORD
APPEARS EXPLI Cl TLY

ECHO OP CODE
AND FI LENAME

undef i ned

MODI FI CATI ON
PASSWORD DEFAULTS

The access password for this
operation defaults to the access
or nodification password which
appeared explicitly nost
recently in the input stream
hence, it does not appear
explicitly in the current
conmand.

The bit count for this operation
defaults to that which appeared

explicitly nost recently in the

i nput stream hence it does not

appear explicitly in the current
conmand.

The filename for this operation
defaults to the filenane or new
filename which appeared explicitly
nost recently in the input stream
hence it does not appear
explicitly in the current conmand.

The access password for this
operation appears explicitly in
the current command. (Bits O,

3 = 0 indicates that no access
password was/i s-to-be defined
for the file.)

SMFS shall echo the op code and
filename (whether it appears
explicitly or not) by copying
theminto the output stream
ahead of any other response to
the current command.

Not exam ned; should be zeros.
Sanme as Bit 0, but applied to

the nodification password, rather
than the access password.

Figure 4

Definition of Cormand FLAGS Bits

e

Apri |

1971
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9 FI LE FORMATTED FOR UDF/ RTF: this segnment is part
of a formatted file; hence SMFS
shoul d record the bit count. For
RTF/ SPF: the referenced file is
formatted; hence the bit count
does not appear explicitly in the
current command

10 NEW FI LENAME same as Bit 2, but applied
DEFAULTS to the new fil enane, rather
than the fil enane.

11 MODI FI CATI ON PASSWORD Same as Bit 3, but applied to
APPEARS EXPLI Cl TLY the nodification password,
rat her than the access
passwor d.

12-15 undefi ned Not exam ned; should be zeros.
Fi gure 4(conti nued)
Definition of Conmand FLAGS Bits

Not e: The sixteen bits of FLAGS are numbered 0-15 from
left to right.

Wien a series of RTF/ SPF operations referencing the same file are
juxtaposed in the input stream (as discussed in Section V.D.), they
cause successive segnments of the file to be transmtted _only_ if
both filenane and access password default (Bits 0,2 = 1) (a nul
password is al so acceptable) in those operations followi ng the first
inthe series. |If the user specifies either parameter explicitly in
a command in the series -- even if the explicitly stated value is the
sane as what woul d have been the default value -- SMFS considers the
series termnated, as if a FNO had been encountered, and hence the
conmand in question returns, or flushes, the first segnent of the
file. Allow ng both filenane and password to default has the added
effect, in both RTF/ SPF and UDF series, of decreasing the processing
time required by SMFS to execute the operations which conprise the
series. Under such circunstances, SMFS executes such initial
functions as file location and password verification only once at the
begi nning of the series, rather than for each operation. Hence, a
potential for increased transm ssion rates exists. Furthernore, in
such a series of UDF/ RPF operations, SMFS is able to conserve
secondary storage by concatenating file segnents before they are
witten out.
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Whenever SMFS aborts the processing of a command in the input stream
(e.g., the filename is invalid, an incorrect password is suppli ed,
etc), SMFS flushes the entire comand. Suppose, for exanple, that
the file specified in a UDF operati on does not exist (i.e., has not
been allocated). |If the data field for the operation is very |ong,
SMFS may wel | detect the non-existence of the file before the data
field has been transnitted by the user. In such cases, SMFS wil |
accept and flush whatever remains of the aborted conmand (in this
case, including the very long data field) until it reaches the point
in the input streamat which it expects to find the next conmmand,
which it will process normally. SMFS will, however, notify the user
that the command was aborted by placing an appropriate indicator in
the output stream and it will do this as soon as it detects the
error (and hence, in this case, before the erroneous conmand has been
flushed fromthe input strean). Hence, the user has the option of
aborting the process by closing the connection.

SMFS considers a comand with an invalid op code as an especially
severe error, since it has no way of locating the start of the next
command. Accordingly, it places a special character (X FF') in the
output stream follows it with the invalid op code, and then cl oses
its connections to the user.

VII. CQutput Stream Format
SMFS will respond to each command it extracts fromthe input stream
-- every command except FNO and NOP -- by placing a command response
in the output stream Conmand responses have the foll ow ng genera
format:
8 8 32
11 I

| O | | CVPL | I I

| CODE | FILENAME | CODE | BIT COUNT| DATA |

I I I I I I I

where the I engths of fixed-length fields have been indicated in bits.
The field "FILENAME is further divided into the follow ng subfi el ds:

8 8* LENGTH
11

I I I
| LENGTH | FI LENAME |

I I I I

where the ' LENGTH subfield contains the length in 8-bit characters
of the ' FILENAVE subfi el d.
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J.

This is the general format for SMFS command responses. For responses
to particular conmands, not all fields nmay be present. A particular
subset of these fields is defined for each type of command response;
no other fields will appear. The defined fields for each conmand
response type are indicated in Figure 5.

The fields 'OP CODE' and ' FILENAME are the op code and fil enane
extracted by SMFS fromthe input streamand are echoed by SMFS in the
output stream The filename is always echoed explicitly, even if it
appeared inplicitly in the input stream ’'OP CODE and 'FILENAMVE are
suppressed and hence do not appear in the command response it Bit 4
of the 'FLAGS field of the corresponding conmand is set to O.

"CMPL CODE contains an indication of the outcome of the operation.

If the operation was conpl eted successfully, 'CWMPL CODE contains a
val ue equal to the op code of the command executed. Hence, if
echoing of 'OP CODE and 'FILENAME is not suppressed, the operation
was successful if and only if 'OP CODE' and ' CMPL CODE are
identical. |If the operation as unsuccessful, 'CMPL CODE contains an
i ndi cation of the error encountered by SMFS in processing the
conmand. Conpl eti on codes are summari zed in Figure 6.
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C
O
M
P
L
E
F T B
I I I
@) L O T
P E N
C
C N C O D
@) A @) U A
D M D N T
E E E T A
NOP
FNO
ALF X X X
UDF X X X
RPF X X X
RTF X X X X X
SPF X X X X
DLF X X X
RNF X X X
Figure 5

Def i ned Command Response Fi el ds

Not e: Command response fields marked with an ' X are defi ned.
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An invalid op code in the input streamconstitutes a special
SMFS' s response is as foll ows.
It consists of the value X FF
foll owed by the erroneous op code,

error.
construct ed.

Sinple-Mnded file System

April 1971

type of
A speci al commuand response is
in an eight-bit field,

also in an eight-bit field. The

command response is placed in the output stream and connections to

t he user

2 ALLOCATI ON SUCCESSFUL

3

4

20

21

22

23

24

25

J. Wite

are cl osed.

UPDATE SUCCESSFUL
REPLACE SUCCESSFUL

RETRI EVE SUCCESSFUL

SPACE SUCCESSFUL

DELETI ON SUCCESSFUL
RENAME SUCCESSFUL

NO DEFAULT FI LENAME

ZERO- LENGTH FI LENAVE

FI LENAMVE TOO LONG

I NVALI D FI LENAME

NO DEFAULT PASSWORD

ZERO- LENGTH PASSWORD

The file was successfully allocated.
The file was successfully updat ed.
The file was successfully repl aced.

The file segnent was successfully
retrieved.

The file segnment was successfully
fl ushed.

The file was successfully del et ed.
The file was successfully renaned.
The user attenpted to default the

filename (or new filenane), and the
filename accunul ator was enpty.

The length of the filenane (or new
filename) was specified as zero.
The length of the filenane (or new

fil ename) exceeded 36 characters.

The filename (or new fil enane)
cont ai ned character(s) that do not
appear in the character set.

The user attenpted to default either
t he access or nodification password,
and the password accumnul at or was enpty.

The length of either the access of
nmodi fication password was specified as
zero.

Figure 6

Compl eti on Codes
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26

27

28

29

30

31

32

33

34

35

36

VWhite

Sinple-Mnded file System

PASSWORD TOO LONG

NO DEFAULT BI T COUNT

| NVALI D PASSWORD

DUPLI CATE FI LENAME

I NSUFFI ClI ENT SPACE

ALLOCATI ON I/ O ERROR

FI LE NOT FOUND

SEARCH |/ O ERROR

FI LE FULL

| NCORRECT PASSWORD

FI LE SIZE TOO SVALL

April 1971

The | ength of either the access or
nmodi fication password exceeded 36
characters.

The user attenpted to default the bit
count, and the bit-count accunul at or
was enpty.

Ei t her the access or nodification
password contai ned character(s) that do
not appear in the character set.

Either the filename (in an ALF
operation) or new filename (in a RNF
operation) is already assigned to
anot her file.

(I'n an ALF operation) The requested
amount of secondary storage is
unavai |l abl e.

(I'n an ALF operation) An irrecoverable
I /O error was encountered by SMFS while
attenpting to allocate the file.

The referenced file does not exist.

An irrecoverable |/O error was
encountered by SMFS while attenpting to
| ocate the referenced file.

(I'n a UDF/ RPF operation) The secondary
storage allocated to the file has been
exhaust ed.

The access or nodification password
supplied by the user does not match
that decl ared when the file was

al | ocat ed.

(I'n an ALF operation) The bit count
specified is less than the mininumfile
si ze accepted by SMFS.

Figure 6 (continued)
Conpl eti on Codes
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37

38

39

40

41

42

J. Wite

Si nmpl e-M nded file System April 1971

FI LE SI ZE TOO BI G

VWRI TE |/ O ERROR

READ |/ O ERROR

RENAME |/ O ERROR

DELETE 1/ O ERROR

END- OF- DATA

[ This RFC was put

(I'n an ALF operation) The bit count
speci fi ed exceeded the maxi mumfil e
si ze accepted by SMFS.

An irrecoverable I/O error as
encountered by SMFS. (In an ALF
operation) SMFS was attenpting to
record password information, or (in a
UDF/ RPF operation) SMFS as attenpting
to add data to the file.

An irrecoverable I/O error was
encountered by SMFS attenpting to
retrieve either password information or
dat a.

An irrecoverable I/0O error was
encountered by SMFS while attenpting to
renane the file.

(I'n a DLF operation) An irrecoverable
I /O error was encountered by SMFS while
attenpting to delete the file.

(I'n a RTF/ SPR operation) The end of the
file was reached before the requested
segnent had been transmtted/fl ushed.

Figure 6 (continued)
Conpl eti on Codes

i nto machi ne readable formfor entry ]

[ into the online RFC archives by Gottfried Janik 2/98 ]
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