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Abstract

This meno defines a standards track portion of the Management
Informati on Base (M B) for use with network nmanagenent protocols in
the Internet Community. |In particular, it defines objects used for

t he managenment of applications. This MB conplenents the System
Application MB, providing for the nmanagenent of applications’ conmmon
attri butes which could not typically be observed wi thout the
cooperation of the software bei ng managed.
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1. Introduction and Overview

Thi s docunent furthers the work begun in the systens application MB
[31].

The devel opnent of the "Host Resources MB" [10], "Network Services
Monitoring MB" [23], "Mail Monitoring MB" [24], "Relational

Dat abase Managenent System (RDBMS) Managenent | nfornmati on Base (M B)
using SMv2" [12], "Entity M B using SMv2" [20], and "Applicability
of Standards Track M Bs to Managenent of Wrld Wde Wb Servers" [21]
provides us with a base of experience in making a variety of
applications visible to managenent; this specification abstracts out
the common aspects of applications nmanagenent and provi des a generic
base usabl e for the managenent of al nost any application.

The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMVENDED', "MAY", and "OPTIONAL" in this
docunent are to be interpreted as described in RFC 2119 [22].

Due to the design decision to not require application

i nstrunentation, nmany inportant topics were not handled in system
application MB [31]. The following topics are within the scope of
this docunent:
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Support for generic application throughput measurenents;

Providing MB definitions that all ow managed entities to
report what they considered to be units of work;

Provi di ng support for generic application response tine
nonitoring capabilities; (Note that APlIs for this purpose
have al ready been devel oped, an exanple of such an APl is to
be found in the "Application Response Measurenent (ARM API
Qui de, Version 2" [1].)

Provi de explicit support for the managenment of applications
di stributed within a single managed system ("l ocal "

di stribution);

Addr ess generic resource managenent issues, including:

- files in use;

- /O statistics (fromthe application s perspective,
not at the operating systemor device driver |level);

- application-layer networking resource usage
Facilities for the control of applications, including:
- St oppi ng application el enents

- Suspendi ng and resuni ng application el enents;

- Requesting reconfiguration (e.g., SIGHUP)

Note that these issues are addressed at |east in part by other (non-

| ETF) standards work, including "ITU T Reconmendation X 744 | 1SQOIEC
IS 10164-18:1996" [3] and "I EEE P1387.2, POSI X System Adni ni stration
- Part 2: Software Administration” [2].
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2. The SNWP Managenent Franewor k

The SNMP Managenent Framework presently consists of five major
conponents:

An overall architecture, described in RFC 2571 [ 26].

Mechani snms for describing and nani ng objects and events for the
pur pose of managenent. The first version of this Structure of
Managenent Information (SM) is called SMvl and described in STD
16, RFC 1155 [4], STD 16, RFC 1212 [6] and RFC 1215 [7]. The
second version, called SMv2, is described in STD 58, RFC 2578
[15], RFC 2579 [16] and RFC 2580 [17].

Message protocols for transferring managenent information. The
first version of the SNMP nessage protocol is called SNWv1l and
described in STD 15, RFC 1157 [5]. A second version of the SNWP
nmessage protocol, which is not an Internet standards track
protocol, is called SNWv2c and described in RFC 1901 [14] and RFC

1906 [19]. The third version of the nessage protocol is called
SNMPv3 and described in RFC 1906 [19], RFC 2572 [27] and RFC 2574
[29].

Prot ocol operations for accessing nanagenent information. The
first set of protocol operations and associated PDU formats is
described in STD 15, RFC 1157 [5]. A second set of protoco
operations and associated PDU fornats is described in RFC 1905
[ 18] .

A set of fundanmental applications described in RFC 2573 [28] and
t he vi ew based access control nechani sm described in RFC 2575 [30].

Managed objects are accessed via a virtual information store, ternmed
t he Managenent Information Base or MB. Objects in the MB are
defined using the nechanisns defined in the SM.

This nenp specifies a MB nodule that is conpliant to the SMv2. A
M B conformng to the SMvl can be produced through the appropriate
translations. The resulting translated M B nust be semantically
equi val ent, except where objects or events are onitted because no
translation is possible (use of Counter64). Sone nachi ne readabl e
information in SMv2 will be converted into textual descriptions in
SMv1 during the translation process. However, this |oss of machine
readabl e informati on is not considered to change the senantics of the
M B.
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3. Architecture

bj ect-oriented nodeling techniques |ike subclassing and multiple
i nheritance can be enulated in the SNWP informati on nodel through the
use of tables with comon i ndexes.

The chal l enge for the devel oper of nanagenent applications is to
recogni ze those situations in which various aspects of a single
| ogical resource are represented in several different tables,
possi bly defined in different M Bs.

Most of the managenent information defined here may pertain to any
nunber of applications in a managed system The sinplest way of
supporting this requirement within the SNWP i nformation nodel is to
use tables. This neans that the nmanagenent information for a
particul ar resource may be found in one or nore rows of one or nore
tables; the fact that this information pertains to a single resource
may be inferred fromthe index val ues used, possibly with the support
of mapping tables. This also means that a single table nay contain
managenent information relevant to a nunber of applications. This
has significant inplementation inplications; see the inplenentation
i ssues section below for nore information

3.1. Relationships to other M Bs

This section outlines the rel ati onshi ps of the conponents of this MB
(usually in the formof common indexing structures) to:

- the systens applications MB [ 31]

- the host resources M B [ 10]

- the network services nonitoring MB [ 23]
3.1.1. Relationship to the System Application MB

The system application MB defines attributes for managenent of
applications which can be realized w thout instrumenting the
application itself. This specification extends that framework to
include additional attributes which will typically require

i nstrunentation within the nanaged resource. The sysAppl RunEl nt | ndex
is the key connection between these two MBs; it is essential that

i npl erentations of this MB and of the system applications MB
runni ng concurrently on a given platformenploy a consistent policy
for assigning this value to identify running application el enents.
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3.1.2. Relationship to the Host Resources MB

The Host Resources M B [10] supplies information on the hardware,
operating system installed and runni ng software on a host.

The Host Resources M B has three hardware groups ("hrSystent,
"hr St orage” and "hrDevice") and three software groups ("hr SWRun",
"hr S\RunPerf" and "hrSWnstalled"). O these, the software groups
are of greatest significance to this MB.

The software groups define nmanagenent information on the software
used in the system The information provided is grouped into (1) the
currently running, (2) the performance and (3) the installed
appl i cati ons.

The i ndex "hr S\Runl ndex" used in the "hr SWRunTabl e" and ot her tables
to identify running software by process identifier (or equivalent)
relates information in the Host Resources MB to information in the
System Applications MB and this MB. It is essential that the val ues
assi gned to hrSWRunl ndex fromthe Host Resources M B be consi stent
with the val ues used for sysAppl RunEl nt | ndex.

3.1.3. Relationship to NSM

The Network Services Mnitoring MB [23] is defined as the base set

of attributes for managi ng network applications. The Application MB
i ncludes information normally obtai nable only fromthe managed
resource itself, rather than the supporting system Due to
differences in index representation, the relationship between the

Net wor k Services Mnitoring MB and the Application MB is not
formal |y defined.

4. MB Structure
This MB is organized into several groups, which in turn are
organi zed into tables to provide the nonitoring and control of
i nformation rel evant to the managenent of applications. The groups
nodel :
- the service-level view of applications

- i nformati on on open channels (files, connections,
transaction streans) in use by applications

- hi storical information on forner channel s

- process-| evel status and control information
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These groups are organi zed into various tables. Information for a
particul ar runni ng managed application appears in the formof entries
in the appropriate tables. The tables are:
- the tables providing a service-level view including:
- the service name to service instance table

- the service instance to service nane table

- the service instance to running application el enent
tabl e

- the running application elenent to service instance
tabl e

- the tables providing information on I/O channels, including:
- the tabl e of open channel s
- the table of open files
- t he open connections table
- the transaction statistics tables
- hi storical information on I/O channels
- the running application el enent status and control group
- the running application elenment status table
- the running application elenment control table
In order to support SNWMPv1l, SNWPv2, and SNMPv3 environments, in cases
where counter objects may potentially advance very rapidly, where
sixty-four bit counters have been used thirty-two bit counters
reporting the loworder thirty-two bits of the value have al so been
defi ned.
Since rows in nost of these tables will conme and go with the running
application elenments whose information is contained in them
sysUpTine.0 is not appropriate as a discontinuity indicator for
counters in these tables. By defining separate discontinuity
indicators for the rows in these tables, entries can cone and go as
needed wi t hout causi ng other objects to appear to have

discontinuities. As required by [15], the discontinuity indicators
for the various information objects in these tables are identified in
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the rel evant DESCRI PTION cl auses. Note that a discontinuity in one
of these counters does not inply a sysUpTine.0 discontinuity, nor
does a sysUpTine.0 discontinuity inply a discontinuity in any of

t hese counters.

4.1. The service-level tables

The service-level tables permit the identification of one or nore
i nstances of named services on a system and the association of
runni ng application elenents to these services.

Servi ce nanes are represented as human-readabl e strings, using val ues
assi gned by | ANA where possible. The allocation of unique val ues for
service instance identifiers is a local adm nistrative issue; the

val ues al located nust be constant for the lifetine of the service

i nstance, and re-use of val ues shoul d be avoi ded.

It is inportant to understand that a service is not the sane thing as
a protocol. Rather, some services nmay be at |east partially
descri bed by the protocol (s) used to provide that service.

I n deci di ng what should or should not be considered a service, the
following factors nerit consideration

- is there an identifiable set of resources associated with
providing this service?

- is there a reasonably long-lived server or client process?

Fol | owi ng this reasoning, one can see where SMIP and HTTP service
provi ders woul d be good candi dates for classification as services for
pur poses of application managenent, where finger probably woul d not.
O course, inplenentors of this MB are free to define additional
services. An applicability statement nmay be an appropriate vehicle
for standardi zing how a specific service’'s information is reported
using this MB.

4.1.1. The service nane to service instance table
The service nane to service instance table uses the service nane as
its primary key, and the service instance identifier as its secondary

key. It facilitates the identification and | ookup of the instances
of a given service in a system
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4.1.2. The service instance to service nane table

The service instance to service name table uses the service instance
identifier as its primary key, and the service name as its secondary
key. Gven a service instance identifier, it facilitates the |ookup
of the nanme of the service being provided.

4.1.3. The service instance to running application elenment table

The service instance to running application el enent table uses the
service instance identifier as its primary key, and the running
application elenment index as its secondary key. This facilitates the
identification of the set of running application elenents providing a
gi ven instance of a service.

4.1.4. The running application elenment to service instance table

The running application el enent to service instance table uses the
runni ng application elenent index as its primary key and the service
instance identifier as its secondary key. It identifies the set of
services provided by a given running application el enent.

4.2. The 1/0 channel group
I nformation processed by an application can be nodel ed using the

concept of a channel. Two kinds of channels, for exanple, are files
and network connecti ons.

Fomm e - +
| File |
Fomm e + [+------- +
R LR + | Generic | /
| transaction |----|] 1/0 |------- <
| stream | | Channel | L e +
R LR + R + \ | open or |
\| listening |
| connection |
Fomm o oo o - +
For each entry in the open channel table, there will be a

corresponding entry in either the open file table or the open
connection table.

The information flowing on a channel may be structured as
transactions. Wen the information flow on a channel is being
monitored as a transaction stream an entry in the transaction stream
table will represent this fact and the associated informati on about
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that stream

To facilitate traversal of these tables and retrieval of information
relevant to a specific running application el enent or service

i nstances, the initial indexes of these tables are the sane. |n each
case, the first index determ nes whether the second index is
interpreted as a running application elenent identifier or as a
service instance identifier. The third index serves to uniquely
identify a channel (and consequently, an open connection or file) in
the context of a running application element or service instance.

The transacti on stream sumary table contai ns per-stream sumari es of
transaction statistics. The transaction flow statistics table
contains statistics broken into both transmt and receive counts for
requests and responses on each stream The transaction kind
statistics table contains information further broken down by
transaction kind.
The transaction tables have a common structure for their indexing,
wi th additional indexes added for increasing detail. The initial
three indexes are the sane as all the other tables in this group
serving to uniquely identify each transaction stream
4.2.1. The open channels table

The following information is available in this table:

- time at which the channel was opened

- nunber of read requests

- nunber of bytes read

- time at which nost recent read operation was initiated

- nunber of wite requests

- nunber of bytes witten

- time at which nost recent wite operation was initiated

4.2.2. The open files table

The open files table contains one entry for each file in use by a
manageabl e runni ng application elenent. (See "Definitions of
System Level Managed Objects for Applications" [31] for a detail ed

definition of a running application elenent.) The purpose of this
table is to identify the files in use and to record information
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peculiar to files not already covered in the open channel table.

If multiple running application elenents open the sane file, there

will be an entry for each running application el enent opening that
file. Simlarly, if a running application elenment opens a file
multiple tines, there will be an entry in this table for the file

correspondi ng to each open.
The task of conmbining the information for file activity fromthis
tabl e (organi zed by running application elenent) into per-application
statistics can be acconplished by a manager using the System
Application MB s [31] sysApplinstall PkgTable to find the installed
application, the sysAppl RunTable to find the running instances of
that application, and the sysAppl El nt RunTable to find the rel evant
val ues of sysAppl El nt Runl ndex. The manager, arned with a set of
val ues for sysAppl El nt Runl ndex, is now able to retrieve the rel evant
portions of the appl OpenFil eTable and other tables in this MB.
The following information is available in this table:

- file nane

- file size

- current node (read/wite) of this file

By convention, the nanes "stdin", "stdout" and "stderr" are used when
these streans cannot be resolved to actual file names.

4.2.3. The open connections table

This table provides informati on on channel s that are open connections
or |listeners.

The following information is available for each connection
- identification of the transport protocol in use
- near - end address and port
- far-end address and port

- identification of the application |ayer protocol in use
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.2.4. The transaction stream sunmary table

The transacti on stream sumary table contai ns per-stream sumari es of
transaction statistics. The sinple nodel of a transaction used here
| ooks like this:

i nvoker Request
- - - - - - >

perf or ner

I I
I I
I I
| Response |
| <o ]
I I

Since in some protocols it is possible for an entity to take on both
the invoker and performer roles, information here is accunul ated for
transnitted and received requests, as well as for transmtted and
recei ved responses. Counts are maintained for both transactions and
bytes transferred. The information represented in this table

i ncl udes:

- identification of the underlying connection or file used for
this transaction stream

- a human-readabl e description of this stream

- a human-readabl e description of this streanis notion of what
a unit of work is

- the cumul ative anmount of time spent (as an operation
i nvoker) waiting for responses (from queueing of request to
arrival of first response)

- the cumul ative anmount of time spent (as an operation
i nvoker) receiving responses (tinme fromthe arrival of the
first response to the arrival of the |last response in a
series of responses to a particul ar request)

- the cunul ative amount of tine spent (as an operation
performer) handling requests (tine fromrecei pt of request
to queueing of first outgoing response)

- the cumul ative anmount of time spent (as an operation
perfornmer) sending responses (time from queuing of first
response to the last response in a series of responses to a
particul ar request)
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- the curul ative nunber of transactions initiated (as an
i nvoker)

- the cumul ati ve nunber of transactions processed (as a
per f or mer)

4.2.5. The transaction flow statistics table

The transaction flow statistics table contains statistics broken into
both transmit and receive counts for requests and responses on each
stream In addition to the service instance / running application

el enent and transaction streamidentifier indexes, rows in this table
are indexed by flow direction (transmit or receive) and role
(requests and responses). The information in this table includes:

- the nunber of transactions processed
- the nunber of bytes processed

- the time at which the npbst recent transaction was processed
inthis flow

4.2.6. The transaction kind statistics table

The transaction kind statistics table contains sumary information
organi zed by direction, request/response, and transaction kind for
each stream The indexing of this table is Iike that of the

transaction flow table, with the addition of a transaction kind
i ndex.

- nunber of transactions processed
- nunber of bytes processed

- the tine at which the nost recent transaction of this kind
inthis direction in this streamwas processed

4.3. The former channel group

The forner channel group has several tables. The former channe
control table controls the retention of history information by a
runni ng application elenent or service instance. The remaining
tabl es parallel the structure of the channel group, with one
significant difference in indexing structure. The closed channel
i ndex i s independent fromthe open channel index.
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4.3.1. The forner channel control table

The forner channel control table provides control over the

accunul ation of information on fornmer connections for running
application elenments and service instances. For each one, this
tabl e, indexed by the running application el enent or service instance
i ndex, controls whether information on forner channels is
accumul at ed, how many of these history records are retai ned, how | ong
these are retained (within the lifetine of the process), and a count
of history entries that were deleted before their expiration tine in
order to make room for new entri es.

4.3.2. The fornmer channel table

The fornmer channel table provides historical information on channels
that have been closed. The nunber and lifetine of these entries is
controlled, for each running application elenment or service instance,
by the forner channel control table. Most of the information in this
tabl e corresponds to infornmation in the open channel table.

For the connection or file-specific aspects of a given forner
channel, an entry will exist in the former connection table or in the
former file table.

4.3.3. The forner connection table

For formerly open channels that were connections, connection-specific
historical information is kept in the former connection table. For
each entry in the former connection table, there will be an
identically indexed entry in the former channel table.

4.3.4. The forner file table

For formerly open channels that were files, file-specific historica
information is kept in the former file table. For each entry in the
former file table, there will be an identically indexed entry in the
former channel table.

4.3.5. The transaction history tables
Two tables provide per-transacti on-kind breakdowns for channels
carrying transaction-structured flows. These tables are anal ogous to

the transaction flow and kind statistics tables, with sim |l ar index
structures.
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4.4. The running elenment status and control group

The running application el enent status and control group has two
t abl es.

4.4.1. The running application elenment status table
This table provides information for a running application el enent.
| ndexed by the sysAppl El nt Runl ndex, an entry in this table reports
useful information on that running elenent’s resource usage. Entries
in this table contain:
- current heap usage for this running application el enent

- current nunmber of open network connections for this running
application el ement

- the nost recent error status nessage issued by this running
application el ement

Note that other information, such as the current nunmber of open files
for this running application elenment, is available fromthe
sysappl El m RunTabl e in [31].
4.4.2. The running application elenment control table

This table provides rudi nentary control over a running application
element. Indexed by the sysAppl El nt Runl ndex, an entry in this table
gi ves a manager with appropriate perm ssions the ability to suspend
and resune processing by this running elenment, the ability to request
reconfiguration, and the ability to term nate the running el enent.
Variables in this table include:

- a suspend/ resune contro

- a reconfiguration request control

- a termnation request control
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5. Definitions
APPLI CATION-M B DEFINITIONS ::= BEG N
| MPORTS
MODULE- | DENTI TY, OBJECT- TYPE,
Count er 64, Counter32, (Gauge32,
m b-2, Unsigned32, zeroDot Zero FROM SNWPv2- SM
Dat eAndTi me, TEXTUAL- CONVENTI ON,
Test Andl ncr, TDonai n,
Ti meSt anp, Trut hVal ue FROM SNWPv2- TC
SnnpAdni nSt ri ng FROM SNMP- FRANVEWORK- M B

MODULE- COVPLI ANCE, OBJECT- GROUP
FROM SNWPv 2- CONF

LongUtf8String, sysAppl El nt Runl ndex FROM SYSAPPL- M B;

applicati onM b MODULE- | DENTI TY
LAST- UPDATED "98111718152"
ORGANI ZATI ON " Application M B Wrking G oup”
CONTACT- | NFO

"http://ww.ietf.org/htm.charters/applmb-charter. html

Randy Presuhn

BMC Software, |nc.
965 Stewart Drive
Sunnyval e, CA 94086
USA

Tel ephone: +1 408 616- 3100
Facsimle: +1 408 616-3101
EMai | : randy_presuhn@nt. com

DESCRI PTI ON

"This M B defines objects representing generic aspects of
applications that are of interest to managenent but typically

ci={ nmb-2 62}

-- Regi stration hierarchy for this MB

appl i cati onM bObj ects OBJECT | DENTI FIER :: =
{ applicationMb 1 }
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appl i cati onM bConf or mance OBJECT | DENTIFIER :: =
{ applicationMb 2 }

-- Groups defined in this MB
appl Servi ceG oup OBJECT I DENTIFIER :: =
{ applicationMbQojects 1}

appl Channel G oup OBJECT I DENTIFIER :: =
{ applicationMbQojects 2 }

appl Past Channel Group OBJECT | DENTIFIER :: =
{ applicationM bQojects 3}

app! El nt RunCont r ol G oup OBJECT I DENTIFIER :: =
{ applicationM bQojects 4 }

Unsi gned64TC :: = TEXTUAL- CONVENTI ON
STATUS current
DESCRI PTI ON
"A non-negative 64-bit bit integer, wthout counter
semantics.”
SYNTAX Count er 64

Appl TAddress ::= TEXTUAL- CONVENTI ON
STATUS current
DESCRI PTI ON

"Denotes a transport service address.

For snnpUDPDonmi n, an Appl TAddress is 6 octets |ong,

the initial 4 octets containing the |P-address in

net wor k- byte order and the last 2 containing the UDP

port in network-byte order. Consult ’Transport Mappings

for Version 2 of the Sinple Network Managenent Protocol

(SNWwPv2)' for further infornmation on snnmpUDPDonain. "
SYNTAX OCTET STRING (SI ZE (0. . 255))
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kkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkrkhkhkhkhkhkrkhkrkhkrkhkrkkrkx*x

-- appl Servi ceG oup -
-- The service-level tables pernit the identification of one

-- or nore instances of named services on a system and the
-- associ ation of running application elenments to services.

kkhkkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkrkhkhkhkhkhkhkhkhkhkrkhkrkkrk*x

kkhkkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkrkhkhkhkhkhkhkhkhkhkrkhkrkkrk*x

-- The service nane to service instance table

kkhkkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkrk khkhkhkhkhkhkhkhkrkhkrkkrk*x

appl SrvNaneToSr vl nst Tabl e OBJECT- TYPE

SYNTAX SEQUENCE OF Appl SrvNanmeToSrvinstEntry
MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON

"The service name to service instance table uses
service nane as its primary key, and service instance
identifier as its secondary key. It facilitates the
identification and | ookup of the instances of a given
service in a system"

::={ appl ServiceGoup 1}

appl SrvNaneToSrvl nst Ent ry OBJECT- TYPE

SYNTAX Appl SrvNaneToSrvl nstEntry
MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON

"An appl SrvNanmeToSrvinstEntry identifies an instance of
a given service. The allocation and reservation

of uni que values for appl Srvindex is an adm nistrative
i ssue.

An appl SrvNaneToSrvinstEntry exists for the lifetine of
that instance of that service; the index val ues nmay not
change during that lifetinme. "

| NDEX { appl SrvNane, appl Srvl ndex }

::= { appl SrvNaneToSrvlnstTable 1 }
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Appl SrvNaneToSrvinstEntry ::= SEQUENCE
{
appl Srvlnst Qual SnnpAdm nString
}
appl Srvl nst Qual OBJECT- TYPE
SYNTAX SnnpAdmi nStri ng
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The val ue of appl SrclnstQual provides additional
i nformati on about this particular instance of this
servi ce.

Al t hough not used for indexing purposes, the val ue of
this attribute should be sufficiently unique to be
hel pful to an administrator in distinguishing anmong

service instances. "
::={ appl SrvNaneToSrvinstEntry 1 }

- khkkkhkkkhkhkhkhhkhhkhhkhhkhkhkhhkhhkhhkhhkhhkhhkhhkhhkhhkhhkhhkhkhkhhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkrkikrkx*x

- - Service instance to Service Nane table

kkhkkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkrkhkhkhkhkhkhkhkrkhkrkhkrkkrkx*x

appl Srvilnst ToSr vNaneTabl e OBJECT- TYPE

SYNTAX SEQUENCE OF Appl Srvilnst ToSrvNanmeEntry
MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON

"The service instance to service nane table uses
service instance identifier as its primary key, and
service nanme as its secondary key. G ven a service
i nstance identifier, it facilitates the | ookup of the
nane of the service being provided."

::={ appl ServiceGoup 2}
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appl Srvilnst ToSr vNaneEnt ry OBJECT- TYPE

SYNTAX Appl Srvil nst ToSrvNaneEnt ry
MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON

"An appl Srvlnst ToSrvNaneEntry maps a service instance
identifier back to a service nane."
| NDEX { appl Srvilndex, appl SrvNane }
::={ appl Srvlnst ToSrvNaneTable 1 }

Appl Srvinst ToSrvNaneEntry :: = SEQUENCE
appl! SrvName SnnpAdmi nStri ng
}
appl SrvNane OBJECT- TYPE
SYNTAX SnnpAdmi nString
MAX- ACCESS r ead-only
STATUS current
DESCRI PTI ON

"The human-readabl e nane of a service. Were
appropriate, as in the case where a service can be
identified in terms of a single protocol, the strings
shoul d be established nanes such as those assi gned by
| ANA and found in STD 2 [13], or defined by some other

authority. 1In some cases private conventions apply
and the string should in these cases be consi stent
wi th these non-standard conventi ons. An applicability

statenent may specify the service name(s) to be used.

::={ appl Srvlnst ToSrvNaneEntry 1 }

kkhkkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkrkhkrkkrk*x

The service instance to running application el enent table

kkhkkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkrkhkhkhkhkhkhkhkhkhkrkhkrkkrk*x

appl Srvl nst ToRunAppl El nt Tabl e OBJECT- TYPE

SYNTAX SEQUENCE OF Appl Srvilnst ToRunAppl El nt Entry
MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON

"The service instance to running application el enent

tabl e uses the service instance identifier as its primary
key, and the running application elenment index as its
secondary key. This facilitates the identification
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of the set of running application el enents providing a
gi ven instance of a service."
c:={ appl ServiceGoup 3}

appl Srvl nst ToRunAppl El nt Entry OBJECT- TYPE

SYNTAX Appl Srvi nst ToRunAppl El nt Entry
MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON

"An appl Srvlnst ToORunAppl El ntEntry identifies a running
application elenment providing an instance of a service.
Note that there may be nultiple running application
el ements involved in the provision of an instance of
a service."

| NDEX { appl Srvindex, sysAppl El nt Runl ndex }
::= { appl Srvl nst ToRunAppl! El nt Table 1 }

Appl Srvinst ToRunAppl El nt Entry :: = SEQUENCE
{
appl! Srvl ndex Unsi gned32
}
appl Srvl ndex OBJECT- TYPE
SYNTAX Unsi gned32 (1..'ffffffff’h)
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"An appl Srvindex is the systemuni que identifier of
an instance of a service. The value is unique not only
across all instances of a given service, but also across
all services in a system

Re-use of values for this index should be avoided.
No two service instances in a given system shal
concurrently have the sane value for this index.

The value zero is excluded fromthe set of pernmitted
values for this index. This allows other tables to
potentially represent things which cannot be associ at ed
with a specific service instance.

::= { appl Srvlnst ToRunAppl El nt Entry 1 }
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- khkkkhkkkhkhkkhkhkhkhhkhhkhhkhhkhhkhhkhhkhhkhhkhhkhkhkhhkhhkhhkhhkhhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkrkikrk*x

The running application el enent to service instance table

. khkkkhkkkhkhkhkhkhkhkhkhhkhhkhhkhhkhhkhhkhhkhhkhhkhhkhhkhhkhhkhhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhk khkkhk*x

appl RunAppl El mt ToSr vl nst Tabl e OBJECT- TYPE

SYNTAX SEQUENCE OF Appl RunAppl El nt ToSrvi nstEntry
MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON

"The running application elenent to service instance
tabl e uses the running application elenment index as
its primary key and the service instance identifier as
its secondary key. It identifies the set of services
provided by a given running application elenent."”

::={ appl ServiceGoup 4 }

appl RunAppl El mt ToSrvinst Entry OBJECT- TYPE

SYNTAX Appl RunAppl El nt ToSrvl nstEntry
MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON

"An appl RunAppl El nt ToSrvl nstEntry serves to identify an
i nstance of a service being provided by a given running
application element. Note that a particular running
application element may provide multiple services."
| NDEX { sysAppl El nt Runl ndex, appl Srvlnstance }
::= { appl RunAppl El nt ToSrvinst Table 1 }

Appl RunAppl El nt ToSrvinstEntry ::= SEQUENCE
{
appl Srvl nst ance Unsi gned32
}
appl Srvl nst ance OBJECT- TYPE
SYNTAX Unsi gned32 (1.. ' ffffffff’h)
MAX- ACCESS r ead-only
STATUS current
DESCRI PTI ON

"An appl Srvlnstance is the systemuni que identifier of an
i nstance of a service. The value is unique not only
across all instances of a given service, but also across
all services.

Re-use of values for this index should be avoi ded.
No two service instances in a given system shal
concurrently have the sane value for this index.
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The value zero is excluded fromthe set of permitted
values for this index. This allows other tables to
potentially represent things which cannot be associ at ed
with a specific service instance.

This attribute is semantically identical to
appl Srvl ndex. "
::= { appl RunAppl El nt ToSrvinstEntry 1 }

kkhkkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkrkhkhkhkhkhkhkhkhkhkrkhkrkkrk*x

appl Channel Group - group with tables for 1/0O

In this group, the conmmon abstraction is the Channel.
Channel s are realized as files or connections.

The information flowing on a channel can al ways be
nmeasured in ternms of a byte stream Furthernore, for many
channels, this informati on may al so be neasured in terns
of transacti ons.

For all of these tables, the first two i ndexes deternines
whet her what is being nmeasured is for a single running
application elenment or for an instance of a service.

The second index identifies the running application el erent
or service instance.

The third index is the channel id, which uniquely identifies
a channel within the context of a running application el ement
or service instance.

Any remai ning i ndexes are tabl e-specific.

kkhkkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkrkhkrkkhk*x

kkhkkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkrkhkrkkrk*x

appl OpenChannel Tabl e - Tabl e of Open Channel s

kkhkkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkrkhkhkhkhkhkhkhkrkhkrkkrk*x

appl OpenChannel Tabl e OBJECT- TYPE

SYNTAX SEQUENCE OF Appl OpenChannel Entry
MAX- ACCESS not - accessi bl e
STATUS current
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DESCRI PTI ON
"The appl OpenChannel Tabl e reports informati on on open

channel s for

and

i ndexed by appl El nt O Svc,

appl

for service instances.

OpenChannel | ndex.

runni ng application el enents

This table is
appl El nt Or Svcl d,
This effectively groups al

and

entries for a given running application el ement

or service instance together
identifies an open channel

(and,

Appl Channel | ndex uni quel y
consequently,

afile

or connection) within the context of a particular
runni ng application el enent or service instance.

Sonme of the information in this table is available
t hrough both sixty-four and thirty-two bit counters.

The

si xty-four

bit counters are not accessible in

protocols that do not support this data type."
::= { appl Channel Goup 1 }

appl OpenChannel Entry OBJECT- TYPE

SYNTAX Appl OpenChannel Entry
MAX- ACCESS not - accessi bl e
STATUS current

DESCRI PTI ON

Appl OpenChannel Entry
{

"An appl OpenChannel Entry indicates that a channe

has been

opened by this running application elenment or service

instance and is still open. Note that if a file has been

opened nultiple tines, even by the sane process, it wll

have nultiple channel entries.”

| NDEX { appl El mt O Svc, appl El nt O Svcl d,
appl OpenChannel | ndex }
::= { appl OpenChannel Table 1 }
1= SEQUENCE

appl El mt O Svc | NTEGER,
appl El nt Or Svcl d Unsi gned32,
appl OpenChannel | ndex Unsi gned32,
appl OpenChannel QpenTi e Ti meSt anp,
appl OpenChannel ReadRequest s Count er 64,
appl OpenChannel ReadRequest sLow Count er 32,
appl OpenChannel ReadFai | ures Count er 32,
appl OpenChannel Byt esRead Count er 64,
appl OpenChannel Byt esReadLow Count er 32,
appl OpenChannel Last ReadTi nme Dat eAndTi ne,
appl OpenChannel Wit eRequest s Count er 64,
appl OpenChannel Wit eRequest sLow Count er 32,
appl OpenChannel Wit eFai |l ures Count er 32,
appl OpenChannel BytesWitten Count er 64,
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appl OpenChannel Byt esWittenLow Count er 32,
appl OpenChannel Last Wit eTi nme Dat eAndTi ne
appl El mt O Svc OBJECT- TYPE
SYNTAX | NTEGER { service(1l),

el ement (2) }
MAX- ACCESS not - accessi bl e
STATUS current
DESCRI PTI ON
"The appl EIm OrSvc attribute serves as an index for tables
that can hold information both for individual running
application elenments as well as for service instances.

If the value is service(l), the row contains information
gathered at the | evel of a service.

If the value is element(2), the row contains information
for an individual running application elenent.”
::= { appl OpenChannel Entry 1 }

appl El mnt Or Svcl d OBJECT- TYPE
SYNTAX Unsi gned32 (1.. ' ffffffff’h)
MAX- ACCESS not - accessi bl e
STATUS current
DESCRI PTI ON
"The appl EIm OrSveld attribute is used as an index in
conjunction with the appl ElntOrSvc attri bute.

Wien the value of appl ElntOrSvc is service(1l), this

attribute’ s value corresponds to that of appl Srvlndex,

when the value of applElntOrSvc is elenent(2), this

attribute’ s value corresponds to sysAppl El nt Runl ndex. "
::= { appl OpenChannel Entry 2 }

appl OpenChannel | ndex OBJECT- TYPE

SYNTAX Unsi gned32
MAX- ACCESS not - accessi bl e
STATUS current
DESCRI PTI ON

"This attribute serves to uniquely identify this open

connection in the context of the running application

el ement or service instance. \Were suitable, the

application’s native descriptor nunber should be used.”
::= { appl OpenChannel Entry 3 }
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appl OpenChannel OpenTi me OBJECT- TYPE

SYNTAX Ti meSt anp
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"This attribute records the value of sysUpTine.0
when this channel was opened and this entry was added to
this table. This attribute serves as a discontinuity
i ndicator for the counter attributes in this entry
and for any corresponding entries in the
appl OpenConnecti onTabl e, appl QpenFi |l eTabl e, and the
appl Transacti onSt reanirabl e. "
::= { appl OpenChannel Entry 4 }

appl OpenChannel ReadRequest s OBJECT- TYPE

SYNTAX Count er 64

UNI TS "read requests"

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON
"This attribute reports the nunber of read requests
for this channel. Al read requests for this channel

by this entity, regardl ess of conpletion status, are
included in this count.

Read requests are counted in terns of systemcalls,
rather than APl calls.

Di scontinuities in this counter can be detected by
noni toring the appl OpenChannel OpenTi me value for this
entry. "

::= { appl OpenChannel Entry 5 }

appl OpenChannel ReadRequest sLow OBJECT- TYPE

SYNTAX Count er 32

UNI TS "read requests"
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"This attribute reports the lowthirty-two bits of
appl OpenChannel ReadRequest s.

Di scontinuities in this counter can be detected by
noni toring the appl OpenChannel OpenTi me value for this
entry. "

::= { appl OpenChannel Entry 6 }
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appl OpenChannel ReadFai | ures OBJECT- TYPE

SYNTAX Count er 32
UNI TS "failed read requests”
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON
"This attribute reports the nunber of failed read
requests.

Di scontinuities in this counter can be detected by
noni toring the appl OpenChannel OpenTi me value for this
entry. "

::= { appl OpenChannel Entry 7 }

appl OpenChannel Byt esRead OBJECT- TYPE

SYNTAX Count er 64

UNI TS "byt es”

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON
"This attribute reports the nunber of bytes read from
this channel. Only bytes successfully read are included

in this count.

Di scontinuities in this counter can be detected by
noni toring the appl OpenChannel OpenTi me value for this
entry. "

::= { appl OpenChannel Entry 8 }

appl OpenChannel Byt esReadLow OBJECT- TYPE

SYNTAX Count er 32
UNI TS "byt es"
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"This attribute corresponds to the lowthirty-two bits
of appl OpenChannel Byt esRead.

Di scontinuities in this counter can be detected by
noni toring the appl OpenChannel OpenTi me value for this
entry. "

::= { appl OpenChannel Entry 9 }

appl OpenChannel Last ReadTi ne OBJECT- TYPE

SYNTAX Dat eAndTi ne
MAX- ACCESS read-only
STATUS current
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DESCRI PTI ON

"This attribute reports the tinme of the nost recent read

request nade by this entity, regardl ess of conpletion
status, for this open channel

If no read requests have been nade the value of this
attribute shall be *0000000000000000' H "

DEFVAL { ' 0000000000000000’ H }

::= { appl OpenChannel Entry 10 }

appl OpenChannel Wit eRequests OBJECT- TYPE

SYNTAX Count er 64

UNI TS "wite requests"
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"This attribute reports the nunber of wite requests for

this channel nmade by this entity. Al wite requests
for this channel, regardl ess of conpletion status, are
included in this count.

Wite requests are counted in terns of systemcalls,
rather than APl calls.

Di scontinuities in this counter can be detected by
noni toring the appl OpenChannel OpenTi me value for this
entry. "

::= { appl OpenChannel Entry 11 }

appl OpenChannel Wit eRequest sLow OBJECT- TYPE

SYNTAX Count er 32

UNI TS "wite requests”
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"This attribute corresponds to the lowthirty-two bits
of appl OpenChannel Wit eRequests.

Di scontinuities in this counter can be detected
by monitoring the appl OpenChannel OpenTi me val ue for
this entry.”

::= { appl OpenChannel Entry 12 }

appl OpenChannel Wit eFail ures OBJECT- TYPE
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DESCRI PTI ON
"This attribute reports the nunber of failed wite
requests.

Di scontinuities in this counter can be detected
by nmonitoring the appl OpenChannel OpenTi ne val ue for
this entry.”

::= { appl OpenChannel Entry 13 }

appl OpenChannel Byt esWitten OBJECT- TYPE

SYNTAX Count er 64

UNI TS "byt es"

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON
"This attribute reports the nunber of bytes witten to
this channel. Only bytes successfully witten (wthout

errors reported by the systemto the APl in use by the
application) are included in this count.

Di scontinuities in this counter can be detected by
noni toring the appl OpenChannel OpenTi me value for this
entry. "

::= { appl OpenChannel Entry 14 }

appl OpenChannel Byt esWittenLow OBJECT- TYPE

SYNTAX Count er 32
UNI TS "byt es”
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"This attribute corresponds to the lowthirty-two bits
of appl OpenChannel Byt esWitten.

Di scontinuities in this counter can be detected by
noni toring the appl OpenChannel OpenTi me value for this
entry. "

::= { appl OpenChannel Entry 15 }

appl OpenChannel Last Wi teTi me OBJECT- TYPE

SYNTAX Dat eAndTi ne
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"This attribute reports the tinme of the nobst recent wite
request nade by this running application el enent or

servi ce instance, regardl ess of conpletion status, for
this open channel
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If no wite requests have been nmade, the val ue
of this attribute shall be ' 0000000000000000' H "
DEFVAL { ' 0000000000000000’ H }
::= { appl OpenChannel Entry 16 }

kkhkkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkrkhkhkhkhkhkhkhkrkrkrkkrk*x

-- appl OpenFi |l eTabl e - Table of Open Files

- khkkkkkhkhkkhkhkhkhkhkhhkhhkhhkhhkhhkhhkhhkhhkhhkhhkhhkhhkhhkhhkhkhkhhkhkhkhkhkhkhkhkhkhkhkhkhkhkhk krkkrkx*x

appl OpenFi | eTabl e OBJECT- TYPE

SYNTAX SEQUENCE OF Appl OpenFil eEntry
MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON

"The appl OpenFil eTabl e reports information on open files
for service instances or application elenments. This
table is indexed by appl El nt O Svc and appl El mt O Svcl d,
effectively grouping all entries for a given running
service instance or application el enent together, and
by appl OpenChannel | ndex, uniquely identifying an open
channel (and, consequently, a file) within the context
of a particular service instance or application el enent.

Elements in this table correspond to elenents in the
appl OpenChannel Tabl e that represent files. For rows in
t he appl OpenChannel Tabl e that do not represent files,
corresponding rows in this table will not exist."

::= { appl Channel G oup 2 }

appl OpenFi |l eEntry OBJECT- TYPE

SYNTAX Appl OpenFi | eEntry
MAX- ACCESS not -accessi bl e
STATUS current
DESCRI PTI ON

"An appl OpenFil eEntry indicates that a file has been
opened by this running application elenment and is

still open. Note that if a file has been opened
multiple tinmes, even by the sanme process, it will have
multiple entries.”

| NDEX { appl El mt O Svc, appl El nt O Svcl d,

appl OpenChannel | ndex }
.= { appl OpenFileTable 1}
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Appl OpenFil eEntry ::= SEQUENCE
{
appl OpenFi | eNane LongUt f8Stri ng,
appl OpenFi | eSi zeHi gh Unsi gned32,
appl OpenFi | eSi zeLow Unsi gned32,
appl OpenFi | eMode | NTEGER
}
appl OpenFi | eNane OBJECT- TYPE
SYNTAX LongUt f8String
MAX- ACCESS r ead-only
STATUS current
DESCRI PTI ON

"This attribute reports the name of this open file.
Wherever practical, a fully qualified path nane shoul d
be reported.

The values 'stdin’, 'stdout’, and 'stderr’ are reserved
i n accordance with conmon usage when the fully qualified
pat h name cannot be deternined.”

c:= { appl OpenFileEntry 1}

appl OpenFi | eSi zeH gh OBJECT- TYPE

SYNTAX Unsi gned32

UNI TS "2"32 byte bl ocks"
MAX- ACCESS read-only

STATUS current
DESCRI PTI ON

"This file s current size in 2732 byte bl ocks.

For exanple, for a file with a total size of 4,294,967, 296
bytes, this attribute would have a value of 1; for a file
with a total size of 4,294,967,295 bytes this attribute’s
val ue would be 0."

c:= { appl OpenFil eEntry 2 }

appl OpenFi | eSi zeLow OBJECT- TYPE
SYNTAX Unsi gned32
UNI TS "byt es"
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON
"This file' s current size nodul o 2732 byt es.

For example, for a file with a total size of
4,294,967,296 bytes this attribute would have a val ue
of 0; for afile with a total size of 4,294,967, 295
bytes this attribute’s value would be 4,294, 967, 295."
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c:= { appl OpenFil eEntry 3}

appl OpenFi | eMode OBJECT- TYPE
SYNTAX | NTEGER { read(1),
wite(2),
readWite(3) }
MAX- ACCESS r ead-only
STATUS current
DESCRI PTI ON
"This attribute reports the current node of this file from
t he perspective of this running application el enent.

These val ues have the foll owi ng neani ngs:

read(1l) - file opened for reading only
wite(2) - file opened for witing only
readWite(3) - file opened for read and wite.

These val ues correspond to the POSI X ANSI C |ibrary
function fopen() 'type’ paraneter, using the follow ng
mappi ngs:

r -> read(1)

w->wite(2)

a->wite(2)

+ -> readWite(3)

::={ appl QpenFileEntry 4 }
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-- appl OpenConnecti onTabl e - Open Connecti on Tabl e
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appl OpenConnecti onTabl e OBJECT- TYPE

SYNTAX SEQUENCE OF Appl OpenConnecti onEntry
MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON

"The appl OpenConnecti onTabl e provi des informati on about
open and listening connections fromthe perspective

of a running application elenent or service instance.
Entries in this table are i ndexed by appl El nt O Svc,
appl El mt O Svcl D, and by appl OpenChannel | ndex, which
serves to uniquely identify each connection in the
context of a service instance or running application
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el enent .

For each rowin this table, a corresponding row wl|l
exi st in the appl OpenChannel table. For rows in the
appl OpenChannel Tabl e whi ch do not represent open or
I i stening connections, no corresponding rows wll exist
inthis table."

::={ appl Channel G oup 3 }

appl OpenConnecti onEnt ry OBJECT- TYPE

SYNTAX Appl OpenConnecti onEntry
MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON

"An appl OpenConnecti onEntry indicates that a running
application elenment or service instance has an open
connection. The entry has information describing that
connecti on.

In the case of a TCP transport, the el ement
appl OpenConnect i onNear EndAddr and that row s
appl OpenConnect i onFar EndAddr woul d correspond
to a tcpConnEntry. For a UDP transport, a
simlar relationship exists with respect to
a udpEntry."

| NDEX { appl El mt O Svc, appl El nt O Svcl d,

appl OpenChannel | ndex }
::={ appl OpenConnectionTable 1 }

Appl OpenConnectionEntry ::= SEQUENCE
{

appl OpenConnecti onTransport TDonwi n,

appl OpenConnect i onNear EndAddr Appl TAddr ess,
appl OpenConnect i onNear Endpoi nt  SnnpAdmi nStri ng,
appl OpenConnect i onFar EndAddr Appl TAddr ess,
appl OpenConnect i onFar Endpoi nt SnnpAdmi nStri ng,
appl OpenConnect i onApplication SnnpAdni nSt ri ng

}

appl OpenConnecti onTransport OBJECT- TYPE
SYNTAX TDonai n
MAX- ACCESS read-only
STATUS current
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DESCRI PTI ON
"The appl OpenConnecti onTransport attribute identifies the
transport protocol in use for this connection. If it is

not practical to determ ne the underlying transport, this
attri bute’s value shall have a value of {0 0}."

DEFVAL { zeroDot Zero }

::= { appl OpenConnectionEntry 1 }

appl OpenConnect i onNear EndAddr OBJECT- TYPE

SYNTAX Appl TAddr ess
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The appl OpenConnecti onNear EndAddr attribute reports the
transport address and port information for the near end
of this connection.

If the value is not known, the value has a length
of zero."

DEFVAL { "" }

::= { appl OpenConnectionEntry 2 }

appl OpenConnect i onNear Endpoi nt OBJECT- TYPE

SYNTAX SnnpAdmi nString
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The appl OpenConnecti onNear Endpoi nt attribute reports the
fully-qualified domain name and port information for the
near end of this connection.

The format of this attribute for TCP and UDP- based
protocols is the fully-qualified domain nane i nmedi ately
followed by a colon which is inmmediately foll owed by

t he decimal representation of the port nunber.

If the value is not known, the value has a length
of zero."

DEFVAL { "" }

::= { appl OpenConnectionEntry 3 }

appl OpenConnect i onFar EndAddr OBJECT- TYPE

SYNTAX Appl TAddr ess
MAX- ACCESS read-only
STATUS current
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DESCRI PTI ON
"The appl OpenConnecti onFar EndAddr attribute reports the
transport address and port information for the far end
of this connection.

If not known, as in the case of a connectionl ess
transport, the value of this attribute shall be a
zero-length string."

DEFVAL { "" }

::= { appl OpenConnectionEntry 4 }

appl OpenConnect i onFar Endpoi nt OBJECT- TYPE

SYNTAX SnnpAdmi nString
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The appl OpenConnecti onFar Endpoi nt attri bute reports
the fully-qualified domain nanme and port information
for the far end of this connection.

The format of this attribute for TCP and UDP- based
protocols is the fully-qualified domain nane i nedi ately
followed by a colon which is inmmediately foll owed by

t he decimal representation of the port nunber.

If not known, as in the case of a connectionl ess
transport, the value of this attribute shall be a
zero-length string."

DEFVAL { "" }

::= { appl OpenConnectionEntry 5 }

appl OpenConnecti onApplicati on OBJECT- TYPE

SYNTAX SnnpAdmi nStri ng

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON
"The appl OpenConnecti onApplication attribute identifies
the application |ayer protocol in use. |f not known,
the value of this attribute shall be a zero-length
string.

When possi bl e, protocol nanes should be those used in
the ' ASSI GNED NUMBERS [ 13]. For exanple, an SMIP mai l
server would use ' SMIP ."

DEFVAL { "" }

::= { appl OpenConnectionEntry 6 }
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-- appl Transacti onStreanTabl e - conmon
-- information for transaction stream nonitoring
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appl Transacti onSt r eaniTabl e OBJECT- TYPE

SYNTAX SEQUENCE OF Appl TransactionStreanEntry
MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON

"The appl Transacti onStreanTabl e cont ai ns conmon

information for transaction statistic accunul ation."

::={ appl Channel Group 4 }

appl Transacti onStreantEntry OBJECT- TYPE

SYNTAX Appl Transacti onStreanEntry
MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON

"An appl Transacti onStreanEntry contains information for
a single transaction stream A transaction stream
can be a network connection, file, or other source

of transactions.”
| NDEX { appl El mt O Svc, appl El nt O Svcl d,
appl OpenChannel | ndex }
::={ appl Transacti onStreanirable 1 }

Appl Transacti onStreantEntry ::= SEQUENCE {
appl Transact St reanDescr SnnpAdmi nStri ng,
appl Transact Streamni t O Wrk  SnnpAdm nStri ng,
appl Transact St r eam nvokes Count er 64,

appl Transact St r eam nvokesLow Count er 32,
appl Transact St r eam nvCunili mes Count er 32,
appl Transact St ream nvRspTi mes Count er 32,
appl Transact St r eanPer f or ns Count er 64,
appl Transact St r eanPer f or msLow Count er 32,
appl Transact St r eanPr f Cunili mes Count er 32,
appl Transact St reanPr f RspTi mes Counter 32 }

appl Transact St r eanDescr OBJECT- TYPE

SYNTAX SnnpAdmi nStri ng
MAX- ACCESS read-only
STATUS current

DESCRI PTI ON

"The appl Transact StreanDescr attribute provides

human- r eadabl e description of this transaction stream
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If no descriptive information is available, this
attribute’s value shall be a zero-length string.”
DEFVAL { "" }
::={ appl TransactionStreantEntry 1 }

appl Transact St reanmni t O Wor k OBJECT- TYPE

SYNTAX SnnpAdmi nString
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The appl Transact Streannit Of Work attribute provides a
human-readabl e definition of what the unit of work is
for this transaction stream

If no descriptive information is available, this
attribute’s value shall be a zero-length string.”
DEFVAL { "" }
::={ appl TransactionStreantEntry 2 }

appl Transact St r eam nvokes OBJECT- TYPE

SYNTAX Count er 64

UNI TS "transacti ons"
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"Cumul ative count of requests / invocations issued.

Discontinuities in this counter can be detected
by nmonitoring the correspondi ng i nstance of
appl OpenChannel OpenTi ne. "

::= { appl TransactionStreantntry 3 }

appl Transact St r eam nvokesLow OBJECT- TYPE

SYNTAX Count er 32

UNI TS "transacti ons"
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"This counter corresponds to the low thirty-two
bits of appl Transact St reanl nvokes.

Di scontinuities in this counter can be detected
by nmonitoring the correspondi ng i nstance of
appl OpenChannel OpenTi ne. "

::={ appl Transacti onStreantEntry 4 }
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appl Transact St r eam nvCunili mes OBJECT- TYPE

SYNTAX Count er 32

UNI TS "mlliseconds"
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The appl Transact Stream nvCunii nes attri bute reports the
curmul ative sum of the lengths of the intervals neasured
between the transm ssion of requests and the receipt of
(the first of) the correspondi ng response(s).

Di scontinuities in this counter can be detected
by nonitoring the correspondi ng i nstance of
appl OpenChannel OpenTi ne. "

::= { appl TransactionStreantntry 5 }

appl Transact St ream nvRspTi mes OBJECT- TYPE

SYNTAX Count er 32

UNI TS "mlliseconds"
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The appl Transact Stream nvRspTi nes attribute reports the
curmul ative sum of the lengths of the intervals nmeasured
between the receipt of the first and last of nmultiple
responses to a request.

For transaction streanms which do not permt nultiple
responses to a single request, this attribute will be
const ant .

Di scontinuities in this counter can be detected
by nonitoring the correspondi ng i nstance of
appl OpenChannel OpenTi ne. "

::= { appl TransactionStreantntry 6 }

appl Transact St r eanPer f or ns OBJECT- TYPE

SYNTAX Count er 64

UNI TS "transacti ons"
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"Cumul ative count of transactions perforned.

Di scontinuities in this counter can be detected
by nonitoring the correspondi ng i nstance of
appl OpenChannel OpenTi ne. "

::={ appl TransactionStreantEntry 7 }
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appl Transact St r eanPer f or nsLow OBJECT- TYPE

SYNTAX Count er 32

UNI TS "transacti ons"
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"This counter reports the lowthirty-two bits of
appl Transact St r eanPer f or is.

Di scontinuities in this counter can be detected
by nonitoring the correspondi ng i nstance of
appl OpenChannel OpenTi ne. "

::= { appl TransactionStreantntry 8 }

appl Transact St r eanPr f Cunili mes OBJECT- TYPE

SYNTAX Count er 32

UNI TS "mlliseconds"
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

May 1999

"The appl Transact StreanPrf Cunili nes attri bute reports the

cunul ati ve sum of the interval |engths neasured
recei pt of requests and the transm ssion of the
correspondi ng responses.

Discontinuities in this counter can be detected
by nonitoring the correspondi ng i nstance of
appl OpenChannel OpenTi ne. "

::= { appl TransactionStreantntry 9 }

appl Transact St reanPr f RspTi mes OBJECT- TYPE

SYNTAX Count er 32

UNI TS "mlliseconds"
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

bet ween

"For each transaction performed, the el apsed tinme between
when the first response is enqueued and when the | ast
response i s enqueued is added to this cunul ati ve sum

For singl e-response protocols, the val ue of
appl Transact StreanPrf RspTi nes will be constant.

Di scontinuities in this counter can be detected
by nmonitoring the correspondi ng i nstance of
appl OpenChannel OpenTi ne. "

::={ appl TransactionStreantEntry 10 }
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-- appl Transact Fl owTabl e
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appl Transact Fl owTabl e OBJECT- TYPE

SYNTAX SEQUENCE OF Appl Transact Fl owEntry
MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON

"The appl Transact Fl owTabl e contai ns entries, organi zed by

application instance or running application elenent,
direction of flow, and type (request/response) for each
open transaction stream

The sinple nodel of a transaction used here | ooks Iike
this:

i nvoker Request
- - - - - - >

per f or ner

I I
I I
I I
| Response |
| <----- -1
I I
Since in some protocols it is possible for an entity
to take on both the invoker and performer rol es,

i nformati on here is accunul ated for transmtted and
recei ved requests, as well as for transnmitted and
recei ved responses. Counts are maintained for both

transactions and bytes transferred.”
{ appl Channel Group 5 }

appl Transact Fl oweEnt ry OBJECT- TYPE

SYNTAX Appl Transact Fl owent ry
MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON

Kal bf | ei sch,

et al.

"An appl Transact Fl owEntry reports transacti on throughput

i nformation for requests or response in a particular
direction (transmt / receive) for a transaction stream

Entries in this table correspond to those in the
appl Transacti onStreanTable with identical values for the
appl El mt O Sve, appl El mt O Sveld, and appl OpenChannel | ndex.
For all counter objects in one of these entries,
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t he correspondi ng (sane val ue for appl El nt O Svc,
appl El mt O Svcl d, and appl QpenChannel | ndex)
appl OpenChannel OpenTi me obj ect serves as a discontinuity
i ndi cator. "
| NDEX { appl El nt O Svc,
appl El nt Or Svcl d,
appl OpenChannel | ndex,
appl Transact Fl owDi recti on
appl Transact Fl owRegRsp }
::={ appl Transact Fl owTable 1 }

Appl Transact Fl owentry ::= SEQUENCE ({
appl Transact Fl owDi recti on | NTEGER
appl Transact Fl owReqRsp | NTEGER
appl Transact Fl owTr ans Count er 64,
appl Transact Fl owTransLow Counter 32,
appl Transact Fl owByt es Count er 64,
appl Transact Fl owByt esLow Counter 32,
appl Transact Fl owTi ne Dat eAndTi ne }
appl Transact Fl owDi recti on OBJECT- TYPE
SYNTAX I NTEGER { transmt(1),
receive(2) }
MAX- ACCESS not - accessi bl e
STATUS current
DESCRI PTI ON

"The appl Transact Fl owDi recti on i ndex serves to identify
an entry as containing information pertaining to the
transmt (1) or receive (2) flow of a transaction
stream”

::={ appl Transact FloweEntry 1 }

appl Transact Fl ownRegRsp OBJECT- TYPE

SYNTAX | NTEGER { request(1),
response(2) }

MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON

"The val ue of the appl Transact Fl owReqRsp i ndex indi cates
whet her this entry contains information on requests
(1), or responses (2)."

::= { appl Transact Fl oweEntry 2 }

appl Transact Fl owTr ans OBJECT- TYPE

SYNTAX Count er 64

UNI TS "transacti ons"
MAX- ACCESS read-only
STATUS current
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DESCRI PTI ON

The appl Transact Fl owTrans attri bute reports the nunber
of request/response transactions (as indicated by

the appl Transact Fl owReqRsp i ndex) recei ved/ generat ed
(as indicated by the appl Transact Fl owDi recti on i ndex)
that this service instance or running application

el ement has processed for this transaction stream

Di scontinuities in this counter can be detected
by nonitoring the correspondi ng instance of
appl QpenChannel QpenTi ne. "

::={ appl Transact Fl oweEntry 3 }
appl Transact Fl owTr ansLow OBJECT- TYPE

SYNTAX Count er 32

UNI TS "transactions”

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON

This attribute corresponds to the low thirty-two
bits of appl Transact Fl owTr ans.

Di scontinuities in this counter can be detected
by nonitoring the correspondi ng instance of
appl QpenChannel QpenTi ne. "

::= { appl Transact Fl oweEntry 4 }
appl Transact Fl ownByt es OBJECT- TYPE
SYNTAX Count er 64
UNI TS "byt es"
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON
"The appl Transact Fl owBytes attribute reports the nunber

of request/response (as indicated by the

a

(
h

(0]

ppl Transact Fl owRegRsp i ndex) bytes recei ved/ generated
as indicated by the appl Transact Fl owDi r ecti on i ndex)
andl ed by this application el ement or service instance
n this transaction stream

Al'l application |ayer bytes are included in this count,

ncl udi ng any application |ayer wappers, headers, or

ot her over head.

Di scontinuities in this counter can be detected
by nonitoring the correspondi ng i nstance of

a

=

ppl OpenChannel OpenTi ne. "
appl Transact Fl oweEntry 5 }
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appl Transact Fl owByt esLow OBJECT- TYPE

SYNTAX Count er 32
UNI TS "byt es”
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"This attribute corresponds to the low thirty-two
bits of appl Transact Fl owByt es.

Di scontinuities in this counter can be detected
by nonitoring the correspondi ng i nstance of
appl OpenChannel OpenTi ne. "

::= { appl Transact Fl owEntry 6 }

appl Transact Fl owTi ne OBJECT- TYPE

SYNTAX Dat eAndTi nme
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The appl Transact Fl owTi me attribute records the tinme of
the processing (receipt or transm ssion as indicated
by the appl Transact Fl owDi recti on index) by this
runni ng application element or service instance of
the nost recent request/response (as indicated by
t he appl Transact Fl owReqRsp i ndex) on this transaction
stream

If no requests/responses been received/transmitted by
this entity over this transaction stream the val ue
of this attribute shall be *0000000000000000" H "
DEFVAL { ' 0000000000000000’ H }
::={ appl Transact Fl oweEntry 7 }
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-- appl Transact Ki ndTabl e - transaction statistics broken down
-- according to the kinds of transactions in each direction
-- for a transaction stream

kkhkkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkrkhkrkkrk*x

appl Transact Ki ndTabl e OBJECT- TYPE
SYNTAX SEQUENCE OF Appl Transact Ki ndEntry
MAX- ACCESS not - accessi bl e
STATUS current
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DESCRI PTI ON

"The appl Transact Ki ndTabl e provi des transaction statistics
broken down by kinds of transaction. The definition of
the kinds of transactions is specific to the application
protocol in use, and nay be docunented in the form of an
applicability statenment. "

= { appl Channel G oup 6 }

appl Transact Ki ndEnt ry OBJECT- TYPE

SYNTAX Appl Transact Ki ndEnt ry
MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON

| NDEX

"An appl Transact Ki ndEntry reports information for a
specific service instance or running application

el enent’ s use of a specific transaction streamin

a particular direction in requests or responses

(as indicated by the appl Transact Fl owReqRsp i ndex)
br oken down by transaction kind, as indicated by the
appl Transact Ki nd i ndex.

Di scontinuities in any of the counters in an entry can
be detected by nonitoring the correspondi ng i nstance of
appl OpenChannel OpenTi ne. "

{ appl El m O Svc,
appl El nt Or Svcl d,
appl OpenChannel | ndex,
appl Transact Fl owDi recti on
appl Transact Fl owRegRsp,
appl Transact Ki nd }

= { appl TransactKi ndTable 1 }

Appl Transact Ki ndEntry ::= SEQUENCE
{
appl Transact Ki nd SnnpAdmi nStri ng,
appl Transact Ki ndTr ans Count er 64,
appl Transact Ki ndTr ansLow Count er 32
appl Transact Ki ndByt es Count er 64,
appl Transact Ki ndByt esLow Count er 32
appl Transact Ki ndTi ne Dat eAndTi e
}
appl Transact Ki nd OBJECT- TYPE
SYNTAX SnnpAdmi nString (SIZE (1 .. 32))
MAX- ACCESS not - accessi bl e
STATUS current
DESCRI PTI ON
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"The appl TransactKi nd i ndex is the human-readabl e
identifier for a particular transaction kind within
the context of an application protocol. The val ues
to be used for a particular protocol may be identified
in an applicability statenent."

::={ appl TransactKi ndEntry 1 }

appl Transact Ki ndTrans OBJECT- TYPE

SYNTAX Count er 64

UNI TS "transacti ons"
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The appl Transact Ki ndTrans attribute reports the nunber
of request/response (as indicated by the

appl Transact Fl ownReqRsp i ndex) transacti ons
recei ved/ generated (as indicated by the

appl Transact Fl owDi recti on i ndex) handl ed by this
application instance or application elenent on this
transaction streamfor this transaction kind.

Di scontinuities in this counter can be detected
by nonitoring the correspondi ng i nstance of
appl OpenChannel OpenTi ne. "

::={ appl TransactKi ndEntry 2 }

appl Transact Ki ndTr ansLow OBJECT- TYPE

SYNTAX Count er 32

UNI TS "transactions"
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The appl Transact Ki ndTransLow attri bute reports
the low thirty-two bits of appl Transact Ki ndTr ans.

Di scontinuities in this counter can be detected
by nmonitoring the correspondi ng i nstance of
appl OpenChannel OpenTi ne. "

::={ appl TransactKi ndEntry 3 }

appl Transact Ki ndByt es OBJECT- TYPE

SYNTAX Count er 64
UNI TS "byt es"
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The appl Transact Ki ndBytes attribute reports the nunber
of request/response (as indicated by the
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appl Transact Fl ownReqRsp i ndex) bytes recei ved/ generated
(as indicated by the appl Transact Fl owbDi rection i ndex)
handl ed by this application elenent on this transaction
streamfor this transaction Kkind.

Al'l application |ayer bytes are included in this count,
i ncluding any application | ayer wappers, headers, or
ot her over head.

Di scontinuities in this counter can be detected
by nonitoring the correspondi ng i nstance of
appl OpenChannel OpenTi ne. "

::= { appl TransactKi ndEntry 4 }

appl Transact Ki ndByt esLow OBJECT- TYPE

SYNTAX Count er 32
UNI TS "byt es”
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The appl Transact Ki ndByt esLow attri bute corresponds
to the lowthirty-two bits of appl Transact Ki ndByt es.

Di scontinuities in this counter can be detected
by nonitoring the correspondi ng i nstance of
appl OpenChannel OpenTi ne. "

::={ appl TransactKi ndEntry 5 }

appl Transact Ki ndTi ne OBJECT- TYPE

SYNTAX Dat eAndTi nme
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The appl Transact Ki ndTime attribute records the tinme of
the processing (receipt or transm ssion as indicated
by the appl Transact Fl owDi recti on index) by this
runni ng application elenment or service instance of
the nost recent request/response (as indicated by
t he appl Transact Fl owRegRsp i ndex) of this kind of
transaction on this transaction stream

If no requests/responses of this kind been
received/transmtted by this running application el enent
or service instance over this transaction stream the
value of this attribute shall be *0000000000000000" H "
DEFVAL { ' 0000000000000000’ H }
::={ appl TransactKi ndEntry 6 }
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kkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkrkhkhkhkhkhkrkhkrkhkrkhkrkkrkx*x

-- appl Past Channel Group - | ogged information on forner channels.
-- These tables control the collection of channel history
-- informati on and represent the accunul ated historical data.

kkhkkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkrkhkhkhkhkhkhkhkrkrkrkkrk*x

appl Past Channel Cont r ol Tabl e OBJECT- TYPE

SYNTAX SEQUENCE OF Appl Past Channel Control Entry
MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON

"The appl Past Channel Control Tabl e control s the

accumul ation of history information about channel s
fromthe perspective of service instances and runni ng
application elenents. Entries in this table are indexed
by appl El mt O Svc and appl El nt Or Svcld, giving control

of channel history accunul ation at the | evel of each
servi ce instance and running application elenent.”

::={ appl Past Channel G oup 1 }

appl Past Channel Control Entry OBJECT- TYPE

SYNTAX Appl Past Channel Control Entry
MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON

"An appl Past Channel Control Entry provides the ability
to control the retention of channel history information
by service instances and running application elenents.”
| NDEX { appl El nt O Svc, appl ElntO Sveld }
.= { appl Past Channel Control Table 1 }

Appl Past Channel Control Entry ::= SEQUENCE
{
appl Past Channel Cont r ol Col | ect | NTEGER
appl Past Channel Cont r ol MaxRows Unsi gned32,
appl Past Channel Control Ti neLi mit Unsi gned32,
appl Past Channel Control Remtens Counter 32

}
appl Past Channel Cont r ol Col | ect OBJECT- TYPE

SYNTAX | NTEGER { enabled (1),
frozen (2),
di sabled (3) }

MAX- ACCESS read-wite

STATUS current

DESCRI PTI ON
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"When the val ue of appl Past Channel Control Collect is
"enabl ed’, each time the correspondi ng running
application elenment or service instance closes
an open channel a new entry will be added to the
appl Past Channel Tabl e.

When t he val ue of appl Past Channel Contr ol Col | ect

is '"frozen’, no new entries are added to the

appl Past Channel Tabl e for this running application

el ement or service instance, and old entries are not
aged out.

When t he val ue of appl Past Channel Contr ol Col | ect
is 'disabled’, all entries are renoved from
appl Past Channel Tabl e for this running application or
service instance, and no new entries are added."
DEFVAL { enabl ed }
.= { appl Past Channel Control Entry 1 }

appl Past Channel Cont r ol MaxRows OBJECT- TYPE

SYNTAX Unsi gned32

UNI TS "channel history entries"
MAX- ACCESS read-wite

STATUS current

DESCRI PTI ON

"The maxi mum nunber of entries allowed in the

appl Past Channel Tabl e for this running application el erent
or service instance. Once the nunber of rows for this
runni ng application elenent or service instance in the
appl Past Channel Tabl e reaches this val ue, when new
entries are to be added the managenent subsystem w ||
make room for them by renoving the ol dest entries.

Entries will be renpved on the basis of ol dest
appl Past Channel Cl oseTine value first."
DEFVAL { 500 }

.= { appl Past Channel Control Entry 2 }

appl Past Channel Control Ti neLi mt OBJECT- TYPE

SYNTAX Unsi gned32
UNI TS "seconds"
MAX- ACCESS read-write
STATUS current
DESCRI PTI ON

"The maxi mumtime in seconds which an entry for this
runni ng application el enent or service instance

may exist in the appl Past Channel Tabl e before it

is renoved. Any entry that is older than this val ue
will be renoved (aged out) fromthe table, unless the
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appl Past Channel Control Collect is set to 'frozen'.

Note that an entry nay be aged out prior to reaching
this tine linmt if it is the oldest entry in the table
and nust be renoved to make space for a new entry so
as to not exceed appl Past Channel Contr ol MaxRows, or if the
appl Past Channel Control Collect is set to 'disabled ."
DEFVAL { 7200 }
.= { appl Past Channel Control Entry 3 }

appl Past Channel Control Rem tems OBJECT- TYPE

SYNTAX Count er 32

UNI TS "channel history entries”
MAX- ACCESS read-only

STATUS current

DESCRI PTI ON

"The appl Past Channel Control Remtens attribute reports the
nunber of appl Past Channel Control Table entries for this
runni ng application elenent or service instance that
were deleted in order to nmake room for new history
entries.

This count does NOT include entries deleted for the
foll owi ng reasons:
- the correspondi ng appl Past Channel Control Col | ect
attri bute has been set to ’'disabled

- the entry has been in the table | onger that the
time limt indicated by the correspondi ng
appl Past Channel Control Ti meLim t.

.= { appl Past Channel Control Entry 4 }

kkhkkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkrkhkrkkhk*x

appl Past Channel Tabl e - Tabl e of forner channels

kkhkkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkrkhkrkkrk*x

appl Past Channel Tabl e OBJECT- TYPE

SYNTAX SEQUENCE OF Appl Past Channel Entry
MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON

"The appl Past Channel Tabl e provi des history infornmation
about channels fromthe perspective of running
application elenments and service instances.
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Entries in this table are i ndexed by appl El nt O Svc,
appl El mt O Svcld, and by appl Past Channel | ndex, which
serves to uniquely identify each former channel in the
context of a running application elenment or service

i nstance.

Not e that the val ue of appl Past Channel | ndex is
i ndependent of the val ue appl OpenChannel | ndex had when
thi s channel was open

Entries for closed channels for a given running
application elenment or service instance can

be added to this table only if its entry in the
appl Past Channel Contr ol Tabl e has the val ue ' enabl ed’
for the attribute appl Past Channel Control Col | ect.

Entries for closed channels are renpved under the
foll ow ng circunstances:

- the running application element or service
i nstance no | onger exists

- the correspondi ng appl Past Channel Contr ol Col | ect
attri bute has been set to ’disabled

- the entry has been in the table | onger that the
time limt indicated by the correspondi ng
appl Past Channel Control TineLimit and the val ue of
appl Past Channel Control Coll ect is not 'frozen’

- this is the oldest entry for the running
application elenment or service instance in
question and the addition of a new el ement woul d
ot herwi se cause appl Past Channel Control MaxRows to
be exceeded for this running application el ement
or service instance.

- a val ue of appl Past Channel | ndex has been re-used.
Not e that under normal circunstances, this is
unli kely.

Reroval / repl acenent of an entry under the

| ast two conditions causes the correspondi ng

appl Past Channel Control Remtens to be increnmented."
::={ appl Past Channel Group 2 }
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appl Past Channel Entry OBJECT- TYPE

SYNTAX Appl Past Channel Entry
MAX- ACCESS not - accessi bl e
STATUS current

DESCRI PTI ON

"An appl Past Channel Entry indicates that a running
application element or service instance once had an open
channel, which is now closed. The entry has infornation
descri bing that channel."

| NDEX { appl El mt O Svc, appl El nt O Svcl d,
appl Past Channel | ndex }
::={ appl Past Channel Table 1 }

Appl Past Channel Entry ::= SEQUENCE
appl Past Channel | ndex Unsi gned32,
appl Past Channel QpenTi e Dat eAndTi ne,
appl Past Channel C oseTi ne Dat eAndTi ne,
appl Past Channel ReadRequest s Unsi gned64TC
appl Past Channel ReadReqsLow Unsi gned32
appl Past Channel ReadFai | ures Unsi gned32
appl Past Channel Byt esRead Unsi gned64TC

appl Past Channel Byt esReadLow Unsi gned32
appl Past Channel Last ReadTi nme Dat eAndTi ne,
appl Past Channel Wit eRequests Unsi gned64TC
appl Past Channel Wit eReqsLow Unsi gned32
appl Past Channel Wit eFail ures Unsi gned32,
appl Past Channel BytesWitten Unsi gned64TC
appl Past Channel Byt esWit Low Unsi gned32
appl Past Channel Last Wi teTi nme Dat eAndTi ne

}
appl Past Channel | ndex OBJECT- TYPE
SYNTAX Unsigned32 (1..'ffffffff’h)
MAX- ACCESS not - accessi bl e
STATUS current
DESCRI PTI ON

"This attribute serves to uniquely identify this closed
channel in the context of the running application

el enent or service instance. This attribute has no

ot her semanti cs.

Not e that the val ue of appl Past Channel | ndex is
i ndependent of the val ue appl OpenChannel | ndex had when
this channel was active.

In issuing this index value, the inplenentation nust
avoi d re-issuing an index val ue which has already been
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assigned to an entry which has not yet been del eted due
to age or space consi derations.

The value zero is excluded fromthe set of permitted
values for this index in order to pernit other tables to
possi bly represent information that cannot be associ ated
with a specific entry in this table. "

.= { appl Past Channel Entry 1 }

appl Past Channel OpenTi me OBJECT- TYPE

SYNTAX Dat eAndTi nme
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"This attribute records the time when this channel was
originally opened. Note that this information is quite
di fferent from appl OpenChannel OpenTi ne, which is used
for the detection of counter discontinuities."

.= { appl Past Channel Entry 2 }

appl Past Channel C oseTi ne OBJECT- TYPE

SYNTAX Dat eAndTi nme
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"This attribute records the tinme when this channel
was cl osed."
.= { appl Past Channel Entry 3 }

appl Past Channel ReadRequest s OBJECT- TYPE

SYNTAX Unsi gned64TC
UNI TS "read requests"
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"This attribute records the nunmber of read requests for
this channel nmade by this running application el enent or
service instance. All read requests for this channel by
this running application elenment or service instance,
regardl ess of conpletion status, are included in this
count. Read requests are counted in ternms of system
calls, rather than APl calls."

;= { appl Past Channel Entry 4 }
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appl Past Channel ReadRegqsLow OBJECT- TYPE

SYNTAX Unsi gned32

UNI TS "read requests"
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"This attribute corresponds to the lowthirty-two bits
of appl Past Channel ReadRequests. "
.= { appl Past Channel Entry 5 }

appl Past Channel ReadFai | ures OBJECT- TYPE

SYNTAX Unsi gned32
UNI TS "failed read requests”
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON
"This attribute reports the nunber of failed read
requests.”

.= { appl Past Channel Entry 6 }

appl Past Channel Byt esRead OBJECT- TYPE

SYNTAX Unsi gned64TC
UNI TS "byt es”

MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"This attribute reports the nunber of bytes read fromthis
channel by this running application elenment or service
i nstance. Only bytes successfully read are included in
this count. "
.= { appl Past Channel Entry 7 }

appl Past Channel Byt esReadLow OBJECT- TYPE

SYNTAX Unsi gned32
UNI TS "byt es"
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"This attribute corresponds to the lowthirty-two bits
of appl Past Channel Byt esRead. "
.= { appl Past Channel Entry 8 }

appl Past Channel Last ReadTi ne OBJECT- TYPE

SYNTAX Dat eAndTi ne
MAX- ACCESS read-only
STATUS current
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DESCRI PTI ON
"This attribute reports the tinme of the nost recent read
request nade by this running application el enent or
servi ce instance regardl ess of conpletion status, for
this former channel

If no read requests have been nade , the value of this
attribute shall be *0000000000000000' H "

DEFVAL { ' 0000000000000000’ H }

.= { appl Past Channel Entry 9 }

appl Past Channel Wit eRequests OBJECT- TYPE

SYNTAX Unsi gned64TC

UNI TS "wite requests"
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The appl Past Channel WiteRequests attribute reports

the nunmber of wite requests, regardl ess of conpletion
status, made by this running application el ement or
service instance for this former channel

Wite requests are counted in terns of systemcalls,
rather than APl calls.”
.= { appl Past Channel Entry 10 }

appl Past Channel Wit eReqsLow OBJECT- TYPE

SYNTAX Unsi gned32

UNI TS "wite requests”
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"This attribute corresponds to the low thirty-two
bits of appl Past Channel WiteRequests."
.= { appl Past Channel Entry 11 }

appl Past Channel Wit eFail ures OBJECT- TYPE

SYNTAX Unsi gned32
UNI TS "failed wite requests”
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON
"This attribute reports the nunber of failed wite
requests.”

.= { appl Past Channel Entry 12 }
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appl Past Channel Byt esWitten OBJECT- TYPE

SYNTAX Unsi gned64TC
UNI TS " byt es"

MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"This attribute reports the nunber of bytes witten to
this former channel by this running application el ement
or service instance. Only bytes successfully witten
(no errors reported by the APl in use by the application)
are included in this count."

.= { appl Past Channel Entry 13 }

appl Past Channel Byt esWit Low OBJECT- TYPE

SYNTAX Unsi gned32
UNI TS "byt es"
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"This attribute corresponds to the lowthirty-two bits of
appl Past Channel BytesWitten."
.= { appl Past Channel Entry 14 }

appl Past Channel Last WiteTi me OBJECT- TYPE

SYNTAX Dat eAndTi nme
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The appl Past Channel Last WiteTine attribute reports
the time of the nost recent wite request nade by
this running application elenment or service instance,
regardl ess of conpletion status, for this former
channel .

If no wite requests have been nmade the value of this
attribute shall be *0000000000000000' H "

DEFVAL { ' 0000000000000000’ H }

.= { appl Past Channel Entry 15 }

- khkkkkkhkhkhkhhkhkhkhhkhhkhhkhhkhhkhhkhhkhhkhhkhhkhhkhhkhhkhhkhhkhhkhkhkhkhkhkhkhkhkhkhkhkhkhkhk krkikrkx*x

-- appl PastFil eTable - information specific to former files
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appl Past Fi | eTabl e OBJECT- TYPE

SYNTAX SEQUENCE OF Appl PastFil eEntry
MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON

"The appl Past Fi | eTabl e suppl ements the

appl Past Channel Tabl e for entries corresponding to
channel s which were files. The indexing structure is
i dentical to appl Past Channel Table. An entry exists in
the appl PastFil eTable only if there is a correspondi ng
(same index values) entry in the appl Past Channel Tabl e
and if the channel was a file.

Entries for closed files are renoved when the
corresponding entries are renoved fromthe
appl Past Channel Tabl e. "

::={ appl Past Channel Goup 3 }

appl Past Fil eEntry OBJECT- TYPE

SYNTAX Appl Past Fi | eEntry
MAX- ACCESS not -accessi bl e
STATUS current
DESCRI PTI ON

"An appl PastFil eEntry provi des additional, file-specific
information to conpl enent the correspondi ng
appl Past Channel Entry for a channel which was a file."
| NDEX { appl El mt O Svc, appl El nt O Svcl d,
appl Past Channel | ndex }
.= { appl PastFileTable 1}

Appl Past Fil eEntry ::= SEQUENCE
{
appl Past Fi | eNanme LongUt f 8Stri ng,
appl Past Fi | eSi zeHi gh Unsi gned32,
appl Past Fi | eSi zeLow Unsi gned32,
appl Past Fi | eMode | NTECER
}
appl Past Fi | eNane OBJECT- TYPE
SYNTAX LongUtf8Stri ng
MAX- ACCESS r ead-onl y
STATUS current
DESCRI PTI ON

"This attribute records the |Iast known val ue of
appl QpenFi | eNane before the channel was cl osed."
.= { appl PastFileEntry 1}
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appl Past Fi | eSi zeHi gh OBJECT- TYPE

SYNTAX Unsi gned32

UNI TS "2"32 byte bl ocks"
MAX- ACCESS read-only

STATUS current
DESCRI PTI ON

"This attribute records the val ue of appl OpenFil eSi zeHi gh
at the time this channel was cl osed.

For exanple, for a file with a total size of
4,294,967, 296 bytes, this attribute would have a val ue
of 1; for afile with a total size of 4,294,967, 295
bytes this attribute’s value would be 0."

.= { appl PastFileEntry 2 }

appl Past Fi | eSi zeLow OBJECT- TYPE

SYNTAX Unsi gned32
UNI TS "byt es"
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"This attribute records the value of appl OpenFil eSi zeLow
at the tinme this channel was cl osed.

For example, for a file with a total size of
4,294,967,296 bytes this attribute would have a val ue
of 0; for afile with a total size of 4,294,967, 295
bytes this attribute’s value would be 4,294, 967, 295."

= { appl PastFileEntry 3}

appl Past Fi | eMode OBJECT- TYPE
SYNTAX | NTEGER { read(1),

wite(2),
readWite(3) }

MAX- ACCESS r ead-only
STATUS current
DESCRI PTI ON

"This attribute records the value of appl OpenFil eMode
at the tinme this channel was closed. "

= { appl PastFileEntry 4 }
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-- appl Past ConTabl e -
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kkhkkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkrkhkhkhkrkhkrkkrk*x

et al. St andar ds Track [ Page 57]



RFC 2564

Appl i cati on Managenent M B May 1999

appl Past ConTabl e OBJECT- TYPE
SYNTAX SEQUENCE OF Appl Past ConEntry
MAX- ACCESS not - accessi bl e
STATUS current
DESCRI PTI ON

"The appl Past ConTabl e suppl emrents the appl Past Channel Tabl e
for entries corresponding to channels which were
connections. The indexing structure is identical
t o appl Past Channel Table. An entry exists in the
appl Past ConTable only if there is a corresponding
(same index values) entry in the appl Past Channel Tabl e
and if the channel was a connection.

Entries for closed connections are renoved when
the corresponding entries are renoved fromthe
appl Past Channel Tabl e. "

= { appl Past Channel G oup 4 }

appl Past ConEntry OBJECT- TYPE

SYNTAX Appl Past ConEntry
MAX- ACCESS not -accessi bl e
STATUS current
DESCRI PTI ON

"An appl Past ConEntry provi des additional,

connection-specific information to conpl ement the
correspondi ng appl Past Channel Entry for a channel which

was a connection."”

| NDEX { appl El mt O Svc, appl El nt O Svcl d,

appl Past Channel | ndex }

= { appl Past ConTable 1 }

Appl Past ConEntry ::= SEQUENCE
{
appl Past ConTr ansport TDonwi n,
appl Past ConNear EndAddr Appl TAddr ess,
appl Past ConNear Endpoi nt SnnpAdni nSt ri ng,
appl Past ConFar EndAddr Appl TAddr ess,
appl Past ConFar Endpoi nt SnnpAdni nSt ri ng,
appl Past ConAppl i cation SnnpAdmi nStri ng
}
appl Past ConTr ansport OBJECT- TYPE
SYNTAX TDonai n
MAX- ACCESS read-only
STATUS current
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DESCRI PTI ON
"The appl Past ConTransport attribute identifies the
transport protocol that was in use for this forner
connection. |If the transport protocol could not be
determ ned, the value { 0 0 } shall be used."

DEFVAL { zeroDot Zero }

::= { appl Past ConEntry 1 }

appl Past ConNear EndAddr OBJECT- TYPE

SYNTAX Appl TAddr ess
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The appl Past ConNear EndAddr attribute reports the
transport address and port information for the near
end of this former connection.

If the information could not be deternined, the val ue
shall be a zero-length string.”

DEFVAL { "" }

::= { appl Past ConEntry 2 }

appl Past ConNear Endpoi nt OBJECT- TYPE

SYNTAX SnnpAdmi nStri ng
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The appl Past ConNear Endpoi nt attri bute reports the
fully-qualified domain name and port information for the
near end of this forner connection.

The format of this attribute for TCP and UDP- based
protocols is the fully-qualified domain nane i nmedi ately
followed by a colon which is inmmediately foll owed by

t he decimal representation of the port nunber.

If the information could not be determ ned, the val ue
shall be a zero-length string.”

DEFVAL { "" }

::= { appl Past ConEntry 3 }

appl Past ConFar EndAddr OBJECT- TYPE

SYNTAX Appl TAddr ess
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The appl Past ConFar End attri bute reports the transport
address and port information for the far end of this
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f ormer connecti on.

If not known, as in the case of a connectionl ess
transport, the value of this attribute shall be a
zero-length string."

DEFVAL { "" }

::= { appl Past ConEntry 4 }

appl Past ConFar Endpoi nt OBJECT- TYPE

SYNTAX SnnpAdmi nStri ng
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The appl Past ConFar Endpoi nt attribute reports the
transport address and port information for the far
end of this former connection.

The format of this attribute for TCP and UDP- based
protocols is the fully-qualified domain nane i nedi ately
followed by a colon which is inmrediately foll owed by

t he decimal representation of the port nunber.

If not known, as in the case of a connectionl ess
transport, the value of this attribute shall be a
zero-length string."

DEFVAL { "" }

::= { appl Past ConEntry 5 }

appl Past ConAppl i cati on OBJECT- TYPE

SYNTAX SnnpAdmi nString
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The appl Past ConApplication attribute identifies the
application | ayer protocol that was in use. \Were
possi bl e, the values defined in [13] shall be used.

I f not known, the value of this attribute shall be a
zero-length string."

DEFVAL { "" }

::= { appl Past ConEntry 6 }
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-- appl Past TransSt reanTabl e - hi stori cal
-- information for transaction stream nonitoring

kkhkkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkrkhkrkkrk*x

Kal bf | ei sch, et al. St andar ds Track [ Page 60]



RFC 2564 Appl i cati on Managenent M B May 1999

appl Past TransSt r eaniTabl e OBJECT- TYPE

SYNTAX SEQUENCE OF Appl Past TransStreankEntry
MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON

"The appl Past TransStreanilfabl e contai ns conmmon
information for historical transaction statistics."
::={ appl Past Channel Group 5 }

appl Past TransSt reantEntry OBJECT- TYPE

SYNTAX Appl Past TransStreanEntry
MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON

"An appl Past TransStreanEntry contains information for
a single former transaction stream A transaction
stream coul d have been a network connection, file, or
ot her source of transactions.”
| NDEX { appl El mt O Svc, appl El nt O Svcl d,
appl Past Channel | ndex }
::={ appl Past TransStreaniTable 1 }

Appl Past TransStreanEntry ::= SEQUENCE {
appl Past TransSt r eanDescr SnnpAdmi nStri ng,
appl Past TransSt r eamni t OF Wor k SnnpAdmi nStri ng,
appl Past TransSt r eanl nvokes Unsi gned64TC,

appl Past TransSt ream nvokesLow  Unsi gnhed32,
appl Past TransSt ream nvCunii nes Unsi gnhed32,
appl Past TransSt ream nvRspTi nes Unsi gned32,
appl Past TransSt r eanPer f or ns Unsi gned64TC,
appl Past TransSt reanPer f ormsLow Unsi gned32,
appl Past TransSt reanPr f Cuni nes Unsi gned32,
appl Past TransSt reanPrf RspTi nes Unsi gned32 }
appl Past TransSt reanDescr OBJECT- TYPE

SYNTAX SnnpAdmi nStri ng
MAX- ACCESS read-only
STATUS current

DESCRI PTI ON

"The appl Past TransStreanDescr attribute provides a
human-r eadabl e description of this transaction stream

If no descriptive information is available, this
attribute’s value shall be a zero-length string.”
DEFVAL { "" }
::={ appl Past TransStreanentry 1 }

Kal bf | ei sch, et al. St andar ds Track [ Page 61]



RFC 2564 Appl i cati on Managenent M B May 1999

appl Past TransSt r eanini t Of Wor k OBJECT- TYPE

SYNTAX SnnpAdmi nString
MAX- ACCESS read-only
STATUS current

DESCRI PTI ON

"The appl Past TransStreamni t O Wrk attribute provides a
human-readabl e definition of what the unit of work is
for this transaction stream

If no descriptive information is available, this
attribute’s value shall be a zero-length string.”
DEFVAL { ""

::={ appl Past TransStreanentry 2 }

appl Past TransSt r eanl nvokes OBJECT- TYPE

SYNTAX Unsi gned64TC
UNI TS "transacti ons"
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"Cumul ative count of requests / invocations issued
for this transaction streamwhen it was active."
::= { appl Past TransStreanEntry 3 }

appl Past TransSt r eam nvokesLow OBJECT- TYPE

SYNTAX Unsi gned32

UNI TS "transacti ons"
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"This object corresponds to the lowthirty-two
bits of appl Past TransStream nvokes. "
::= { appl Past TransStreanEntry 4 }

appl Past TransSt ream nvCunTi nes OBJECT- TYPE

SYNTAX Unsi gned32

UNI TS "mlliseconds"
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The appl Past TransStream nvCunili mes attribute reports the
curmul ative sumof the lengths of the intervals tines
nmeasur ed between the transm ssion of requests and the
receipt of (the first of) the corresponding response(s)."

::={ appl Past TransStreanentry 5 }
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appl Past TransSt ream nvRspTi nes OBJECT- TYPE

SYNTAX Unsi gned32

UNI TS "mlliseconds"
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The appl Past TransStream nvRspTimes attribute reports the
curmul ative sum of the lengths of the intervals neasured
between the receipt of the first and last of nmultiple
responses to a request.

For transaction streans which do not permt nultiple
responses to a single request, this attribute will be
zero."

::={ appl Past TransStreanentry 6 }

appl Past TransSt r eanPer f orns OBJECT- TYPE

SYNTAX Unsi gned64TC
UNI TS "transacti ons"
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"Total nunber of transactions perforned.”
::={ appl Past TransStreanentry 7 }

appl Past TransSt r eanPer f or nsLow OBJECT- TYPE

SYNTAX Unsi gned32

UNI TS "transacti ons"
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"This objecy reports the low thirty-two bits of
appl Past TransSt reanPerforns. "
::={ appl Past TransStreanentry 8 }

appl Past TransSt r eanPr f CunTi nes OBJECT- TYPE

SYNTAX Unsi gned32

UNI TS "mlliseconds"
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The appl Past TransStreanPrf Cunili mes attribute reports the
curmul ative sum of the lengths of the intervals nmeasured
bet ween recei pt of requests and the transm ssion of the
correspondi ng responses.”

::={ appl Past TransStreanentry 9 }
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appl Past TransSt reanPr f RspTi nes OBJECT- TYPE

SYNTAX Unsi gned32

UNI TS "mlliseconds"
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"For each transaction performed, the el apsed tinme between
when the first response is enqueued and when the | ast
response i s enqueued is added to this cunul ati ve sum

For singl e-response protocols, the val ue of

appl Past TransStreanPrf RspTines will be zero."
::= { appl Past TransStreantEntry 10 }

kkhkkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkrk khkhkhkhkhkhkhkhkrkhkrkkrk*x

-- appl Past Tr ansFl owTabl e

kkhkkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkrkhkhkhkhkhkhkhkhkhkrkhkrkkrk*x

appl Past Tr ansFl owTabl e OBJECT- TYPE

SYNTAX SEQUENCE OF Appl Past Tr ansFl owent ry
MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON

"The appl Past Tr ansFl owTabl e contains entries, organized by
application instance or running application el enment,
direction of flow, and type (request/response) for each
former transaction stream

The sinple nodel of a transaction used here | ooks Iike
this:

i nvoker Request
- - - - - - >

per f or ner

I I
I I
I I
| Response |
| <----- -1
I I
Since in some protocols it is possible for an entity
to take on both the invoker and performer rol es,

i nformati on here is accunul ated for transmtted and
recei ved requests, as well as for transnmitted and
recei ved responses. Counts are maintained for both

transactions and bytes transferred."”
.= { appl Past Channel G oup 6 }
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appl Past TransFl owentry OBJECT- TYPE

SYNTAX Appl Past Tr ansFl owEnt ry
MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON

"An appl Past TransFl oweEntry records transaction throughput
i nformation for requests or response in a particular
direction (transmt / receive) for a transaction stream

Entries in this table correspond to those in the
appl Past TransStreaniTabl e with identical val ues
for the appl El nt O Svc, appl ElmtOrSveld, and the
appl Past Channel | ndex. "
| NDEX { appl El nt O Svc,
appl El nt Or Svcl d,
appl Past Channel | ndex,
appl Past TransFl owDi r ecti on,
appl Past Tr ansFl owReqRsp }
::={ appl Past TransFl owTabl e 1 }

Appl Past TransFl oweEntry ::= SEQUENCE ({
appl Past TransFl owbi recti on | NTEGER,
appl Past Tr ansFl owRegRsp | NTEGER,
appl Past Tr ansFl owTr ans Unsi gned64TC,
appl Past TransFl owTr ansLow Unsi gned32,
appl Past Tr ansFl owByt es Unsi gned64TC,
appl Past TransFl owByt esLow Unsi gned32,
appl Past Tr ansFl owTi e Dat eAndTi ne }
appl Past TransFl owDi recti on OBJECT- TYPE
SYNTAX INTEGER { transmt(1),
receive(2) }
MAX- ACCESS not - accessi bl e
STATUS current
DESCRI PTI ON

"The appl Past TransFl owDi recti on i ndex serves
to identify an entry as containing information
pertaining to the transmt (1) or receive (2) flow
of a past transaction stream This index corresponds
to appl Transact Fl owDi rection."
::= { appl Past TransFl onEntry 1 }

appl Past TransFl owRegqRsp OBJECT- TYPE

SYNTAX | NTEGER { request(1),
response(2) }

MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON
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"The val ue of the appl Past TransFl owReqgRsp i ndex i ndi cates
whether this entry contains information on requests
(1), or responses (2). This index corresponds to
appl Transact Fl owRegRsp. "
::= { appl Past TransFl onEntry 2 }

appl Past Tr ansFl owTr ans OBJECT- TYPE

SYNTAX Unsi gned64TC
UNI TS "transacti ons"
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The appl Past TransFl owTrans attribute reports the nunber
of request/response (as indicated by the
appl Past TransFl owRegRsp i ndex) transactions
recei ved/ generated (as indicated by the
appl Past TransFl owDi recti on i ndex) handled on this
transaction stream™
.= { appl Past TransFl onEntry 3 }

appl Past TransFl owTr ansLow OBJECT- TYPE

SYNTAX Unsi gned32

UNI TS "transacti ons"
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"This attribute corresponds to the low thirty-two
bits of appl Past TransFl owTr ans. "
.= { appl Past TransFl onEntry 4 }

appl Past Tr ansFl owByt es OBJECT- TYPE

SYNTAX Unsi gned64TC
UNI TS "byt es"

MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The appl Past TransFl owBytes attri bute reports the nunber
of request/response (as indicated by the

appl Past TransFl owRegRsp i ndex) bytes recei ved/ generat ed
(as indicated by the appl Past TransFl owDi recti on i ndex)
handl ed on this transaction stream

Al'l application |ayer bytes are included in this count,
i ncluding any application | ayer wappers, headers, or
ot her overhead."

.= { appl Past TransFl onEntry 5 }
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appl Past TransFl owByt esLow OBJECT- TYPE

SYNTAX Unsi gned32
UNI TS "byt es”
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"This attribute corresponds to the low thirty-two
bits of appl Past TransFl owByt es. "
::= { appl Past TransFl onEntry 6 }

appl Past TransFl owTi me OBJECT- TYPE

SYNTAX Dat eAndTi nme
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The appl Past TransFl owTi e attribute records the tine of
the processing (receipt or transm ssion as

i ndi cated by the appl Past TransFl owDi recti on i ndex)

of the last request/response (as indicated by the

appl Past TransFl owRegRsp i ndex) on this transaction
stream

If no requests/responses been received/transmitted by
this entity over this transaction stream the val ue
of this attribute shall be ' 0000000000000000" H "
DEFVAL { ' 0000000000000000’ H }
::= { appl Past TransFl onEntry 7 }

khkkhkkkhkkhkkhkhkhkhkhkkhkhhkhkhhkhkkhkhhkhkhhkhhkhkhhkhkkhkhhkhkhkhkhkkhkhhk khkkhkhkk ik kkkikkikkkik*x*
-- appl Past TransKi ndTabl e - transaction statistics broken down

-- according to the kinds of transactions in each direction
-- for a transaction stream

kkhkkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkrkhkrkkhk*x

appl Past TransKi ndTabl e OBJECT- TYPE
SYNTAX SEQUENCE OF Appl Past TransKi ndEntry

MAX- ACCESS not - accessi bl e
STATUS current
DESCRI PTI ON

"The appl Past Tr ansKi ndTabl e provi des transaction

statistics broken down by kinds of transaction.

The definition of the kinds of transactions is

specific to the application protocol in use, and may be

docunented in the formof an applicability statenent. "
::={ appl Past Channel Group 7 }
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appl Past TransKi ndeEntry OBJECT- TYPE

SYNTAX Appl Past Tr ansKi ndEnt ry
MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON

"An appl Past TransKi ndEntry reports historical data for a
specific service instance or running application
el enent’ s use of a specific transaction streamin
a particular direction in requests or responses
(as indicated by the appl Past TransFl owRegRsp i ndex)
br oken down by transaction kind, as indicated by the
appl Past TransKi nd i ndex. "
| NDEX { appl El nt O Svc,
appl El nt Or Svcl d,
appl Past Channel | ndex,
appl Past TransFl owDi r ecti on,
appl Past Tr ansFl owReqRsp,
appl Past TransKi nd }
.= { appl Past TransKi ndTable 1 }

Appl Past TransKi ndEntry ::= SEQUENCE
{
appl Past Tr ansKi nd SnnpAdmi nStri ng,
appl Past Tr ansKi ndTr ans Unsi gned64TC
appl Past TransKi ndTr ansLow Unsi gned32
appl Past Tr ansKi ndByt es Unsi gned64TC
appl Past Tr ansKi ndByt esLow Unsi gned32
appl Past Tr ansKi ndTi e Dat eAndTi ne
}
appl Past Tr ansKi nd OBJECT- TYPE
SYNTAX SnnpAdmi nString (SIZE (1 .. 32))
MAX- ACCESS not -accessi bl e
STATUS current
DESCRI PTI ON

"The appl Past TransKi nd i ndex is the human-readabl e
identifier for a particular transaction kind within
the context of an application protocol. The val ues
to be used for a particular protocol may be identified
in an applicability statement. This index corresponds
to appl Transact Ki nd. "

::= { appl Past TransKi ndEntry 1 }

appl Past TransKi ndTrans OBJECT- TYPE

SYNTAX Unsi gned64TC
UNI TS "transacti ons"
MAX- ACCESS read-only
STATUS current

Kal bf | ei sch, et al. St andar ds Track [ Page 68]



RFC 2564 Appl i cati on Managenent M B May 1999

DESCRI PTI ON
"For this transaction stream this attribute records
the total number of transactions of the type
identified by the indexes. The type is characterized
according to the receive/transmt direction
(appl Past TransFl owbDi rect on), whether it was a request
or a response (appl Past TransFl owRegRsp), and the
protocol -specific transaction kind (appl Past TransKi nd) .
streamfor this transaction kind."

::= { appl Past TransKi ndEntry 2 }

appl Past TransKi ndTr ansLow OBJECT- TYPE

SYNTAX Unsi gned32

UNI TS "transacti ons"
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The appl Past Tr ansKi ndTransLow attri bute reports
the low thirty-two bits of appl Past TransKi ndTr ans. "
.= { appl Past TransKi ndEntry 3 }

appl Past Tr ansKi ndByt es OBJECT- TYPE

SYNTAX Unsi gned64TC
UNI TS "byt es"

MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"For this transaction stream and transaction kind, the
appl Past TransKi ndBytes attri bute reports the nunber
of bytes received or generated (as indicated by
t he appl Past TransFl owDi recti on i ndex) in requests or
responses (as indicated by the appl Past TransFl owReqRsp
i ndex) .

Al'l application |ayer bytes are included in this count,
i ncluding any application | ayer wappers, headers, or
ot her overhead."

::= { appl Past TransKi ndEntry 4 }

appl Past Tr ansKi ndByt esLow OBJECT- TYPE

SYNTAX Unsi gned32
UNI TS "byt es”
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The appl Past Tr ansKi ndByt esLow attri bute corresponds
to the lowthirty-two bits of appl Past TransKi ndBytes. "
::= { appl Past TransKi ndEntry 5 }
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appl Past TransKi ndTi me OBJECT- TYPE

SYNTAX Dat eAndTi nme
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The appl Past TransKi ndTi me attribute records the tine of
the processing (receipt or transm ssion as

i ndi cated by the appl Past TransFl owDi recti on i ndex)

of the last request/response (as indicated by the

appl Past TransFl owRegRsp i ndex) of this kind of
transaction on this transaction stream

If no requests/responses of this kind were
received/transmtted over this transaction stream the
value of this attribute shall be '0000000000000000'H "
DEFVAL { ' 0000000000000000' H }
::= { appl Past TransKi ndEntry 6 }

- khkkkkkhkhkhkhkhkhkhkhhkhhkhhkhhkhhkhhkhhkhhkhhkhhkhhkhhkhhkhhkhhkhhkhkhkhkhkhkhkhkhkhkhkhkhkhkhk khkikrk*x

-- appl El mt RunCont rol Group - nonitor and control running
-- application elenments

- khkkkhkkkhkhkhkhkhkhhkhhkhhkhkhkhhkhhkhhkhhkhhkhhkhkhkhhkhhkhhkhhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkkrkx*x

appl El mt RunSt at usTabl e OBJECT- TYPE

SYNTAX SEQUENCE OF Appl El nt RunSt at usentry
MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON

"This tabl e provides information on running application
el enents, conplenenting information available in the
correspondi ngly indexed sysAppl El nt RunTabl e [31]."

::={ appl El nt RunControl Goup 1 }

appl El mt RunSt at usentry OBJECT- TYPE

SYNTAX Appl El mt RunSt at uséntry
MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON

"An appl El nt RunSt at usentry contains information to support
the control and nmonitoring of a single running application
el ement . "

| NDEX { sysAppl El nt Runl ndex }
.= { applEl mt RunStatusTable 1 }
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Appl El mt RunSt at usentry :: = SEQUENCE {
appl El nt RunSt at usSuspended Trut hval ue,
appl El nt RunSt at usHeapUsage Unsi gned32,
appl El mt RunSt at usQpenConnect i ons Unsi gned32,
appl El mt RunSt at usQpenFi | es Gauge32,
appl El mt RunSt at usLast Err or Msg SnnpAdni nSt ri ng,
appl El mt RunSt at usLast Error Ti nme Dat eAndTi ne }
appl El mt RunSt at usSuspended OBJECT- TYPE
SYNTAX Tr ut hval ue
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The appl El nt RunSt at usSuspended attri bute reports
whet her processing by this running application el enent
has been suspended, whether by nmanagenent request or by
ot her means."
::={ appl El nt RunStatusEntry 1 }

appl El mt RunSt at usHeapUsage OBJECT- TYPE

SYNTAX Unsi gned32
UNI TS "byt es”
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The appl El mt RunSt at usHeapUsage reports the current
approxi mate heap usage by this running application
el enent . "

::={ appl El nt RunSt at uséntry 2 }

appl El mt RunSt at usOpenConnecti ons OBJECT- TYPE

SYNTAX Unsi gned32
UNI TS "connecti ons"
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The appl El nt RunSt at usOpenConnections attri bute reports
the current nunmber of open connections in use by this
runni ng application elenent.”

::={ appl El nt RunSt atuséntry 3 }

appl El mt RunSt at usQpenFi | es OBJECT- TYPE

SYNTAX Gauge32
UNI TS "files"
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The appl El nt RunSt at usOpenFil es attri bute reports the
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current nunber of open files in use by this running

application elenent."
.= { applEl mt RunStatuskéntry 4 }

appl El mt RunSt at usLast Err or Msg OBJECT- TYPE

SYNTAX SnnpAdmi nStri ng
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The appl El nt RunSt at usLast Error Message attribute reports
the nost recent error nessage (typically witten to
stderr or a systemerror logging facility) fromthis
running application elenent. |If no such message has yet
been generated, the value of this attribute shall be a

zero-length string."
DEFVAL { "" }
::={ appl El nt RunSt atuséntry 5 }

appl El mt RunSt at usLast Error Ti me OBJECT- TYPE

SYNTAX Dat eAndTi ne
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The appl El nt RunSt atusLastErrorTinme attribute reports the

time of the nost recent error nessage in
appl El mt RunSt at usLast Err or Msg.

If no such nessage has yet been generated,

t he val ue

of this attribute shall be '0000000000000000'H "

DEFVAL { ' 0000000000000000’ H }
::={ appl El nt RunSt at uséntry 6 }

kkhkkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkrkhkrkkhk*x

-- app! El nt RunControl Table - control running application

- - el enent s

kkhkkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkrkhkrkkrk*x

appl El mt RunCont r ol Tabl e OBJECT- TYPE

SYNTAX SEQUENCE OF Appl El nt RunControl Entry
MAX- ACCESS not - accessi bl e
STATUS current
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DESCRI PTI ON
"This table provides the ability to control application
el enents, conplenenting information available in the
correspondi ngly indexed sysAppl El nt RunTabl e [31]."
::={ appl El nt RunControl G oup 2 }

appl El mt RunCont r ol Ent ry OBJECT- TYPE

SYNTAX Appl El mt RunControl Entry
MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON

"An appl El mt RunControl Entry contains information to
support the control of a single running application
el ement . "

| NDEX { sysAppl El nt Runl ndex }

::={ appl El nt RunControl Table 1 }

Appl El mt RunControl Entry ::= SEQUENCE ({
appl El nt RunCont r ol Suspend Trut hval ue,
appl El mt RunCont r ol Reconfi gure Test Andl ncr,
appl El mt RunCont r ol Ter mi nat e Trut hval ue }

appl El mt RunCont r ol Suspend OBJECT- TYPE

SYNTAX Trut hVal ue

MAX- ACCESS read-wite

STATUS current

DESCRI PTI ON

"Setting this variable to "true’ requests the suspension

of processing by this running application el enent.
Setting this variable to 'false’ requests that processing
be resunmed. The effect, if any, will be reported by the
appl El mt RunSt at usSuspended attri bute.”

DEFVAL { false }

::={ appl El nt RunControl Entry 1 }

appl El mt RunCont r ol Reconfi gure OBJECT- TYPE

SYNTAX Test Andl ncr
MAX- ACCESS read-write
STATUS current
DESCRI PTI ON

"Changi ng the value of this variable requests that the
runni ng application elenent re-load its configuration
(l'i ke SI GHUP for many UNI X- based daenobns).

Note that conpletion of a SET on this object only inplies
that configuration reload was initiated, not necessarily
that the rel oad has been conpleted.”

::={ appl El nt RunControl Entry 2 }
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appl El mt RunCont r ol Ter m nat e OBJECT- TYPE

SYNTAX Tr ut hVal ue
MAX- ACCESS read-write
STATUS current
DESCRI PTI ON

May 1999

"Setting the value of appl El m RunControl Term nate to
"true’ requests that the running application el enent
ternminate processing and exit in an orderly manner

This is a '"polite’ shutdown request.

When read, this object’s value will be ’'false’

when orderly termination is in progress.

except

Note that conpletion of a SET on this object only inplies
that term nation was initiated, not necessarily that the

term nati on has been conpl eted.”
DEFVAL { false }
::={ appl El nt RunControl Entry 3 }

kkhkkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkrkhkhkhkhkhkhkhkhkhkrkhkrkkrk*x

-- Conf or mance requirenents

kkhkkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkrkhkrkkrkx*x

applicati onM bGroups OBJECT | DENTIFIER :: =
{ applicationM bConfornance 1}

appl i cati onMoni t or G oup OBJECT- GROUP

OBJECTS { appl Srvl nst Qual ,
appl SrvNane,
appl Srvl ndex,
appl Srvl nst ance,
appl OpenChannel OpenTi e,
appl OpenChannel ReadRequest sLow,
appl OpenChannel ReadFai | ures,
appl OpenChannel Byt esReadLow,
appl OpenChannel Last ReadTi ne,
appl OpenChannel Wit eRequest sLow,
appl OpenChannel Wit eFai | ures,
appl OpenChannel Byt esWi ttenLow,
appl OpenChannel Last Wit eTi ne,
appl OpenFi | eNane,
appl OpenFi | eSi zeHi gh,
appl OpenFi | eSi zeLow,
appl OpenFi | eMode,
appl OpenConnecti onTransport,
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appl OpenConnect i onNear EndAddr ,
appl OpenConnect i onNear Endpoi nt,
appl OpenConnect i onFar EndAddr,
appl OpenConnect i onFar Endpoi nt ,
appl OpenConnecti onApplication }
STATUS current
DESCRI PTI ON
"This group represents the basic capabilities of this MB."
::={ applicationMbGoups 1}

appl i cati onFast Moni t or G oup OBJECT- GROUP
OBJECTS { appl OpenChannel ReadRequest s,
appl OpenChannel Byt esRead,
appl OpenChannel Wit eRequest s,
appl OpenChannel BytesWitten }
STATUS current
DESCRI PTI ON
"This group conprises 64-bit counters mandatory in
hi gh-t hr oughput environnents, where 32-bit counters
could wap in |less than an hour."
::={ applicationMbGoups 2 }

appl i cati onTransact G oup OBJECT- GROUP

OBJECTS { appl Transact StreanDescr,
appl Transact St r eanmni t OF Wor k,
appl Transact St r eam nvokesLow,
appl Transact St r eam nvCunili nmes,
appl Transact St r eam nvRspTi nes,
appl Transact St r eanPer f or nsLow,
appl Transact St r eanPr f Cunili nmes,
appl Transact St reanPr f RspTi nes,
appl Transact Fl owTr ansLow,
appl Transact Fl owByt esLow,
appl Transact Fl owTi ne,
appl Transact Ki ndTr ansLow,
appl Transact Ki ndByt esLow,
appl Transact Ki ndTi ne }

STATUS current

DESCRI PTI ON

"This group conprises objects appropriate from nonitoring
transaction-structured flows."
::={ applicationMbGoups 3}

appl i cati onFast Transact Group OBJECT- GROUP
OBJECTS { appl Transact Streanl nvokes,
appl Transact St r eanPer f or s,
appl Transact Fl owTr ans,
appl Transact Fl owByt es,
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appl Transact Ki ndTr ans,
appl Transact Ki ndByt es }

STATUS current

DESCRI PTI ON

"This group conprises 64-bit transaction counters required in
hi gh-t hr oughput environnents, where 32-bit counters could
wap in less than an hour."
::={ applicationMbGoups 4 }

applicationHi storyG oup OBJECT- GROUP

OBJECTS { appl Past Channel Contr ol Col | ect,
appl Past Channel Cont r ol MaxRows,
appl Past Channel Control Ti nmeLim t,
appl Past Channel Cont r ol Rem t ens,
appl Past Channel OpenTi ne,
appl Past Channel d oseTi ne,
appl Past Channel ReadReqgsLow,
appl Past Channel ReadFai | ures,
appl Past Channel Byt esReadLow,
appl Past Channel Last ReadTi ne,
appl Past Channel Wit eReqsLow,
appl Past Channel Wit eFai | ures,
appl Past Channel Byt esWit Low,
appl Past Channel Last Wit eTi ne,
appl Past Fi | eNane,
appl Past Fi | eSi zeHi gh,
appl Past Fi | eSi zeLow,
appl Past Fi | eMbde,
appl Past ConTr ansport,
appl Past ConNear EndAddr ,
appl Past ConNear Endpoi nt,
appl Past ConFar EndAddr
appl Past ConFar Endpoi nt ,
appl Past ConAppl i cati on}

STATUS current

DESCRI PTI ON

"This group nodel s basic historical data."
::={ applicationMbGoups 5 }

appl i cati onFast H st oryG oup OBJECT- GROUP
OBJECTS { appl Past Channel ReadRequest s,
appl Past Channel Byt esRead,
appl Past Channel Wit eRequest s,
appl Past Channel Byt esWi tten}
STATUS current
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DESCRI PTI ON
"This group conprises additional 64-bit objects required
for recording historical data in high-volunme environnents,
where a 32-bit integer would be insufficient.”
::={ applicationMbGoups 6 }

appl i cati onTransHi st oryG oup OBJECT- GROUP

OBJECTS { appl Past TransStreanDescr,
appl Past TransSt r eanini t OF Wor k,
appl Past TransSt r eam nvokesLow,
appl Past TransSt r eanl nvCunii nes,
appl Past TransSt ream nvRspTi nes,
appl Past TransSt r eanPer f or nsLow,
appl Past TransSt r eanPr f Cunti nes,
appl Past TransSt reanPr f RspTi nes,
appl Past Tr ansFl owTr ansLow,
appl Past Tr ansFI owByt esLow,
appl Past Tr ansFl owTi e,
appl Past TransKi ndTr ansLow,
appl Past Tr ansKi ndByt esLow,
appl Past TransKi ndTi e }

STATUS current

DESCRI PTI ON

"This group represents historical data for transaction-
structured information streans."
::={ applicationMbGoups 7 }

appl i cati onFast TransHi st oryG oup OBJECT- GROUP
OBJECTS { appl Past Tr ansFl owTr ans,
appl Past Tr ansFl owByt es,
appl Past Tr ansKi ndTr ans,
appl Past Tr ansKi ndByt es,
appl Past TransSt r eanPer f or ns,
appl Past TransSt r eanl nvokes }
STATUS current
DESCRI PTI ON
"This group contains 64-bit objects required for historical
records on high-volune transaction-structured streans,
where 32-bit integers would be insufficient.”
::={ applicationMbGoups 8 }

appl i cati onRunG oup OBJECT- GROUP
OBJECTS { appl El nt RunSt at usSuspended,
appl El nt RunSt at usHeapUsage,
appl El mt RunSt at usCpenConnecti ons,
appl El nt RunSt at usQpenFi | es,
appl El mt RunSt at usLast Err or Msg,
appl El nt RunSt at usLast Error Ti e,
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appl El mt RunCont r ol Suspend,

appl El mnt RunCont r ol Reconfi gure,

appl El nt RunCont rol Termni nate }
STATUS current

DESCRI PTI ON
"This group represents extensions to the system application
MB."

::={ applicationM bG oups 9 }

appl i cati onM bConpl i ance MODULE- COVPLI ANCE
STATUS current
DESCRI PTI ON "The conpliance statement for the application MB."
MODULE
MANDATORY- GROUPS { applicati onMonitor Group,
appl i cati onHi st oryG oup,
appli cati onRunGroup }

OBJECT appl Past Channel Contr ol Col | ect
M N- ACCESS r ead-only
DESCRI PTI ON
"This object should be linmted to read-only
access in environments with i nadequate
security.”

OBJECT appl Past Channel Cont r ol MaxRows
M N- ACCESS r ead-only
DESCRI PTI ON
"This object should be linmted to read-only
access in environments wth i nadequate
security.”

OBJECT appl Past Channel Contr ol Ti meLi m t
M N- ACCESS r ead-only
DESCRI PTI ON
"This object should be linmted to read-only
access in environments with i nadequate
security.”

OBJECT appl El nt RunCont r ol Suspend
M N- ACCESS r ead-only
DESCRI PTI ON
"This object should be linmted to read-only
access in environments wth i nadequate
security."”
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OBJECT appl El mt RunCont r ol Reconfi gure
M N- ACCESS r ead-only
DESCRI PTI ON
"This object should be Ilinmted to read-only
access in environments wth i nadequate
security.”

OBJECT appl El nt RunControl Ter m nat e
M N- ACCESS r ead-only
DESCRI PTI ON
"This object should be Ilimted to read-only
access in environments wth i nadequate
security.”

GROUP applicationTransact G oup
DESCRI PTI ON
"The applicationTransact Goup is required when the
i nformati on stream processed has a transaction
structure. "

GROUP applicationTransHi st oryG oup
DESCRI PTI ON
"The applicationTransHi storyG oup rnust be inpl enmented
i f applicationTransact Goup and applicati onHi storyG oup
are inplenmented."

GROUP appl i cati onFast Moni t or G oup
DESCRI PTI ON
"The applicationFastMonitorGoup i s mandatory when
the applicati onMonitorGoup is inplenmented and its
counts group may exceed what can be represented in 32 bits."

GROUP appl i cati onFast Transact G oup

DESCRI PTI ON
"The applicationFast Transact G oup i s mandatory when
the applicationTransactGoup is inplemented and its
counts may exceed what can be represented in 32 bits."

GROUP appl i cati onFast Hi st oryG oup

DESCRI PTI ON
"The applicationFastHi storyGroup i s mandatory when
the applicationH storyGoup is inplenmented and its
counts may exceed what can be represented in 32 bits."
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GROUP applicati onFast TransHi st oryG oup
DESCRI PTI ON
"The applicationFast TransH storyGoup i s mandatory when
the applicationTransH storyGroup is inplenented and its
counts may exceed what can be represented in 32 bits."
::={ applicationM bConformance 2 }

END

6. Inplenmentation |Issues

Unli ke the system application MB [31], in nmany environnents support
for nmuch of this MB requires instrunentation built into the managed
resource. Some tables nay be inplenented by a single nonitor

process; for others, the inplenentation nay be distributed within the
managed systemwi th the resources bei ng nanaged.

As a practical matter, this neans that the nanagenent infrastructure
of the managed system nust support different subagents taking
responsibility for different rows of a single table. This can be
supported by Agent X [25], as well as sone other subagent protocols
such as [8], [9], and [11].

The sysAppl RunEl ntlndex is the key connection between this MB and
the systens application MB. Inplenentations of these two M Bs
intended to run concurrently on a given platformnmust enploy a
consi stent policy for assigning this value to running application
el enent s.

Sone of the objects defined in this MB may carry a high run-tine
cost in sone environments. For exanple, tracking transaction el apsed
time could be expensive if it required two kernel calls (start and
finish) per transaction. Simlarly, naintaining tables of per-
transaction information, rather than aggregating information by
transaction type or transaction stream could have significant
storage and perfornance inpacts.

Unl ess a collision-free nmechanismfor allocating service instance
indexes is in place, the structure of the service-level tables nakes
an i ndex-reservati on nmechani sm necessary. AgentX [25] is an exanple
of a subagent protocol capable of satisfying this requirenent.

7. Intellectual Property
The | ETF takes no position regarding the validity or scope of any

intellectual property or other rights that m ght be clained to
pertain to the inplenentation or use of the technol ogy described in
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this docunent or the extent to which any |icense under such rights

m ght or might not be available; neither does it represent that it
has nade any effort to identify any such rights. Information on the
| ETF s procedures with respect to rights in standards-track and
standards-rel ated docunentation can be found in BCP-11. Copies of
claims of rights nmade avail able for publication and any assurances of
licenses to be made available, or the result of an attenpt nade to
obtain a general license or pernission for the use of such
proprietary rights by inplenmentors or users of this specification can
be obtained fromthe | ETF Secretari at.

The IETF invites any interested party to bring to its attention any
copyrights, patents or patent applications, or other proprietary
rights which may cover technology that may be required to practice
this standard. Please address the information to the | ETF Executive
Director.
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9. Security Considerations

By nmaking potentially sensitive information externally accessible,
the capabilities supported by the MB have the potential of becom ng
security problenms. How security fits into SNWP frameworks is
described in [26], and a specific access control nodel is described
in [30].

The tables in this MB are organi zed to separate sensitive contro
capabilities fromless sensitive usage information. For exanple, the
objects to control application suspend/resune are separated from
those to handl e reconfiguration, which in turn are distinct from
those for term nation. This recognizes the need to support
configurati ons where the | evel of authorizati on needed by a manager
to do a "reconfigure" night be substantially less than the |eve
needed to termnate an application element. By keeping these in
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10.

separate colums, we nmeke it possible to set up access control that
allows, for exanple, "reconfigure" but not "kill".

The MB is structured to be useful for nanagers with read-only access
rights. |In sone environments, it nmay be approprate to restrict even
read-only access to these M Bs.

The capabilities supported by this MB include several that may be of
value to a security adninistrator. These include the ability to
monitor the | evel of usage of a given application, and to check the
integrity of application conponents.
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12.

Ful I Copyright Statenent
Copyright (C) The Internet Society (1999). Al Rights Reserved.

Thi s docunent and translations of it nmay be copied and furnished to
ot hers, and derivative works that comment on or otherw se explain it
or assist inits inplenentation may be prepared, copied, published
and distributed, in whole or in part, without restriction of any

ki nd, provided that the above copyright notice and this paragraph are
i ncluded on all such copies and derivative works. However, this
docunent itself may not be nodified in any way, such as by renoving
the copyright notice or references to the Internet Society or other
I nternet organi zati ons, except as needed for the purpose of
devel opi ng I nternet standards in which case the procedures for
copyrights defined in the Internet Standards process nust be
followed, or as required to translate it into |Ianguages other than
Engli sh.

The limted perm ssions granted above are perpetual and will not be
revoked by the Internet Society or its successors or assigns.

Thi s docunent and the information contained herein is provided on an
"AS | S" basis and THE | NTERNET SOCI ETY AND THE | NTERNET ENG NEERI NG
TASK FORCE DI SCLAI M5 ALL WARRANTI ES, EXPRESS OR | MPLI ED, | NCLUDI NG
BUT NOT LI M TED TO ANY WARRANTY THAT THE USE OF THE | NFORMATI ON
HEREI N W LL NOT | NFRI NGE ANY RI GHTS OR ANY | MPLI ED WARRANTI ES OF
MERCHANTABI LI TY OR FI TNESS FOR A PARTI CULAR PURPCSE.
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