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Abstract

Currently, there does not exist a sinple and dynani ¢ nmechani sm for
routers running IS-1S to | earn about synbolic hostnanmes. This
docunent defines a new TLV which allows the IS-I1S routers to flood
their name to system | D napping information across the |IS-1S network.

1. Introduction

|S-1S uses a 1-8 byte systemID (normally 6 bytes) to represent a
node in the network. For managenent and operation reasons, network
operators need to check the status of |1S-1S adjacencies, entries in
the routing table and the content of the IS-I1S |ink state database.

It is obvious that, when | ooking at diagnostics information
hexadeci mal representations of system Ds and LSP identifiers are |ess
cl ear than synbolic nanes.

One way to overcone this problemis to define a nane-to-systenl D
mappi ng on a router. This mappi ng can be used bidirectionally. E. g.,
to find synbolic nanmes for system Ds, and to find system Ds for
synbolic names. One way to build this table of mappings is by static
definitions. Anong network administrators who use IS-1S as their IGP
it is current practice to define such static mappings.

Thus every router has to maintain a table with nappings between

router names and system Ds. These tables need to contain all nanes
and system Ds of all routers in the network.
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There are several ways one could build such a table. One is via
static configurations. Another schene that could be inplemented is
via DNS | ookups. In this docunment we propose a third solution. W
hope the proposed solution is easier and nore manageabl e than static
mappi ng or DNS schenes.

2. Possible solutions

The obvi ous drawback of static configuration of mappings is the issue
of scalability and maintainability. The network operators have to

mai ntain the name tables. They have to maintain an entry in the table
for every router in the network. They have to maintain this table on
each router in the network. The effort to create and maintain these
static tables grows with the total nunber of routers on the network.
Changi ng the name or system D of one router, or adding one new router
introduced will affect the configurations of all the other routers on
the network. This will make it very likely that those static tables
are out dat ed.

Havi ng one table that can be updated in a centralized place woul d be
hel pful . One could imagi ne using the DNS systemfor this. A drawback
is that during the tinme of network problenms, the response tinme of DNS
services mght not be satisfactory or the DNS services might not even
be avail abl e. Anot her possibl e drawback night be the added conplexity
of DNS. Also, sone DNS inplenentations m ght not support A and PTR
records for CLNS NSAPs.

A third way to build dynani ¢ mappi ngs woul d be to use the transport
nmechani sm of the routing protocol itself to advertise synbolic nanes
in IS 1S link-state PDU. This docunent defines a new TLV which all ows
the 1S-1Srouters to include the nanme to system D mappi ng i nformation
intheir LSPs. This will allow sinple and reliable transport of nane
mappi ng i nformati on across the IS-1S network.

3. The Dynamic Hostnanme TLV
The Dynami c hostnane TLV is defined here as TLV type 137.
LENGTH - total length of the value field.
VALUE - a string of 1 to 255 bytes.
The Dynami c hostnanme TLV is optional. This TLV may be present in any
fragment of a non-pseudo node LSP. The value field identifies the
synbolic nanme of the router originating the LSP. This synbolic nane

can be the FQDN for the router, it can be a subset of the FQDN or any
string operators want to use for the router. The use of FQDN or a
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subset of it is strongly recommended. The content of this value is a
domai n nane, see RFC 2181. The string is not null-term nated. The
system D of this router can be derived fromthe LSP identifier

If this TLV is present in a pseudo node LSP, then it should not be
interpreted as the DNS hostnane of the router.

4. | nplementation

The Dynamic Hostnanme TLV is optional. When originating an LSP, a
router may decide to include this TLV in its LSP. Upon receipt of an
LSP with the dynanic hostname TLV, a router may decide to ignore this
TLV, or to install the synbolic name and system D in its hostnane
mappi ng tabl e.

A router may also optionally insert this TLV in it’s pseudo node LSP
for the association of a synbolic nanme to a |l ocal LAN.

5. Security Considerations
Thi s docunent raises no new security issues for IS-1S. However, it is
encouraged to use authentications for IS-1S routing protocol. The
aut henti cati on mechanismfor 1S-1S protocol is specified in [1] and
it is being enhanced within IETF in [2].
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9. Full Copyright Statenent
Copyright (C) The Internet Society (2000). Al Rights Reserved.

Thi s docunent and translations of it nmay be copied and furnished to
ot hers, and derivative works that comment on or otherw se explain it
or assist inits inplenentation may be prepared, copied, published
and distributed, in whole or in part, without restriction of any

ki nd, provided that the above copyright notice and this paragraph are
i ncluded on all such copies and derivative works. However, this
docunent itself may not be nodified in any way, such as by renoving
the copyright notice or references to the Internet Society or other
I nternet organi zati ons, except as needed for the purpose of
devel opi ng I nternet standards in which case the procedures for
copyrights defined in the Internet Standards process nust be
followed, or as required to translate it into |Ianguages other than
Engli sh.

The limted perm ssions granted above are perpetual and will not be
revoked by the Internet Society or its successors or assigns.

Thi s docunent and the information contained herein is provided on an
"AS | S" basis and THE | NTERNET SOCI ETY AND THE | NTERNET ENG NEERI NG
TASK FORCE DI SCLAI M5 ALL WARRANTI ES, EXPRESS OR | MPLI ED, | NCLUDI NG
BUT NOT LI M TED TO ANY WARRANTY THAT THE USE OF THE | NFORMATI ON
HEREI N W LL NOT | NFRI NGE ANY RI GHTS OR ANY | MPLI ED WARRANTI ES OF
MERCHANTABI LI TY OR FI TNESS FOR A PARTI CULAR PURPCSE.
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